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;, Qué es AWS Entity Resolution?

AWS Entity Resolution es un servicio que le ayuda a comparar, vincular y mejorar los registros
relacionados almacenados en multiples aplicaciones, canales y almacenes de datos. Puede empezar
a utilizar flujos de trabajo de resolucion de entidades que sean flexibles, escalables y que puedan
conectarse a sus aplicaciones y proveedores de servicios de datos existentes.

AWS Entity Resolution ofrece técnicas de comparacion avanzadas, como la coincidencia basada
en reglas, la coincidencia basada en el aprendizaje automatico (coincidencia ML) y la coincidencia
dirigida por el proveedor de servicios de datos. Estas técnicas pueden ayudarle a vincular y mejorar
con mayor precision los registros relacionados de informacion de clientes, cédigos de productos o
cédigos de datos empresariales.

Puede utilizarlas AWS Entity Resolution para crear una vista unificada de las interacciones con

los clientes, vinculando los eventos recientes (como los clics en anuncios, el abandono del carrito

y las compras) con las sefiales seudonimizadas de sus proveedores de servicios de datos en un
identificador de entidad unico. También puedes realizar un mejor seguimiento de los productos que
utilizan codigos diferentes (por ejemplo, SKU o UPC) en todas tus tiendas. Puedes usarlo AWS Entity
Resolution para controlar la precisidén de las coincidencias y proteger mejor la seguridad de los datos
y, al mismo tiempo, minimizar el movimiento de datos.

Temas

» ¢ Es la primera vez que lo utiliza AWS Entity Resolution ?

» Caracteristicas de AWS Entity Resolution

» Servicios relacionados

» Accediendo AWS Entity Resolution

» Precios para AWS Entity Resolution

¢ Es la primera vez que lo utiliza AWS Entity Resolution ?

Si es la primera vez que lo utiliza AWS Entity Resolution, le recomendamos que comience leyendo
las siguientes secciones:

» Caracteristicas de AWS Entity Resolution

» Accediendo AWS Entity Resolution

¢ Es la primera vez que lo utiliza AWS Entity Resolution ? 1
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» Configurar AWS Entity Resolution

Caracteristicas de AWS Entity Resolution

AWS Entity Resolution incluye las siguientes funciones:

* Preparacion de datos flexible y personalizable

AWS Entity Resolution lee sus datos AWS Glue para usarlos como entradas para el procesamiento
de coincidencias. Puedes especificar un maximo de 20 entradas de datos. AWS Entity Resolution
procesa cada fila de la tabla de entrada de datos como un registro, con una entidad unica que
actua como clave principal. AWS Entity Resolution puede funcionar en conjuntos de datos cifrados.
En primer lugar, defina el esquema de mapeo AWS Entity Resolution para comprender qué

campos de entrada quiere usar en su flujo de trabajo coincidente. Puede crear su propio esquema
de datos, o plano, a partir de una entrada de AWS Glue datos existente. O bien, puede crear
su esquema personalizado mediante una interfaz de usuario interactiva o un editor JSON. De

forma predeterminada, AWS Entity Resolution también normaliza las entradas de datos antes

de la coincidencia para mejorar el procesamiento de las coincidencias, por ejemplo, eliminando
los caracteres especiales y los espacios adicionales y formateando el texto en minusculas. Si la
entrada de datos ya esta normalizada, puede desactivar la normalizacion. También ofrecemos una
GitHub biblioteca que puede utilizar para personalizar aun mas el proceso de normalizacion de
datos para adaptarlo a sus necesidades.

* Flujos de trabajo configurables que coinciden con

Un flujo de trabajo de coincidencia de entidades es una secuencia de pasos que se configura para
indicar AWS Entity Resolution como hacer coincidir la entrada de datos y donde escribir la salida
de datos consolidada. Puede configurar uno o mas flujos de trabajo coincidentes para comparar

diferentes entradas de datos y utilizar diferentes técnicas de coincidencia, como la coincidencia
basada en reglas, la coincidencia mediante aprendizaje automatico o la comparacion dirigida

por un proveedor de servicios de datos sin experiencia en resolucién de entidades o aprendizaje

automatico. También puede ver el estado de las tareas de los flujos de trabajo y las métricas
coincidentes existentes, como el numero de recursos, el numero de registros procesados y el
numero de coincidencias encontradas.

+ Ready-to-use coincidencia basada en reglas

Esta técnica de emparejamiento incluye un conjunto de ready-to-use reglas en Consola de
administracion de AWS o AWS Command Line Interface (JAWS CLI. Puede usar estas reglas

Caracteristicas de AWS Entity Resolution 2
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para buscar registros relacionados en funcién de sus campos de entrada. También puede
personalizar las reglas agregando o quitando campos de entrada para cada regla, eliminando
reglas, reorganizando la prioridad de las reglas y creando reglas nuevas. También puede
restablecer las reglas para devolverlas a su configuracion original. La salida de datos del bucket
de Amazon Simple Storage Service (Amazon S3) contiene grupos de coincidencias AWS Entity
Resolution que se generan mediante la técnica de coincidencia basada en reglas. Cada grupo
de coincidencias tiene asociado el numero de regla utilizado para generar esa coincidencia, lo
que le ayudara a entenderla. Por ejemplo, el numero de la regla puede demostrar la precision de
cada grupo de coincidencias, de modo que la primera regla sea mas precisa que la segunda.

« Emparejamiento preconfigurado basado en el aprendizaje automatico (coincidencia de
aprendizaje automatico)

Esta técnica de comparacién incluye un modelo de aprendizaje automatico preconfigurado
para buscar coincidencias en todas las entradas de datos, especialmente en los registros de
consumo. El modelo utiliza todos los campos de entrada asociados con el nombre, la direccion
de correo electronico, el numero de teléfono, la direccidn y los tipos de datos de fecha de
nacimiento. El modelo genera grupos de coincidencias de registros relacionados con una
puntuacion de confianza en cada grupo que explica la calidad de la coincidencia en relacién con
otros grupos de coincidencias. El modelo considera los campos de entrada que faltan y analiza
todo el registro en conjunto para representar una entidad. La salida de datos de su bucket de
Amazon S3 tiene grupos de coincidencias que se AWS Entity Resolution generan mediante la
coincidencia de aprendizaje automatico. Aqui es donde cada grupo de coincidencias tiene una
puntuacion de confianza asociada de 0,0—1,0, que indica la precision de la coincidencia.

« Hacer coincidir los registros con los proveedores de servicios de datos

Con AWS Entity Resolution él, puede comparar, vincular y mejorar sus registros con los
principales proveedores de servicios de datos y conjuntos de datos con licencia para ampliar su
capacidad de comprender, llegar y atender a sus clientes. Por ejemplo, puede anadir atributos
a sus datos para mejorar sus registros, o puede mejorar la interoperabilidad de los sistemas

y plataformas con los que trabaja para cumplir sus objetivos empresariales. Puede utilizar

este flujo de trabajo coincidente con unos pocos clics, lo que elimina la necesidad de crear y
mantener integraciones patentadas complejas. Debe tener un acuerdo de licencia con estos
proveedores de servicios de datos para aprovechar esta técnica de combinacion.

* Procesamiento manual masivo y procesamiento incremental automatico

Puede utilizar el procesamiento de datos para convertir las entradas de datos en una tabla de
salida de datos consolidada con registros similares que tengan un identificador de coincidencia

Caracteristicas de AWS Entity Resolution 3
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comun generado mediante configuraciones de flujo de trabajo coincidentes entre entidades. Con la
API Consola de administracion de AWS y/o la AWS CLI, puede ejecutar el procesamiento masivo

manual a pedido, en funcién de su canalizacién de datos de extraccion, transformacién y carga
(ETL) existente, que vuelve a procesar todos los datos para detectar nuevas coincidencias y
actualizar las coincidencias existentes. Ademas, para los escenarios de coincidencia basados en
reglas, puede iniciar el procesamiento incremental automatico para que, tan pronto como haya

nuevos datos disponibles en su bucket de Amazon S3, el servicio lea esos nuevos registros y los
compare con los registros existentes. Esto mantiene sus coincidencias actualizadas con cualquier
cambio en los datos de Amazon S3.

» Busqueda casi en tiempo real

La busqueda de cualquier campo de entidad a través de la operacion de la AWS Entity Resolution

GetMatchld API te ayuda a recuperar de forma sincrénica un identificador de coincidencia

existente. Puedes llamar AWS Entity Resolution con los atributos de informacion de identificacion
personal (PIl) adquiridos a través de diferentes fuentes y canales. AWS Entity Resolution codifica
esos atributos para proteger los datos y recupera el identificador de coincidencia correspondiente
para vincular y relacionar al cliente. Por ejemplo, puedes registrarte en la web con un nombre, un
correo electrénico y una direccion postal asociados. Utilice la operaciéon de AWS Entity Resolution
GetMatchld API para averiguar si este cliente o entidad ya existe en los resultados coincidentes
almacenados en su bucket de S3, junto con el ID de coincidencia de la entidad correspondiente
asociado a él. Tras obtener el identificador de coincidencia de la entidad, podra encontrar la
informacion transaccional asociada a él en las aplicaciones de origen, como los sistemas de
gestion de relaciones con los clientes (CRM) o de plataforma de datos de clientes (CDP).

* Proteccion de datos y regionalizacion desde el disefo

AWS Entity Resolution ofrece una capacidad de cifrado predeterminada que puede ayudarlo a
proteger sus datos y le proporciona una clave de cifrado para cada entrada de datos en el servicio.
Por ejemplo, AWS Entity Resolution le ofrece la flexibilidad de utilizar datos cifrados y cifrados del
servidor para ejecutar flujos de trabajo coincidentes basados en reglas. AWS Entity Resolution
admite la regionalizacion, lo que significa que los flujos de trabajo coincidentes se ejecutan para
procesar los datos en el mismo lugar Regién de AWS desde el que se utiliza el servicio. También
puede cifrar y aplicar un hash a los datos de salida en Amazon S3 antes de utilizar los datos
resueltos en otras aplicaciones.

» Transcodificacidon multipartita

Caracteristicas de AWS Entity Resolution 4
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AWS Entity Resolution le ayuda a definir las fuentes de datos y a hacer coincidir las
configuraciones entre varias partes que desean utilizar una colaboracion de datos, como en. AWS
Clean Rooms

Servicios relacionados
Los siguientes Servicios de AWS aspectos estan relacionados con AWS Entity Resolution:
« Amazon S3

Almacene los datos que introduzca AWS Entity Resolution en Amazon S3.

Para obtener mas informacion, consulte ; Qué es Amazon S3? en la Guia del usuario de Amazon

Simple Storage Service.

« AWS Glue

Cree AWS Glue tablas a partir de sus datos en Amazon S3 para utilizarlas en AWS Entity
Resolution.

Para obtener mas informacién, consulte ; Qué es AWS Glue? en la Guia para AWS Glue

desarrolladores.

 AWS CloudTrail

Uselo AWS Entity Resolution con CloudTrail los registros para mejorar el analisis de la Servicio de
AWS actividad.

Para obtener mas informacién, consulte Registrar llamadas a la AWS Entity Resolution AP
mediante AWS CloudTrail.

* CloudFormation

Cree los siguientes recursos en CloudFormation: AWS::EntityResolution::MatchingWorkflow,
AWS::EntityResolution::SchemaMapping, AWS::EntityResolution:ldMappingWorkflow,
AWS::EntityResolution::ldNamespace y AWS::EntityResolution::PolicyStatement

Para obtener mas informacion, consulte Cree recursos de resolucion de entidades de AWS con
AWS CloudFormation.

Servicios relacionados 5
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Accediendo AWS Entity Resolution

Puede acceder a AWS Entity Resolution través de las siguientes opciones:

» Directamente a través de la AWS Entity Resolution consola en https://console.aws.amazon.com/

entityresolution/.

* Programaticamente a través de la AWS Entity Resolution API. Para obtener mas informacion,
consulte la Referencia de la APl de AWS Entity Resolution .

+ Siplanea llamar a la AWS Entity Resolution APl en AWS Lambda tiempo de ejecucion, cree su
propio paquete de implementacion e incluya la version deseada de la biblioteca del AWS SDK.
Para obtener mas informacién, consulta los siguientes ejemplos en la Guia para AWS Lambda
desarrolladores:

* Implemente funciones de Java Lambda con archivos.zip o JAR

» Trabajar con archivos de archivos.zip para funciones Lambda de Python

Precios para AWS Entity Resolution

Para obtener informacion acerca de los precios, consulte AWS Entity Resolution Pricing (Precios de

Glue).
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Configurar AWS Entity Resolution

Antes de usarlo AWS Entity Resolution por primera vez, registrese AWS y cree un usuario
administrador para crear roles.

Registrarse en AWS

Si ya tienes una Cuenta de AWS, omite este paso.

Si no tiene uno Cuenta de AWS, complete los siguientes pasos para crearlo.
Para suscribirse a una Cuenta de AWS

1. Abrir https://portal.aws.amazon.com/billing/registro.

2. Siga las instrucciones que se le indiquen.

Parte del procedimiento de registro consiste en recibir una llamada telefonica o mensaje de texto
e indicar un codigo de verificacion en el teclado del teléfono.

Cuando te registras en un Cuenta de AWS, Usuario raiz de la cuenta de AWSse crea un. El
usuario raiz tendra acceso a todos los Servicios de AWS y recursos de esa cuenta. Como
practica recomendada de seguridad, asigne acceso administrativo a un usuario y utilice
unicamente el usuario raiz para realizar tareas que requieren acceso de usuario raiz.

Crear un usuario administrador

Para crear un usuario administrador, elija una de las siguientes opciones.

Registrarse en AWS 7
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Eleqir Para Haga esto También puede

una

forma

de

administr

ar el

administr

ador

En IAM Usar credenciales Siga las instrucciones en Configure el acceso

Identity a corto plazo para Introduccion en la Guia programatico configurando

Center acceder a AWS. del usuario de AWS IAM el AWS CLI que se utilizara
Identity Center. AWS |AM Identity Center en la

(recomenc Esto se ajusta Guia del AWS Command Line

ado) a las practicas Interface usuario.

recomendadas de
seguridad. Para
obtener informacion
sobre las practicas
recomendadas,
consulta Practicas
recomendadas de
seguridad en IAM en
la Guia del usuario de

IAM.
En IAM Usar credenciales Siguiendo las instrucciones  Configure el acceso

a largo plazo para de Crear un usuario de IAM  programatico mediante
(no acceder a AWS. para acceso de emergenci Administrar las claves de
T, a de la Guia del usuario de  acceso de los usuarios de IAM
¢ IAM. en la Guia del usuario de IAM.

Crear un rol de 1AM para un usuario de consola

Complete el siguiente procedimiento si esta utilizando la AWS Entity Resolution consola.
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Como crear un rol de 1AM

1. Inicie sesion en la consola de IAM (https://console.aws.amazon.com/iam/) con su cuenta de
administrador.

2.  En Administracién de accesos, elija Roles.

Puede usar Roles para crear credenciales a corto plazo, lo que se recomienda para aumentar la
seguridad. También puede elegir Usuarios para crear credenciales a largo plazo.

Elija Crear rol.
En el asistente de creacidn de roles, en Tipo de entidad de confianza, elija Cuenta de AWS.

Mantenga seleccionada la opcidn Esta cuenta y, a continuacion, elija Siguiente.

o g M W

En Anadir permisos, selecciona Crear politica.

Se abrira una nueva pestana.

a. Seleccione la pestana JSON y, a continuacion, anada politicas en funcion de las
capacidades otorgadas al usuario de la consola.AWS Entity Resolution ofrece las siguientes
politicas administradas basadas en casos de uso comunes:

« AWS politica gestionada: AWSEntity ResolutionConsoleFullAccess

» AWS politica gestionada: AWSENntity ResolutionConsoleReadOnlyAccess

b. Elija Siguiente: Etiquetas, afiada etiquetas (opcional) y, a continuacion, elija Siguiente:
Revisar.

c. En Revisar politica, introduzca un Nombre y una Descripcion y revise el Resumen.

d. Elija Crear politica.

Ha creado una politica para un miembro de la colaboracién.

e. Regrese a la pestafia original y, en Agregar permisos, escriba el nombre de la politica que
acaba de crear. (es posible que tenga que volver a cargar la pagina).

f.  Seleccione la casilla de verificacion situada junto al nombre de la politica que cred y, a
continuacion, seleccione Siguiente.

7. En Nombre, revisar y crear, introduzca el Nombre del rol y la Descripcion.
a. Revise Seleccionar entidades de confianza e introduzca la Cuenta de AWS correspondiente
a la persona o personas que asumiran el rol (si es necesario).

b. Revise los permisos en Agregar permisos y editelos si es necesario.
Crear un rol de IAM para un usuario de consola 9
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c. Revise las Etiquetas y anada etiquetas si es necesario.

d. Elija Crearrol.

Crear un rol de trabajo de flujo de trabajo para AWS Entity
Resolution

AWS Entity Resolution usa un rol de trabajo de flujo de trabajo para ejecutar un flujo de trabajo.
Puede crear este rol mediante la consola si dispone de los permisos de IAM necesarios. Si no tiene
CreateRole permisos, pida al administrador que cree el rol.

Para crear un rol de trabajo de flujo de trabajo para AWS Entity Resolution

1. Inicie sesion en la consola de IAM en https://console.aws.amazon.com/iam/con su cuenta de

administrador.

2.  En Administracion de accesos, elija Roles.

Puede usar Roles para crear credenciales a corto plazo, lo que se recomienda para aumentar la
seguridad. También puede elegir Usuarios para crear credenciales a largo plazo.

3. Elija Crear rol.

4. En el asistente Crear rol, en Tipo de entidad de confianza, elija Politica de confianza
personalizada.

5. Copie y pegue la siguiente politica de confianza personalizada en el editor JSON.

JSON

"Version":"2012-10-17",
"Statement": [

{
"Effect": "Allow",
"Principal": {
"Service": [
"entityresolution.amazonaws.com"
]
}I
"Action": "sts:AssumeRole"
}
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6. Elija Siguiente.

7. En Anadir permisos, selecciona Crear politica.

Se abre una nueva pestana.

a. Copiay pega la siguiente politica en el editor JSON.

(® Note

El siguiente ejemplo de politica admite los permisos necesarios para leer los
recursos de datos correspondientes, como Amazon S3 y AWS Glue. Sin embargo,
es posible que tengas que modificar esta politica en funcion de como hayas
configurado las fuentes de datos.

Puede utilizar AWS Glue los recursos y los recursos subyacentes de Amazon S3 de
cualquier regién de la particion AWS comercial en la que AWS Glue se admita; no
es necesario que estén en la misma region que AWS Entity Resolution.

No necesita conceder AWS KMS permisos si sus fuentes de datos no estan cifradas
o descifradas.

JSON

"Version":"2012-10-17",
"Statement": [
{

"Effect": "Allow",

"Action": [
"s3:GetObject",
"s3:ListBucket",
"s3:GetBucketLocation"

1,

"Resource": [
"arn:aws:s3:::{{input-buckets}}",
"arn:aws:s3:::{{input-buckets}}/*"

1,

"Condition": {

Crear un rol de trabajo de flujo de trabajo
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"StringEquals": {
"s3:ResourceAccount": [
"444455556666"

"Effect": "Allow",

"Action": [
"s3:PutObject",
"s3:ListBucket",
"s3:GetBucketLocation"

]I

"Resource": [
"arn:aws:s3:::{{output-bucket}}",
"arn:aws:s3:::{{output-bucket}}/*"

]I

"Condition": {
"StringEquals": {

"s3:ResouxrceAccount": [
"444455556666"

"Effect": "Allow",

"Action": [
"glue:GetDatabase",
"glue:GetTable",
"glue:GetParxtition",
"glue:GetPartitions",
"glue:GetSchema",
"glue:GetSchemaVersion",
"glue:BatchGetPartition"

1,

"Resource": [

"arn:aws:glue:us-east-1:444455556666:database/{{input-

databases}}",

"arn:aws:glue:us-east-1:444455556666:table/{{input-
database}}/{{input-tables}}",

"arn:aws:glue:us-east-1:444455556666:catalog"

Crear un rol de trabajo de flujo de trabajo
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Reemplace cada {{user input placeholder}} por su propia informacion.

aws-region Region de AWS de sus recursos. Puede
utilizar AWS Glue Amazon S3 y AWS
KMS los recursos de cualquier empresa
comercial en la que Region de AWS se
admitan estos servicios.

&ExampleAWSAccountNol; Tu Cuenta de AWS ID.

input-buckets Buckets de Amazon S3 que contienen los
objetos de datos subyacentes desde los
AWS Glue que AWS Entity Resolutio
n se leera.

output-buckets Los buckets de Amazon S3 son los AWS
Entity Resolution que generaran los
datos de salida.

input-databases AWS Glue bases de datos desde las AWS
Entity Resolution que leeré.

b. (Opcional) Si el bucket de Amazon S3 de entrada esta cifrado con la clave KMS del cliente,
afada lo siguiente:

"Effect": "Allow",
"Action": [
"kms:Decrypt"
1,
"Resource": [
"arn:aws:kms:{{aws-
region}}:{{&ExampleAWSAccountNol; }}:key/{{inputKeys}}"
]
}
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Reemplace cada {{user input placeholder}} por su propia informacion.

aws-region Regién de AWS de sus recursos. Puede
utilizar AWS Glue Amazon S3 y AWS
KMS los recursos de cualquier empresa
comercial en la que Region de AWS se
admitan estos servicios.

&ExampleAWSAccountNol; Tu Cuenta de AWS ID.

inputKeys Ingresa las claves administradas AWS
Key Management Service. Si sus fuentes
de entrada estan cifradas, AWS Entity
Resolution debe descifrar los datos
con su clave.

c. (Opcional) Si es necesario cifrar los datos que se van a escribir en el bucket de Amazon S3
de salida, anada lo siguiente:

"Effect": "Allow",
"Action": [
"kms:GenerateDataKey",
"kms:Encrypt"
1,
"Resource": [
"arn:aws:kms:{{aws-
region}}:{{&ExampleAWSAccountNol; }}:key/{{outputKeys}}"
]
}

Reemplace cada {{user input placeholder}} por su propia informacion.

Crear un rol de trabajo de flujo de trabajo 14



AWS Entity Resolution Guia del usuario de

aws-region Region de AWS de sus recursos. Puede
utilizar AWS Glue Amazon S3 y AWS
KMS los recursos de cualquier empresa
comercial en la que Region de AWS se
admitan estos servicios.

&ExampleAWSAccountNol; Tu Cuenta de AWS ID.

outputKeys Ingresa las claves administradas AWS
Key Management Service. Si necesita
cifrar las fuentes de salida, AWS Entity
Resolution debe cifrar los datos de
salida con su clave.

d. (Opcional) Sitiene una suscripcion a través AWS Data Exchange de un servicio de
proveedor y desea utilizar un rol existente para un flujo de trabajo basado en el servicio de
un proveedor, anada lo siguiente:

{
"Effect": "Allow",
"Sid": "DataExchangePermissions",
"Action": "dataexchange:SendApiAsset",

"Resource": [
"arn:aws:dataexchange:{{aws-region}}::data-sets/{{datasetId}}/
revisions/{{revisionId}}/assets/{{assetId}}"
]

Reemplace cada {{user input placeholder}} por su propia informacion.
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aws-region El Region de AWS lugar donde se otorga

el recurso del proveedor. Puede encontrar
este valor en el ARN del activo de la AWS
Data Exchange consola. Por ejemplo:
arn:aws:dataexchange:us-eas
t-2::data-sets/111122223333
/revisions/339ffc64444examp
lef3bcl5cf@b2346b/assets/54
6468b8dexamplea37bfc73b8f79

fefa

datasetId El ID del conjunto de datos, que se
encuentra en la AWS Data Exchange
consola.

revisionId La revision del conjunto de datos, que

se encuentra en la AWS Data Exchange
consola.

assetld El ID del activo, que se encuentra en la
AWS Data Exchange consola.

8. Vuelva a la pestana original y, en Ahadir permisos, introduzca el nombre de la politica que acaba
de crear. (es posible que tenga que volver a cargar la pagina).

9. Seleccione la casilla de verificacidon situada junto al nombre de la politica que cred y, a
continuacion, seleccione Siguiente.

10. En Nombre, revisar y crear, introduzca el Nombre del rol y la Descripcién.

(® Note

El nombre del rol debe coincidir con el patrén de los passRole permisos concedidos
al miembro que puede transferirlo workflow job role para crear un flujo de trabajo
coincidente.

Por ejemplo, si utilizas la politica AWSEntityResolutionConsoleFullAccess
gestionada, recuerda incluirla entityresolution en el nombre de tu rol.

Crear un rol de trabajo de flujo de trabajo 16



AWS Entity Resolution

Guia del usuario de

Revise la seccidon Seleccionar entidades de confianza y editela si es necesario.

a
b. Revise los permisos en Agregar permisos y editelos si es necesario.

o

Revise las Etiquetas y anada etiquetas si es necesario.

d. Elija Crearrol.

Se AWS Entity Resolution ha creado el rol de trabajo del flujo de trabajo para.

Crear un rol de trabajo de flujo de trabajo
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Preparar tablas de datos de entrada

En AWS Entity Resolution, cada una de las tablas de datos de entrada contiene registros de origen.
Estos registros contienen identificadores del consumidor, como nombre, apellidos, direccion de
correo electréonico o numero de teléfono. Estos registros de origen se pueden comparar con otros
registros de origen que usted proporcione en la misma tabla de datos de entrada o en otras tablas.
Cada registro debe tener un identificador de registro unico (ID unico) y debe definirlo como clave
principal al crear un esquema de mapeo en él AWS Entity Resolution.

Todas las tablas de datos de entrada estan disponibles como AWS Glue tablas respaldadas por
Amazon S3. Puede utilizar sus datos de origen que ya estan en Amazon S3 o importar tablas de
datos de otros proveedores de SaaS de terceros a Amazon S3. Tras cargar los datos en Amazon S3,
puede utilizar un AWS Glue rastreador para crear una tabla de datos en el AWS Glue Data Catalog.
A continuacion, puede utilizar la tabla de datos como entrada para AWS Entity Resolution.

En las siguientes secciones se describe como preparar datos propios y datos de terceros.

Temas

» Preparacion de los datos de entrada de origen

» Preparar los datos de entrada de terceros

Preparacion de los datos de entrada de origen

En los siguientes pasos se describe como preparar los datos de origen para utilizarlos en un flujo

de trabajo de coincidencia basado en reglas, un flujo de trabajo de coincidencia basado en el

aprendizaje automatico o un flujo de trabajo de mapeo de ID.

Paso 1: Prepare tablas de datos propias

Cada tipo de flujo de trabajo coincidente tiene un conjunto diferente de recomendaciones y pautas
para garantizar el éxito.

Para preparar tablas de datos propias, consulte la siguiente tabla:
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Directrices sobre tablas de datos propias

Tipo de flujo de trabajo Obligatorio

Flujo de trabajo de » Se requiere un identificador unico.

coincidencia basado en « El identificador Unico no supera los 38 caracteres.
reglas con tipo de regla

* (Opcional) Una columna DELETE que especifica los registros de

NI los que se van a eliminar una AWS Entity Resolution vez que el
flujo de trabajo haya terminado de procesarse. El valor predeterm
inado es false sila columna existe sin ningun valor. Se true
eliminaran los registros con la columna DELETE establecida en.
Los registros con la columna DELETE configurada false o vacia
se procesaran mediante AWS Entity Resolution.

El esquema debe tener una columna DELETE con el tipo String
y sin matchKey ygroupName .
(® Note
No se admite la busqueda de coincidencias (GetMatchI
D ) porque el tipo de regla avanzada para la cadencia de
procesamiento manual no almacena ningun dato ingerido.
En el siguiente ejemplo, se S1 ingerira y se S2 eliminara.
Example
sourceID, name, lastName, DELETE
S1, name, lastname, false
S2, name2, lastname2, true

Flujo de trabajo de » Se requiere un identificador unico.

coincidencia basado en + El identificador Unico no supera los 38 caracteres.

reglas con un tipo de regla

simple
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Tipo de flujo de trabajo Obligatorio

flujo de trabajo de » Se requiere un identificador unico.

emparejamiento basado en . E| conjunto de datos contiene uno de los siguientes tipos:
el aprendizaje automatico . Full Name

* Full Address

* Full phone

* Email address

* Date— con una clave de coincidencia (el nombre de la fecha
de nacimiento)

* Ninguno de los nombres de las columnas utiliza los siguiente
s nombres reservados: "MatchIdMatchRule «,»RecordId,
Sourceld «," yTargetId».

Flujo de trabajo de » Se requiere un identificador unico.

asignacion de ID « El identificador Gnico no supera los 257 caracteres.

* (Opcional) Una columna DELETE que especifica los registros de
los que se van a eliminar una AWS Entity Resolution vez que el
flujo de trabajo haya terminado de procesarse. El valor predeterm
inado es false sila columna existe sin ningun valor. Se true
eliminaran los registros con la columna DELETE establecida en.
Los registros con la columna DELETE configurada false o vacia
se procesaran mediante AWS Entity Resolution.

El esquema debe tener una columna DELETE con el tipo String
y sin matchKey ygroupName .

En el siguiente ejemplo, S1 se S2 incorporara y se eliminara.

Example

sourcelID, name, lastName, DELETE
S1, name, lastname, false
S2, name2, lastname2, true
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Paso 2: Guarde la tabla de datos de entrada en un formato de datos
compatible

Si ya has guardado los datos de entrada de origen en un formato de datos compatible, puedes
saltarte este paso.

Para poder AWS Entity Resolution utilizarlos, los datos de entrada deben estar en un formato AWS
Entity Resolution compatible.

AWS Entity Resolution admite los siguientes formatos de datos:

» valor separado por comas (CSV)

» Parquet

Paso 3: Cargue la tabla de datos de entrada a Amazon S3

Si ya tiene su tabla de datos de origen en Amazon S3, puede omitir este paso.

® Note

Puede almacenar los datos de entrada en Amazon S3 Resources en cualquier region de la
particion AWS comercial en la que se admita S3. Se puede acceder a estos datos desde una
region diferente o Cuenta de AWS cuando se ejecuta el flujo de trabajo correspondiente.

Para cargar la tabla de datos de entrada a Amazon S3

1. Inicie sesién en la consola de Amazon S3 Consola de administracion de AWS y abrala en https://
console.aws.amazon.com/s3/.

2. Elija Buckets y, a continuacion, elija un bucket para almacenar su tabla de datos.
3. Elija Cargary siga las indicaciones de la pantalla.
4. Seleccione la pestana Objetos para ver el prefijo donde se almacenan sus datos. Anote el

nombre de la carpeta.

Puede seleccionar la carpeta para ver la tabla de datos.
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Paso 4: Crear una AWS Glue tabla

(® Note

Si necesitas AWS Glue tablas particionadas, salta aPaso 4: Crea una tabla particionada AWS

Glue.

Los datos de entrada en Amazon S3 deben catalogarse AWS Glue y representarse como una AWS
Glue tabla. Para obtener mas informacién sobre cémo crear una AWS Glue tabla con Amazon S3
como entrada, consulte Trabajar con rastreadores en la AWS Glue consola en la Guia para AWS

Glue desarrolladores.

En este paso, debe configurar un rastreador AWS Glue que rastree todos los archivos del bucket de
S3 y crear una tabla. AWS Glue

® Note

AWS Entity Resolution actualmente no es compatible con las ubicaciones de Amazon S3
registradas en AWS Lake Formation.

Para crear una AWS Glue tabla

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Glue consola en https://
console.aws.amazon.com/glue/.

2. Enla barra de navegacion, seleccione Rastreadores.
3. Seleccione su bucket de S3 de la lista y, a continuacion, elija Crear rastreador.

4. En la pagina Definir las propiedades del rastreador, introduzca un nombre del rastreador
(opcional, una descripcidn) y, a continuacion, seleccione Siguiente.

5. Continue por la pagina Anadir rastreador y especifique los detalles.

6. En la pagina Elegir un rol de 1AM, seleccione Elegir un rol de IAM existente y luego seleccione
Siguiente.

También puede seleccionar Crear un rol de IAM o pedir a su administrador cree el rol de IAM si
es necesario.
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7. En Crear una programacion para este rastreador, mantenga el valor predeterminado para la
Frecuencia (Ejecutar bajo demanda) y, a continuacion, seleccione Siguiente.

8. En Configurar la salida del rastreador, introduzca la AWS Glue base de datos y, a continuacion,
seleccione Siguiente.

9. Revise todos los detalles y, a continuacion, seleccione Finalizar.

10. En la pagina Rastreadores, active la casilla de verificacion situada junto a su bucket de S3 vy, a
continuacion, elija Ejecutar rastreador.

11. Cuando el rastreador termine de ejecutarse, en la barra de AWS Glue navegacion, elija Bases
de datos y, a continuacién, elija el nombre de la base de datos.

12. En la pagina Base de datos, elija Tablas de {nombre de su base de datos}.

a. Vea las tablas de la AWS Glue base de datos.
b. Para ver el esquema de una tabla, seleccione una tabla.

c. Anote el nombre de la AWS Glue base de datos y el nombre de AWS Glue la tabla.

Ahora esta listo para crear un mapeo de esquemas. Para obtener mas informacién, consulte
Creacion de una asignacion de esquema.

Paso 4: Crea una tabla particionada AWS Glue

(® Note

La funcion de AWS Glue particion solo AWS Entity Resolution se admite en los flujos de
trabajo de mapeo de ID. Esta funcion de AWS Glue particionamiento le permite elegir
particiones especificas para procesarlas. AWS Entity Resolution

Si no necesitas AWS Glue tablas particionadas, puedes saltarte este paso.

Una AWS Glue tabla particionada refleja automaticamente las nuevas particiones de la AWS Glue
tabla cuando agregas nuevas carpetas a la estructura de datos (por ejemplo, una nueva carpeta de
un dia en un mes).

Al crear una AWS Glue tabla particionada AWS Entity Resolution, puedes especificar qué particiones
quieres procesar en un flujo de trabajo de mapeo de ID. Luego, cada vez que ejecutas el flujo de
trabajo de mapeo de ID, solo se procesan los datos de esas particiones, en lugar de procesar todos
los datos de toda la AWS Glue tabla. Esta funcion permite un procesamiento de datos mas preciso,
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eficiente y rentable AWS Entity Resolution, lo que le proporciona un mayor control y flexibilidad a la
hora de gestionar las tareas de resolucion de entidades.

Puede crear una AWS Glue tabla particionada para la cuenta de origen en un flujo de trabajo de
mapeo de ID.

Primero debe catalogar los datos de entrada en Amazon S3 AWS Glue y representarlos como una
AWS Glue tabla. Para obtener mas informacion sobre como crear una AWS Glue tabla con Amazon
S3 como entrada, consulte Trabajar con rastreadores en la AWS Glue consola en la Guia para AWS
Glue desarrolladores.

En este paso, configuras un rastreador AWS Glue que rastrea todos los archivos de tu bucket de S3
y, a continuacion, creas una tabla particionada. AWS Glue

® Note

AWS Entity Resolution actualmente no es compatible con las ubicaciones de Amazon S3
registradas en AWS Lake Formation.

Para crear una tabla particionada AWS Glue

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Glue consola en https:/
console.aws.amazon.com/glue/.

2. Enla barra de navegacion, seleccione Rastreadores.
Seleccione su bucket de S3 de la lista y, a continuacion, elija Crear rastreador.

En la pagina Definir las propiedades del rastreador, introduce el nombre del rastreador, una
descripcion opcional y, a continuacién, selecciona Siguiente.

Continue por la pagina Anadir rastreador y especifique los detalles.

En la pagina Elegir un rol de IAM, seleccione Elegir un rol de IAM existente y luego seleccione
Siguiente.

También puede seleccionar Crear un rol de IAM o pedir a su administrador cree el rol de IAM si
es necesario.

7. En Crear una programacion para este rastreador, mantenga el valor predeterminado para la
Frecuencia (Ejecutar bajo demanda) y, a continuacion, seleccione Siguiente.

8. En Configurar la salida del rastreador, introduzca la AWS Glue base de datos y, a continuacion,
seleccione Siguiente.
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9. Revise todos los detalles y, a continuacion, seleccione Finalizar.

10. En la pagina Rastreadores, active la casilla de verificacion situada junto a su bucket de S3y, a
continuacion, elija Ejecutar rastreador.

11. Cuando el rastreador termine de ejecutarse, en la barra de AWS Glue navegacion, elija Bases
de datos y, a continuacién, elija el nombre de la base de datos.

12. En la pagina Base de datos, en Tablas, elija la tabla que desee particionar.

13. En la descripcion general de la tabla, selecciona el menu desplegable Acciones y, a
continuacion, selecciona Editar tabla.

a. En Propiedades de la tabla, selecciona Anadir.
b. Para la nueva clave, introduzcaaexPushDownPredicateString.
c. Para el nuevo valor, introduzca'<PartitionKey>=<PartitionValue'.

d. Anote el nombre de la AWS Glue base de datos y el nombre de AWS Glue la tabla.

Ya puede hacer lo siguiente:

» Cree un esquema de mapeo y, a continuacién, cree un flujo de trabajo de mapeo de ID para uno
Cuenta de AWS.

» Cree una fuente de espacio de nombres de ID, cree un destino de espacio de nombres de ID y, a
continuacion, cree un flujo de trabajo de mapeo de ID en dos. Cuentas de AWS

Preparar los datos de entrada de terceros

Los servicios de datos de terceros proporcionan identificadores que pueden coincidir con sus
identificadores conocidos.

AWS Entity Resolution actualmente es compatible con los siguientes servicios de proveedores de
datos de terceros:

Servicios de proveedores de datos

Nombre de la empresa Disponible Regiones de AWS Identificador

LiveRamp EE.UU. Este (Norte de ID de rampa
Virginia) (us-east-1), EE.UU.
Este (Ohio) (us-East-2) y
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Nombre de la empresa Disponible Regiones de AWS Identificador

EE.UU. Oeste (Oregon) (us-

west-2)
TransUnion EE.UU. Este (Norte de TransUnion Individuo y hogar
Virginia) (us-east-1), EE.UU. IDs

Este (Ohio) (us-East-2) y
EE.UU. Oeste (Oregon) (us-
west-2)

ID unificada 2.0 EE.UU. Este (Norte de Dibuja un UID 2
Virginia) (us-east-1), EE.UU.
Este (Ohio) (us-East-2) y
EE.UU. Oeste (Oregon) (us-
west-2)

Los siguientes pasos describen como preparar los datos de terceros para utilizar un flujo de trabajo
de correspondencia basado en el servicio del proveedor o un flujo de trabajo de mapeo de ID basado

en el servicio del proveedor.

Temas

» Paso 1: Suscribase a un servicio de proveedor en AWS Data Exchange

» Paso 2: Prepare tablas de datos de terceros

» Paso 3: Guarde la tabla de datos de entrada en un formato de datos compatible

* Paso 4: Cargue la tabla de datos de entrada a Amazon S3

» Paso 5: Crear una AWS Glue tabla

Paso 1: Suscribase a un servicio de proveedor en AWS Data Exchange

Si tienes una suscripcidn a través de un proveedor de servicios AWS Data Exchange, puedes
ejecutar un flujo de trabajo coincidente con uno de los siguientes servicios de proveedor para hacer
coincidir tus identificadores conocidos con los de tu proveedor preferido. Sus datos se compararan
con un conjunto de entradas definido por su proveedor preferido.

Para suscribirse a un servicio de proveedor en AWS Data Exchange
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1.

Vea la lista de proveedores en AWS Data Exchange. Estan disponibles las siguientes listas de
proveedores:

* LiveRamp

» LiveRampResoluciéon de identidad

» LiveRampTranscodificacion

» TransUnion

» TruAudience Resolucién y enriquecimiento de la identidad
* |D unificada 2.0

+ Resolucién de identidad de Unified ID 2.0

Complete uno de los siguientes pasos, segun el tipo de oferta.

» Oferta privada: si ya tienes una relacion con un proveedor, sigue el procedimiento de ofertas
y productos privados de la Guia del AWS Data Exchange usuario para aceptar una oferta
privada AWS Data Exchange.

» Traiga su propia suscripcion: si ya tiene una suscripcion de datos existente con un proveedor,
siga el procedimiento de ofertas de Bring Your Own Subscription (BYOS) de la Guia del AWS
Data Exchange usuario para aceptar una oferta de BYOS. AWS Data Exchange

Una vez que te hayas suscrito a un servicio de proveedor AWS Data Exchange, podras crear un
flujo de trabajo coincidente o un flujo de trabajo de mapeo de identidades con ese servicio de
proveedor.

Para obtener mas informacién sobre cdmo acceder a un producto de un proveedor que lo contenga

APls, consulte Acceder a un producto de API en la Guia del AWS Data Exchange usuario.

Paso 2: Prepare tablas de datos de terceros

Cada servicio de terceros tiene un conjunto diferente de recomendaciones y directrices para
garantizar un flujo de trabajo adecuado.

Para preparar tablas de datos de terceros, consulta la siguiente tabla:

Paso 2: Prepare tablas de datos de terceros 27


https://aws.amazon.com/marketplace/pp/prodview-v4557zxjo6ykq
https://aws.amazon.com/marketplace/pp/prodview-bpp2fvfcxk2kg
https://aws.amazon.com/marketplace/pp/prodview-66zqls7iqsm6o?sr=0-4&ref_=beagle&applicationId=AWSMPContessa#offers
https://docs.aws.amazon.com/data-exchange/latest/userguide/subscribe-to-private-offer.html
https://docs.aws.amazon.com/data-exchange/latest/userguide/subscribe-to-private-offer.html
https://docs.aws.amazon.com/data-exchange/latest/userguide/subscribe-to-byos-offer.html
https://docs.aws.amazon.com/data-exchange/latest/userguide/subscribing-to-product.html#use-API-product

AWS Entity Resolution

Guia del usuario de

Pautas de servicios para proveedores de datos

Servicio para ¢, Se necesita una identific
proveedores acion unica?

LiveRamp Si

TransUnion Si

Acciones

Asegurese de lo siguiente:

El identificador unico puede ser su propio
identificador seudénimo o un identificador
de fila.

El formato y la normalizacion del archivo de
entrada de datos se ajustan a las LiveRamp
directrices.

Para obtener mas informacion sobre las
pautas de formato de los archivos de
entrada para el flujo de trabajo correspon
diente, consulte Realizar la resoluciéon de
identidad mediante ADX en la LiveRamp
documentacion.

Para obtener mas informacion sobre las
pautas de formato de los archivos de
entrada para el flujo de trabajo de mapeo
de ID, consulte Realizar la transcodificacion

mediante ADX en la documentacion.
LiveRamp

Asegurese de que las siguientes columnas
estén string escritas en la vista de entrada:

Se requiere un ID unico y puede ser un
ID de CRM, un ID de contacto, un ID de
usuario o cualquier ID exclusivo.

Name

* First Namepuede estar en minusculas
0 mayusculas, se admiten apodos, pero
deben excluirse los titulos y sufijos.

Paso 2: Prepare tablas de datos de terceros
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Servicio para ¢, Se necesita una identific Acciones
proveedores acion unica?

+ Last Namepuede estar en mayuscula
o0 minuscula, sin incluir las iniciales del
medio.

* Address

* Street addressly Street
addressl se combina en una sola Full
address linea, si esta presente.

» Cityesta separado deFull address.

» Zip(ozip plusa4), sin caracteres
especiales como espacios, guiones o
espacios en blanco. Utilice valores nulos
si no hay datos.

+ Statese especifica como un codigo de 2
letras en mayusculas.

* * Phone

* Phone numbexrdebe tener 10 digitos,
sin caracteres especiales como
espacios o guiones.

* Email addresses es texto sin formato o
cadenas en minusculas SHA256 con hash.

* Date of Birthesta enformatoy. yyy-
mm-dd

* Digital identifiers (Dispositivo
IDs) se puede incluir IDs con guiones
(dispositivo sin procesar de 36 caracteres
IDs//IFAs) y sin guiones (dispositivoMAIDs/
/con cbdigo hash de 32 y 40 caracteres).
IDs MAIDs IFAs

» IPV4es una direccion IP de 32 bits
expresada en notacion decimal
punteada. Por ejemplo: 192.0.2.1
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Servicio para ¢, Se necesita una identific Acciones
proveedores acion unica?

+ IPV6es una direccion IP de 128 bits
expresada en notacion hexadecimal,
separada por dos puntos. Por ejemplo:
2001:db8:0000:0000:0000:000
0:0000:0001

* MAID(ID de publicidad movil) es una
cadena alfanumérica unica que se asigna
a un dispositivo mévil con fines publicita
rios. Una SIRVIENTA suele tener 36
caracteres. Por ejemplo: alb2c3d4-
5678-90ab-cdef-EXAMPLE11111
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Servicio para ¢, Se necesita una identific
proveedores acion unica?

ID unificada 2.0 Si

Acciones

Asegurese de lo siguiente:

 El identificador unico no puede ser un hash.

Email addresses Se usauno Phone
numbexr o ambos en el esquema, no en
ambos.

UID2 admite tanto el correo electrénico
como el numero de teléfono para UID2

la generacion. Sin embargo, si ambos
valores estan presentes en la asignacio

n del esquema, el flujo de trabajo duplica
cada registro de la salida. Un registro
usa el correo electrénico para la UID2
generacion y el segundo registro usa el
numero de teléfono. Si sus datos incluyen
una combinacion de correos electrénicos
y numeros de teléfono y no desea que

se duplique esta duplicacion de registros
en la salida, lo mejor es crear un flujo de
trabajo independiente para cada uno, con

asignaciones de esquema independientes.

En este escenario, realice los pasos dos
veces: cree un flujo de trabajo para los
correos electronicos y otro independiente
para los numeros de teléfono.

@ Note

Un correo electrénico o un numero
de teléfono especificos, en cualquier
momento especifico, dan como
resultado el mismo UID2 valor bruto,

Paso 2: Prepare tablas de datos de terceros
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Servicio para ¢, Se necesita una identific Acciones
proveedores acion unica?

independientemente de quién haya
realizado la solicitud.

UID2s Las sales crudas se obtienen
afadiendo sales de cubos de sal que
se giran aproximadamente una vez
al ano, lo que hace que la materia
prima UID2 también se rote con ella.
Los diferentes cubos de sal rotan en
diferentes momentos del afno. AWS
Entity Resolution En la actualidad

no lleva un registro de los cubos de
sal giratorios ni en crudo UID2s, por
lo que se recomienda regenerar el
crudo a diario. UID2s Para obtener
mas informacion, consulta ; Con qué
frecuencia UID2s se deben actualizar

las actualizaciones incrementales? en
la documentacion del UID 2.0.

Paso 3: Guarde la tabla de datos de entrada en un formato de datos
compatible

Si ya has guardado los datos de entrada de terceros en un formato de datos compatible, puedes
saltarte este paso.

Para poder utilizarlos AWS Entity Resolution, los datos de entrada deben estar en un formato AWS
Entity Resolution compatible.

AWS Entity Resolution admite los siguientes formatos de datos:

+ valor separado por comas (CSV)
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® Note

LiveRamp solo admite archivos CSV.

» Parquet

Paso 4: Cargue la tabla de datos de entrada a Amazon S3

Si ya tiene su tabla de datos de terceros en Amazon S3, puede omitir este paso.

® Note

Puede almacenar los datos de entrada en los recursos de Amazon S3 de cualquier region de
la particibn AWS comercial en la que se admite S3. Se puede acceder a estos datos desde
una region diferente o Cuenta de AWS cuando se ejecuta el flujo de trabajo correspondiente.

Para cargar la tabla de datos de entrada a Amazon S3

1. Inicie sesion en la consola de Amazon S3 Consola de administracion de AWS y abrala en https:/
console.aws.amazon.com/s3/.

2. Elija Buckets y, a continuacion, elija un bucket para almacenar su tabla de datos.
3. Elija Cargar y siga las indicaciones de la pantalla.

4. Seleccione la pestana Objetos para ver el prefijo donde se almacenan sus datos. Anote el
nombre de la carpeta.

Puede seleccionar la carpeta para ver la tabla de datos.

Paso 5: Crear una AWS Glue tabla

Los datos de entrada en Amazon S3 deben catalogarse AWS Glue y representarse como una AWS
Glue tabla. Para obtener mas informacion sobre como crear una AWS Glue tabla con Amazon S3
como entrada, consulte Trabajar con rastreadores en la AWS Glue consola en la Guia para AWS
Glue desarrolladores.
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® Note

AWS Entity Resolution no admite tablas particionadas.

En este paso, configuras un rastreador AWS Glue que rastrea todos los archivos de tu bucket de S3
y creas una tabla. AWS Glue

@ Note

AWS Entity Resolution actualmente no es compatible con las ubicaciones de Amazon S3
registradas en AWS Lake Formation.

Para crear una AWS Glue tabla

1.

o a0 bk~ w DN

11.

Inicie sesion en Consola de administracion de AWS y abra la AWS Glue consola en https://
console.aws.amazon.com/glue/.

En la barra de navegacion, seleccione Rastreadores.

Seleccione su bucket de S3 de la lista y, a continuacion, elija Anadir rastreador.

En la pagina Anadir rastreador, introduzca el Nombre del rastreador y seleccione Siguiente.
Continue por la pagina Anadir rastreador y especifique los detalles.

En la pagina Elegir un rol de IAM, seleccione Elegir un rol de IAM existente y luego seleccione
Siguiente.

También puede seleccionar Crear un rol de IAM o pedir a su administrador cree el rol de IAM si
es necesario.

En Crear una programacion para este rastreador, mantenga el valor predeterminado para la
Frecuencia (Ejecutar bajo demanda) y, a continuacion, seleccione Siguiente.

En Configurar la salida del rastreador, introduzca la AWS Glue base de datos y, a continuacion,
seleccione Siguiente.

Revise toda la informacion y, a continuacion, elija Finalizar.

En la pagina Rastreadores, active la casilla de verificacion situada junto a su bucket de S3 y, a
continuacion, elija Ejecutar rastreador.

Cuando el rastreador termine de ejecutarse, en la barra de AWS Glue navegacion, elija Bases
de datos y, a continuacién, elija el nombre de la base de datos.
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12. En la pagina Base de datos, elija Tablas de {nombre de su base de datos}.

a. Vea las tablas de la AWS Glue base de datos.
b. Para ver el esquema de una tabla, seleccione una tabla.

c. Anote el nombre de la AWS Glue base de datos y el nombre de AWS Glue la tabla.

Ahora esta listo para crear un mapeo de esquemas. Para obtener mas informacion, consulte
Creacion de una asignacion de esquema.
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Defina los datos de entrada mediante el mapeo de
esquemas

Un mapeo de esquemas define los datos de entrada que desea resolver. También proporciona
metadatos sobre los datos de entrada, como los tipos de atributos de las columnas (campos de
entrada) y las columnas en las que deben coincidir.

Al crear un esquema de mapeo, primero se definen los campos de entrada y los tipos de atributos
y, a continuacion, se definen las claves de coincidencia y los datos relacionados con el grupo. El
siguiente diagrama resume como crear un mapeo de esquema.

Define your data Select input types Assign match keys Create data groups

Import columns from an AWS Glue table, build  Assign a pre-defined input type for each input Define a match key for each input field to Group related data that is separated into two
a custom schema, or use a JSON editor. field to classify your data. enable comparison for your matching ar more input fields.
workflow.

Antes de crear un mapeo de esquemas, primero debe configurar AWS Entity Resolution y preparar
las tablas de datos. Para obtener mas informacién, consulte Configurar AWS Entity Resolution y
Preparar tablas de datos de entrada.

Tras crear una asignacion de esquemas, puede realizar una de las siguientes acciones:

« Cree un flujo de trabajo coincidente para buscar coincidencias entre diferentes entradas de datos.

+ Cree una fuente de espacio de nombres de ID que pueda usar en un flujo de trabajo de mapeo de
ID para traducir los datos de una fuente a un destino.

* Cree un flujo de trabajo de mapeo de ID dentro de la misma Cuenta de AWS utilizando su mapeo
de esquemas como fuente.

Temas

» Creacién de una asignacion de esquema

» Clonar un mapeo de esquemas

» Edicidon de un mapeo de esquemas

+ Eliminar un mapeo de esquemas
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Creacidon de una asignacion de esquema

Este procedimiento describe el proceso de creacion de un mapeo de esquemas mediante la AWS
Entity Resolution consola.

Hay tres formas de crear un mapeo de esquemas:

» Importe los datos de entrada existentes mediante la AWS Glue opcion Importar desde: utilice este
método de creacidn para definir los campos de entrada empezando por las columnas rellenadas
previamente de una AWS Glue tabla mediante un flujo guiado.

» Definir manualmente los datos de entrada mediante la opcion Crear un esquema personalizado:
utilice este método de creacion para definir manualmente los campos de entrada mediante un flujo
guiado.

» Cree manualmente mediante la opcion Usar el editor JSON: use un editor JSON para crear, usar
una muestra o importar manualmente los datos de entrada existentes.

(® Note

Los campos de ID unico y de entrada no estan disponibles con esta opcion.

Import from AWS Glue
Para crear un mapeo de esquemas importando los datos de entrada existentes desde AWS Glue

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola
en https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona Asignaciones de
esquemas.

3. Enla pagina de mapeos de esquemas, en la esquina superior derecha, selecciona Crear
mapeo de esquemas.

4. Para el paso 1: especificar los detalles del esquema, haga lo siguiente:

a. En Nombre y método de creacion, introduzca un nombre de mapeo del esquema y una
descripcion opcional.

b. En Método de creacion, elija Importar desde AWS Glue.

c. Elija el icono Regién de AWS.

Creacion de una asignacion de esquema 37


https://console.aws.amazon.com/entityresolution/home
https://console.aws.amazon.com/entityresolution/home
https://console.aws.amazon.com/entityresolution/

AWS Entity Resolution Guia del usuario de

d.

e.

Elija la AWS Glue base de datos.
Elija la AWS Glue tabla.

Para crear una tabla nueva, ve a la AWS Glue consola https://console.aws.amazon.com/
glue/. Para obtener mas informacion, consulte AWS Glue las tablas de la Guia AWS

Glue del usuario.

En Unique ID, especifique la columna que hace referencia de forma distinta a cada fila
de los datos.

Example

Por ejemplo: Primary_key, Row_ID o Recoxd_ID.

(® Note

La columna de ID unico es obligatoria. El identificador unico debe ser un
identificador unico dentro de una sola tabla. Sin embargo, en diferentes tablas,
el identificador unico puede tener valores duplicados. Si no se especifica el
identificador unico, no es unico en la misma fuente o se superpone en términos
de nombres de atributos en todas las fuentes, AWS Entity Resolution rechaza
el registro cuando se ejecuta el flujo de trabajo coincidente. Si utiliza este
esquema de mapeo en un flujo de trabajo de coincidencia basado en reglas, el
identificador unico no debe superar los 38 caracteres.

En el caso de los campos de entrada, elija las columnas que desee utilizar para la
coincidencia y para la transferencia opcional.

Puede elegir un maximo de 34 columnas en total tanto para hacer coincidir como para
transferirlas.

i.  En Coincidencia, elija las columnas que desee utilizar como campos de entrada
para la coincidencia.

Puede elegir un maximo de 24 columnas en total para hacer coincidir.

ii. Seleccione Anadir columnas para transferirlas si desea especificar las columnas que
no se utilizan para hacer coincidir.

iii. (Opcional) En Transferir, elige las columnas que deseas incluir como columnas de
transferencia.
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(@ Note
No utilice ninguno de los siguientes nombres reservados como nombre de
columna en sus datos cuando ejecute flujos de trabajo coincidentes basados en
el aprendizaje automatico: "MatchId«," MatchRule Sourceld «RecordId,»
yTargetId». El uso de cualquiera de estos nombres reservados provocara
conflictos de nomenclatura y errores en los flujos de trabajo de coincidencia
basados en aprendizaje automatico.

h. (Opcional) Si desea habilitar las etiquetas para el recurso, elija Agregar nueva etiqueta y,
a continuacion, introduzca el par clave y valor.

i.  Elija Siguiente.
5. En el paso 2: mapear los campos de entrada, defina los campos de entrada que desee usar
para hacer coincidir y para transferirlos de forma opcional.

a. Paralos campos de entrada que deben coincidir, para cada campo de entrada,

» Especifique el tipo de atributo para clasificar los datos.

» Especifique el nombre de la clave de coincidencia para permitir la comparacion de
los campos de entrada con el flujo de trabajo coincidente. De forma predeterminada,
algunos nombres de claves coincidentes se asocian automaticamente a tipos de
atributos especificos.

» Seleccione la casilla de verificacion Compuesta si el valor de la columna de ese
campo de entrada esta codificado o deje la casilla en blanco si el valor es texto sin
cifrar.

® Note

Si va a crear un mapeo de esquemas para usarlo con la técnica de coincidencia
basada en los LiveRamp servicios del proveedor, puede:
» Especifique el tipo de atributo para el ID del proveedor como LiveRamp ID.

» Especifique el tipo de atributo del campo de nombre en varios campos (por
ejemplo, nombre o apellidos) o en un campo.
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Especifique el tipo de atributo del campo de direccion postal en varios campos
(por ejemplo, direccion postal 1, direccion postal 2) o en un campo (direccion
completa).

Si coincide con una direccion, se requiere un cédigo postal (cédigo postal).

Si incluye el correo electronico (direccion de correo electronico) o el teléfono
(numero de teléfono) con un nombre, esos campos pueden coincidir con la
direccion postal.

® Note

Si va a crear un esquema de mapeo para usarlo con la técnica de coincidencia
basada en los servicios del TransUnion proveedor, puede especificar cualquiera
de los siguientes tipos de atributos:

Nombre completo, nombre y apellido

Direccion completa, direccion postal 1, ciudad, estado, pais, cédigo postal
Numero de teléfono

Direccion de correo electrénico

Fecha

Identificadores digitales: IPV41PV6, o MAID

® Note

Si va a crear un mapeo de esquemas para usarlo con el flujo de trabajo de
emparejamiento basado en el aprendizaje automatico, su conjunto de datos
debe contener al menos uno de los siguientes tipos de atributos:

Nombre completo

Direccion completa

Teléfono completo

Direccion de correo electrénico

Fecha con una clave que coincida con el nombre de la fecha de nacimiento
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C.

No especifiques el tipo de atributo de ninguno de estos atributos como cadena
personalizada.

(Opcional) En el caso de los campos de entrada que deban transferirse, afnada los
campos de entrada que no coincidan y su estado de cifrado correspondiente.

El estado de cifrado indica si el valor de la columna de ese campo de entrada esta
codificado o es texto sin cifrar.

Elija Siguiente.

6. En el paso 3: Agrupar datos, puede agrupar los campos de entrada de nombre, direccion y
numero de teléfono si se han separado en varios campos.

Este paso concatena los campos de entrada relacionados en un solo campo, lo que le
permite compararlos como un solo campo en un flujo de trabajo coincidente.

Si no tiene ningun dato asignado a los campos de entrada de nombre, direccion o numero de
teléfono, esta seccion estara en blanco.

También puede agregar mas grupos si tiene mas tipos de datos.

a.

Si quieres agrupar los datos de entrada de Name:
En Nombre completo, elija dos 0 mas campos de entrada que desee agrupar.

El nombre del grupo y la clave de coincidencia se asocian automaticamente al tipo de
datos.

Puede actualizar el nombre del grupo y la clave de coincidencia con una clave de
coincidencia personalizada que puede contener hasta 255 caracteres, incluidos letras,
numeros, guiones bajos (_) o guiones (-).

Seleccione Anhadir grupo para anadir otro grupo.

® Note

La normalizacion solo se admite para el nombre completo.
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Si desea normalizar los subtipos de nombre completo, asigne los siguientes
subtipos al grupo de nombres completos: nombre, segundo nombre y apellido.

b. Sidesea agrupar los datos de entrada de la direccion:

En Direccidon completa, elija dos o0 mas campos de campos de entrada que desee
agrupar.

El nombre del grupo y la clave de coincidencia se asocian automaticamente al tipo de
datos.

Puede actualizar el nombre del grupo y la clave de coincidencia con una clave de
coincidencia personalizada que puede contener hasta 255 caracteres, incluidos letras,
numeros, guiones bajos (_) o guiones (-).

Seleccione Anhadir grupo para anadir otro grupo.

® Note

La normalizacion solo se admite para la direccion completa.

Si desea normalizar los subtipos de direccion completa, asigne los siguientes
subtipos al grupo de direcciones completo: direccion 1, direccion 2: nombre de la
direccion 3, nombre de la ciudad, estado, pais y codigo postal.

c. Sidesea agrupar los datos de entrada del teléfono:
En Teléfono completo, elija dos 0 mas campos de entrada que desee agrupar.

El nombre del grupo y la clave de coincidencia se asocian automaticamente al tipo de
datos.

Puede actualizar el nombre del grupo y la clave de coincidencia con una clave de
coincidencia personalizada que puede contener hasta 255 caracteres, incluidos letras,
numeros, guiones bajos (_) o guiones (-).

Seleccione Anhadir grupo para anadir otro grupo.

® Note

La normalizacion solo es compatible con Full Phone.
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Si desea normalizar los subtipos de teléfono completos, asigne los siguientes
subtipos al grupo de teléfonos completo: numero de teléfono y cédigo de pais del
teléfono.

d. Elija Siguiente.

7. Para el paso 4: revisar y crear, haga lo siguiente:

a. Revise las selecciones que realizé en los pasos anteriores y editelas si es necesario.

b. Seleccione Crear mapeo de esquemas.

® Note

No puede modificar un mapeo de esquemas después de asociarlo a un flujo de
trabajo. Puede clonar un mapeo de esquema si quiere usar una configuracion
existente para crear un mapeo de esquema nuevo.

Tras crear el mapeo del esquema, estara listo para crear un flujo de trabajo coincidente o crear un

espacio de nombres de ID.

Build custom schema
Para crear un mapeo de esquemas mediante la opcion Crear un esquema personalizado

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola
en https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona Asignaciones de
esquemas.

3. Enla pagina de mapeos de esquemas, en la esquina superior derecha, selecciona Crear
mapeo de esquemas.

4. Para el paso 1: especificar los detalles del esquema, haga lo siguiente:
a. Parael nombre y el método de creacion, introduzca un nombre de mapeo del esquema 'y
una descripcion opcional.
b. En Método de creacion, elija Crear un esquema personalizado.

c. EnID unica, introduce una ID unica para identificar cada fila de datos.
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Example

Por ejemplo: Primary_key, Row_ID o Recoxd_ID.

(® Note

La columna de ID unico es obligatoria. El identificador unico debe ser un
identificador unico dentro de una sola tabla. Sin embargo, en diferentes tablas,
el identificador unico puede tener valores duplicados. Si no se especifica el
identificador unico, no es unico en la misma fuente o se superpone en términos
de nombres de atributos en todas las fuentes, AWS Entity Resolution rechaza
el registro cuando se ejecuta el flujo de trabajo coincidente. Si utiliza este
esquema de mapeo en un flujo de trabajo de coincidencia basado en reglas, el
identificador unico no debe superar los 38 caracteres.

d. (Opcional) Si desea habilitar las etiquetas para el recurso, elija Agregar nueva etiqueta y,
a continuacion, introduzca el par clave y valor.

e. Elija Siguiente.

5. En el paso 2: mapear los campos de entrada, defina los campos de entrada que desee usar
para hacer coincidir y para transferirlos de forma opcional.

Puede definir un maximo de 34 columnas en total tanto para hacer coincidir como para
transferirlas.

a. Sidesea que los campos de entrada coincidan, introduzca un campo de entrada.

(® Note

No utilice ninguno de los siguientes nombres reservados como nombre de
columna en sus datos cuando ejecute flujos de trabajo coincidentes basados en
el aprendizaje automatico: "MatchId«," MatchRule Sourceld «RecordId,»
yTargetId». El uso de cualquiera de estos nombres reservados provocara
conflictos de nomenclatura y errores en los flujos de trabajo de coincidencia
basados en aprendizaje automatico.

b. Seleccione el tipo de atributo para clasificar los datos.
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® Note

Si va a crear un mapeo de esquemas para usarlo con la técnica de coincidencia
basada en los servicios del LiveRamp proveedor, puede especificar el tipo de
atributo ProviderID como ID. LiveRamp Si desea incluir datos de Pll en la salida,
debe especificar el tipo de atributo como cadena personalizada.

(@ Note
Si va a crear un mapeo de esquemas para usarlo con la técnica de coincidencia
basada en los servicios del TransUnion proveedor, puede especificar cualquiera
de los siguientes tipos de atributos:
« Nombre completo, nombre y apellido
 Direccion completa, direccion postal 1, ciudad, estado, pais, cédigo postal
* Numero de teléfono
» Direccion de correo electronico
* Fecha

« Identificadores digitales: IPV4IPV6, o MAID

® Note

Si va a crear un mapeo de esquemas para usarlo con el flujo de trabajo de
emparejamiento basado en el aprendizaje automatico, su conjunto de datos
debe contener al menos uno de los siguientes tipos de atributos:

* Nombre completo

* Direccion completa

Teléfono completo
» Direccion de correo electronico

» Fecha con una clave que coincida con el nombre de la fecha de nacimiento
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g.

No especifiques el tipo de atributo de ninguno de estos atributos como cadena
personalizada.

Seleccione el nombre de la clave de coincidencia para permitir la comparacion de los
campos de entrada con su flujo de trabajo coincidente.

De forma predeterminada, algunos nombres de claves coincidentes se asocian
automaticamente a tipos de atributos especificos.

Seleccione la casilla de verificacion Compuesta si el valor de la columna de ese campo
de entrada esta codificado o deje la casilla en blanco si el valor es texto sin cifrar.

Seleccione Ahadir campo de entrada para anadir mas campos de entrada.

Puede anadir un maximo de 24 campos de entrada en total para que coincidan.

(Opcional) En el caso de los campos de entrada que deban transferirse, anade los
campos de entrada que no coincidan y su estado de cifrado correspondiente.

Elija Siguiente.

6. En el paso 3: Agrupar datos, puedes agrupar los campos de entrada de nombre, direcciéon y
numero de teléfono si se han separado en varios campos.

Este paso concatena los campos de entrada relacionados en un solo campo, lo que le
permite compararlos como un solo campo en un flujo de trabajo coincidente.

Si no tiene ningun dato asignado a los campos de entrada de nombre, direccion o numero de
teléfono, esta seccion estara en blanco.

También puede agregar mas grupos si tiene mas tipos de datos.

a.

Si quieres agrupar los datos de entrada de Name:
En Nombre completo, elija dos 0 mas campos de entrada que desee agrupar.

El nombre del grupo y la clave de coincidencia se asocian automaticamente al tipo de
datos.

Puede actualizar el nombre del grupo y la clave de coincidencia con una clave de
coincidencia personalizada que puede contener hasta 255 caracteres, incluidos letras,
numeros, guiones bajos (_) o guiones (-).
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Seleccione Ahadir grupo para anadir otro grupo.

® Note

La normalizacion solo se admite para el nombre completo.
Si desea normalizar los subtipos de nombre completo, asigne los siguientes
subtipos al grupo de nombres completos: nombre, segundo nombre y apellido.

b. Sidesea agrupar los datos de entrada de la direccion:

En Direccidon completa, elija dos o0 mas campos de campos de entrada que desee
agrupar.

El nombre del grupo y la clave de coincidencia se asocian automaticamente al tipo de
datos.

Puede actualizar el nombre del grupo y la clave de coincidencia con una clave de
coincidencia personalizada que puede contener hasta 255 caracteres, incluidos letras,
numeros, guiones bajos (_) o guiones (-).

Seleccione Ahadir grupo para anadir otro grupo.

® Note

La normalizacion solo se admite para la direccion completa.

Si desea normalizar los subtipos de direccion completa, asigne los siguientes
subtipos al grupo de direcciones completo: direccion 1, direccion 2: nombre de la
direccidén 3, nombre de la ciudad, estado, pais y codigo postal.

c. Sidesea agrupar los datos de entrada del teléfono:
En Teléfono completo, elija dos 0 mas campos de entrada que desee agrupar.

El nombre del grupo y la clave de coincidencia se asocian automaticamente al tipo de
datos.

Puede actualizar el nombre del grupo y la clave de coincidencia con una clave de
coincidencia personalizada que puede contener hasta 255 caracteres, incluidos letras,
numeros, guiones bajos (_) o guiones (-).
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Seleccione Ahadir grupo para anadir otro grupo.

® Note

La normalizacion solo es compatible con Full Phone.

Si desea normalizar los subtipos de teléfono completos, asigne los siguientes
subtipos al grupo de teléfonos completo: numero de teléfono y cédigo de pais del
teléfono.

d. Elija Siguiente.

7. Para el paso 4: revisar y crear, haga lo siguiente:

a. Revise las selecciones que realizé en los pasos anteriores y editelas si es necesario.

b. Seleccione Crear mapeo de esquemas.

® Note

No puede modificar un mapeo de esquemas después de asociarlo a un flujo de
trabajo. Puede clonar un mapeo de esquema si quiere usar una configuracion
existente para crear un mapeo de esquema nuevo.

Tras crear el mapeo del esquema, estara listo para crear un flujo de trabajo coincidente o crear un

espacio de nombres de ID.

Use JSON editor
Para crear un mapeo de esquemas mediante el editor JSON

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola
en https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona Asignaciones de
esquemas.

3. Enla pagina de mapeos de esquemas, en la esquina superior derecha, selecciona Crear
mapeo de esquemas.

4. Para el paso 1: especificar los detalles del esquema, haga lo siguiente:
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a. Parael nombre y el método de creacion, introduzca un nombre de mapeo del esquema 'y

una descripcion opcional.
b. En Método de creacion, selecciona Usar el editor JSON.

c. (Opcional) Si quieres habilitar las etiquetas para el recurso, selecciona Afadir nueva
etiqueta y, a continuacion, introduce el par clave y valor.

d. Elija Siguiente.
5. Para el paso 2: especifique el mapeo:

a. Comience a crear el esquema en el editor JSON o elija una de las siguientes opciones
en funcion de su obijetivo:

Su objetivo Opcién recomendada
Comience a crear su mapeo de Inserte un ejemplo de JSSON vy, a
esquemas continuacion, edite la informacion segun

sea necesario.

Utilice un archivo JSON existente Importar desde archivo

@ Note

La normalizacién solo se admite para los siguientes tipos: NAMEADDRESS,PHONE,
yEMAIL_ADRESS.

Si desea normalizar los NAME subtipos, asigne los siguientes subtipos a
GroupName:NAME, y NAME_FIRST NAME_MIDDLE NAME_LAST

Si desea normalizar los ADDRESS subtipos, asigne los siguientes subtipos

a ADDRESS GroupName:ADDRESS_STREET1,,, ADDRESS_STREET?2
ADDRESS_STREET3ADDRESS_CITY, ADDRESS_STATE y. ADDRESS_COUNTRY
ADDRESS_POSTALCODE

Si desea normalizar los PHONE subtipos, asigne los siguientes subtipos a
GroupName: PHONE y. PHONE_NUMBER PHONE_COUNTRYCODE

b. Elija Siguiente.

6. Para el paso 3: Revise y cree:
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a. Revise las selecciones que realizé en los pasos anteriores y editelas si es necesario.

b. Seleccione Crear mapeo de esquemas.

® Note

No puede modificar un mapeo de esquemas después de asociarlo a un flujo de
trabajo. Puede clonar un mapeo de esquema si quiere usar una configuracion
existente para crear un mapeo de esquema nuevo.

Tras crear el mapeo del esquema, estara listo para crear un flujo de trabajo coincidente o crear un
espacio de nombres de ID.

Clonar un mapeo de esquemas

Puede clonar un mapeo de esquema si quiere usar una configuracion existente para crear un mapeo
de esquema nuevo.

Para clonar un mapeo de esquemas:

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Preparacién de datos, selecciona Asignaciones de
esquemas.

3. Elija el mapeo de esquemas.
4. Elija Clonar.

5. En la pagina Especificar los detalles del esquema, realice los cambios necesarios y, a
continuacion, elija Siguiente.

6. En la pagina Elegir una técnica coincidente, realice los cambios necesarios y, a continuacion,
seleccione Siguiente.

7. Enla pagina de campos de entrada del mapa, realice los cambios necesarios y, a continuacion,
seleccione Siguiente.

8. Enla pagina Datos del grupo, realice los cambios necesarios y, a continuacién, seleccione
Siguiente.
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9. Enla pagina Revisar y guardar, realice los cambios necesarios y, a continuacion, seleccione
Clonar el mapeo de esquemas.

Edicidn de un mapeo de esquemas

Solo puede editar una asignacion de esquemas antes de asociarla a un flujo de trabajo. Una vez
que haya asociado un mapeo de esquema a un flujo de trabajo, no podra editarlo. Puede clonar un
mapeo de esquema si quiere usar una configuracién existente para crear un mapeo de esquema
nuevo.

Para editar una asignacion de esquemas:

1. Inicie sesion en Consola de administracién de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona Asignaciones de
esquemas.

3. Elija el mapeo de esquemas.
4. Seleccione Editar.

5. Enla pagina Especificar los detalles del esquema, realice los cambios necesarios y, a
continuacion, elija Siguiente.

6. En la pagina Elegir una técnica coincidente, realice los cambios necesarios y, a continuacion,
seleccione Siguiente.

7. Enla pagina de campos de entrada del mapa, realice los cambios necesarios y, a continuacion,
seleccione Siguiente.

8. Enla pagina Datos del grupo, realice los cambios necesarios y, a continuacién, seleccione
Siguiente.

(® Note

La normalizacion solo se admite para el nombre completo, la direccion completa, el
teléfono completo y la direccion de correo electrénico.

Si desea normalizar los subtipos de nombre completo, asigne los siguientes subtipos al
grupo de nombres completos: nombre, segundo nombre y apellido.

Si desea normalizar los subtipos de direccién completa, asigne los siguientes subtipos
al grupo de direcciones completas: direccion 1, direccion 2: nombre de la direccién 3,
nombre de la ciudad, estado, pais y codigo postal.
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Si desea normalizar los subtipos de teléfono completos, asigne los siguientes subtipos al
grupo de teléfonos completo: numero de teléfono y cédigo de pais del teléfono.

9. Enla pagina Revisar y guardar, realice los cambios necesarios y, a continuacion, seleccione
Editar mapeo de esquemas.

Eliminar un mapeo de esquemas

No puede eliminar una asignacion de esquemas cuando esta asociada a un flujo de trabajo
coincidente. Primero debe eliminar la asignaciéon de esquemas de todos los flujos de trabajo
coincidentes asociados antes de poder eliminarla.

Para eliminar una asignacion de esquemas:

1. Inicie sesion en Consola de administracién de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Preparacién de datos, selecciona Asignaciones de
esquemas.

Elija el mapeo de esquemas.
4. Elija Eliminar.

5. Confirme la eliminacion y luego elija Eliminar.
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Definicion de los datos de entrada mediante un espacio de
nombres de ID

Un espacio de nombres de ID es un envoltorio alrededor de la tabla de datos de entrada. Utiliza un
espacio de nombres de ID para proporcionar metadatos que expliquen los datos de entrada y las

técnicas de coincidencia y como utilizarlos en un flujo de trabajo de mapeo de ID.

Hay dos tipos de espacios de nombres de ID: origen y destino.

+ La fuente contiene configuraciones para los datos de origen que se AWS Entity Resolution
procesan en un flujo de trabajo de mapeo de ID.

 El destino contiene una configuracion de los datos de destino que utilizan todas las fuentes.

Puede definir los datos de entrada que desea resolver Cuentas de AWS en dos en un flujo de trabajo
de mapeo de ID. Un participante crea una fuente de espacio de nombres de ID y otro un destino de
espacio de nombres de ID. Una vez que los participantes hayan creado la fuente y el destino, puede
ejecutar un flujo de trabajo de mapeo de ID para traducir los datos de la fuente al destino.

El siguiente diagrama resume coémo crear un espacio de nombres de ID para usarlo en un flujo de
trabajo de mapeo de ID.

- 0._
{ ..} —8| %005
' rAg—
Prerequisite Create ID namespace Configure your data Use in ID mapping workflows
An D namespace that is a source requires a Provide the name and description, and then Select the configuration method and enter Use your ID namespace as either a source or a
data input: schema mapping and an associated  choose the type: source or target. your source or target information. target in an 1D mapping workflow across two
AWS Glue database. An 1D namespace that is AWS accounts.

the target reguires a target domain.

En las siguientes secciones se describe como crear una fuente de espacio de nombres de ID y un
destino de espacio de nombres de ID.

Temas

* Fuente del espacio de nombres de ID

* |D: espacio de nombres: objetivo

» Edicion de un espacio de nombres de ID
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* Eliminar un espacio de nombres de ID

» Anadir o actualizar una politica de recursos para un espacio de nombres de ID

Fuente del espacio de nombres de ID

La fuente del espacio de nombres de ID es la fuente de los datos en un flujo de trabajo de mapeo de
ID.

Antes de crear una fuente de espacio de nombres de ID, primero debe crear un esquema de mapeo
o un flujo de trabajo coincidente, segun su caso de uso. Para obtener mas informacion, consulte
Creacion de una asignacion de esquema y Haga coincidir los datos de entrada mediante un flujo de

trabajo coincidente.

Después de crear una fuente de espacio de nombres de ID, puede usarla junto con un destino de
espacio de nombres de ID en un flujo de trabajo de mapeo de ID. Para obtener mas informacion,
consulte Asignacion de los datos de entrada mediante un flujo de trabajo de asignacion de ID.

Hay dos formas de crear una fuente de espacio de nombres de ID en la AWS Entity Resolution
consola: el método basado en reglas o el método de servicios del proveedor.

Temas

» Crear una fuente de espacio de nombres de ID (basada en reglas)

» Crear una fuente de espacio de nombres de ID (servicios del proveedor)

Crear una fuente de espacio de nombres de ID (basada en reglas)

En este tema se describe el proceso de creacidon de una fuente de espacio de nombres de ID
mediante el método basado en reglas. Este método utiliza reglas de coincidencia para traducir datos
propios de una fuente a un destino en un flujo de trabajo de mapeo de ID.

(® Note

Si los datos de entrada son la fuente, deben tener un esquema de mapeo y una AWS Glue
base de datos asociada.
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Para crear una fuente de espacio de nombres de ID (basada en reglas)

1. Inicie sesion en Consola de administraciéon de AWS y abra la consola en. AWS Entity Resolution
https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona los espacios de
nombres de ID.

3. Enla pagina de espacios de nombres de ID, en la esquina superior derecha, selecciona Crear
espacio de nombres de ID.

4. Para obtener mas informacion, haz lo siguiente:

a. Para el nombre del espacio de nombres de ID, introduzca un nombre unico.
b. (Opcional) En Descripcion, introduzca una descripcion opcional.
c. Para el tipo de espacio de nombres de ID, elija Fuente.

5. Para el método de espacio de nombres de ID, selecciona Basado en reglas.

6. Parala entrada de datos, elija el tipo de entrada que desee usar y, a continuacion, lleve a cabo
las acciones recomendadas.

Tipo de entrada Acciones recomendadas

Un esquema de mapeo existente 1. Elija el mapeo de esquemas.

2. Elija la AWS Glue base de datos Region
de AWS, la AWS Glue tabla y el mapeo de
esquemas en la lista desplegable.

Puede anadir hasta 19 entradas de datos.

(@ Note

Si la tabla de datos tiene una
columna DELETE, el tipo de mapeo
del esquema debe ser String

y no puede tener una matchKey
ygroupName .

Un flujo de trabajo coincidente existente 1. Elija el flujo de trabajo coincidente.
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Tipo de entrada Acciones recomendadas

2. Elige la cuenta que esta asociada al
espacio de nombres de ID: tuya Cuenta de
AWS u otra. Cuenta de AWS

3. Segun el tipo de cuenta, seleccione el
nombre del flujo de trabajo coincidente
o introduzca el ARN del flujo de trabajo
coincidente.

7. Para los parametros de la regla, haga lo siguiente.

a. Especifique los controles de la regla eligiendo una de las siguientes opciones en funcion de

su objetivo.
Su objetivo Opcién recomendada
Permita reglas tanto del origen como del Sin preferencia
destino
Elija si una fuente, un destino o ambos Reglas limitadas

pueden proporcionar reglas en un flujo de
trabajo de mapeo de ID

Los Controles de reglas deben ser compatibles entre el origen y el destino para poder
usarlos en un flujo de trabajo de mapeo de ID. Por ejemplo, si un espacio de nombres de ID
de origen limita las reglas al destino, pero el espacio de nombres de ID de destino limita las
reglas al origen, se produce un error.

b. Especifique las reglas de coincidencia eligiendo una de las siguientes opciones segun el
tipo de entrada de datos.

Tipo de entrada de datos Accion recomendada

Mapeo de esquemas Seleccione Anadir otra regla para anadir
una regla coincidente.
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Tipo de entrada de datos Accioén recomendada

Puede aplicar hasta 25 reglas de coinciden
cia para definir sus criterios de coinciden
cia.

Flujo de trabajo correspondiente Elija Usar reglas del flujo de trabajo
coincidente o Proporcionar reglas nuevas
para definir sus reglas coincidentes.

8. Para los parametros de comparacién y coincidencia, haga lo siguiente.

a. Especifique el tipo de comparacion eligiendo una de las siguientes opciones en funcion de

su objetivo.
Su objetivo Opcién recomendada
Permita que se utilice cualquier tipo de Sin preferencia

comparacion al crear el flujo de trabajo de
mapeo de ID.

Busque cualquier combinacion de Multiples campos de entrada
coincidencias entre los datos almacenad

0s en varios campos de entrada, independi

entemente de si los datos estan en el

mismo campo de entrada o en un campo

de entrada diferente.

Limite la comparacién dentro de un unico Campo de entrada unico
campo de entrada cuando no deban

coincidir datos similares almacenados en

varios campos de entrada.

b. Especifique el tipo de registro coincidente eligiendo una de las siguientes opciones en
funcion de su objetivo.
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10.

11.

Su objetivo

Permita que se utilice cualquier tipo de
comparacion al crear el flujo de trabajo de
mapeo de ID.

Limite el tipo de registro coincidente para
almacenar solo un registro coincidente en
el origen por cada registro coincidente del
destino cuando cree el flujo de trabajo de
asignacion de ID.

Limite el tipo de registro coincidente para

almacenar solo registros coincidentes en

el origen por cada registro coincidente del
destino cuando cree el flujo de trabajo de
asignacion de ID.

@ Note

Opcién recomendada

Sin preferencia

Coincidencia de registros limitada

y

De una fuente a un destino

Coincidencia de registros limitada

y

Muchas fuentes para un objetivo

Debe especificar las limitaciones compatibles para los espacios de nombres de los
identificadores de origen y destino. Por ejemplo, si un espacio de nombres de ID
de origen limita las reglas al destino, pero el espacio de nombres de ID de destino
limita las reglas al origen, se produce un error.

en la lista desplegable.

continuacion, introduzca el par clave y valor.

Elija Creacion de un espacio de nombres de ID.

Especifique los permisos de acceso al servicio eligiendo un nombre de rol de servicio existente

(Opcional) Para habilitar las etiquetas para el recurso, elija Agregar nueva etiqueta y, a

Se crea la fuente del espacio de nombres de ID. Ahora esta listo para crear un destino de espacio de

nombres de ID.

Crear una fuente de espacio de nombres de ID (basada en reglas)
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Crear una fuente de espacio de nombres de ID (servicios del proveedor)

En este tema se describe el proceso de creacion de una fuente de espacio de nombres de ID
mediante el método Provider Services. Este método usa un servicio de proveedor llamado. LiveRamp
LiveRamp traduce datos codificados de terceros de una fuente a un destino durante un flujo de
trabajo de mapeo de ID.

® Note

Si los datos de entrada son la fuente, deben tener un esquema de mapeo y una AWS Glue
base de datos asociada.

Para crear una fuente de espacio de nombres de ID (servicios del proveedor)

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en.
https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona los espacios de
nombres de ID.

3. Enla pagina de espacios de nombres de ID, en la esquina superior derecha, selecciona Crear
espacio de nombres de ID.

4. Para obtener mas informacion, haz lo siguiente:

a. Para el nombre del espacio de nombres de ID, introduzca un nombre unico.
b. (Opcional) En Descripcion, introduzca una descripcion opcional.
c. Para el tipo de espacio de nombres de ID, elija Fuente.

5. Para el método de espacio de nombres de ID, selecciona Provider services.

® Note

AWS Entity Resolution actualmente ofrece el servicio del LiveRamp proveedor como
un método de espacio de nombres de ID. Si tiene una suscripcion a LiveRamp, el
estado aparece como Suscrito. Para obtener mas informacion sobre como suscribirse
LiveRamp, consultePaso 1: Suscribase a un servicio de proveedor en AWS Data

Exchange.
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6. Parala entrada de datos, elija la Region de AWSAWS Glue base de datos, la AWS Glue tabla y

el mapeo de esquemas en la lista desplegable.

Puede agregar hasta 20 entradas de datos.

7. Para especificar los permisos de acceso al servicio, elija una opcion y lleve a cabo la accion

recomendada.

Opcidn

Crear y usar un nuevo rol de servicio

Usar un rol de servicio existente

Accion recomendada

* AWS Entity Resolution crea un rol de
servicio con la politica requerida para esta
tabla.

* El nombre del rol de servicio predeterm
inado esentityresolution-id-
mapping-workflow-<timestamp>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Silos datos de entrada estan cifrados, elija
la opcion Estos datos se cifran mediante
una clave de KMS. A continuacion,
introduzca una AWS KMS clave que se
utilice para descifrar la entrada de datos.

1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio existente,
la opcion Usar un rol de servicio existente
no estara disponible.

Crear una fuente de espacio de nombres de ID (servicios del proveedor)
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Opcidén Accioén recomendada
2. Consulte el rol de servicio mediante la

eleccidén del enlace externo Ver en IAM.

De forma predeterminada, AWS Entity
Resolution no intenta actualizar la politica
de funciones existente para anadir los
permisos necesarios.

8. (Opcional) Para habilitar las etiquetas para el recurso, selecciona Afadir nueva etiqueta y, a
continuacion, introduce el par clave y valor.

9. Elija Creacion de un espacio de nombres de ID.

Se crea la fuente del espacio de nombres de ID. Ahora esta listo para crear un destino de espacio de

nombres de ID.

ID: espacio de nombres: objetivo

El objetivo del espacio de nhombres de ID es el destino de los datos en un flujo de trabajo de mapeo

de ID. Todas las fuentes se dirigen al destino.

Antes de crear un destino de espacio de nombres con ID, primero debes crear un flujo de trabajo
coincidente o tener una suscripcion a un servicio de proveedor (LiveRamp), segun tu caso de uso.
Para obtener mas informacién, consulte Haga coincidir los datos de entrada mediante un flujo de
trabajo coincidente y Paso 1: Suscribase a un servicio de proveedor en AWS Data Exchange.

Después de crear un objetivo de espacio de nombres de ID, puede usarlo junto con una fuente de
espacio de nombres de ID en un flujo de trabajo de mapeo de ID. Para obtener mas informacion,
consulte Asignacion de los datos de entrada mediante un flujo de trabajo de asignacion de ID.

Hay dos formas de crear un destino de espacio de nombres de ID en la AWS Entity Resolution

consola: el método basado en reglas o el método de servicios del proveedor.

Temas

» Crear un objetivo de espacio de nombres de ID (método basado en reglas)

» Crear un destino de espacio de nhombres de ID (método de servicios del proveedor)
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Crear un objetivo de espacio de nombres de ID (método basado en reglas)

En este tema se describe el proceso de creacion de un destino de espacio de nombres de ID

mediante el método basado en reglas. Este método utiliza reglas de coincidencia para traducir datos

propios de una fuente a un destino durante un flujo de trabajo de mapeo de ID.

Para crear un objetivo de espacio de nombres de ID (basado en reglas)

1.

Inicie sesion en Consola de administracion de AWS y abra la consola en. AWS Entity Resolution
https://console.aws.amazon.com/entityresolution/

En el panel de navegacion izquierdo, en Preparacion de datos, selecciona los espacios de
nombres de ID.

En la pagina de espacios de nombres de ID, en la esquina superior derecha, selecciona Crear
espacio de nombres de ID.

Para obtener mas informacioén, haz lo siguiente:

a. Para el nombre del espacio de nombres de ID, introduzca un nombre unico.

b. (Opcional) En Descripcion, introduzca una descripcion opcional.

c. Para el tipo de espacio de nombres de ID, elija Target.

Para el método de espacio de nombres de ID, selecciona Basado en reglas.

Para la entrada de datos, en Flujo de trabajo coincidente, haga lo siguiente.

a. Elige la cuenta que esta asociada al espacio de nombres de ID: tuya Cuenta de AWS o de
otra. Cuenta de AWS

b. Segun el tipo de cuenta, seleccione el nombre del flujo de trabajo coincidente o introduzca
el ARN del flujo de trabajo coincidente.

Para los parametros de la regla, haga lo siguiente.

a. Especifique los controles de la regla eligiendo una de las siguientes opciones en funcién de

su objetivo.
Su objetivo Opcién recomendada
Permita reglas tanto del origen como del Sin preferencia
destino
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Su objetivo Opcién recomendada

Elija si una fuente, un destino o ambos Reglas limitadas
pueden proporcionar reglas en un flujo de
trabajo de mapeo de ID

Los Controles de reglas deben ser compatibles entre el origen y el destino para poder
usarlos en un flujo de trabajo de mapeo de ID. Por ejemplo, si un espacio de nombres de ID
de origen limita las reglas al destino, pero el espacio de nombres de ID de destino limita las
reglas al origen, se produce un error.

b. En el caso de las reglas coincidentes, agrega AWS Entity Resolution automaticamente las
reglas del flujo de trabajo coincidente.

8. Para los parametros de comparacion y coincidencia, haga lo siguiente.

a. Especifique el tipo de comparacion eligiendo una de las siguientes opciones en funcién de

su objetivo.
Su objetivo Opcién recomendada
Permita que se utilice cualquier tipo de Sin preferencia
comparacion al crear el flujo de trabajo de
mapeo de ID.
Busque cualquier combinacion de Multiples campos de entrada

coincidencias entre los datos almacenad
0s en varios campos de entrada, independi
entemente de si los datos estan en el
mismo campo de entrada o en un campo
de entrada diferente.

Limite la comparacién dentro de un unico Campo de entrada unico
campo de entrada cuando no deban

coincidir datos similares almacenados en

varios campos de entrada.

b. Especifique el tipo de registro coincidente eligiendo una de las siguientes opciones en
funcion de su objetivo.
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10.

11.

Su objetivo

Permita que se utilice cualquier tipo de
comparacion al crear el flujo de trabajo de
mapeo de ID.

Limite el tipo de registro coincidente para
almacenar solo un registro coincidente en
el origen por cada registro coincidente del
destino cuando cree el flujo de trabajo de
asignacion de ID.

Limite el tipo de registro coincidente para

almacenar solo registros coincidentes en

el origen por cada registro coincidente del
destino cuando cree el flujo de trabajo de
asignacion de ID.

@ Note

Opcién recomendada

Sin preferencia

Coincidencia de registros limitada

y

De una fuente a un destino

Coincidencia de registros limitada

y

Muchas fuentes para un objetivo

Debe especificar las limitaciones compatibles para los espacios de nombres de los
identificadores de origen y destino. Por ejemplo, si un espacio de nombres de ID
de origen limita las reglas al destino, pero el espacio de nombres de ID de destino
limita las reglas al origen, se produce un error.

en la lista desplegable.

continuacion, introduzca el par clave y valor.

Elija Creacion de un espacio de nombres de ID.

Especifique los permisos de acceso al servicio eligiendo un nombre de rol de servicio existente

(Opcional) Para habilitar las etiquetas para el recurso, elija Agregar nueva etiqueta y, a

Se crea el objetivo del espacio de nombres ID. Tras crear los espacios de nombres de ID (origen y

destino) necesarios para un flujo de trabajo de mapeo de ID, estara listo para crear un flujo de trabajo

de mapeo de ID.

Crear un objetivo de espacio de nombres de ID (método basado en reglas)
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Crear un destino de espacio de nombres de ID (método de servicios del
proveedor)

En este tema se describe el proceso de creacidon de un destino de espacio de nombres de ID
mediante el método Provider Services. Este método usa un servicio de proveedor llamado. LiveRamp
LiveRamp traduce datos codificados de terceros de una fuente a un destino durante un flujo de
trabajo de mapeo de ID.

Para crear un objetivo de espacio de nombres de ID (servicios del proveedor)

1. Inicie sesion en Consola de administracién de AWS y abra la AWS Entity Resolution consola en.
https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Preparacidon de datos, selecciona los espacios de
nombres de ID.

3. Enla pagina de espacios de nombres de ID, en la esquina superior derecha, selecciona Crear
espacio de nombres de ID.

4. Para obtener mas informacion, haz lo siguiente:

a. Para el nombre del espacio de nombres de ID, introduzca un nombre unico.
b. (Opcional) En Descripcion, introduzca una descripcion opcional.
c. Para el tipo de espacio de nombres de ID, elija Target.

5. Para el método de espacio de nombres de ID, elija Provider services.

(® Note

AWS Entity Resolution actualmente ofrece el servicio del LiveRamp proveedor como un
método de espacio de nombres de ID.

Si tiene una suscripcion a LiveRamp, el estado aparece como Suscrito.

Para obtener mas informacién sobre cdmo suscribirse LiveRamp, consultePaso 1:
Suscribase a un servicio de proveedor en AWS Data Exchange.

6. Para el dominio de destino, introduzca el identificador del dominio del LiveRamp cliente
destinado a la transcodificacién que LiveRamp proporciona.

7. (Opcional) Para habilitar las etiquetas para el recurso, elija Agregar nueva etiqueta y, a
continuacion, introduzca el par clave y valor.

8. Elija Creacion de un espacio de nombres de ID.
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Se crea el objetivo del espacio de nombres ID. Tras crear los espacios de nombres de ID (origen y
destino) necesarios para un flujo de trabajo de mapeo de ID, estara listo para crear el flujo de trabajo

de mapeo de ID.

Edicion de un espacio de nombres de ID

Solo puedes editar un espacio de nombres de ID antes de asociarlo a un flujo de trabajo de mapeo
de ID. Una vez que hayas asociado un espacio de nombres de ID a un flujo de trabajo de mapeo de
ID, no podras editarlo.

Para editar un espacio de nombres de ID:

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en.
https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona los espacios de
nombres de ID.

Elija el espacio de nombres de ID.
4. Seleccione Editar.

5. Enla pagina Editar el espacio de nombres de ID, realiza los cambios necesarios y, a
continuacion, selecciona Guardar.

Eliminar un espacio de nombres de ID

No puede eliminar un espacio de nombres de ID cuando esta asociado a un flujo de trabajo de
asignacion de ID. Primero debe eliminar el mapeo de esquemas de todos los flujos de trabajo de
mapeo de ID asociados antes de poder eliminarlo.

Para eliminar un espacio de nombres de ID:

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en.
https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Preparacion de datos, selecciona los espacios de
nombres de ID.

Elija el espacio de nombres de ID.
4. Elija Eliminar.

Confirme la eliminacion y luego elija Eliminar.

Edicion de un espacio de nombres de ID 66


https://console.aws.amazon.com/entityresolution/
https://console.aws.amazon.com/entityresolution/

AWS Entity Resolution Guia del usuario de

Anadir o actualizar una politica de recursos para un espacio de
nombres de ID

Una politica de recursos permite al creador del recurso de mapeo de ID acceder a tu recurso de
espacio de nombres de ID.

Para anadir o actualizar una politica de recursos

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona los espacios de nombres
de ID.

Elija el espacio de nombres de ID.
En la pagina de detalles del espacio de nombres de ID, selecciona la pestaina Permisos.
En la seccién Politica de recursos, selecciona Editar.

Agrega o actualiza la politica en el editor JSON.

N o o &~ ©

Seleccione Save changes (Guardar cambios).
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Haga coincidir los datos de entrada mediante un flujo de

trabajo coincidente

Un flujo de trabajo coincidente es un trabajo de procesamiento de datos que combina y compara

datos de diferentes fuentes de entrada y determina qué registros coinciden en funcién de diferentes
técnicas de coincidencia.AWS Entity Resolution lee los datos de las ubicaciones especificadas,
busca coincidencias entre los registros y asigna un identificador de coincidencia a cada conjunto de

datos coincidentes.

El siguiente diagrama resume cdmo crear un flujo de trabajo coincidente.

Complete prerequisite Choose your data input Set up matching technigues
Create a schema mapping to define your data. Select the AWS Glue database and table that Configure rule-based matching, use maching
contains your data and the associated schema learning matching, or choose a provider
mapping. service.
Temas

» Tipos de flujo de trabajo coincidentes

* Opciones de salida de datos

» Resultados coincidentes del flujo de trabajo

» Crear un flujo de trabajo coincidente basado en reglas

Specify data output

Choose your data output fields and format to
write to your 53 location.

» Crear un flujo de trabajo de emparejamiento basado en el aprendizaje automatico

» Crear un flujo de trabajo coincidente basado en los servicios del proveedor

+ Edicién de un flujo de trabajo coincidente

» Eliminar un flujo de trabajo coincidente

* Modificar o generar un identificador de coincidencia para un flujo de trabajo coincidente basado en

reglas

» Busqueda de un identificador de coincidencia para un flujo de trabajo de coincidencia basado en

reglas

» Eliminar registros de un flujo de trabajo coincidente basado en reglas o aprendizaje automatico

» Solucién de problemas de flujos de trabajo
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Tipos de flujo de trabajo coincidentes

AWS Entity Resolution admite tres tipos de flujos de trabajo coincidentes:

Emparejamiento basado en reglas

Utiliza reglas configurables para identificar los registros coincidentes en funcién de la coincidencia
exacta o difusa de campos especificos. Usted define los criterios de coincidencia, como los
nombres coincidentes que se escriben de forma similar o las direcciones que tienen un formato
diferente.

Emparejamiento basado en el aprendizaje automatico

Utiliza modelos de aprendizaje automatico para identificar registros similares, incluso cuando los
datos tienen variaciones, errores o campos faltantes. Este enfoque puede detectar coincidencias
mas complejas que las coincidencias basadas en reglas.

Coincidencia basada en los servicios de los proveedores

Utiliza proveedores de datos de terceros para enriquecer y validar sus datos antes de
compararlos. Este tipo de coincidencia no es compatible con la salida de los perfiles de clientes
de Amazon Connect.

Opciones de salida de datos

AWS Entity Resolution puede escribir archivos de salida de datos en:

» Una ubicacion de Amazon S3 que especifique

 Perfiles de clientes de Amazon Connect (para deduplicacion de datos de clientes)

/A Important

La exportacion a los perfiles de clientes de Amazon Connect no es compatible con la
busqueda de coincidencias basada en el proveedor. Para exportar a los perfiles de clientes
de Amazon Connect, debe utilizar la coincidencia basada en reglas o en el aprendizaje
automatico.
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Si lo desea, puede AWS Entity Resolution utilizar el hash de los datos de salida, lo que le ayuda a
mantener el control sobre sus datos.

La siguiente tabla muestra los tres tipos de flujos de trabajo coincidentes y sus destinos de salida
compatibles.

Tipo coincidente salidas S3 Resultados de los perfiles de
los clientes

basado en reglas

Si Si
basado en aprendizaje
automatico Si Si
basado en servicios de No
proveedores Si

Resultados coincidentes del flujo de trabajo

Tras crear y ejecutar un flujo de trabajo coincidente, puede ver los resultados en la ubicacién de
S3 que haya especificado o en los perfiles de clientes de Amazon Connect. Los flujos de trabajo
coincidentes se generan IDs después de indexar los datos.

Un flujo de trabajo coincidente puede tener varias ejecuciones y los resultados (aciertos o errores) se
escriben en una carpeta con jobId el nombre.

Para cada ejecucion para los destinos de salida de S3:

» La salida de datos contiene un archivo para las coincidencias correctas y un archivo para los
errores

» Los resultados correctos se graban en una success carpeta que contiene varios archivos

» Los errores se escriben en una error carpeta con varios campos

Para cada ejecucion de los destinos de salida de los perfiles de cliente de Amazon Connect:

* Los registros de clientes deduplicados se envian directamente a su instancia de Amazon Connect
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» Puede ver su historial de trabajos recientes en la consola AWS Entity Resolution

 Los perfiles existentes en Amazon Connect no se incluyen en el proceso de deduplicacion

Después de crear y ejecutar un flujo de trabajo coincidente, puede utilizar el resultado de la
coincidencia basada en reglas o mediante aprendizaje automatico (ML) como entrada para la
coincidencia basada en los servicios del proveedor o viceversa para satisfacer las necesidades de su
empresa.

Por ejemplo, para ahorrar costes de suscripcion a los proveedores, primero puede ejecutar

una busqueda de coincidencias basada en reglas para encontrar coincidencias en sus datos.

A continuacion, puede enviar un subconjunto de registros no coincidentes a la busqueda de
coincidencias basada en los servicios del proveedor. Tenga en cuenta que si planea exportar a
perfiles de clientes, solo debe utilizar la busqueda de coincidencias basada en reglas o mediante
aprendizaje automatico.

Para obtener mas informacion sobre la solucién de errores, consulte. Solucion de problemas de flujos
de trabajo

Crear un flujo de trabajo coincidente basado en reglas

La coincidencia basada en reglas es un conjunto jerarquico de reglas de coincidencia en cascada,

sugeridas por AWS Entity Resolution, en funcion de los datos que usted introduce y que usted puede
configurar completamente. El flujo de trabajo de coincidencia basado en reglas le permite comparar
texto sin formato o datos cifrados para encontrar coincidencias exactas en funcion de los criterios
que personalice.

Cuando AWS Entity Resolution encuentra una coincidencia entre dos o mas registros de los datos,
asigna:

* Un identificador de coincidencia para los registros del conjunto de datos coincidente

» Laregla de coincidencia que generd la coincidencia.

Al crear un flujo de trabajo de coincidencia basado en reglas en AWS Entity Resolution, debe elegir
un tipo de regla simple o avanzada. El tipo de regla determina la complejidad de las condiciones de
regla que puede crear. No puede cambiar el tipo de regla después de crear el flujo de trabajo.

Puede usar la siguiente tabla para comparar los dos tipos de reglas y determinar cual se adapta a su
caso de uso.
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Tabla de comparacion de tipos de reglas

Caso de uso Tipo de regla avanzada Tipo de regla simple
Mapeos de esquemas No
mapeados con tipos de Si

entrada one-to-one

Mapeo de esquemas con Si
multiples columnas de datos No

asignadas a los mismos tipos

de entrada

Soporta la coincidencia exacta No (solo coincidencia exacta)
y difusa Si

Admite los operadores AND, No (solo el operador AND)
OR y paréntesis Si

Soporta flujos de trabajo por Si
lotes Si

Soporta flujos de trabajo Si
incrementales Si

Admite flujos de trabajo en NoSi
tiempo real

Admite flujos de trabajo de Si
mapeo de identidades No

Una vez que haya determinado el tipo de regla que desea usar, utilice los siguientes temas para
crear un flujo de trabajo de coincidencia basado en reglas con el tipo de regla avanzada o simple.

Temas

» Crear un flujo de trabajo de coincidencia basado en reglas con el tipo de regla avanzada

» Creacioén de un flujo de trabajo de coincidencia basado en reglas con el tipo de regla simple
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Crear un flujo de trabajo de coincidencia basado en reglas con el tipo de
regla avanzada

Requisitos previos
Antes de crear un flujo de trabajo de coincidencia basado en reglas, debe:

1. Cree un mapeo de esquemas. Para obtener mas informacion, consulte Creacion de una

asignacion de esquema.

2. Si utiliza los perfiles de clientes de Amazon Connect como destino de salida, asegurese de tener
configurados los permisos adecuados.

El siguiente procedimiento muestra codmo crear un flujo de trabajo coincidente basado
en reglas con el tipo de regla avanzada mediante la AWS Entity Resolution consola o la
CreateMatchingWorkflow API.

Console

Para crear un flujo de trabajo coincidente basado en reglas con el tipo de regla avanzada, utilice
la consola

1. Inicie sesidén en Consola de administracion de AWS y abra la AWS Entity Resolution consola
en. https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

3. Enla pagina Flujos de trabajo coincidentes, en la esquina superior derecha, selecciona Crear
flujo de trabajo coincidente.

4. Para el paso 1: especificar los detalles del flujo de trabajo coincidentes, haga lo siguiente:

a. Introduzca un nombre de flujo de trabajo coincidente y una descripcidén opcional.

b. Para la entrada de datos, elija una AWS Glue base de datos Regidén de AWS, la AWS
Glue tabla y, a continuacion, el mapeo de esquema correspondiente.

Puede anadir hasta 19 entradas de datos.

® Note

Para utilizar las reglas avanzadas, las asignaciones de esquemas deben cumplir
los siguientes requisitos:
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1. Cada campo de entrada debe asignarse a una clave de coincidencia unica, a

menos que los campos estén agrupados.

. Si los campos de entrada estan agrupados, pueden compartir la misma clave

de coincidencia.

Por ejemplo, la siguiente asignacion de esquemas seria valida para las reglas
avanzadas:

firstName: { matchKey: 'name', groupName: 'name' }
lastName: { matchKey: 'name', groupName: 'name' }

En este caso, los 1astName campos firstName y se agrupan y comparten
la misma clave de coincidencia de nombres, lo cual esta permitido.

Revise las asignaciones de sus esquemas y actualicelas para seguir esta
regla de one-to-one coincidencia, a menos que los campos estén agrupados
correctamente, a fin de utilizar las reglas avanzadas.

. Si la tabla de datos tiene una columna DELETE, el tipo de mapeo del

esquema debe ser String y no puede tener una matchKey y. groupName

c. Laopcion Normalizar datos esta seleccionada de forma predeterminada, de modo que

las entradas de datos se normalizan antes de que coincidan. Si no desea normalizar los

datos, deseleccione la opcién Normalizar datos.

(® Note

La normalizacion solo se admite en los siguientes escenarios en Crear mapeo
de esquemas:

« Si se agrupan los siguientes subtipos de nombres: nombre, segundo nombre,

apellido.

+ Si se agrupan los siguientes subtipos de direcciones: direccion 1, direccién 2,

direccién 3, ciudad, estado, pais, codigo postal.

 Si los siguientes subtipos de teléfono estan agrupados: numero de teléfono,

cbdigo de pais del teléfono.
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d. Para especificar los permisos de acceso al servicio, elija una opcién y lleve a cabo la

accion recomendada.

Opcidén

Crear y usar un nuevo rol de servicio

Accion recomendada

AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

El Nombre del rol de servicio
predeterminado es entityres
olution-matching-workflow-
<timestamp>

Debe tener permisos para crear roles y
adjuntar politicas.

Si los datos de entrada estan cifrados,
puede elegir la opcidn Estos datos

se cifran con una clave de KMS y, a
continuacion, introducir una AWS KMS
clave que se utilizara para descifrar los
datos introducidos.
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Opcidn

Usar un rol de servicio existente

Accion recomendada

1. Seleccione un Nombre de rol de

servicio existente en la lista desplegab
le.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso
de Amazon (ARN) del rol que desea
usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

. Consulte el rol de servicio mediante

la eleccion del enlace externo Ver en
IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de roles existente para anadir
los permisos necesarios.

e. (Opcional) Para habilitar las etiquetas para el recurso, selecciona Afhadir nueva etiqueta

y, a continuacion, introduce el par clave y valor.

f.  Elija Siguiente.

5. Para el paso 2: elija una técnica de coincidencia:

a. Para el método de coincidencia, elija la coincidencia basada en reglas.

b. En Tipo de regla, seleccione Avanzado.
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= AWSEntity Resolution > Matching workflows > Create matching workflow @ ®

Step1
@ Specify matching workflow details

Step2
(@) Choose matching technique

Step 3
Specify data output

Step4
Review and create

Choose matching technique i

Specify how you want your data to be matched or choose a provider service.

Matching method

Resolution type

© Rule-based matching ) Machine learning-based matching Provider services
Use customized rules to find exact matches. Use our machine learning model to help find a broader range of Use this option if you have a subscription to a preferred provider
matches. through AWS Data Exchange.

Rule type | Info
The rule type determines whether you can create simple rule conditions or more complex rule conditions for your rule-based matching workflow. After creating the workflow, you can't change the rule type. Learn more [%

Suitable for fuzzy matching, exact matching, and schema mappings with data columns mapped one-to Suitable for exact matching and schema mappings with multiple data columns mapped to the same input
one with input types. Real-time and ID mapping workflows not currently supported. types. Supports real-time and ID mapping workflows

‘ © Advanced - new ’ ‘ ) simple

Processing cadence  Info
Determine how often to run your matching workflow job. The first job

eate the matching workflow. See pricing [2

Your matching workflow job is run on demand. Useful for bulk processing.

Automatic

Your matching workflow job is run automatically when you add or update your data inputs. Useful for incremental updates. This option is available
only for rule-based matching. When using this option, matching rules can't be edited after creation,

Matching rules (1)

Define match criteria by creating a rule condition for each matching rule. Rearrange the priority to optimize results. You can create up to 25 rules.

Rule name

Enter rule name Remove

0 of 255 characters. Use alphanumeric, underscore (_), or hyphen (-) characters

Rule condition - new | Info
Choose the appropriate matching functions and operators to build this rule condition.

1

l ® Errors: 0 Line 1, Column 1 I

(+ Add another rule ) ( Reset rules )

Vou can add up to 24 mere rules.

c. En Cadencia de procesamiento, selecciona una de las siguientes opciones.

» Seleccione Manual para ejecutar un flujo de trabajo bajo demanda para una
actualizacion masiva

+ Elija Automatico para ejecutar un flujo de trabajo en cuanto haya nuevos datos en su

bucket de S3

® Note

Si eliges Automatico, asegurate de tener activadas EventBridge las

notificaciones de Amazon para tu bucket de S3. Para obtener instrucciones

sobre como habilitar Amazon EventBridge mediante la consola S3, consulte

Habilitar Amazon EventBridge en la Guia del usuario de Amazon S3.

d. En el caso de las reglas coincidentes, introduzca el nombre de unareglay, a
continuacion, cree la condicion de regla seleccionando las funciones y operadores
coincidentes adecuados de la lista desplegable en funcién de su objetivo.
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Puede crear hasta 25 reglas.

Debe combinar una funcion de coincidencia parcial (Cosine, Levenshtein o Soundex)
con una funcion de coincidencia exacta (Exact,) mediante el operador AND.
ExactManyToMany

Puede usar la siguiente tabla para decidir qué tipo de funcién u operador quiere usar, en
funcién de su objetivo.

Su objetivo Funcién u Modificad Ventajas
operador or opcional
recomendados recomendado

Haga coincidir Exacto EmptyValu

cadenas idénticas es=Proceso

en datos precisos,
pero no en valores

vacios.

Haga coincidir Exacto EmptyValu
cadenas idénticas (matchKey) es=Ignorar
con datos precisos

e ignore los

valores vacios.

Haga coincidir ExactMany n/a
varios registros ToMany(matchKey,

en las claves de matchKey, ...)
coincidencia.

Adecuado para
emparejamientos
flexibles. Limite: 15
teclas coincidentes
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Su objetivo

Mida la similitud
entre las represent
aciones numeéricas
de los datos, pero
no coincida con
los valores vacios.
Adecuado para
texto, numeros o
una combinacion
de ambos.

Mida la similitud
entre las represent
aciones numeéricas
de los datos e
ignore los valores
vacios.

Cuenta el numero
minimo de
cambios necesario
S para cambiar
una palabra por
otra, pero que no
coincidan con los
valores vacios.
Adecuado para
textos con ligeras
diferencias de
ortografia.

Funcién u Modificad
operador or opcional
recomendados recomendado
Coseno EmptyValu
es=Proceso
Coseno EmptyValu

(matchKey,thresh( es=Ignorar

)

Levenshtein EmptyValu

es=Proceso

Ventajas

Sencillo, eficiente.

Funciona bien
con textos largos
cuando se
combina con la
ponderacion TF-
IDF.

Ideal para
coincidencias
exactas basadas
en palabras.

Maneja bien los
errores tipografi
cos, ortograficos y
transposiciones.

Eficaz en una
amplia gama de
tipos de PII.

Ideal para cadenas
cortas (por
ejemplo, nombres
0 numeros de
teléfono).
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Su objetivo Funcién u Modificad Ventajas
operador or opcional
recomendados recomendado

Cuente el numero Levenshtein EmptyValu

minimo de (,,...) matchKey es=Ignorar

cambios necesario  threshold
S para cambiar una

palabra por otra e

ignore los valores

vacios.

Compare y Soundex EmptyValu Efectivo para
combine cadenas es=Proceso la coincidencia

de texto en funcion fonética, identific
de su similitud ando palabras que
de sonido, pero suenan similares.
no coincidan o

con valores Rapido y

economico desde
el punto de vista
computacional.

vacios. Adecuado
para textos con
variaciones en

la ortografia o la
pronunciacion.

Ideal para hacer
coincidir nombres
con pronuncia
ciones similares
pero de diferente
ortografia.

Compara y Soundex () EmptyValu
combina cadenas matchKey es=Ignorar
de texto en funcion

de su parecido e

ignora los valores

vacios.

Combina funciones AND n/a
Funciones OR n/a
separadas.
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Su objetivo Funcién u Modificad Ventajas
operador or opcional
recomendados recomendado

Agrupe las (-..) n/a

condiciones para
crear condiciones
anidadas.

Example Condicidn de regla que coincide con los numeros de teléfono y el correo
electrénico

El siguiente es un ejemplo de una condicién de regla que hace coincidir los registros
de numeros de teléfono (clave de coincidencia de teléfono) y direcciones de correo
electronico (clave de coincidencia de direcciones de correo electrénico):

Exact(Phone, EmptyValues=Process) AND Levenshtein("Email
address",2)

Matching rules (1)

Define match criteria by creating a rule condition for each matching rule. Rearrange the priority to optimize results. You can create up to 25 rules.

Rule name

(e ) G T

5 of 255 characters. Use alphanumeric, underscore (_), or hyphen (-) characters.

Rule condition - beta | Info
Choose the appropriate matching functions and operators to build this rule condition.

1 Exact(Phone,EmptyValues=Process) AND Levenshtein("Email address",2)

() Errors: 0 Line 1, Column 67

(+ Add another rule ) ( Reset rules )

You can add up to 24 more rules.

Cancel Next

La tecla de coincidencia telefonica utiliza la funcidn de coincidencia exacta para hacer
coincidir cadenas idénticas. La tecla Phone Match procesa los valores vacios de la
coincidencia mediante el modificador EmptyValues=Process.
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La clave de coincidencia de direcciones de correo electrénico utiliza la funcion de
coincidencia de Levenshtein para hacer coincidir los datos con los errores ortograficos
utilizando el umbral predeterminado del algoritmo de distancia de Levenshtein, que es 2.
La clave de coincidencia de correo electronico no utiliza ningun modificador opcional.

El operador AND combina la funcion de coincidencia exacta y la funcidn de coincidencia
de Levenshtein.

Example Condicién de regla que se utiliza ExactManyToMany para realizar la
coincidencia de claves coincidentes

El siguiente es un ejemplo de una condicién de regla que hace coincidir los registros
de tres campos de direcciones (HomeAddressclave de BillingAddresscoincidencia,
clave de ShippingAddresscoincidencia y clave de coincidencia) para buscar posibles
coincidencias comprobando si alguna de ellas tiene valores idénticos.

El ExactManyToMany operador evalua todas las combinaciones posibles de los
campos de direccion especificados para identificar las coincidencias exactas entre dos
o mas direcciones. Por ejemplo, detectaria si las direcciones HomeAddress coinciden
exactamente con la BillingAddress o ShippingAddress silas tres direcciones
coinciden exactamente.

ExactManyToMany(HomeAddress, BillingAddress, ShippingAddress)

Example Condicién de regla que utiliza la agrupacién en clusteres

En la coincidencia avanzada basada en reglas con condiciones difusas, el sistema
primero agrupa los registros en clusteres en funcidén de las coincidencias exactas. Una
vez que se forman estos clusteres iniciales, el sistema aplica filtros de coincidencia
difusa para identificar coincidencias adicionales dentro de cada cluster. Para obtener
un rendimiento 6ptimo, debe seleccionar las condiciones de coincidencia exactas en
funcién de sus patrones de datos para crear clusteres iniciales bien definidos.

El siguiente es un ejemplo de una condicion de regla que combina varias coincidencias
exactas con un requisito de coincidencia parcial. Utiliza AND operadores para comprobar
que tres campos (FullName, Fecha de nacimiento (DOB) y Address — coincidan
exactamente entre los registros. También permite pequefas variaciones en el
InternallID campo utilizando una distancia de Levenshtein de. 1 La distancia de
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e.

Levenshtein mide el numero minimo de ediciones de un solo caracter necesarias para
cambiar una cadena por otra. Una distancia de 1 significa InternalIDs que coincidira
con la diferencia en un solo caracter (por ejemplo, un error tipografico, una eliminacion o
una insercién). Esta combinacion de condiciones ayuda a identificar los registros que es
muy probable que representen la misma entidad, incluso si hay pequefas discrepancias
en el identificador.

Exact(FullName) AND Exact(DOB) AND Exact(Address) and
Levenshtein(InternalID, 1)

Elija Siguiente.

6. Para el paso 3: especifique la salida y el formato de los datos:

a.

e.

En Destino y formato de salida de datos, elija la ubicacion de Amazon S3 para la salida
de datos y si el formato de datos sera Datos normalizados o Datos originales.

Para el cifrado, si elige personalizar la configuracién de cifrado, introduzca la AWS KMS
clave ARN.

Vea la salida generada por el sistema.

En el caso de la salida de datos, decide qué campos quieres incluir, ocultar o
enmascarar y, a continuacion, realiza las acciones recomendadas en funcion de tus
objetivos.

Su objetivo

Incluya campos

Ocultar campos (excluirlos de la salida)

Enmascarar campos

Restablece los ajustes anteriores

Elija Siguiente.

7. Para el paso 4: Revisa y crea:

Accion recomendada

Mantenga el estado de salida como
Incluido.

Elija el campo de salida y, a continuac
ion, elija Ocultar.

Elija el campo de salida y, a continuac
ion, elija Salida de hash.

Elija Restablecer.
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10.

11.

a. Revise las selecciones que realizé en los pasos anteriores y editelas si es necesario.

b. Elija Create and run.

Aparece un mensaje que indica que se ha creado el flujo de trabajo correspondiente y
que el trabajo ha comenzado.

En la pagina de detalles del flujo de trabajo coincidente, en la pestafia Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:

 El identificador del trabajo.

 El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado, fallido
 El tiempo de finalizacion del trabajo de flujo de trabajo.

» El numero de registros procesados.

» El numero de registros no procesados.

 La coincidencia unica IDs generada.

» El numero de registros de entrada.

También puede ver las métricas de trabajo para hacer coincidir los trabajos de flujo de
trabajo que se han ejecutado anteriormente en el historial de trabajos.

Cuando se complete el trabajo del flujo de trabajo correspondiente (el estado es
Completado), puede ir a la pestafa Salida de datos y, a continuacion, seleccionar su
ubicacion de Amazon S3 para ver los resultados.

(Solo tipo de procesamiento manual) Si ha creado un flujo de trabajo coincidente basado en
reglas con el tipo de procesamiento manual, puede ejecutar el flujo de trabajo coincidente en
cualquier momento seleccionando Ejecutar flujo de trabajo en la pagina de detalles del flujo
de trabajo coincidente.

(Solo tipo de procesamiento automatico) Si la tabla de datos tiene una columna DELETE,
entonces:

+ Se eliminan los registros establecidos true en la columna DELETE.

* Los registros establecidos false en la columna DELETE se incorporan a S3.

Para obtener mas informacion, consulte Paso 1: Prepare tablas de datos propias.
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API

Para crear un flujo de trabajo coincidente basado en reglas con la regla avanzada, escriba

mediante la API

(® Note
De forma predeterminada, el flujo de trabajo utiliza el procesamiento estandar (por lotes).
Para utilizar el procesamiento incremental (automatico), debe configurarlo de forma

explicita.

1. Abre una terminal o una linea de comandos para realizar la solicitud a la API.

2. Crea una solicitud POST para el siguiente punto final:

/matchingworkflows

3. En el encabezado de la solicitud, establece el tipo de contenido en application/json.

(® Note
Para obtener una lista completa de los lenguajes de programacion compatibles,
consulta la referencia de la API.LAWS Entity Resolution

4. Para el cuerpo de la solicitud, proporciona los siguientes parametros JSON obligatorios:

"description": "string",
"incrementalRunConfig": {
"incrementalRunType": "string"

}I

"inputSourceConfig": [

{

"applyNormalization": boolean,
"inputSourceARN": "string",
"schemaName": "string"

1,

"outputSourceConfig": [

{

"applyNormalization": boolean,
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"KMSArn": "string",
"output": [
{
"hashed": boolean,
"name": "string"

1,
"outputS3Path": "string"

1,
"resolutionTechniques": {
"providerProperties": {

"intermediateSourceConfiguration": {

"intermediateS3Path": "string"

}I

"providerConfiguration": JSON value,

"providerServiceArn": "string"
},
"resolutionType": "RULE_MATCHING",
"ruleBasedProperties": {
"attributeMatchingModel": "string",

"matchPurpose": "string",
"rules": [
{
"matchingKeys": [ "string" 1],
"ruleName": "string"
}
]
},
"ruleConditionProperties": {
"rules": [
{
"condition": "string",
"ruleName": "string"
}
]
}
1,
"roleArn": "string",
"tags": {
"string" : "string"
1,
"workflowName": "string"
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}

Donde:

« workflowName(obligatorio): debe ser unico y debe coincidir con un patrén de entre 1y
255 caracteres [a-zA-Z_0-9-] *

« inputSourceConfig(obligatorio): lista de 1 a 20 configuraciones de fuentes de entrada

« outputSourceConfig(obligatorio): exactamente una configuracién de fuente de salida

+ resolutionTechniques(obligatorio): establézcalo en «RULE_MATCHING» como tipo
de resolucion para la coincidencia basada en reglas

« roleArn(obligatorio): ARN del rol de IAM para la ejecucion del flujo de trabajo

« ruleConditionProperties(obligatorio): lista de las condiciones de la regla y el nombre
de la regla coincidente.

Los parametros opcionales incluyen:

+ description— Hasta 255 caracteres
* incrementalRunConfig— Configuracion del tipo de ejecucién incremental
* tags— Hasta 200 pares clave-valor

5. (Opcional) Para utilizar el procesamiento incremental en lugar del procesamiento estandar
(por lotes) predeterminado, afada el siguiente parametro al cuerpo de la solicitud:

"incrementalRunConfig": {
"incrementalRunType": "AUTOMATIC"
}

6. Envie la solicitud .

7. Si se ejecuta correctamente, recibiras una respuesta con el codigo de estado 200 y un
cuerpo JSON que contiene:

{
"workflowArn": "string",
"workflowName": "string",
// Plus all configured workflow details
}
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8. Silallamada no se realiza correctamente, es posible que recibas uno de los siguientes
errores:

» 400: ConflictException si el nombre del flujo de trabajo ya existe

» 400: ValidationException si la entrada no pasa la validacion

» 402: ExceedsLimitException si se superan los limites de la cuenta
» 403: AccessDeniedException si no tienes acceso suficiente

» 429 — ThrottlingException si la solicitud fue restringida

» 500: InternalServerException si se produce un fallo en el servicio interno

Creacion de un flujo de trabajo de coincidencia basado en reglas con el tipo
de regla simple

Requisitos previos
Antes de crear un flujo de trabajo de coincidencia basado en reglas, debe:

1. Cree un mapeo de esquemas. Para obtener mas informacion, consulte Creacion de una

asignacion de esquema.

2. Si utiliza los perfiles de clientes de Amazon Connect como destino de salida, asegurese de tener
configurados los permisos adecuados.

El siguiente procedimiento muestra cdmo crear un flujo de trabajo coincidente basado en reglas con
el tipo de regla simple mediante la AWS Entity Resolution consola o la CreateMatchingWorkflow
API.

Console
Para crear un flujo de trabajo coincidente basado en reglas con la regla simple, utilice la consola

1. Inicie sesion en Consola de administracién de AWS y abra la AWS Entity Resolution consola
en. https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

3. Enla pagina Flujos de trabajo coincidentes, en la esquina superior derecha, selecciona Crear
flujo de trabajo coincidente.

4. Para el paso 1: especificar los detalles del flujo de trabajo coincidentes, haga lo siguiente:
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a. Introduzca un nombre de flujo de trabajo coincidente y una descripcién opcional.

b. Para la entrada de datos, elija una AWS Glue base de datos Regién de AWS, la AWS
Glue tabla y, a continuacion, el mapeo de esquema correspondiente.

Puede anadir hasta 19 entradas de datos.

c. La opcion Normalizar datos esta seleccionada de forma predeterminada, de modo que
las entradas de datos se normalizan antes de que coincidan. Si no desea normalizar los
datos, deseleccione la opcion Normalizar datos.

® Note

La normalizacion solo se admite en los siguientes escenarios en Crear mapeo
de esquemas:

» Si se agrupan los siguientes subtipos de nombres: nombre, segundo nombre,
apellido.

» Si se agrupan los siguientes subtipos de direcciones: direccion 1, direccién 2,
direccién 3, ciudad, estado, pais, codigo postal.

+ Si los siguientes subtipos de teléfono estan agrupados: numero de teléfono,
cédigo de pais del teléfono.

d. Para especificar los permisos de acceso al servicio, elija una opcién y lleve a cabo la
accion recomendada.
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Opcidén

Crear y usar un nuevo rol de servicio

Accion recomendada

* AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

* ElI Nombre del rol de servicio
predeterminado es entityres
olution-matching-workflow-
<timestamp>

* Debe tener permisos para crear roles y
adjuntar politicas.

* Silos datos de entrada estan cifrados,
puede elegir la opcidn Estos datos
se cifran con una clave de KMS y, a
continuacion, introducir una AWS KMS
clave que se utilizara para descifrar los
datos introducidos.
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Opcidn

Usar un rol de servicio existente

Accion recomendada

1. Seleccione un Nombre de rol de

servicio existente en la lista desplegab
le.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso
de Amazon (ARN) del rol que desea
usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

. Consulte el rol de servicio mediante

la eleccion del enlace externo Ver en
IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de roles existente para anadir
los permisos necesarios.

e. (Opcional) Para habilitar las etiquetas para el recurso, selecciona Afhadir nueva etiqueta

y, a continuacion, introduce el par clave y valor.

f.  Elija Siguiente.

5. Para el paso 2: elija una técnica de coincidencia:

a. Para el método de coincidencia, elija la coincidencia basada en reglas.

b. En Tipo de regla, elija Simple.
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AWS Entity Resolution » Matching workflows » Create matching workflow @ ®

Step 1

@ Specify matching workflow details Choose matching te(hnique Info

Xl Specify how you want your data te be matched or choose a provider service.
tep
© Choose matching technique

Matching method

Step 3
Specify data output Resolution type
Step 4

Review and create Use customized rules to find exact matches Use our machine learning model to help find a Use this option if you have a subscription to a
broader range of matches preferred provider through AWS Data

© Rule-based matching ) Machine learning-based matching () Provider services
Exchange.

Rule type | Info
The rule type determines whether you can create simple rule conditions or more complex rule conditions for your rule-based matching workflow. After creating the workflow,
you can't change the rule type. Learn more [A

Suitable for exact matching and schema mappings with multiple data
columns mapped to the same input types. Supports real-time and 1D
mapping workflows.

Suitable for fuzzy matching, exact matching, and schema mappings with
data columns mapped one-to-one with input types. Real-time and 1D
mapping workflows not currently supported

Simple
P

‘ () Advanced - new

Processing cadence  Info
Determine how often ta run your matching workflow job. The first job runs after you create the matching workflow. See pricing [2

o Manual
Your matching workflow job is run on demand. Useful for bulk processing
) Automatic
Your matching workflow job is run automatically when you add or update your data inputs. Useful for

incremental updates. This option is available only for rule-based matching. When using this option, matching
rules can't be edited after creation.

Index only for ID mapping - new

() Tumon
By default, matching workflows generate IDs after the data is indexed. If you want to use the matching
workflow as a source or a target in an ID mapping workflow, choose to only index the data and not generate
IDs.

c. En Cadencia de procesamiento, selecciona una de las siguientes opciones.

+ Seleccione Manual para ejecutar un flujo de trabajo bajo demanda para una
actualizacion masiva

+ Elija Automatico para ejecutar un flujo de trabajo en cuanto haya nuevos datos en su
bucket de S3

(® Note

Si eliges Automatico, asegurate de tener activadas EventBridge las
notificaciones de Amazon para tu bucket de S3. Para obtener instrucciones
sobre como habilitar Amazon EventBridge mediante la consola S3, consulte
Habilitar Amazon EventBridge en la Guia del usuario de Amazon S3.

d. (Opcional) En el caso de indexar unicamente los datos y no generarlos, puede optar por
activar la opcién de indexar unicamente los datos y no de generarlos IDs.

De forma predeterminada, el flujo de trabajo coincidente se genera IDs después de
indexar los datos.
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e. En Reglas de coincidencia, introduzca un nombre de regla y, a continuacion, elija las
claves de coincidencia para esa regla.

Puede crear hasta 15 reglas y aplicar hasta 15 claves de coincidencia diferentes a sus
reglas para definir los criterios de coincidencia.

v Matching rules (1)
Apply up to 15 different match keys across your rules to define match criteria. Add or remove match keys, remove rules, croate new
rules, and rearrange the priority to optimize results. You can create up to 15 rules.

Rule name

Enter rule name |

0 of 255 characters. Use alphanumeric, underscore {_), or hyphen (<) characters.

Match keys

Select match keys v |

You can choose up to 15 more match keys

‘ 4+ Add another rule

You can add up to 14 more rules.

f.  En el tipo de comparacion, elija una de las siguientes opciones en funcidén de su objetivo.

Su objetivo Opcion recomendada

Busque cualquier combinacion de Multiples campos de entrada
coincidencias entre los datos almacenad
0s en varios campos de entrada

Limite la comparacion a un solo campo Campo de entrada unico
de entrada
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v Comparison type

Choose how you want to compare similar data stored in different input fields when they are assigned the same match key

Comparison type  Info

© Multiple input fields
Find any combination of matches across data stored in multiple input fields, regardless of whether the data is in the same or different
input field.

() Single input field

Limit comparison within a single input field, when similar data stored across multiple input fields should not be matched.

g. Elija Siguiente.
6. Para el paso 3: especifique la salida y el formato de los datos:
a. En Destino y formato de salida de datos, elija la ubicacion de Amazon S3 para la salida
de datos y si el formato de datos sera Datos normalizados o Datos originales.

b. Para el cifrado, si elige personalizar la configuracion de cifrado, introduzca la AWS KMS
clave ARN.

c. Vea la salida generada por el sistema.

d. En el caso de la salida de datos, decide qué campos quieres incluir, ocultar o
enmascarar y, a continuacion, realiza las acciones recomendadas en funcion de tus

objetivos.

Su objetivo Accion recomendada

Incluya campos Mantenga el estado de salida como
Incluido.

Ocultar campos (excluirlos de la salida) Elija el campo de salida y, a continuac
ion, elija Ocultar.

Enmascarar campos Elija el campo de salida y, a continuac
ion, elija Salida de hash.

Restablece los ajustes anteriores Elija Restablecer.

e. Elija Siguiente.
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7. Para el paso 4: Revisa y crea:

a. Revise las selecciones que realizé en los pasos anteriores y editelas si es necesario.

b. Elija Create and run.

Aparece un mensaje que indica que se ha creado el flujo de trabajo correspondiente y
que el trabajo ha comenzado.

8. Enla pagina de detalles del flujo de trabajo coincidente, en la pestaina Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:
 El identificador del trabajo.
 El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado, fallido
 El tiempo de finalizacion del trabajo de flujo de trabajo.
* El numero de registros procesados.
» El numero de registros no procesados.
 La coincidencia unica IDs generada.

» El numero de registros de entrada.

También puede ver las métricas de trabajo para hacer coincidir los trabajos de flujo de
trabajo que se han ejecutado anteriormente en el historial de trabajos.

9. Cuando se complete el trabajo del flujo de trabajo correspondiente (el estado es
Completado), puede ir a la pestafa Salida de datos y, a continuacion, seleccionar su
ubicacion de Amazon S3 para ver los resultados.

10. (Solo tipo de procesamiento manual) Si ha creado un flujo de trabajo coincidente basado en

reglas con el tipo de procesamiento manual, puede ejecutar el flujo de trabajo coincidente en

cualquier momento seleccionando Ejecutar flujo de trabajo en la pagina de detalles del flujo
de trabajo coincidente.
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API

Para crear un flujo de trabajo coincidente basado en reglas con la regla simple, escriba mediante

la API

(® Note
De forma predeterminada, el flujo de trabajo utiliza el procesamiento estandar (por lotes).
Para utilizar el procesamiento incremental (automatico), debe configurarlo de forma

explicita.

1. Abre una terminal o una linea de comandos para realizar la solicitud a la API.

2. Crea una solicitud POST para el siguiente punto final:

/matchingworkflows

3. En el encabezado de la solicitud, establece el tipo de contenido en application/json.

(® Note
Para obtener una lista completa de los lenguajes de programacion compatibles,
consulta la referencia de la API.LAWS Entity Resolution

4. Para el cuerpo de la solicitud, proporciona los siguientes parametros JSON obligatorios:

"description": "string",
"incrementalRunConfig": {
"incrementalRunType": "string"

}I

"inputSourceConfig": [

{

"applyNormalization": boolean,
"inputSourceARN": "string",
"schemaName": "string"

1,

"outputSourceConfig": [

{

"applyNormalization": boolean,
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"KMSArn": "string",
"output": [
{
"hashed": boolean,
"name": "string"

1,
"outputS3Path": "string"

1,
"resolutionTechniques": {
"providerProperties": {

"intermediateSourceConfiguration": {

"intermediateS3Path": "string"

}I

"providerConfiguration": JSON value,

"providerServiceArn": "string"
},
"resolutionType": "RULE_MATCHING",
"ruleBasedProperties": {
"attributeMatchingModel": "string",

"matchPurpose": "string",
"rules": [
{
"matchingKeys": [ "string" 1],
"ruleName": "string"
}
]
},
"ruleConditionProperties": {
"rules": [
{
"condition": "string",
"ruleName": "string"
}
]
}
1,
"roleArn": "string",
"tags": {
"string" : "string"
1,
"workflowName": "string"
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}

Donde:

« workflowName(obligatorio): debe ser unico y debe coincidir con un patrén de entre 1y
255 caracteres [a-zA-Z_0-9-] *

« inputSourceConfig(obligatorio): lista de 1 a 20 configuraciones de fuentes de entrada

« outputSourceConfig(obligatorio): exactamente una configuracién de fuente de salida

+ resolutionTechniques(obligatorio): establézcalo en «RULE_MATCHING» para una
coincidencia basada en reglas

« roleArn(obligatorio): ARN del rol de IAM para la ejecucion del flujo de trabajo

« ruleConditionProperties(obligatorio): lista de las condiciones de la regla y el nombre
de la regla coincidente.

Los parametros opcionales incluyen:

+ description— Hasta 255 caracteres
* incrementalRunConfig— Configuracion del tipo de ejecucién incremental
* tags— Hasta 200 pares clave-valor

5. (Opcional) Para utilizar el procesamiento incremental en lugar del procesamiento estandar
(por lotes) predeterminado, afada el siguiente parametro al cuerpo de la solicitud:

"incrementalRunConfig": {
"incrementalRunType": "AUTOMATIC"
}

6. Envie la solicitud .

7. Si se ejecuta correctamente, recibiras una respuesta con el codigo de estado 200 y un
cuerpo JSON que contiene:

{
"workflowArn": "string",
"workflowName": "string",
// Plus all configured workflow details
}
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8. Silallamada no se realiza correctamente, es posible que recibas uno de los siguientes
errores:

» 400: ConflictException si el nombre del flujo de trabajo ya existe

» 400: ValidationException si la entrada no pasa la validacion

» 402: ExceedsLimitException si se superan los limites de la cuenta
» 403: AccessDeniedException si no tienes acceso suficiente

» 429 — ThrottlingException si la solicitud fue restringida

» 500: InternalServerException si se produce un fallo en el servicio interno

Crear un flujo de trabajo de emparejamiento basado en el
aprendizaje automatico

El emparejamiento basado en el aprendizaje automatico es un proceso preestablecido que intenta

hacer coincidir los registros de todos los datos que ingresas. El flujo de trabajo de busqueda de
coincidencias basado en el aprendizaje automatico le permite comparar datos de texto claro para
encontrar una amplia gama de coincidencias mediante un modelo de aprendizaje automatico.

@ Note

El modelo de aprendizaje automatico no admite la comparacion de datos cifrados.

Cuando AWS Entity Resolution encuentra una coincidencia entre dos o mas registros de los datos,
asigna:

» Un identificador de coincidencia para los registros del conjunto de datos coincidente

 El porcentaje del nivel de confianza de las coincidencias.

Puede utilizar el resultado de un flujo de trabajo de coincidencia basado en ML como entrada para la
busqueda de proveedores de servicios de datos, o viceversa, para cumplir sus objetivos especificos.
Por ejemplo, puede ejecutar una busqueda basada en ML para buscar primero coincidencias entre
sus fuentes de datos en sus propios registros. Si un subconjunto no coincide, puede ejecutar una
busqueda basada en los servicios del proveedor para buscar mas coincidencias.

Requisitos previos
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Antes de crear un flujo de trabajo coincidente basado en ML, debe:

1. Cree un mapeo de esquemas. Para obtener mas informacion, consulte Creacion de una

asignacion de esquema.

2. Si utiliza los perfiles de clientes de Amazon Connect como destino de salida, asegurese de tener
configurados los permisos adecuados.

Para crear un flujo de trabajo coincidente basado en ML:

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

3. Enla pagina Flujos de trabajo coincidentes, en la esquina superior derecha, selecciona Crear
flujo de trabajo coincidente.

4. Para el paso 1: especificar los detalles del flujo de trabajo coincidentes, haga lo siguiente:

a.

b.

Introduzca un nombre de flujo de trabajo coincidente y una descripcion opcional.

Para la entrada de datos, elija una AWS Glue base de datos Regién de AWS, la AWS Glue
tabla y, a continuacion, el mapeo de esquema correspondiente.

Puede anadir hasta 20 entradas de datos.

La opcion Normalizar datos esta seleccionada de forma predeterminada, de modo que las
entradas de datos se normalizan antes de que coincidan. Si no desea normalizar los datos,
deseleccione la opcién Normalizar datos.

La coincidencia basada en el aprendizaje automatico solo normalizaName, y. Teléfono
Correo electrénico

Para especificar los permisos de acceso al servicio, €elija una opcion y tome las medidas
recomendadas.

Opcidn Accioén recomendada

Crear y usar un nuevo rol de servicio * AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.
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Opcidn Accioén recomendada

* ElI Nombre del rol de servicio predeterm
inado es entityresolution-m

atching-workflow-<timestamp
>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcién Usar un rol de
servicio existente no estara disponible.

2. Consulte el rol de servicio mediante la
eleccioén del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

e. (Opcional) Para habilitar las etiquetas para el recurso, selecciona Afadir nueva etiqueta y, a
continuacion, introduce el par clave y valor.

Crear un flujo de trabajo de emparejamiento basado en el aprendizaje automatico 101



AWS Entity Resolution Guia del usuario de

f.  Elija Siguiente.
5. Para el paso 2: elija una técnica de coincidencia:

a. Para el método de emparejamiento, elija el emparejamiento basado en el aprendizaje
automatico.

AWS Entity Resolution » Matching workflows » Create matching workflow

Step 1

Specify matching workflow Choose matChlng tEChnlque ante

details Specify how you want your data to be matched or choose a provider service.

Sten 2 Matching method
Choose matching technique

Step 3

SrmeraE ST T () Rule-based matching © Machine learning-based () Provider services

. y : Use customized rules to find matching Use this option if you have a
exact matches. Use our machine learning model = _n.l: Jp._l_u.__

Step 4 to help find a broader range of p r through AWS Data

Exchange.
. matches. e
Review and create

Machine learning-based matching info

Your data will be evaluated against a set of rules defining the criteria to find exact matches. This can help find matches
across your data that may be incomplete or may not look exactly the same.

Processing cadence  Info
Determine how often to run your matching workflow job. The first job runs after you create the matching workflow. See pricing [
© Manual

Your matching workflow job is run en demand. Useful for bulk processing.

@ Using hashed data may limit matching functionality
Rule-based matching is recommended when comparing hashed data. The machine learning model is unable to
compare hashed data. Learn more [A

=

b. En Cadencia de procesamiento, se selecciona la opcién Manual.

Esta opcidn le permite ejecutar un flujo de trabajo bajo demanda para realizar una
actualizacion masiva.

® Note

El procesamiento automatico (incremental) no es compatible con los flujos de
trabajo coincidentes basados en el aprendizaje automatico.

c. Elija Siguiente.
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6. Para el paso 3: especifique la salida y el formato de los datos:
a. En Destino y formato de salida de datos, elija la ubicacion de Amazon S3 para la salida de
datos y si el formato de datos sera Datos normalizados o Datos originales.

b. Para el cifrado, si elige personalizar la configuracion de cifrado, introduzca la AWS KMS
clave ARN.

c. Vea la salida generada por el sistema.

d. En el caso de la salida de datos, decide qué campos quieres incluir, ocultar o enmascarar vy,
a continuacion, realiza las acciones recomendadas en funcion de tus objetivos.

Su objetivo Opcién recomendada

Incluya campos Mantenga el estado de salida como
Incluido.

Ocultar campos (excluirlos de la salida) Elija el campo de salida y, a continuacion,
elija Ocultar.

Enmascarar campos Elija el campo de salida y, a continuacion,

elija Salida de hash.
Restablece los ajustes anteriores Elija Restablecer.

e. Elija Siguiente.

7. Para el paso 4: Revisa y crea:

a. Revise las selecciones que realizd en los pasos anteriores y editelas si es necesario.

b. Elija Create and run.

Aparece un mensaje que indica que se ha creado el flujo de trabajo correspondiente y que
el trabajo ha comenzado.

8. En la pagina de detalles del flujo de trabajo coincidente, en la pestaia Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:
+ El identificador del trabajo.
 El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado, fallido

 El tiempo de finalizacion del trabajo de flujo de trabajo.
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» El numero de registros procesados.
» El numero de registros no procesados.
 La coincidencia unica IDs generada.

* El numero de registros de entrada.

También puede ver las métricas de trabajo para hacer coincidir los trabajos de flujo de trabajo
que se han ejecutado anteriormente en el historial de trabajos.

9. Cuando se complete el trabajo del flujo de trabajo correspondiente (el estado es Completado),
puede ir a la pestana Salida de datos y, a continuacién, seleccionar su ubicacién de Amazon S3
para ver los resultados.

10. (Solo tipo de procesamiento manual) Si ha creado un flujo de trabajo coincidente basado en el
aprendizaje automatico con el tipo de procesamiento manual, puede ejecutar el flujo de trabajo
coincidente en cualquier momento seleccionando Ejecutar flujo de trabajo en la pagina de
detalles del flujo de trabajo coincidente.

Crear un flujo de trabajo coincidente basado en los servicios del
proveedor

La coincidencia basada en los servicios de los proveedores le permite hacer coincidir sus

identificadores conocidos con los de su proveedor de servicios de datos preferido.

AWS Entity Resolution actualmente admite los siguientes servicios de proveedores de datos:

» LiveRamp
e TransUnion

* |D unificada 2.0

Para obtener mas informacion sobre los servicios de proveedores compatibles, consultePreparar los
datos de entrada de terceros.

Puede utilizar una suscripcidn publica para estos proveedores AWS Data Exchange o negociar una
oferta privada directamente con el proveedor de datos. Para obtener mas informacion sobre como
crear una nueva suscripcion o reutilizar una suscripcion existente a un servicio de un proveedor,
consultePaso 1: Suscribase a un servicio de proveedor en AWS Data Exchange.
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En las siguientes secciones se describe como crear un flujo de trabajo coincidente basado en el
proveedor.

Temas

» Crear un flujo de trabajo coincidente con LiveRamp

» Crear un flujo de trabajo coincidente con TransUnion

« Crear un flujo de trabajo coincidente con UID 2.0

Crear un flujo de trabajo coincidente con LiveRamp

El LiveRamp servicio proporciona un identificador denominado RamplD. El RamplID es uno de los
mas utilizados IDs en las plataformas orientadas a la demanda para crear una audiencia para una
campana publicitaria. Si utilizas un flujo de trabajo coincidente con LiveRamp, puedes resolver
direcciones de correo electronico cifradas en. RAMPIDs

® Note

AWS Entity Resolution admite la asignacién de RamplD basada en PII.

Requisitos previos
Antes de crear un flujo de trabajo coincidente con LiveRamp, debe:

1. Cree un mapeo de esquemas. Para obtener mas informacion, consulte Creacion de una
asignacion de esquema.

2. ¢ Tiene una suscripcion al LiveRamp servicio

3. Configure los permisos adecuados para el depdésito de almacenamiento provisional de datos
de Amazon S3 en el que desea que se escriba temporalmente la salida del flujo de trabajo
coincidente

Antes de crear un flujo de trabajo de mapeo de ID con LiveRamp, afiada los siguientes permisos al
depdsito de almacenamiento provisional de datos de S3.

JSON
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"Version":"2012-10-17",
"Statement": [

{

"Effect": "Allow",

"Principal": {

"AWS": "arn:aws:iam::715724997226:root"

}I

"Action": [

"s3:PutObject"”,
"s3:GetObject",
"s3:GetObjectVersion",
"s3:DeleteObject"”

]I

"Resource": [
"arn:aws:s3:::<staging-bucket>",
"arn:aws:s3:::<staging-bucket>/*"

]

},
{

"Effect": "Allow",

"Principal": {

"AWS": "arn:aws:iam::715724997226:root"

}I

"Action": [

"s3:ListBucket",
"s3:GetBucketLocation",
"s3:GetBucketPolicy",
"s3:ListBucketVersions",
"s3:GetBucketAcl"”

1,

"Resource": [
"arn:aws:s3:::<staging-bucket>",
"arn:aws:s3:::<staging-bucket>/*"

]

}

Reemplace cada <user input placeholder> por su propia informacion.
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staging-bucket Deposito de Amazon S3 que almacena
temporalmente sus datos mientras ejecuta un
flujo de trabajo basado en los servicios del
proveedor.

Para crear un flujo de trabajo coincidente con LiveRamp:

1. Inicie sesion en Consola de administraciéon de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

3. Enla pagina Flujos de trabajo coincidentes, en la esquina superior derecha, selecciona Crear
flujo de trabajo coincidente.

4. Para el paso 1: especificar los detalles del flujo de trabajo coincidentes, haga lo siguiente:

a. Introduzca un nombre de flujo de trabajo coincidente y una descripcion opcional.

b. Para la entrada de datos, elija una AWS Glue base de datos Regién de AWS, la AWS Glue
tabla y, a continuacion, el mapeo de esquema correspondiente.

Puede anadir hasta 20 entradas de datos.

c. Laopcion Normalizar datos esta seleccionada de forma predeterminada, de modo que las
entradas de datos se normalizan antes de que coincidan.

® Note

La normalizacion solo se admite en los siguientes escenarios en Crear mapeo de
esquemas:

» Si se agrupan los siguientes subtipos de nombres: nombre, segundo nombre,
apellido.

» Si se agrupan los siguientes subtipos de direcciones: direccion 1, direccién 2:
nombre de la direccion 3, nombre, nombre de la ciudad, estado, pais, codigo
postal.

+ Si los siguientes subtipos de teléfono estan agrupados: numero de teléfono,
cédigo de pais del teléfono.
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Si esta utilizando el proceso de resolucién solo por correo electronico, deseleccione la
opcion Normalizar datos, ya que solo se utilizan correos electronicos cifrados para introducir
datos.

d. Para especificar los permisos de acceso al servicio, elige una opcion y realiza las acciones

recomendadas.
Opcidén Accioén recomendada
Crear y usar un nuevo rol de servicio * AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

* EI Nombre del rol de servicio predeterm
inado es entityresolution-m

atching-workflow-<timestamp
>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.
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Opcidn Accioén recomendada

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

2. Consulte el rol de servicio mediante la
eleccidén del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

e. (Opcional) Para habilitar las etiquetas para el recurso, selecciona Afadir nueva etiqueta y, a
continuacion, introduce el par clave y valor.
f.  Elija Siguiente.

5. Para el paso 2: elija una técnica de coincidencia:

a. Para el método de coincidencia, elija Servicios del proveedor.

b. Para los servicios de proveedores, elija LiveRamp.

® Note

Asegurese de que el formato y la normalizacion del archivo de entrada de datos
estén alineados con las directrices del servicio del proveedor.
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Para obtener mas informacién sobre las pautas de formato de los archivos de
entrada para el flujo de trabajo correspondiente, consulte Realizar |la resolucion de
identidad mediante ADX en la LiveRamp documentacion.

c. ParaLiveRamp los productos, elige un producto de la lista desplegable.

Matching method

() Rule-based matching () Machine learning-based matching © Provider services
Use customized rules to find exact matches. Use our machine learning model to help find Use this option if you have a subscription to
a broader range of matches. a preferred provider through AWS Data

Exchange.

Provider services info

You must have a provider agreement to use a provider service. Your data will be matched with a set of inputs defined by your preferred provider.
Some information may be required and shared between you and your provider service.

© LiveRamp () TransUnion

U

/LiveRamp TransUnion:

() Unified ID 2.0

Unified iD..

LiveRamp products
Choose from available products from LiveRamp.

[ Choose product A ]

Assignment Email

[ Assignment PIl ] Cancel Next

(® Note

Si elige la PII de asignacion, debe proporcionar al menos una columna que no sea
de identificacién al realizar la resolucién de la entidad. Por ejemplo, GENERO.

d. ParaLiveRamp la configuracion, introduzca un ARN de administrador de ID de cliente y un
ARN de administrador de secretos de cliente.
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f.

LiveRamp configuration

These are the required fields to use the LiveRamp service.

Client ID manager ARN
Enter the Client ID manager ARN provided by LiveRamp.

arn:aws:secretsma nager:us-east-l . secret:l

83 of 2,048 characters.

Client secret manager ARN
Enter the Client secret manager ARN provided by LiveRamp.

arn:aws:secretsmanager:us-east-1:. secret:

87 of 2,048 characters.

Data staging info

Choose the Amazon 53 location for temporarily storing your data while it processes. Your information will not be saved permanently.

Amazon 53 location

Q. s3://i X‘ ‘ View [4 ‘ | Browse 53 |

Para la organizacion de datos, elija la ubicacion de Amazon S3 para el almacenamiento

temporal de los datos mientras se procesan.

Debe tener permiso para acceder a la ubicaciéon de almacenamiento de datos de Amazon
S3. Para obtener mas informacion, consulte Crear un rol de trabajo de flujo de trabajo para
AWS Entity Resolution.

Elija Siguiente.

6. Para el paso 3: especifique la salida de datos:

a.

En Destino y formato de salida de datos, elija la ubicacion de Amazon S3 para la salida de
datos y si el formato de datos sera Datos normalizados o Datos originales.

Para el cifrado, si elige personalizar la configuracién de cifrado, introduzca la AWS KMS
clave ARN.

Vea la salida LiveRamp generada.

Esta es la informacion adicional generada por LiveRamp.
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d. En el caso de la salida de datos, decide qué campos quieres incluir, ocultar o enmascarar y,
a continuacion, realiza las acciones recomendadas en funcion de tus objetivos.

® Note

Si lo ha elegido LiveRamp, debido a los filtros de LiveRamp privacidad que eliminan
la informacién de identificacion personal (PIl), algunos campos mostraran el estado

de salida No disponible.

Su objetivo

Incluya campos

Ocultar campos (excluirlos de la salida)

Enmascarar campos

Restablece los ajustes anteriores

Opcién recomendada

Mantenga el estado de salida como
Incluido.

Elija el campo de salida y, a continuacion,
elija Ocultar.

Elija el campo de salida y, a continuacion,
elija Salida de hash.

Elija Restablecer.

Crear un flujo de trabajo coincidente con LiveRamp

112



AWS Entity Resolution Guia del usuario de

Step 1 Specify data

output location - optional
@ Specify ID mapping workflow p— ou

details - °

Step 2
@ Specify source and target . .
Data output destination i

Stey Choose the Amazon 53 location for the data output.

® sp

Step 4

ecify data output location A
Amazon 53 location

Review and create | Q. k3://bucket/prefix J n Browse 53 (:]

Encryption - optional info

Your data is encrypted by default with a key that AWS owns and manages for you. To specify a different key, customize your encryption settings.

(] Customize encryption settings

Specify an AWS KMS key to customize your encryption settings.

v LiveRamp generated output (2)
Additional information generated by LiveRamp.

Output field Description
RAMPID LiveRamp's universal identifier that is tied to devices in the LiveRamp Identity Graph
TRANSCODED_IDEMTIFIER LiveRamp's universal identifier that is tied to devices in the LiveRamp Identity Graph

Cancel ( Pprevious ) Next

e. Elija Siguiente.

7. Para el paso 4: revise y cree:

a. Revise las selecciones que realizd en los pasos anteriores y editelas si es necesario.

b. Elija Create and run.

Aparece un mensaje que indica que se ha creado el flujo de trabajo correspondiente y que
el trabajo ha comenzado.

8. Enla pagina de detalles del flujo de trabajo coincidente, en la pestaia Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:

+ El identificador del trabajo.

 El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado, fallido
 El tiempo de finalizacion del trabajo de flujo de trabajo.

* El numero de registros procesados.

» El numero de registros no procesados.

 La coincidencia unica IDs generada.

» El numero de registros de entrada.
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También puede ver las métricas de trabajo para hacer coincidir los trabajos de flujo de trabajo
gue se han ejecutado anteriormente en el historial de trabajos.

9. Cuando se complete el trabajo del flujo de trabajo correspondiente (el estado es Completado),
puede ir a la pestana Salida de datos y, a continuacién, seleccionar su ubicacién de Amazon S3
para ver los resultados.

Crear un flujo de trabajo coincidente con TransUnion

Si tiene una suscripcion al TransUnion servicio, puede mejorar la comprension de los clientes al
vincular, comparar y mejorar los registros relacionados con los clientes almacenados en distintos
canales con las claves electronicas de TransUnion personas y hogares y mas de 200 atributos de
datos.

El TransUnion servicio proporciona identificadores conocidos como persona y hogar. TransUnion IDs
TransUnion proporciona la asignacion de ID (también conocida como codificacion) de identificadores
conocidos, como el nombre, la direccidn, el numero de teléfono y la direccién de correo electrdnico.

Requisitos previos
Antes de crear un flujo de trabajo coincidente con LiveRamp, debe:

1. Cree un mapeo de esquemas. Para obtener mas informacion, consulte Creacion de una

asignacion de esquema.

2. ¢ Tiene una suscripcion al TransUnion servicio

3. Configure los permisos adecuados para el depdsito de almacenamiento provisional de datos
de Amazon S3 en el que desea que se escriba temporalmente la salida del flujo de trabajo
coincidente

Antes de crear un flujo de trabajo coincidente con TransUnion, afiada los siguientes permisos al
depdsito de almacenamiento provisional de datos de S3.

JSON

"Version'":"2012-10-17",
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"Statement": [

{

"Effect": "Allow",

"Principal": {

"AWS": "arn:aws:iam::381491956555:ro0t"

},

"Action": [

"s3:PutObject",
"s3:GetObject",
"s3:GetObjectVersion",
"s3:DeleteObject"

1,

"Resource": [
"arn:aws:s3:::<staging-bucket>",
"arn:aws:s3:::<staging-bucket>/*"

]

}I
{

"Effect": "Allow",

"Principal": {

"AWS": "arn:aws:iam::381491956555:root"

},

"Action": [

"s3:ListBucket",
"s3:GetBucketLocation"”,
"s3:GetBucketPolicy",
"s3:ListBucketVersions",
"s3:GetBucketAcl"

]I

"Resource": [
"arn:aws:s3:::<staging-bucket>",
"arn:aws:s3:::<staging-bucket>/*"

]

}

Reemplace cada <user input placeholder> por su propia informacion.

staging-bucket Deposito de Amazon S3 que almacena
temporalmente sus datos mientras ejecuta un
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flujo de trabajo basado en los servicios del
proveedor.

Para crear un flujo de trabajo coincidente con TransUnion:

1. Inicie sesion en Consola de administraciéon de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

3. Enla pagina Flujos de trabajo coincidentes, en la esquina superior derecha, selecciona Crear
flujo de trabajo coincidente.

4. Para el paso 1: especificar los detalles del flujo de trabajo coincidentes, haga lo siguiente:

a. Introduzca un nombre de flujo de trabajo coincidente y una descripcién opcional.

b. Para la entrada de datos, elija una AWS Glue base de datos Regién de AWS, la AWS Glue
tabla y, a continuacion, el mapeo de esquema correspondiente.

Puede anadir hasta 20 entradas de datos.

c. Laopcion Normalizar datos esta seleccionada de forma predeterminada, de modo que las
entradas de datos se normalizan antes de que coincidan. Si no desea normalizar los datos,
deseleccione la opcién Normalizar datos.

® Note

La normalizacion solo se admite en los siguientes escenarios en Crear mapeo de
esquemas:

» Si se agrupan los siguientes subtipos de nombres: nombre, segundo nombre,
apellido.

» Si se agrupan los siguientes subtipos de direcciones: direccion 1, direccién 2:
nombre de la direccion 3, nombre, nombre de la ciudad, estado, pais, codigo
postal.

 Si los siguientes subtipos de teléfono estan agrupados: numero de teléfono,
cédigo de pais del teléfono.

d. Para especificar los permisos de acceso al servicio, elija una opcion y lleve a cabo la accion
recomendada.
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Opcidén Accioén recomendada

Crear y usar un nuevo rol de servicio * AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

* ElI Nombre del rol de servicio predeterm
inado es entityresolution-m

atching-workflow-<timestamp
>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.
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Opcidn Accioén recomendada

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

2. Consulte el rol de servicio mediante la
eleccidén del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

e. (Opcional) Para habilitar las etiquetas para el recurso, selecciona Afadir nueva etiqueta y, a
continuacion, introduce el par clave y valor.
f.  Elija Siguiente.

5. Para el paso 2: elija una técnica de coincidencia:

a. Para el método de coincidencia, elija Servicios del proveedor.

b. Para los servicios de proveedores, elija TransUnion.

® Note

Asegurese de que el formato y la normalizacion del archivo de entrada de datos
estén alineados con las directrices del servicio del proveedor.
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Provider services info

You must have a provider agreement to use a provider service. Your data will be matched with a set of inputs defined by your preferred provider.
Some information may be required and shared between you and your provider service.

© TransUnion

/LiveRamp TransUnion@u

Unified iD..

Access to TransUnion provider subscription
® Subscribed

(D To ensure a successful workflow run, your data input file format and normalization must be aligned with the provider service's
guidelines. Learn more [4

c. Para la organizacion de datos, elija la ubicacion de Amazon S3 para el almacenamiento
temporal de los datos mientras se procesan.

Debe tener permiso para acceder a la ubicacion de almacenamiento de datos de Amazon
S3. Para obtener mas informacion, consulte the section called “Crear un rol de trabajo de

flujo de trabajo”.

6. Elija Siguiente.
7. Para el paso 3: especifique la salida de datos:
a. En Destino y formato de salida de datos, elija la ubicacion de Amazon S3 para la salida de
datos y si el formato de datos sera Datos normalizados o Datos originales.

b. Para el cifrado, si elige personalizar la configuracién de cifrado, introduzca la AWS KMS
clave ARN.

c. Vea la salida TransUnion generada.

Esta es la informacion adicional generada por TransUnion.

d. En el caso de la salida de datos, decide qué campos quieres incluir, ocultar o enmascarary,
a continuacion, realiza las acciones recomendadas en funcion de tus objetivos.
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Su objetivo Opcién recomendada

Incluya campos Mantenga el estado de salida como
Incluido.

Ocultar campos (excluirlos de la salida) Elija el campo de salida y, a continuacion,
elija Ocultar.

Enmascarar campos Elija el campo de salida y, a continuacion,

elija Salida de hash.
Restablece los ajustes anteriores Elija Restablecer.

e. En la salida generada por el sistema, consulte todos los campos incluidos.
f.  Elija Siguiente.

8. Para el paso 4: revise y cree:

a. Revise las selecciones que realizd en los pasos anteriores y editelas si es necesario.

b. Elija Create and run.

Aparece un mensaje que indica que se ha creado el flujo de trabajo correspondiente y que
el trabajo ha comenzado.

9. En la pagina de detalles del flujo de trabajo coincidente, en la pestaia Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:
 El identificador del trabajo.
 El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado, fallido
 El tiempo de finalizacion del trabajo de flujo de trabajo.
* El numero de registros procesados.
» El numero de registros no procesados.
 La coincidencia unica IDs generada.

* El numero de registros de entrada.

También puede ver las métricas de trabajo para hacer coincidir los trabajos de flujo de trabajo
que se han ejecutado anteriormente en el historial de trabajos.
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10. Cuando se complete el trabajo del flujo de trabajo correspondiente (el estado es Completado),
puede ir a la pestafna Salida de datos y, a continuacién, seleccionar su ubicacién de Amazon S3
para ver los resultados.

Crear un flujo de trabajo coincidente con UID 2.0

Si tiene una suscripcion al servicio Unified ID 2.0, puede activar campafas publicitarias con una
identidad determinista y aprovechar la interoperabilidad con muchos participantes UID2 habilitados
en todo el ecosistema publicitario. Para obtener mas informacion, consulte Descripcion general de
Unified ID 2.0.

El servicio Unified ID 2.0 proporciona un UID 2 sin procesar, que se utiliza para crear campanas
publicitarias en la plataforma The Trade Desk. El UID 2.0 se genera utilizando un marco de cédigo
abierto.

En un flujo de trabajo, puede usar uno Email Address o Phone number para la UID2 generacion
sin procesar, pero no ambos. Si ambos estan presentes en el mapeo del esquema, el flujo de trabajo
seleccionara el campo Email Address y Phone number sera un campo de transferencia. Para
admitir ambos, cree un nuevo esquema de mapeo donde Phone number esté mapeado pero Email
Address no esté mapeado. A continuacion, cree un segundo flujo de trabajo con este nuevo mapeo
de esquemas.

@ Note

UID2s Las sales crudas se crean anadiendo sales de cubos de sal que se giran
aproximadamente una vez al ano, lo que hace que la materia prima UID2 también se rote
con ella. Por lo tanto, se recomienda refrescar el crudo a diario. UID2s Para obtener mas
informacion, consulte https://unifiedid.com/docs/how-often-should-uidgetting-started/gs-fags#
2 -incremental-updates. s-be-refreshed-for

Requisitos previos
Antes de crear un flujo de trabajo coincidente con UID 2.0, debe:

1. Cree un mapeo de esquemas. Para obtener mas informacioén, consulte Creacion de una

asignacion de esquema.

2. ¢ Tiene una suscripcion al servicio UID 2.0
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Para crear un flujo de trabajo coincidente con UID 2.0:

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

3. Enla pagina Flujos de trabajo coincidentes, en la esquina superior derecha, selecciona Crear
flujo de trabajo coincidente.

4. Para el paso 1: especificar los detalles del flujo de trabajo coincidentes, haga lo siguiente:

a. Introduzca un nombre de flujo de trabajo coincidente y una descripcién opcional.

b. Para la entrada de datos, elija una AWS Glue base de datos Regién de AWS, la AWS Glue
tabla y, a continuacion, el mapeo de esquema correspondiente.
Puede anadir hasta 20 entradas de datos.

c. Deje seleccionada la opcion Normalizar datos para que las entradas (Email
AddressoPhone number) de datos se normalicen antes de coincidir.

Para obtener mas informacién sobre Email Address la normalizacion, consulte
Normalizacién de direcciones de correo electréonico en la documentacién del UID 2.0.

Para obtener mas informacién sobre Phone numbex la normalizacion, consulte
Normalizacion de numeros de teléfono en la documentacion del UID 2.0.

d. Para especificar los permisos de acceso al servicio, elija una opcion y lleve a cabo la accion

recomendada.
Opciodn Accién recomendada
Crear y usar un nuevo rol de servicio * AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

» El Nombre del rol de servicio predeterm
inado es entityresolution-m

atching-workflow-<timestamp
>

* Debe tener permisos para crear roles y
adjuntar politicas.
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Opcidn

Usar un rol de servicio existente

Accion recomendada

* Silos datos de entrada estan cifrados,

seleccione la opcién Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.

. Seleccione un Nombre de rol de servicio

existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcién Usar un rol de
servicio existente no estara disponible.

. Consulte el rol de servicio mediante la

eleccién del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

e. (Opcional) Para habilitar las etiquetas para el recurso, selecciona Afadir nueva etiqueta y, a

continuacion, introduce el par clave y valor.

f.  Elija Siguiente.

5. Para el paso 2: elija una técnica de coincidencia:

a. Para el método de coincidencia, elija Servicios del proveedor.

b. Para los servicios de proveedores, elija Unified ID 2.0.
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C.

AWS Entity Resolution 3 Matching workflows % Create matching workflow

Step 1

e Choose matching technique i

details Specify how you want your data to be matched or choose a provider service.

Step 2

Matching method
Choose matching technique

Step 3

e ; ) (O Rule-based matching () Machine learning-based © Provider services
Specify data output e : - )
Use customized rules to find matching Use this option if you have a
exact matches. sulby f

ning model - : e
nge of pro 9 brl

Step 4

Review and create

Provider services info

You must have a provider agreement in order to use a provider service. Your data will be matched with a set of inputs
defined by your preferred provider. Some information may be required and shared between you and your provider
service,

(O LiveRamp (O TransUnion

/LiveRamp TransUnion:

© Unified ID 2.0

Unified iD..

Access to Unified ID 2.0 provider subscription
® Subscribed

Elija Siguiente.

6. Para el paso 3: especifique la salida de datos:

a.

En Destino y formato de salida de datos, elija la ubicacion de Amazon S3 para la salida de
datos y si el formato de datos sera Datos normalizados o Datos originales.

Para el cifrado, si elige personalizar la configuracion de cifrado, introduzca la AWS KMS
clave ARN.

Vea el resultado generado por Unified ID 2.0.

Esta es una lista de toda la informacion adicional generada por el UID 2.0

Para la salida de datos, decida qué campos quiere incluir, ocultar o enmascarary, a
continuacion, tome las medidas recomendadas en funcién de sus objetivos.
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Su objetivo Opcién recomendada

Incluya campos Mantenga el estado de salida como
Incluido.

Ocultar campos (excluirlos de la salida) Elija el campo de salida y, a continuacion,
elija Ocultar.

Enmascarar campos Elija el campo de salida y, a continuacion,

elija Salida de hash.
Restablece los ajustes anteriores Elija Restablecer.

e. En la salida generada por el sistema, consulte todos los campos incluidos.
f.  Elija Siguiente.

7. Para el paso 4: revise y cree:

a. Revise las selecciones que realizd en los pasos anteriores y editelas si es necesario.

b. Elija Create and run.

Aparece un mensaje que indica que se ha creado el flujo de trabajo correspondiente y que
el trabajo ha comenzado.

8. En la pagina de detalles del flujo de trabajo coincidente, en la pestaia Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:
 El identificador del trabajo.
 El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado, fallido
 El tiempo de finalizacion del trabajo de flujo de trabajo.
* El numero de registros procesados.
» El numero de registros no procesados.
 La coincidencia unica IDs generada.

* El numero de registros de entrada.

También puede ver las métricas de trabajo para hacer coincidir los trabajos de flujo de trabajo
que se han ejecutado anteriormente en el historial de trabajos.
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9.

Cuando se complete el trabajo del flujo de trabajo correspondiente (el estado es Completado),
puede ir a la pestafna Salida de datos y, a continuacién, seleccionar su ubicacién de Amazon S3
para ver los resultados.

Edicion de un flujo de trabajo coincidente

La edicion del flujo de trabajo correspondiente le permite mantener sus procesos de resoluciéon

de entidades up-to-date y responder a los requisitos cambiantes de su organizacion a lo largo

del tiempo. Es posible que desee ajustar los criterios, las técnicas o los resultados de datos

coincidentes para mejorar la precision y la eficiencia del proceso de resolucidon de entidades. Si

identifica problemas o errores en los resultados del flujo de trabajo actual, editarlo puede ayudarle a

diagnosticar y resolver esos problemas.

Para editar un flujo de trabajo coincidente:

1.

7.

Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.
Elija el flujo de trabajo correspondiente.

En la pagina de detalles del flujo de trabajo correspondiente, en la esquina superior derecha,
selecciona Editar flujo de trabajo.

En la pagina Especificar los detalles del flujo de trabajo coincidentes, realice los cambios
necesarios y, a continuacion, seleccione Siguiente.

En la pagina Elegir una técnica coincidente, realice los cambios necesarios y, a continuacion,
seleccione Siguiente.

/A Important

Puede cambiar la cadencia de procesamiento de manual a automatica, pero después de
cambiarla a automatica, no podra volver a cambiarla a manual.

Si la cadencia de procesamiento ya esta configurada en Automatica, no puedes
cambiarla a Manual.

En la pagina Especificar la salida de datos, realice los cambios necesarios y, a continuacion,
seleccione Siguiente.
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8. Enla pagina Revisar y guardar, realice los cambios necesarios y, a continuacion, seleccione
Guardar.

Eliminar un flujo de trabajo coincidente

Si un flujo de trabajo coincidente ya no se utiliza o ha quedado obsoleto, eliminarlo puede ayudar

a mantener el espacio de trabajo organizado y ordenado. Si has desarrollado un flujo de trabajo
nuevo y mejorado que reemplaza a uno anterior, eliminar el flujo de trabajo anterior puede ayudarte a
garantizar que solo utilizas la mayoria de los procesos. up-to-date

Para eliminar un flujo de trabajo coincidente:

1. Inicie sesion en Consola de administracién de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.
3. Elija el flujo de trabajo correspondiente.

4. En la pagina de detalles del flujo de trabajo coincidente, en la esquina superior derecha,
selecciona Eliminar.

5. Confirme la eliminacion y luego elija Eliminar.

Modificar o generar un identificador de coincidencia para un flujo de
trabajo coincidente basado en reglas

Un ID de coincidencia es el identificador generado AWS Entity Resolution y aplicado a cada conjunto
de registros coincidentes después de ejecutar un flujo de trabajo coincidente. Esto forma parte de los
metadatos coincidentes del flujo de trabajo que se incluyen en la salida.

Cuando necesites actualizar los registros de un cliente existente o afiadir un cliente nuevo a tu
conjunto de datos, puedes usar la AWS Entity Resolution consola o la GenerateMatchID API.

La modificacion de una ID de coincidencia existente ayuda a mantener la coherencia a la hora de
actualizar la informacién del cliente, mientras que es necesario generar una nueva ID de coincidencia
cuando se afiaden al sistema clientes no identificados anteriormente.
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® Note

Se aplican cargos adicionales, independientemente de si utilizas la consola o la API. El tipo
de procesamiento que elija afecta tanto a la precisidn como al tiempo de respuesta de la
operacion.

/A Important

Si revoca AWS Entity Resolution los permisos de su bucket de S3 mientras hay un trabajo
en curso,AWS Entity Resolution seguira procesando y cobrando por enviar los resultados a
S3, pero no podra entregarlos a su bucket. Para evitar este problema, asegurate de tener los
AWS Entity Resolution permisos correctos para escribir en tu bucket de S3 antes de iniciar
un trabajo. Si los permisos se revocan durante el procesamiento,AWS Entity Resolution
intenta volver a entregar los resultados hasta 30 dias después de haber completado el
trabajo, una vez que hayas restablecido los permisos correctos del bucket.

El siguiente procedimiento le guiara por el proceso de buscar o generar un Match ID, seleccionar un
tipo de procesamiento y ver los resultados.

Console
Para modificar o generar un identificador de coincidencia mediante la consola

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola
en https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

3. Elija el flujo de trabajo coincidente basado en reglas que se ha procesado (el estado del
trabajo es Completado).

4. En la pagina de detalles del flujo de trabajo coincidente, seleccione la pestafia Coincidencia
IDs.

5. Seleccione Modificar o generar el ID de coincidencia.
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® Note

La opcion Modificar o generar el ID de coincidencia solo esta disponible para los
flujos de trabajo coincidentes que utilizan la cadencia de procesamiento automatica.
Si ha seleccionado la cadencia de procesamiento manual, esta opcion aparecera
inactiva. Para usar esta opcion, edite su flujo de trabajo para usar la cadencia de
procesamiento automatica. Para obtener mas informacion sobre la edicion de flujos
de trabajo, consulteEdicion de un flujo de trabajo coincidente.

6. Seleccione la AWS Glue tabla en la lista desplegable.

Si solo hay una AWS Glue tabla en el flujo de trabajo, se selecciona de forma
predeterminada.

7. Elija el tipo de procesamiento.

» Coherente: puede buscar una ID de coincidencia existente o generar y guardar una nueva
ID de coincidencia inmediatamente. Esta opcion tiene la mayor precision y el tiempo de
respuesta mas lento.

» Antecedentes (se muestran como EVENTUAL en la API): puedes buscar un identificador de
coincidencia existente o generar uno nuevo de forma inmediata. El registro actualizado se
guarda en segundo plano. Esta opcidn tiene una respuesta inicial rapida, y los resultados
completos estaran disponibles mas adelante en S3.

» Generacion rapida de identificadores (se muestra como EVENTUAL_NO_LOOKUP en
la API): puedes crear un nuevo identificador de coincidencia sin tener que buscar uno
existente. El registro actualizado se guarda en segundo plano. Esta opcion tiene la
respuesta mas rapida. Se recomienda solo para registros unicos.

8. Para los atributos de registro,

a. Introduzca el valor del identificador tnico.

b. Introduzca un valor para cada clave de coincidencia que coincida con los registros
existentes en funcidn de las reglas configuradas en su flujo de trabajo.

9. Elija Buscar ID de coincidencia y guarde el registro.
Aparece un mensaje de confirmacion que indica que se ha encontrado el identificador de

coincidencia o que se ha generado un nuevo identificador de coincidencia y se ha guardado
el registro.
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10. Vea el identificador de coincidencia correspondiente y la regla asociada que se guardo en el
flujo de trabajo coincidente en el mensaje de confirmacion.

11. (Opcional) Para copiar el identificador de coincidencia, selecciona Copiar.

API

Para modificar o generar un identificador de coincidencia mediante la API

(@ Note

Para llamar a esta API correctamente, primero debe haber ejecutado correctamente un

flujo de trabajo de coincidencia basado en reglas mediante la StartMatchingJob API.

Para obtener una lista completa de los lenguajes de programacion compatibles, consulta

la seccion Vea también del GenerateMatch ID.

1. Abre un terminal o una linea de comandos para realizar la solicitud a la API.

2. Crea una solicitud POST para el siguiente punto final:

/matchingworkflows/workflowName/generateMatches

3. En el encabezado de la solicitud, establece el tipo de contenido en application/json.

4. En el URI de la solicitud, especifique su. workflowName

El workflowName debe:

» Debe tener una longitud de entre 1y 255 caracteres
» Coincide con el patrén [a-zA-z_0-9-] *

5. Para el cuerpo de la solicitud, proporciona el siguiente JSON:

"processingType": "string",
"records": [
{
"inputSourceARN": "string",
"recordAttributeMap": {
"string" : "string"

}I
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"uniqueId": "string"

Donde:

* processingType(opcional): el valor predeterminado es. CONSISTENT Elija uno de estos
valores:
* CONSISTENT- Para una maxima precision con un tiempo de respuesta mas lento
« EVENTUAL- Para una respuesta inicial mas rapida con procesamiento en segundo plano

« EVENTUAL_NO_LOOKUP- Para una respuesta mas rapida cuando se sabe que los
registros son unicos

» records(obligatorio) - Matriz que contiene exactamente un objeto de registro
6. Envie la solicitud .

Si se ejecuta correctamente, recibiras una respuesta con el cédigo de estado 200 y un
cuerpo JSON que contiene:

{
"failedRecords": [
{
"errorMessage": "string",
"inputSourceARN": "string",
"uniqueId": "string"
}
1)
"matchGroups": [
{
"matchId": "string",
"matchRule": "string",
"records": [
{
"inputSourceARN": "string",
"recordId": "string"
}
]
}
]
}
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Si la llamada no se realiza correctamente, es posible que recibas uno de los siguientes
errores:

403: AccessDeniedException si no tienes acceso suficiente

404: ResourceNotFoundException si no se puede encontrar el recurso

429: ThrottlingException si la solicitud se ha limitado

400: ValidationException si la entrada no pasa la validaciéon

500: InternalServerException si hay un fallo en el servicio interno

Busqueda de un identificador de coincidencia para un flujo de
trabajo de coincidencia basado en reglas

Tras completar un flujo de trabajo de coincidencia basado en reglas, puede recuperar el identificador
de coincidencia y la regla asociada para cada registro procesado. Esta informacion le ayuda a

comprender cOmo se compararon los registros y qué reglas se aplicaron. El siguiente procedimiento
muestra como acceder a estos datos mediante la AWS Entity Resolution consola o la GetMatchID

API.

Console

Para buscar un Match ID mediante la consola

1.

Inicia sesion en Consola de administracion de AWS y abre la AWS Entity Resolution consola
en https://console.aws.amazon.com/entityresolution/.

En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

Elija el flujo de trabajo coincidente basado en reglas que se ha procesado (el estado del
trabajo es Completado).

En la pagina de detalles del flujo de trabajo coincidente, seleccione la pestafia Coincidencia
IDs.

Selecciona Buscar ID de coincidencia.

(® Note

La opcion Buscar ID de coincidencia solo esta disponible para los flujos de
trabajo coincidentes que utilizan la cadencia de procesamiento automatica. Si
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ha seleccionado la cadencia de procesamiento manual, esta opcion aparecera
inactiva. Para usar esta opcion, edite su flujo de trabajo para usar la cadencia de
procesamiento automatica. Para obtener mas informacion sobre la edicion de flujos
de trabajo, consulteEdicion de un flujo de trabajo coincidente.

6. Realice una de las siguientes acciones:

Si... Entonces...

Solo hay un mapeo de esquemas asociado  Vea el mapeo de esquemas que esta

a este flujo de trabajo. seleccionado de forma predeterminada.
Hay mas de un mapeo de esquemas Elija el mapeo de esquemas en la lista
asociado a este flujo de trabajo. desplegable.

7. En el caso de los atributos del registro, introduzca el valor de una clave de coincidencia
existente para buscar cada registro existente.

® Tip
Introduce tantos valores como puedas para ayudarte a encontrar el identificador de
coincidencia.

8. La opcion Normalizar datos esta seleccionada de forma predeterminada, de modo que las
entradas de datos se normalizan antes de la coincidencia. Si no desea normalizar los datos,
deseleccione la opcion Normalizar datos.

9. Sidesea ver las reglas de coincidencia, expanda la opcion Ver reglas de coincidencia.

10. Elija Look up (Buscar).

Aparece un mensaje de confirmacion que indica que se ha encontrado el identificador de
coincidencia.

11. Vea el identificador de coincidencia correspondiente y la regla asociada que se encontro.
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API

Para buscar un identificador de coincidencia mediante la API

® Note

Para llamar a esta API correctamente, primero debes haber ejecutado correctamente un

flujo de trabajo de coincidencia basado en reglas mediante la StartMatchingJob API.

Para obtener una lista completa de los lenguajes de programacion compatibles, consulta
la seccidén Vea también de la APl de GetMatchlID.

1. Abre un terminal o una linea de comandos para realizar la solicitud de API.
2. Crea una solicitud POST para el siguiente punto final:
/matchingworkflows/workflowName/matches

3. En el encabezado de la solicitud, establece el tipo de contenido en application/json.

4. En el URI de la solicitud, especifique su. workflowName
El workflowName debe:

* Debe tener una longitud de entre 1y 255 caracteres
 Coincide con el patrén [a-zA-z_0-9-] *

5. Para el cuerpo de la solicitud, proporciona el siguiente JSON:

{
"applyNormalization": boolean,
"record": {
"string" : "string"
}
}
Donde:

applyNormalization(opcional): configurelo en true para normalizar los atributos
definidos en el esquema

record(obligatorio): el registro del que se va a buscar el identificador de coincidencia
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6.

Envie la solicitud .

Si se ejecuta correctamente, recibiras una respuesta con el cédigo de estado 200 y un
cuerpo JSON que contiene:

"matchId": "string",
"matchRule": "string"

matchIdEs el identificador Unico de este grupo de registros coincidentes e matchRule
indica la regla con la que coincide el registro.

Si la llamada no se realiza correctamente, es posible que recibas uno de los siguientes
errores:

403: AccessDeniedException si no tienes acceso suficiente

» 404: ResourceNotFoundException si no se puede encontrar el recurso

429: ThrottlingException si la solicitud se ha limitado

400: ValidationException si la entrada no pasa la validacion

500: InternalServerException si hay un fallo en el servicio interno

Eliminar registros de un flujo de trabajo coincidente basado en

reglas o aprendizaje automatico

Si necesita cumplir con las normas de gestion de datos, puede eliminar los registros de un flujo de

trabajo coincidente basado en reglas o en aprendizaje automatico.

Para eliminar registros de un flujo de trabajo coincidente basado en reglas o aprendizaje automatico

1.

Inicie sesion en Consola de administracion de AWS y abra la consola en AWS Entity Resolution.

https://console.aws.amazon.com/entityresolution/

En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Matching.

Elija el flujo de trabajo de coincidencia basado en reglas o en ML.

En la pagina de detalles del flujo de trabajo coincidente, seleccione Eliminar de forma unica en la

IDs lista desplegable Acciones.
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5. Introduce el identificador Unico que deseas eliminar en la IDs seccién Unico.

Puedes introducir hasta 10 unicos IDs.

6. Especifique la fuente de entrada desde la que se eliminara el unico IDs.

Si solo hay una fuente de entrada para el flujo de trabajo, la fuente de entrada aparece de forma
predeterminada.

Si solo especifica una fuente de entrada, la unica de IDs las demas fuentes de entrada no se
vera afectada.

7. Selecciona Eliminar unico IDs.

Solucidén de problemas de flujos de trabajo

Utilice la siguiente informacion como ayuda para diagnosticar y solucionar los problemas mas
comunes que pueden surgir al ejecutar flujos de trabajo coincidentes.

He recibido un archivo de error después de ejecutar un flujo de trabajo
coincidente

Causa habitual

Un flujo de trabajo coincidente puede tener varias ejecuciones y los resultados (aciertos o errores) se
escriben en una carpeta con el jobId nombre.

Los resultados correctos de un flujo de trabajo coincidente se escriben en una success carpeta que
contiene varios archivos, y cada archivo contiene un subconjunto de los registros correctos.

Los errores de un flujo de trabajo coincidente se escriben en una error carpeta con varios campos,
cada uno de los cuales contiene un subconjunto de los registros de errores.

El archivo de errores se puede crear por los siguientes motivos:

» El identificador unico es:

* null
+ falta en una fila de datos
+ falta en un registro de la tabla de datos

 repetido en otra fila de datos de la tabla de datos
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* no especificada

* no es unico dentro de la misma fuente

* no es unico en varias fuentes

* se superpone entre las fuentes

 supera los 38 caracteres (solo flujo de trabajo de coincidencia basado en reglas)

« Uno de los campos del mapeo del esquema incluye un nombre reservado:

* EmailAddress

* InputSourceARN
* MatchRule

* MatchID

» HashingProtocol
+ ConfidenceLevel

* origen

® Note

Si el registro del archivo de errores se crea por los motivos enumerados anteriormente, se le
cobrara, ya que implica un coste de procesamiento del servicio. Si el registro del archivo de
errores se debe a un error interno del servidor, no se te cobrara nada.

Resolucion
Para resolver este problema:

1.  Comprueba si el identificador unico es valido.

Si el identificador unico no es valido, actualicelo en la tabla de datos, guarde la nueva tabla de
datos, cree un nuevo esquema de mapeo y vuelva a ejecutar el flujo de trabajo correspondiente.

2. Compruebe si uno de los campos de la asignacion del esquema incluye un nombre reservado.

Si uno de los campos incluye un nombre reservado, cree una nueva asignacion de esquemas
con un nombre nuevo y ejecute de nuevo el flujo de trabajo correspondiente.
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Asignacion de los datos de entrada mediante un flujo de
trabajo de asignacion de ID

Un flujo de trabajo de asignacion de ID es un trabajo de procesamiento de datos que asigna datos de
un origen de datos de entrada a un destino de datos de entrada en funcion del método de asignacion
de ID especificado. Produce una tabla de asignacién de ID.

Un flujo de trabajo de mapeo de identidad requiere una fuente de datos de entrada y un destino de
datos de entrada. La fuente y el destino de entrada de datos dependen del tipo de mapeo de ID que
desee realizar. Hay dos formas de realizar el mapeo de ID: mediante reglas o mediante servicios de
proveedores:

 Asignacion de ID basado en reglas: se utilizan reglas de coincidencia para traducir datos propios
de un origen a un destino.

* Mapeo de ID de los servicios del proveedor: se utiliza el servicio del LiveRamp proveedor para
traducir datos de terceros de una fuente a un destino.

® Note

El flujo de trabajo de mapeo de ID de los servicios del proveedor AWS Entity Resolution
esta integrado actualmente con LiveRamp. Si tiene una suscripcién al LiveRamp

servicio, puede crear un flujo de trabajo de mapeo de ID LiveRamp para realizar la
transcodificacion. Con la LiveRamp transcodificacion, puede traducir un conjunto de Ramp
de origen IDs a cualquier RamplD de destino. Al utilizar el RampID como simbolo para
representar a tus clientes, puedes evitar compartir los datos de los clientes directamente
con las plataformas de publicidad.

Para obtener mas informacion, consulte Realizar traducciones mediante ADX en el sitio
web de LiveRamp documentacion.

Puede realizar un mapeo de ID entre dos conjuntos de datos en cualquiera de los siguientes
escenarios:

* Dentro del tuyo Cuenta de AWS

* A través de dos diferentes Cuentas de AWS
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El siguiente diagrama resume cémo configurar un flujo de trabajo de mapeo de ID.

Complete prerequisite Specify ID mapping details Specify source and target Specify data output location - optional
Create a schema mapping [4 for 1D mapping Provide details for your 1D mapping workflow Use a schema mapping or 1D namespace to Choose your 53 location to write your data
inyour AWS account or an 1D namespace [4 and choose an |D mapping method. describe your input data depending on your output.

for ID mapping across AWS accounts to define 1D mapping type.

your data.

Temas

* Flujo de trabajo de mapeo de ID para una Cuenta de AWS

* Flujo de trabajo de mapeo de ID en dos Cuentas de AWS

» Ejecutar un flujo de trabajo de mapeo de ID

» Ejecutar un flujo de trabajo de mapeo de ID personalizado

» Edicion de un flujo de trabajo de mapeo de ID

* Eliminar un flujo de trabajo de mapeo de ID

* Anadir o actualizar una politica de recursos para un flujo de trabajo de mapeo de ID

Flujo de trabajo de mapeo de ID para una Cuenta de AWS

Un flujo de trabajo de mapeo de ID para uno Cuenta de AWS le permite realizar un mapeo de ID
entre dos conjuntos de datos por su cuenta.Cuenta de AWS

Antes de crear un flujo de trabajo de mapeo de ID por su cuenta Cuenta de AWS, primero debe
cumplir los requisitos previos.

Después de crear y ejecutar un flujo de trabajo de mapeo de ID, puede ver el resultado (la tabla de
mapeo de ID) y usarlo para el analisis.

Los siguientes temas lo guian a través de una serie de pasos para crear un flujo de trabajo de mapeo
de ID en el mismo Cuenta de AWS.

Temas

* Requisitos previos

» Crear un flujo de trabajo de mapeo de ID (basado en reglas)

» Creacion de un flujo de trabajo de mapeo de ID (servicios de proveedores)
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Requisitos previos

Antes de crear un flujo de trabajo de mapeo de ID para uno Cuenta de AWS utilizando el método de
mapeo de ID basado en reglas o el de servicios de proveedores, primero debe hacer lo siguiente:

+ Complete las tareas de Configuracion.AWS Entity Resolution

Complete las tareas en Preparar tablas de datos de entrada funcion del tipo de datos de entrada
que utilice.

» Cree un esquema de mapeo o cree un flujo de trabajo coincidente.

(Solo mapeo de ID de servicios de proveedores) Antes de crear un flujo de trabajo de mapeo de
ID con LiveRamp, debe elegir un depdsito de almacenamiento provisional de datos de Amazon
Simple Storage Service (Amazon S3) en el que desee escribir temporalmente el resultado del flujo
de trabajo de mapeo de ID.

Si utiliza el servicio del LiveRamp proveedor para traducir datos de terceros, afiada la siguiente
politica de permisos, que le permitira acceder al depédsito de almacenamiento provisional de datos.

JSON

"Version":"2012-10-17",
"Statement": [

{

"Effect": "Allow",

"Principal": {

"AWS": "arn:aws:iam::715724997226:roo0t"

},

"Action": [

"s3:PutObject",
"s3:GetObject",
"s3:GetObjectVersion",
"s3:DeleteObject"

1,

"Resource": [
"arn:aws:s3:::<staging-bucket>",
"arn:aws:s3:::<staging-bucket>/*"

]

}I
{

"Effect": "Allow",
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"Principal": {
"AWS": "arn:aws:iam::715724997226:xo00t"
3},

"Action": [
"s3:ListBucket",
"s3:GetBucketLocation"”,
"s3:GetBucketPolicy",
"s3:ListBucketVersions",
"s3:GetBucketAcl"

]I

"Resource": [
"arn:aws:s3:::<staging-bucket>",
"arn:aws:s3:::<staging-bucket>/*"

En la politica de permisos anterior, sustituya cada uno <user input placeholder> por su
propia informacion.

staging-bucket El depédsito de Amazon S3 que almacena
temporalmente sus datos mientras ejecuta un
flujo de trabajo basado en los servicios del
proveedor.

Crear un flujo de trabajo de mapeo de ID (basado en reglas)

En este tema se describe el proceso de creacion de un flujo de trabajo de mapeo de ID para uno
Cuenta de AWS que utilice reglas de coincidencia para traducir datos propios de una fuente a un
destino.

Para crear un flujo de trabajo de mapeo de ID basado en reglas para uno Cuenta de AWS

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en.
https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.
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3. Enla pagina de flujos de trabajo de mapeo de ID, en la esquina superior derecha, selecciona
Crear flujo de trabajo de mapeo de ID.

4. Para el paso 1: especificar los detalles del flujo de trabajo de mapeo de ID, haga lo siguiente.

a. Introduzca un nombre para el flujo de trabajo de mapeo de ID y una descripcion opcional.

b. Para el método de mapeo de ID, elija Basado en reglas.

c. (Opcional) Para procesar solo los registros nuevos, actualizados o eliminados del flujo de
trabajo, seleccione Habilitar el procesamiento incremental.

ID mapping method o

Choose the ID mapping method you want to use.

© Rule-based - new () Provider services
Use matching rules to translate first-party data from a Use a provider service to translate third party-encoded data
source to a target in ID mapping. from a source to a target in ID mapping.

Enable incremental processing
AWS Entity Resolution will process only new, updated, or deleted records in either the Source or Target ID namespace, rather than
recreating the entire ID mapping table.

AWS Entity Resolution procesa solo los registros nuevos, actualizados o eliminados en el
espacio de nombres de ID de origen o de destino, en lugar de volver a crear toda la tabla de
mapeo de ID.

Si eliges el procesamiento incremental y la tabla de datos tiene una columna DELETE,AWS
Entity Resolution gestiona los registros de forma diferente segun el valor de la columna
DELETE.

* Los registros marcados como true en la columna DELETE se eliminan de la tabla de
mapeo de ID.

* Los registros marcados como false en la columna DELETE se incorporan a Amazon S3.

Si deja esta opcion sin seleccionar,AWS Entity Resolution ejecuta el flujo de trabajo de
mapeo de ID de procesamiento por lotes predeterminado en la tabla de mapeo de ID.

d. (Opcional) Para habilitar las etiquetas para el recurso, seleccione Afadir nueva etiqueta y, a
continuacion, introduzca el par clave y valor.

e. Elija Siguiente.
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5. Para el paso 2: especificar el origen y el destino, haga lo siguiente.

a. En Source, elija el escenario que se aplique a su caso y, a continuacion, lleve a cabo la
accion recomendada.

Escenario Accion recomendada

Utilice su propia asignacion AWS Glue 1. Elija el mapeo de esquemas.

de bases de datos,AWS Glue tablas y 2. Seleccione una AWS Glue base de
esquemas en el flujo de trabajo de mapeo datos Region de AWS, la AWS Glue

de ID. tabla y, a continuacion, la asignacion de

esquemas correspondiente.

Puede anadir hasta 19 entradas de datos.

Utilice un flujo de trabajo coincidente 1. Elija un flujo de trabajo coincidente.
existente que apunte a los datos de 2. Seleccione un flujo de trabajo coinciden
registro que desee utilizar en el flujo de te existente en la lista desplegable.

trabajo de mapeo de ID.

b. Para Target, selecciona un flujo de trabajo de Matching existente en la lista desplegable.

c. Paralos parametros de la regla, haga lo siguiente.

i.  Especifique los controles de la regla seleccionando una de las siguientes opciones en
funcion del tipo de fuente.
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Tipo de origen

Flujo de trabajo correspondiente

Mapeo de esquemas

Accion recomendada

Especifique los controles de reglas
eligiendo si un origen, un destino o
ambos pueden proporcionar reglas en
un flujo de trabajo de mapeo de ID.

Los controles de reglas deben ser
compatibles entre el origen y el destino
para poder utilizarlos en un flujo de
trabajo de mapeo de ID.

Por ejemplo, si un espacio de nombres
de ID de origen limita las reglas al
destino, pero el espacio de nombres de
ID de destino limita las reglas al origen,
se produce un error.

Omita este paso.

ii. Paralos parametros de comparacion y coincidencia, el tipo de comparacion se
establece automaticamente en Varios campos de entrada.

Esto se debe a que ambos participantes habian seleccionado esta opcion

anteriormente.

d. Especifique el tipo de registro coincidente eligiendo una de las siguientes opciones en

funcién de su objetivo.

Su objetivo

Limite el tipo de registro coincidente para
almacenar solo un registro coincidente en
el origen por cada registro coincidente del
destino cuando cree el flujo de trabajo de
asignacion de ID.

Opcidon recomendada

De una fuente a un destino

Crear un flujo de trabajo de mapeo de ID (basado en reglas)
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Su objetivo Opcién recomendada

Limite el tipo de registro coincidente para Muchas fuentes para un objetivo
almacenar solo registros coincidentes en

el origen por cada registro coincidente del

destino cuando cree el flujo de trabajo de

asignacion de ID.

® Note

Debe especificar las limitaciones compatibles para los espacios de nombres de los
identificadores de origen y destino.

e. Para especificar los permisos de acceso al servicio, elija una opcion y lleve a cabo la accion
recomendada.

Service access
AWS Entity Resolution requires permissions to read your data input from AWS Glue and write to 53 on your behalf. View policy document

Choose a method to authorize AWS Entity Resolution

O Create and use a new service role

Automatically create the role and add the necessary permissions policy

() Use an existing service role

Service role name

| entityresolution-id-mapping-workflow-20240117121045

51 of 64 characters. Use alphanumeric and '+=_@-_' characters. Don't include spaces. Name must be unigue across all roles in the account.

[C] This data is encrypted with a KMS key

Specify the associated KMS key to enable AWS Entity Resolution to access each of your data inputs.
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Opcidén

Crear y usar un nuevo rol de servicio

Accion recomendada

* AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

* ElI Nombre del rol de servicio predeterm
inado es entityresolution-id-
mapping-workflow-<timesta
mp>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.

Crear un flujo de trabajo de mapeo de ID (basado en reglas)
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Opcidn Accioén recomendada

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

2. Consulte el rol de servicio mediante la
eleccidén del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

6. Elija Siguiente.

7. Para el paso 3: especificar la ubicacion de salida de los datos (opcional), haga lo siguiente.
a. Para el destino de salida de datos, haga lo siguiente:

i.  Elija la ubicacion de Amazon S3 para la salida de datos.

i. Para el cifrado, si elige personalizar la configuracion de cifrado, introduzca la AWS KMS
clave ARN o elija Crear una AWS KMS clave.

b. Elija Siguiente.

8. Para el paso 4: revisar y crear, haga lo siguiente.

a. Revise las selecciones que realizé en los pasos anteriores y editelas si es necesario.

b. Seleccione Crear.

Aparece un mensaje que indica que se ha creado el flujo de trabajo de mapeo de ID.
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Tras crear el flujo de trabajo de mapeo de ID, estara listo para ejecutar un flujo de trabajo de mapeo
de ID.

Creacion de un flujo de trabajo de mapeo de ID (servicios de proveedores)

En este tema se describe el proceso de creacion de un flujo de trabajo de mapeo de ID para

una persona Cuenta de AWS mediante un servicio de proveedores denominado LiveRamp.
LiveRamp traduce un conjunto de Ramp de origen IDs a otro conjunto utilizando Ramp mantenido o
derivadolDs.

Para crear un flujo de trabajo de mapeo de identidad basado en los servicios del proveedor para uno
Cuenta de AWS

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.

3. Enla pagina de flujos de trabajo de mapeo de ID, en la esquina superior derecha, selecciona
Crear flujo de trabajo de mapeo de ID.

4. Para el paso 1: especificar los detalles del flujo de trabajo de mapeo de ID, haga lo siguiente.

a. Introduzca un nombre para el flujo de trabajo de mapeo de ID y una descripcion opcional.

b. Para el método de mapeo de ID, elija Provider services.

AWS Entity Resolution actualmente ofrece el servicio del LiveRamp proveedor como un
meétodo de mapeo de ID. Si tiene una suscripcion a LiveRamp, el estado aparece como
Suscrito. Para obtener mas informacién sobre cémo suscribirse LiveRamp, consultePaso 1:
Suscribase a un servicio de proveedor en AWS Data Exchange.
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ID mapping method infe

/LiveRamp

Currently we are only offering LiveRamp service as an ID mapping method.

Access to LiveRamp provider subscription
) Subscribed

(@) To ensure a successful workflow run, your data input file format and normalization must be aligned with the provider service's
guidelines. Learn more [4

@ Note

Asegurese de que el formato del archivo de entrada de datos se ajuste a las
directrices del servicio del proveedor. Para obtener mas informacion sobre las
pautas LiveRamp de formato de los archivos de entrada, consulte Realizar
traducciones mediante ADX en el sitio web de LiveRamp documentacion.

c. ParaLiveRamp la configuracion, introduzca los siguientes valores: LiveRamp

* Administrador de ID de cliente (ARN)

« Administrador de secretos de clientes (ARN)

LiveRamp configuration i

Client ID manager ARN
Enter the Client ID manager ARN provided by LiveRamp.

| EnterARN

0 of 2,048 characters.

Client secret manager ARN
Enter the Client secret manager ARN provided by LiveRamp.

| Enter ARN

0 of 2,048 characters.

d. (Opcional) Para habilitar las etiquetas para el recurso, elija Agregar nueva etiqueta y, a
continuacion, introduzca el par clave y valor.

e. Elija Siguiente.

5. Para el paso 2: especificar el origen y el destino, haga lo siguiente.
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a. En Source, elija el escenario que se aplique a su caso y, a continuacion, lleve a cabo la
accion recomendada.

Escenario Accion recomendada

Utilice su propia asignacion AWS Glue 1. Elija el mapeo de esquemas.

de bases de datos,AWS Glue tablas y 2. Seleccione una AWS Glue base de
esquemas en el flujo de trabajo de mapeo datos Region de AWS, la AWS Glue

de ID. tabla y, a continuacion, la asignacién de

esquemas correspondiente.

Puede anadir hasta 19 entradas de datos.

Utilice un flujo de trabajo coincidente 1. Elija un flujo de trabajo coincidente.
existente que apunte a los datos de 2. Seleccione un flujo de trabajo coinciden
registro que desee utilizar en el flujo de te existente en la lista desplegable.

trabajo de mapeo de ID.

b. En el caso de Target, realice una de las siguientes acciones en funcion del método de
mapeo de ID que haya elegido.

Método de asignacion de ID Accion recomendada

Basado en reglas Seleccione un flujo de trabajo coincidente
existente en la lista desplegable.

Servicios de proveedores Introduzca el identificador del dominio del
LiveRamp cliente destinado a la transcodi
ficacion que se LiveRamp proporciona en
el dominio de destino.

client domain identifier targeted for transcoding provided by LiveRamp

c. Parala organizacion de datos, elija la ubicacion de Amazon S3 en la que desee escribir
temporalmente el resultado del flujo de trabajo de mapeo de ID.
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Data staging i

Choose the Amazon 53 location for temporarily storing your data while it processes. Your infarmation will not be saved permanently.

Amazon 53 location

| Q, s3://bucket/prefix | View [4 )

d. Para especificar los permisos de acceso al servicio, elija una opcion y lleve a cabo la accion
recomendada.

Service access

AWS Entity Resolution reguires permissions to read your data input from AWS Glue and write to S3 on your behalf. View policy document

Choose a method to authorize AWS Entity Resolution

0 Create and use a new service role
Automatically create the role and add the necessary permissions policy.

() Use an existing service role

Service role name

- "

entityresolution-id-mapping-workflow-20240117121045

., r

51 of 64 characters. Use alphanumeric and '+=.@-_' characters. Don't include spaces. Name must be unigue across all roles in the account.

[[] This data is encrypted with a KMS key
Specify the associated KMS key to enable AWS Entity Resolution to access each of your data inputs.
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Opcidén

Crear y usar un nuevo rol de servicio

Accion recomendada

* AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

* ElI Nombre del rol de servicio predeterm
inado es entityresolution-id-
mapping-workflow-<timesta
mp>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.
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Opcidn Accioén recomendada

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

2. Consulte el rol de servicio mediante la
eleccidén del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

6. Elija Siguiente.

7. Para el paso 3: especificar la ubicacion de salida de los datos (opcional), haga lo siguiente.
a. Para el destino de salida de datos, haga lo siguiente:

i.  Elija la ubicacion de Amazon S3 para la salida de datos.

i. Para el cifrado, si elige personalizar la configuracion de cifrado, introduzca la AWS KMS
clave ARN o elija Crear una AWS KMS clave.

b. Vea la salida LiveRamp generada.

c. Elija Siguiente.
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Step 1 Specify data

output location - optional
@ Specify ID mapping workflow p— ou

details - °

Step 2
@ Specify source and target . .
Data output destination i

Stey Choose the Amazon 53 location for the data output.

® sp

Step 4

ecify data output location A
Amazon 53 location

Review and create | Q s3://bucket/prefix ( Browses3 )

Encryption - optional info

Your data is encrypted by default with a key that AWS owns and manages for you. To specify a different key, customize your encryption settings.

(] Customize encryption settings

Specify an AWS KMS key to customize your encryption settings.

v LiveRamp generated output (2)
Additional information generated by LiveRamp.

Output field Description
RAMPID LiveRamp's universal identifier that is tied to devices in the LiveRamp Identity Graph
TRANSCODED_IDEMTIFIER LiveRamp's universal identifier that is tied to devices in the LiveRamp Identity Graph

Cancel ( Pprevious ) Next

8. Para el paso 4: revisar y crear, haga lo siguiente.

a. Revise las selecciones que realizd en los pasos anteriores y editelas si es necesario.

b. Seleccione Crear.

Aparece un mensaje que indica que se ha creado el flujo de trabajo de mapeo de ID.

9. Tras crear el flujo de trabajo de mapeo de ID, estara listo para ejecutar un flujo de trabajo de

mapeo de ID.

Flujo de trabajo de mapeo de ID en dos Cuentas de AWS

Un flujo de trabajo de mapeo de ID a través de dos Cuentas de AWS le permite realizar un mapeo de
ID entre dos conjuntos de datos a través de dos Cuentas de AWS. Por lo general, esto se hace entre
el suyo Cuenta de AWS y otro Cuenta de AWS.

Por ejemplo, un editor puede crear un flujo de trabajo de mapeo de ID utilizando su propio espacio
de nombres de ID de destino (en el suyo propio Cuenta de AWS) y el espacio de nombres de ID de
origen de un anunciante (en otro).Cuenta de AWS
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Antes de crear un flujo de trabajo de mapeo de ID en dos Cuentas de AWS, primero debes cumplir

los requisitos previos.

Después de crear un flujo de trabajo de mapeo de ID, puede ver el resultado (la tabla de mapeo de
ID) y usarlo para el analisis.

Los siguientes temas lo guian a través de una serie de pasos para crear un flujo de trabajo de mapeo
de ID en dos partes Cuentas de AWS:

Temas

* Requisitos previos

» Crear un flujo de trabajo de mapeo de identidades (basado en reglas)

» Creacion de un flujo de trabajo de mapeo de ID (servicios de proveedores)

Requisitos previos

Antes de crear un flujo de trabajo de mapeo de ID entre dos Cuentas de AWS personas, primero
debe hacer lo siguiente:

» Completar las tareas de Configurar AWS Entity Resolution.

* Cree una fuente de espacio de nombres de ID.

» Crea un objetivo de espacio de nombres de ID.

* Adquiera el ARN del espacio de nombres de ID si utiliza una fuente de espacio de nombres de ID
de otra.Cuenta de AWS

* (Solo servicios de proveedores) La creacidon de un flujo de trabajo de mapeo de ID entre dos
Cuentas de AWS requiere permiso para acceder LiveRamp al bucket de S3 y a la AWS Key
Management Service()AWS KMS clave administrada por el cliente.

Antes de crear un flujo de trabajo de mapeo de ID entre dos Cuentas de AWS LiveRamp, afiada
la siguiente politica de permisos, que permite acceder LiveRamp al depésito de S3 y a la clave
gestionada por el cliente.

JSON

"Version":"2012-10-17",
"Statement": [{
"Effect": "Allow",
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"Principal": {
"AWS": "arn:aws:iam::715724997226:xo00t"
3},

"Action": [
"kms :Decrypt"

1,
"Resource": "arn:aws:kms:us-east-1:111122223333:key/key-id",

"Condition": {
"StringEquals": {
"kms:ViaService": "s3.us-east-1.amazonaws.com"

}

3

En la politica de permisos anterior, sustituya cada uno <user input placeholder> por su
propia informacion.

<KMSKeyARN> El ARN de una clave gestionada por el AWS
KMS cliente.
Crear un flujo de trabajo de mapeo de identidades (basado en reglas)

Una vez que haya completado los requisitos previos, puede crear uno o mas flujos de trabajo de
mapeo de ID para usar reglas de coincidencia para traducir datos propios de una fuente a un destino.

Para crear un flujo de trabajo de mapeo de ID basado en reglas que abarque dos Cuentas de AWS

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en.
https://console.aws.amazon.com/entityresolution/

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.

3. Enla pagina de flujos de trabajo de mapeo de ID, en la esquina superior derecha, selecciona
Crear flujo de trabajo de mapeo de ID.

4. Para el paso 1: especificar los detalles del flujo de trabajo de mapeo de ID, haga lo siguiente.

a. Introduzca un nombre para el flujo de trabajo de mapeo de ID y una descripcién opcional.
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b. Para el método de mapeo de ID, elija Basado en reglas.

c. (Opcional) Para procesar solo los registros nuevos, actualizados o eliminados del flujo de
trabajo, seleccione Habilitar el procesamiento incremental.

ID mapping method i

Choose the ID mapping method you want to use.

© Rule-based - new () Provider services
Use matching rules to translate first-party data from a Use a provider service to translate third party-encoded data
source to a target in ID mapping. from a source to a target in ID mapping.

Enable incremental processing
AWS Entity Resolution will process only new, updated, or deleted records in either the Source or Target ID namespace, rather than
recreating the entire ID mapping table.

AWS Entity Resolution procesa solo los registros nuevos, actualizados o eliminados en el
espacio de nombres de ID de origen o de destino, en lugar de volver a crear toda la tabla de
mapeo de ID.

Si eliges el procesamiento incremental y la tabla de datos tiene una columna DELETE,AWS
Entity Resolution gestiona los registros de forma diferente segun el valor de la columna
DELETE.

* Los registros marcados como true en la columna DELETE se eliminan de la tabla de
mapeo de ID.

* Los registros marcados como false en la columna DELETE se incorporan a Amazon S3.

Si deja esta opcion sin seleccionar,AWS Entity Resolution ejecuta el flujo de trabajo de
mapeo de ID de procesamiento por lotes predeterminado en la tabla de mapeo de ID.

d. (Opcional) Para habilitar las etiquetas para el recurso, seleccione Afadir nueva etiqueta y, a
continuacion, introduzca el par clave y valor.

e. Elija Siguiente.

5. Para el paso 2: especificar el origen y el destino, haga lo siguiente.

a. Activa las opciones avanzadas.

b. En Origen, selecciona Flujo de trabajo coincidente y, a continuacién, selecciona el flujo de
trabajo coincidente existente en la lista desplegable.

Crear un flujo de trabajo de mapeo de identidades (basado en reglas) 157



AWS Entity Resolution

Guia del usuario de

C.

Para Target, elija Flujo de trabajo coincidente y, a continuacion, seleccione el flujo de
trabajo coincidente existente en la lista desplegable.

Para los parametros de la regla, especifique los controles de la regla eligiendo si una fuente

o un destino pueden proporcionar reglas en un flujo de trabajo de mapeo de ID.

Los controles de reglas deben ser compatibles entre el origen y el destino para poder

utilizarlos en un flujo de trabajo de mapeo de ID. Por ejemplo, si un espacio de nombres de
ID de origen limita las reglas al destino, pero el espacio de nombres de ID de destino limita

las reglas al origen, se produce un error.

Para los parametros de comparacion y coincidencia, haga lo siguiente.

i. Especifique el tipo de comparacién eligiendo una opcién en funcion de su objetivo.

Su objetivo Opcién recomendada

Busque cualquier combinacién de Multiples campos de entrada
coincidencias entre los datos almacenad

0s en varios campos de entrada,

independientemente de si los datos

estan en el mismo campo de entrada o

en un campo de entrada diferente.

Limite la comparacion dentro de un Campo de entrada unico
solo campo de entrada, cuando los

datos similares almacenados en varios

campos de entrada no deberian coincidir

i. Especifique el tipo de registro coincidente eligiendo una opcion en funcion de su
objetivo.
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Su objetivo Opcién recomendada

Limite el tipo de registro coinciden De una fuente a un destino
te para almacenar solo un registro

coincidente en el origen por cada

registro coincidente del destino cuando

cree el flujo de trabajo de asignacién de

ID.

Limite el tipo de registro coincidente Muchas fuentes para un objetivo
para almacenar solo registros coinciden

tes en el origen por cada registro

coincidente del destino cuando cree el

flujo de trabajo de asignacion de ID.

@ Note

Debe especificar las limitaciones compatibles para los espacios de nombres de
los identificadores de origen y destino.

f.  Para especificar los permisos de acceso al servicio, elija una opcién y lleve a cabo la accion
recomendada.

Service access
AWS Entity Resolution requires permissions to read your data input from AWS Glue and write to 53 on your behalf. View policy document

Choose a methed to authorize AWS Entity Resolution

O Create and use a new service role
Automatically create the role and add the necessary permissions policy

(7) Use an existing service role

Service role name

| entityresolution-id-mapping-workflow-20240117121045

51 of 64 characters. Use alphanumeric and "+=_@-_' characters. Don't include spaces. Name must be unigue across all roles in the account.

[C] This data is encrypted with a KMS key

Specify the associated KMS key to enable AWS Entity Resolution to access each of your data inputs.
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Opcidén

Crear y usar un nuevo rol de servicio

Accion recomendada

* AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

* ElI Nombre del rol de servicio predeterm
inado es entityresolution-id-
mapping-workflow-<timesta
mp>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.
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Opcidn Accioén recomendada

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

2. Consulte el rol de servicio mediante la
eleccidén del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

6. Elija Siguiente.

7. Para el paso 3: especificar la ubicacion de salida de los datos (opcional), haga lo siguiente.
a. Para el destino de salida de datos, haga lo siguiente.

i.  Elija la ubicacion de Amazon S3 para la salida de datos.

i. Para el cifrado, si elige personalizar la configuracion de cifrado, introduzca la AWS KMS
clave ARN o elija Crear una AWS KMS clave.

b. Vea la salida LiveRamp generada.
c. Elija Siguiente.

8. Para el paso 4: revisar y crear, haga lo siguiente.

a. Revise las selecciones que realizé en los pasos anteriores y editelas si es necesario.

b. Seleccione Crear.
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Aparece un mensaje que indica que se ha creado el flujo de trabajo de mapeo de ID.

Tras crear el flujo de trabajo de mapeo de ID, estara listo para ejecutar un flujo de trabajo de mapeo
de ID.

Creacion de un flujo de trabajo de mapeo de ID (servicios de proveedores)

Después de completar los requisitos previos, puede crear uno o mas flujos de trabajo de mapeo de

ID utilizando el servicio del LiveRamp proveedor. LiveRamp convierte un conjunto de Ramp IDs de
origen en otro conjunto utilizando Ramp IDs mantenido o derivado.

Para crear un flujo de trabajo de mapeo de ID mediante el servicio del proveedor

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.

3. Enla pagina de flujos de trabajo de mapeo de ID, en la esquina superior derecha, selecciona
Crear flujo de trabajo de mapeo de ID.

4. Para el paso 1: especificar los detalles del flujo de trabajo de mapeo de ID, haga lo siguiente.

a. Introduzca un nombre para el flujo de trabajo de mapeo de ID y una descripcion opcional.

b. Para el método de mapeo de ID, elija Provider services.

AWS Entity Resolution actualmente ofrece el servicio del LiveRamp proveedor como un
meétodo de mapeo de ID. Si tiene una suscripcion a LiveRamp, el estado aparece como
Suscrito. Para obtener mas informacién sobre cémo suscribirse LiveRamp, consultePaso 1:
Suscribase a un servicio de proveedor en AWS Data Exchange.
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ID mapping method infe

/LiveRamp

Currently we are only offering LiveRamp service as an ID mapping method.

Access to LiveRamp provider subscription
) Subscribed

(@) To ensure a successful workflow run, your data input file format and normalization must be aligned with the provider service's
guidelines. Learn more [4

@ Note

Asegurese de que el formato del archivo de entrada de datos se ajuste a las
directrices del servicio del proveedor. Para obtener mas informacion sobre las
pautas LiveRamp de formato de los archivos de entrada, consulte Realizar
traducciones mediante ADX en el sitio web de LiveRamp documentacion.

c. ParaLiveRamp la configuracion, introduzca los siguientes valores: LiveRamp

* Administrador de ID de cliente (ARN)

« Administrador de secretos de clientes (ARN)

LiveRamp configuration i

Client ID manager ARN
Enter the Client ID manager ARN provided by LiveRamp.

| EnterARN

0 of 2,048 characters.

Client secret manager ARN
Enter the Client secret manager ARN provided by LiveRamp.

| Enter ARN

0 of 2,048 characters.

d. (Opcional) Para habilitar las etiquetas para el recurso, elija Agregar nueva etiqueta y, a
continuacion, introduzca el par clave y valor.

e. Elija Siguiente.

5. Para el paso 2: especificar el origen y el destino, haga lo siguiente.
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a. Activa las opciones avanzadas.

b. En Fuente, selecciona el espacio de nombres de ID.

@ Specify ID mapping workflow

U ST < or ID
details U ema mapping o 13

Step 2

(@) Specify source and target O Advanced options

Use advanced options

1AMESPace Fesources to mana

Step 3 - optiona

Specify data output location

Step 4 Source info

Review and create

mapping
Slue databa

ID namespace info

Specify source and target .

The source of the data in an 1D mapping workflow.

your ID mapping type.

cross AWS accounts and have created ID

mespace
1D names

Choose an AWS account associated with the ID namespace source. Create |D namespace

© Your AWS account
Another AWS account

Your ID namespaces

Select ID namespace

c. Para el espacio de nombres de ID, identifique donde se encuentra el espacio de nombres

de ID y, a continuacion, tome las medidas recomendadas.

Ubicacion del espacio de nombres de ID

El tuyo Cuenta de AWS

De otra persona Cuenta de AWS

d. En Target, elija el espacio de nombres de ID.

Accion recomendada

. Elige tu Cuenta de AWS.

. Seleccione el espacio de nombres de ID

en la lista desplegable de espacios de
nombres de su ID.

. Elige otro Cuenta de AWS.

. Introduzca el ARN del espacio de

nombres del ID.
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Target info

Select how you want to provide the domain to which you want to translate your data using ID mapping.

- ~y

() Domain 0 1D namespace
Provide a specific target domain to which you want to translate the Use an ID namespace to describe your target configuration for 1D
data to mapping across two AWS accounts.

ID namespace info
Choose an AWS account associated with the ID namespace source. Create |D namespace

0 Your AWS account
() Another AWS account

Your ID namespaces

- -

Select ID namespace v

. s

e. Para especificar los permisos de acceso al servicio, elija una opcion y lleve a cabo la accion
recomendada.

Service access

AWS Entity Resolution reguires permissions to read your data input from AWS Glue and write to 53 on your behalf. View policy document

Choose a methed to authorize AWS Entity Resolution

© Create and use a new service role
Automatically create the role and add the necessary permissions policy.

(7) Use an existing service role

Service role name

- \

entityresolution-id-mapping-workflow-20240117121045

i 4

51 of 64 characters. Use alphanumeric and "+=_@-_' characters. Don't include spaces. Name must be unigue across all roles in the account.

[C] This data is encrypted with a KMS key
Specify the associated KMS key to enable AWS Entity Resolution to access each of your data inputs.
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Opcidén

Crear y usar un nuevo rol de servicio

Accion recomendada

* AWS Entity Resolution crea un rol de
servicio con la politica requerida para
esta tabla.

* ElI Nombre del rol de servicio predeterm
inado es entityresolution-id-
mapping-workflow-<timesta
mp>

* Debe tener permisos para crear roles y
adjuntar politicas.

» Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se
cifran mediante una clave de KMS. A
continuacion, introduzca una AWS KMS
clave que se utilice para descifrar la
entrada de datos.
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Opcidn Accioén recomendada

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio
existente, la opcion Usar un rol de
servicio existente no estara disponible.

2. Consulte el rol de servicio mediante la
eleccidén del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la
politica de funciones existente para
anadir los permisos necesarios.

6. Elija Siguiente.

7. Para el paso 3: especificar la ubicacion de salida de los datos (opcional), haga lo siguiente.
a. Para el destino de salida de datos, haga lo siguiente.

i.  Elija la ubicacion de Amazon S3 para la salida de datos.

i. Para el cifrado, si elige personalizar la configuracion de cifrado, introduzca la AWS KMS
clave ARN o elija Crear una AWS KMS clave.

b. Vea la salida LiveRamp generada.

c. Elija Siguiente.
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Step 1 Specify data output location - optional .
@ Specify ID mapping workflow <z e e e e
details I

Step 2
@ Specify source and target . .
Data output destination i

Step 3 - opti Choose the Amazon 53 location for the data output.

(@) Specify data output location

Step 4

Amazon 53 location

o,
: Q, s3://bucket/prefix ( \
Review and create | ucket/p (_ Browses3 )

Encryption - optional info

Your data is encrypted by default with a key that AWS owns and manages for you. To specify a different key, customize your encryption settings.

(] Customize encryption settings

Specify an AWS KMS key to customize your encryption settings.

v LiveRamp generated output (2)
Additional information generated by LiveRamp.

Output field Description
RAMPID LiveRamp's universal identifier that is tied to devices in the LiveRamp Identity Graph
TRANSCODED_IDEMTIFIER LiveRamp's universal identifier that is tied to devices in the LiveRamp Identity Graph

Cancel

rd ™\
Previous ) Next
h ./

8. Para el paso 4: revisar y crear, haga lo siguiente.

a. Revise las selecciones que realizd en los pasos anteriores y editelas si es necesario.

b. Seleccione Crear.

Aparece un mensaje que indica que se ha creado el flujo de trabajo de mapeo de ID.

Tras crear el flujo de trabajo de mapeo de ID, estara listo para ejecutar un flujo de trabajo de mapeo
de ID.

Ejecutar un flujo de trabajo de mapeo de ID

Después de crear un flujo de trabajo de mapeo de ID para uno Cuenta de AWS o crear un flujo de
trabajo de mapeo de ID para dos Cuentas de AWS, puede ejecutar el flujo de trabajo de mapeo de
ID. El flujo de trabajo de mapeo de ID genera un archivo CSV.

Para ejecutar un flujo de trabajo de mapeo de ID

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.
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2.
3.
4.

En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.

Elija el flujo de trabajo de mapeo de ID.

En la pagina de detalles del flujo de trabajo de mapeo de ID, en la esquina superior derecha,
selecciona Ejecutar.

En la pagina de detalles del flujo de trabajo correspondiente, en la pestana Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:

El identificador del trabajo

El estado del trabajo del flujo de trabajo coincidente: en cola, en curso, completado o fallido
El tipo de ejecucion

La hora de inicio del trabajo de flujo de trabajo

El tiempo completado para el trabajo de flujo de trabajo
La duracién del trabajo de flujo de trabajo

El destino de salida

la AWS KMS key,

La funcién de servicio

El numero de registros de entrada

El numero de registros unicos

El nimero de nuevos registros unicos cargados

El numero de registros mapeados

El nimero de registros mapeados eliminados

El nimero de nuevos registros mapeados

El numero de registros fuente mapeados

El niumero de nuevos registros fuente mapeados

El numero de registros fuente mapeados eliminados

El numero de registros de destino mapeados

El niumero de nuevos registros de destino mapeados
El numero de registros de destino mapeados eliminados
El numero de registros de eliminacion procesados

El numero de registros procesados
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En Historial de trabajos, también puede ver las métricas de los trabajos de flujo de trabajo de
mapeo de ID ejecutados anteriormente.

6. Cuando se complete el trabajo del flujo de trabajo de mapeo de ID (el estado es Completado),
elija Salida de datos y, a continuacion, elija su ubicacion de Amazon S3 para ver los resultados.

Después de obtener el archivo CSV, puede unirlo RAMPID con elITRANSCODED_ID.
Ejecutar un flujo de trabajo de mapeo de ID personalizado

(® Note

Este procedimiento esta disponible para los flujos de trabajo de uno solo Cuenta de AWS

o para los flujos de trabajo que abarcan dos Cuentas de AWS con el procesamiento

incremental activado.

Al ejecutar un flujo de trabajo de mapeo de ID, puede especificar una ubicacion de Amazon S3
diferente a la que se configurd originalmente para sus datos de salida. También puede elegir
coémo procesar sus datos seleccionando uno de los tres tipos de ejecucion: Batch (procesa todos
los datos), incremental (procesa solo datos nuevos o modificados) o Delete solo (procesa solo
solicitudes de eliminacion).

Para ejecutar un flujo de trabajo de mapeo de ID con un nuevo destino de salida

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.
3. Elija el flujo de trabajo de mapeo de ID que desee ejecutar.

4. En la pagina de detalles del flujo de trabajo de mapeo de ID, seleccione Ejecutar flujo de trabajo
y, a continuacion, elija Ejecutar con un nuevo destino de salida.

5. Para el destino de salida de datos, configure lo siguiente.
a. EnTipo de ejecucion, seleccione una de las siguientes opciones.

» Batch: procesa toda la tabla de mapeo de ID.
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Se recomienda para la configuracion inicial, las actualizaciones peridédicas completas

o cuando se producen cambios significativos en los espacios de nombres de los

identificadores de origen y destino.

 Incremental: procesa solo los registros nuevos, actualizados o eliminados en el espacio

de nombres del ID de origen o de destino.

Se recomienda para actualizaciones frecuentes, ejecuciones diarias o sincronizacion de

datos en tiempo real.

 Eliminar solo: procesa solo los registros eliminados del espacio de nombres Target ID.

Se recomienda para sincronizar rapidamente las eliminaciones.

b. Elija la ubicacion de Amazon S3 para la salida de datos.

c. Para el cifrado, realice una de las siguientes acciones:

» Mantenga la configuracién de cifrado predeterminada

+ Elija Personalizar la configuracién de cifrado e introduzca la AWS KMS clave ARN o elija

Crear una AWS KMS clave.

6. Para especificar los permisos de acceso al servicio, elija una opcion y lleve a cabo la accion

recomendada.

Opciodn

Crear y usar un nuevo rol de servicio

Accion recomendada

AWS Entity Resolution crea un rol de
servicio con la politica requerida para esta
tabla.

El Nombre del rol de servicio predeterm
inado es entityresolution-id-
mapping-workflow-<timestamp>

Debe tener permisos para crear roles y
adjuntar politicas.

Si los datos de entrada estan cifrados,
seleccione la opcion Estos datos se cifran
mediante una clave de KMS. A continuac
ion, introduzca una AWS KMS clave que
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Opcidn Accioén recomendada
se utilice para descifrar la entrada de

datos.

Usar un rol de servicio existente 1. Seleccione un Nombre de rol de servicio
existente en la lista desplegable.

Si tiene permisos de listas de roles, se
mostrara la lista de roles.

Si no tiene permisos de listas de roles,
puede ingresar el nombre de recurso de
Amazon (ARN) del rol que desea usar.

Si no hay ningun rol de servicio existente,
la opcidn Usar un rol de servicio existente
no estara disponible.

2. Consulte el rol de servicio mediante la
eleccién del enlace externo Ver en IAM.

De forma predeterminada,AWS Entity
Resolution no intenta actualizar la politica
de funciones existente para afnadir los
permisos necesarios.
7. Seleccione Ejecutar.
8. En la pagina de detalles del flujo de trabajo correspondiente, en la pestafia Métricas, consulta lo
siguiente en Métricas del ultimo trabajo:
 El identificador del trabajo
» El tiempo completado para el trabajo del flujo de trabajo
» El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado o fallido
* El numero de registros procesados
« El numero de registros no procesados
« El numero de registros de entrada

» El numero de coincidencias unicas IDs generadas.
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» El numero de nuevos registros mapeados.

» El numero de nuevos registros de destino mapeados.

» El numero de nuevos registros de origen mapeados.

* El numero de nuevos registros fuente mapeados eliminados.

* El nimero de nuevos registros de destino mapeados eliminados.

* El numero de nuevos registros mapeados eliminados.

En Historial de trabajos, también puede ver las métricas de los trabajos de flujo de trabajo de
mapeo de ID ejecutados anteriormente.

9. Cuando se complete el trabajo del flujo de trabajo de mapeo de ID (el estado es Completado),
elija Salida de datos y, a continuacion, elija su ubicacién de Amazon S3 para ver los resultados.

Después de obtener el archivo CSV, puede unirlo RAMPID con elTRANSCODED_ID.

Edicion de un flujo de trabajo de mapeo de ID

La edicion del flujo de trabajo de mapeo de identidad le permite mantener sus capacidades de
resolucién de entidades up-to-date alineadas con las cambiantes necesidades de su empresa a
lo largo del tiempo. Si desea ajustar las reglas, las técnicas y los parametros de mapeo, puede
optimizar el flujo de trabajo para proporcionar resultados de coincidencia de identidades mas
precisos y confiables. Es posible que también desee anadir nuevas fuentes de datos, ampliar
los tipos de IDs mapeo o incorporar criterios de coincidencia adicionales en el flujo de trabajo. Si
identifica problemas o errores en los resultados del mapeo de ID, editarlos con el flujo de trabajo
puede ayudarle a diagnosticar y resolver esos problemas.

Para editar un flujo de trabajo de mapeo de ID:

1. Inicie sesion en Consola de administraciéon de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.
3. Elija el flujo de trabajo de mapeo de ID.

4. Enla pagina de detalles del flujo de trabajo de mapeo de ID, en la esquina superior derecha,
selecciona Editar.

5. En la pagina Especificar los detalles del flujo de trabajo de mapeo de ID, realice los cambios
necesarios y, a continuacion, seleccione Siguiente.

Edicion de un flujo de trabajo de mapeo de ID 173


https://console.aws.amazon.com/entityresolution/

AWS Entity Resolution Guia del usuario de

6. En la pagina Especificar la salida de datos, realice los cambios necesarios y, a continuacion,
seleccione Siguiente.

7. Enla pagina Revisar y guardar, realice los cambios necesarios y, a continuacion, seleccione
Guardar.

Eliminar un flujo de trabajo de mapeo de ID

Si ya no utilizas un flujo de trabajo de mapeo de identidad, eliminarlo puede ayudarte a agilizar
la gestidn del flujo de trabajo. Ademas, eliminar los flujos de trabajo de mapeo de identidad
redundantes o menos eficientes que sirven para fines similares puede ayudarle a consolidar sus
procesos.

Para eliminar un flujo de trabajo de mapeo de ID:

1. Inicie sesion en Consola de administracién de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.
3. Elija el flujo de trabajo de mapeo de ID.

4. Enla pagina de detalles del flujo de trabajo de mapeo de ID, en la esquina superior derecha,
selecciona Eliminar.

5. Confirme la eliminacion y luego elija Eliminar.

Anadir o actualizar una politica de recursos para un flujo de trabajo
de mapeo de ID

Una politica de recursos permite al creador del recurso de mapeo de ID acceder a su recurso de flujo
de trabajo de mapeo de ID.

Para anadir o actualizar una politica de recursos

1. Inicie sesion en Consola de administracion de AWS y abra la AWS Entity Resolution consola en
https://console.aws.amazon.com/entityresolution/.

2. En el panel de navegacion izquierdo, en Flujos de trabajo, selecciona Asignacion de ID.
Elija el flujo de trabajo de mapeo de ID.

4. En la pagina de detalles del flujo de trabajo de mapeo de ID, seleccione la pestafia Permisos.
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5. En la seccién Politica de recursos, elija Editar.
6. Agrega o actualiza la politica en el editor JSON.

7. Seleccione Save changes (Guardar cambios).
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AWS Entity Resolution Intégrese como proveedor

AWS Entity Resolution Las integraciones de proveedores externos ayudan a los clientes a proteger
la privacidad de los consumidores y a cumplir con las leyes de soberania de datos. Los proveedores
externos, como Ramp LiveRamp IDs y TransUnion Fabrick, traducen los identificadores de los
consumidores en publicidad IDs. IDs Estos identificadores de publicidad se utilizan habitualmente
en las herramientas de publicidad y marketing para evitar que los datos de los consumidores se
exporten a sistemas no gestionados.AWS En esta seccidn se proporcionan instrucciones para

que los proveedores integren la codificacion o transcodificacion de los identificadores de los
consumidores AWS Entity Resolution para convertirlos en publicidad y utilizarlos en un flujo de
trabajo de busqueda de IDs coincidencias basado en los servicios de los proveedores.

Para obtener mas informacién sobre los servicios de proveedores con los que estan integrados
actualmente, consulte. AWS Entity ResolutionCrear un flujo de trabajo coincidente basado en los
servicios del proveedor

Temas

» Requisitos
» Uso de la AWS Entity Resolution especificacion OpenAPI

» Probar la integracion de un proveedor

Requisitos

Antes de integrarte como proveedor de servicios AWS Entity Resolution, completa los siguientes
requisitos.

Temas

* Incluya un servicio de proveedor en AWS Data Exchange

« Identifique sus atributos

» Solicita la especificacion de AWS Entity Resolution OpenAPI
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Incluya un servicio de proveedor en AWS Data Exchange

Como proveedor externo, debe incluir su producto en el catalogo de productos de AWS Data
Exchange (ADX). Una vez que su producto aparezca en el catalogo de AWS Data Exchange
productos, los suscriptores pueden suscribirse a él mediante una oferta publica o privada.

Para incluir un servicio de un proveedor en AWS Data Exchange

1. Si eres un nuevo proveedor de productos de datos en AWS Data Exchange, sigue los pasos de
la seccion titulada Cémo empezar como proveedor de la Guia del AWS Data Exchange usuario.

2. Cree un conjunto de datos de la APl REST y publique un nuevo producto que lo contenga APls
AWS Data Exchange siguiendo los pasos de la seccion titulada Cémo publicar un producto que
figura APIs en la Guia del AWS Data Exchange usuario. Puede completar el proceso mediante
la AWS Data Exchange consola o el AWS Command Line Interface.

Si has configurado la visibilidad del producto como publica, la oferta publica estara disponible
para todos los suscriptores.

Si has configurado la visibilidad del producto como privada, sigue los pasos de la seccién
titulada Crear ofertas personalizadas de la Guia del AWS Data Exchange usuario, en funcién de
tu caso de uso.

La siguiente imagen muestra un ejemplo de un producto disponible en el catalogo de AWS Data
Exchange productos.

AWS Data Exchange < AWS Data Exchange > Product catalog
v My data Refine results Product catalog
Entitled data Categories [ Search ] Search
Owned data sets Automotive Data (134)
Environmental Data (102)
v Exchanged data grants 102) All data products (4,278 results) showing 1 - 36
Financial | Services Data
Sent data grants New (1,092) [ Sort by most relevant v ]
Received data grants New Gaming Data (22) N
. 1 2 3
Healthcare & Life Sciences
Data (563)
v Subscribed with AWS Manufacturing Data (137)
Marketplace Media & Entertainment BEIX3jsreer  Flood Factor © - First Street US Climate e rearc COVID-19 - World Confirmed Cases, Deaths,
Product catalog Data (307) fevaeaTion Flood Risk Data - Aggregate Testing, and Vaccinations
My product offers or Data (517) First Street Foundation Rearc
ata (530)
Active subscriptions ) o Flood Factor: First Street's aggregated national, property-level, This dataset is a collection of the COVID-19 data maintained by
Subscrint X Retail, Location climate-adjusted flood risk model "Flood Factor” scores. The "Our World in Data" which collects it from John Hopkins
ubscription requests Marketing Data (1,288) data and a e Unii d: udes data on confirme d
v Published to AWS Telecommunications Data state, congres  district, county, county subdivision, zip cases, deaths, and testing. It is an up-to-date data on confirmed
Marketplace (205) code and census tract level, incorporating risk changes due to cases, deaths, and testing, throughout the duration of the
climate change from 2023 to 2053. COVID-19 pandemic.
Products Vendors
Free Free
Verify subscriptions (0 Rearc (218) 12 month subscription available. 12 month subscription available.
Send notification [ mnAi (123)

71 180bvTwo (121)

3. Una vez que el producto esté disponible en el catalogo de AWS Data Exchange productos, el
suscriptor puede suscribirse al producto de las siguientes maneras.
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» Suscribase al producto publico.

« Utilice una oferta privada (oferta personalizada) emitida por el proveedor de servicios.

« Utilice la oferta Bring Your Own Subscription (BYOS).

Para obtener mas informacién, consulte Suscribase a un producto incluido APls en la Guia del
AWS Data Exchange usuario y acceda a él.

Identifique sus atributos

Los atributos de los datos de entrada son las definiciones de tipo de las entidades que se van a
resolver en un flujo de trabajo. Algunos ejemplos de atributos son FirstNamelLastName,Email,
oCustom String.

Cuando identifique sus atributos, debe tener en cuenta los requisitos o las directrices.
Example Ejemplo
El siguiente es un ejemplo de validaciones para identificar los atributos del proveedor.

* El LastName atributo FirstName o es obligatorio.

» Si el Email atributo esta presente, debe tener un hash.

Como proveedor, debe identificar los atributos del producto de servicio de su proveedory,
a continuacion, comunicarlos al equipo de desarrollo AWS Entity Resolution empresarial de
<aws-entity-resolution-bdeamazon .com> para su posterior validacion antes de continuar.

Solicita la especificacion de AWS Entity Resolution OpenAPI

AWS Entity Resolution tiene una especificaciéon de OpenAPI que usted, como proveedor, puede
usar como un apretdon de manos que contiene lo que APIs implica la integracion. Para obtener mas
informacion, consulte Uso de la AWS Entity Resolution especificacion OpenAPI.

Para solicitar la definicion de OpenAPI, pdngase en contacto con el equipo AWS Entity Resolution de
desarrollo empresarial en <aws-entity-resolution-bd@amazon> .com.
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Uso de la AWS Entity Resolution especificacion OpenAPI

La especificacion OpenAPI define todos los protocolos asociados a. AWS Entity Resolution Esta
especificacion es necesaria para implementar la integracion.

La definicion de OpenAPI contiene las siguientes operaciones de API:

* POST AssignIdentities
* POST CreateJob

* GET GetJob

« POST StartJob

* POST MapIdentities

* GET Schema

Para solicitar la especificacidon de OpenAPI, pongase en contacto con el equipo AWS Entity
Resolution de desarrollo empresarial en <aws-entity-resolution-bde@amazon> .com.

La especificacion OpenAPI admite dos tipos de integraciones para la codificacion y la
transcodificacion de identificadores de consumo, el procesamiento por lotes y el procesamiento
sincronico. Una vez que haya obtenido la especificacion OpenAPI, implemente el tipo de integracion
de procesamiento para su caso de uso.

Temas

* Integracién de procesamiento por lotes

* Integracién de procesamiento sincronico

Integracion de procesamiento por lotes

La integracion del procesamiento por lotes sigue un patron de disefio asincrono. Una vez iniciado

un flujo de trabajo AWS Data Exchange, envia un trabajo a través de un punto final de integracion
de proveedores y, a continuacion, el flujo de trabajo espera a que finalice el trabajo consultando
periodicamente el estado del trabajo. Esta solucion es mas adecuada para las ejecuciones de tareas
que pueden tardar mas y en las que el rendimiento del proveedor es menor. El proveedor incluira la
ubicacion del conjunto de datos como un enlace de Amazon S3, que podra procesar por su parte y
escribir los resultados en una ubicacion S3 de salida predeterminada.
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La integracion del procesamiento por lotes se habilita mediante tres definiciones de API. AWS Entity

Resolution llamara al punto final del proveedor, que esta disponible AWS Data Exchange en el
siguiente orden:

1. POST CreateJob: Esta operacidon de API envia la informacién del trabajo al proveedor para
que la procese. Esta informacién se refiere al tipo de trabajo: codificacion o transcodificacion, las
ubicaciones de S3, el esquema proporcionado por el cliente y cualquier propiedad adicional del
trabajo requerida.

Esta APl devuelve unJoblId, y el estado del Job sera uno de los siguientes:
PENDINGREADY,IN_PROGRESS,COMPLETE, oFAILED.

Ejemplo de solicitud de codificaciéon

POST /jobs

{
"actionType": "ID_ASSIGNMENT",
"s3Sourcelocation": "string",
"s3TargetLocation": "string",

"jobProperties": {
"assignmentJobProperties": {
"fieldMappings": [
{
"name": "string",
"type": "NAME"

}

3,

"customerSpecifiedJobProperties": {
"propertyl": "string",
"property2": "string"

3,

"outputSourceConfiguration": {
"KMSArn": "string"

Respuesta de ejemplo
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"jobId": "string",
"status": "PENDING"

2. POST StartJob: Esta API le permite al proveedor saber como iniciar el trabajo en funcion de lo
JobId proporcionado. Esto permite al proveedor realizar todas las validaciones necesarias desde
hastaCreateJob. StartJob

Esta APl devuelve unJobId, el Status for the JobstatusMessage, el ystatusCode.

Ejemplo de solicitud de codificacion

POST/jobs/{jobId}
{

"customerSpecifiedJobProperties": {
"propertyl": "string",
"property2": "string"

}

}

Respuesta de ejemplo

{
"jobId": "string",
"status": "PENDING",
"statusMessage": "string",
"statusCode": 200

}

3. GET GetJob: Esta API informa AWS Entity Resolution si el trabajo se ha completado o si se
encuentra en algun otro estado.

Esta APl devuelve unJobId, el Status for the JobstatusMessage, el ystatusCode.

Ejemplo de solicitud de codificacion

GET /jobs/{jobId}

Respuesta de ejemplo

{
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"jobId": "string",
"status": "PENDING",
"statusMessage": "string",
"statusCode": 200

La definicion completa de estos APIs se proporciona en la especificacion AWS Entity Resolution
OpenAPI.

Integracion de procesamiento sincronico

La solucién de procesamiento sincronico es mas deseable para los proveedores que tienen un
tiempo de respuesta casi en tiempo real con un tiempo de respuesta en tiempo real con un mayor
rendimiento y un mayor TPS. Este AWS Entity Resolution flujo de trabajo divide el conjunto de datos
y realiza varias solicitudes de API en paralelo. A continuacion, el AWS Entity Resolution flujo de
trabajo se encarga de escribir los resultados en la ubicacion de salida deseada.

Este proceso se habilita mediante una de las definiciones de la API. AWS Entity Resolution llama al
punto final del proveedor, que esta disponible a través de AWS Data Exchange:

POST AssignIdentities: Esta API envia datos al proveedor mediante un source_id
identificador y recordFields esta asociada a ese registro.

Esta APl devuelve elassignedRecords.

Ejemplo de solicitud de codificacion

POST /assignment

{
"sourceRecords": [
{
"sourcelId": "string",
"recordFields": [
{
"name": "string",
"type": "NAME",
"value": "string"
}
]
}
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]
}

Respuesta de ejemplo

{
"assignedRecords": [
{

"sourceRecord": {
"sourceId": "string",
"recordFields": [

{
"name": "string",
"type": "NAME",
"value": "string"
}
]
by
"identity": any
}
]
}

La definicion completa de estos APIs se proporciona en la especificacion AWS Entity Resolution
OpenAPI.

Segun el enfoque que elija el proveedor, AWS Entity Resolution creara una configuracién para que el
proveedor se utilice para iniciar la codificacion o la transcodificacion. Ademas, estas configuraciones
estan disponibles para los clientes mediante las APIs proporcionadas por AWS Entity Resolution.

Se puede acceder a esta configuracion mediante un nombre de recurso de Amazon (ARN),

que se deriva del lugar donde AWS Data Exchange esta alojada la oferta de servicios del
proveedor y del tipo de servicio del proveedor. AWS Entity Resolution se refiere a este ARN como.
providerServiceARN

Probar la integracion de un proveedor

Si bien AWS Entity Resolution aloja servicios de busqueda de datos, la integracion de un proveedor
es un componente externo crucial para el flujo de trabajo de end-to-end busqueda de datos. Se
AWS Entity Resolution han definido varias pruebas para los proveedores que afladen una proteccion
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en caso de que esta integracion falle. Este enfoque brinda a los proveedores la oportunidad de
monitorear el estado de sus servicios de acuerdo con estos casos end-to-end de prueba.

Los proveedores pueden usar sus cuentas de prueba y sus propios datos para ejecutar estos
casos de end-to-end prueba mediante el kit de desarrollo de AWS Entity Resolution software
(SDK). Si hay algun problema por parte de los proveedores, AWS Entity Resolution utiliza la ruta
de escalacion preferida para escalar el problema. Ademas, los proveedores deben implementar su
propio monitoreo de los resultados de las pruebas. Los proveedores deben compartir con ellos los
Cuenta de AWS IDs que estan acostumbrados a realizar estas pruebas AWS Entity Resolution.

Una ejecucion correcta significa que el proveedor puede configurar sus datos, utilizar su propio
servicio y el AWS Entity Resolution estado del trabajo devuelve el estado Finalizado sin errores. Esto
se puede lograr mediante programacion utilizando lo APIs proporcionado por. AWS Entity Resolution

Por ejemplo, los proveedores pueden configurar su depdsito de S3, la fuente de entrada, las
funciones, el esquema y los flujos de trabajo de acuerdo con sus servicios. Una vez completadas
estas configuraciones, los proveedores pueden ejecutar estos flujos de trabajo una vez al dia con
200 registros para probar su servicio. En este enfoque, los proveedores utilizan el SDK que elijan y
realizan una end-to-end prueba para los servicios que ofrecen AWS Data Exchange mediante el uso
de sus cuentas de prueba. Se espera que los proveedores realicen estas pruebas para cada una de
sus ofertas o servicios.

® Note

Los proveedores deben proporcionar AWS Entity Resolution la Cuenta de AWS identificacion
(accountId)que utilizan para ejecutar estos flujos de trabajo) para realizar las pruebas.
Ademas, los proveedores deben monitorear estas pruebas y asegurarse de que se
aprueban, lo que significa que los proveedores deben habilitar la notificacién en caso de
fallas y abordar el problema en consecuencia.

El siguiente diagrama muestra un caso tipico de prueba end-to-end de flujo de trabajo.
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Para probar la integracion de un proveedor

1. (Configuracién unica) Configure los recursos AWS Entity Resolution siguiendo los
procedimientos deConfigurar AWS Entity Resolution.
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API

Una vez que haya completado los procedimientos de configuracion unicos, deberia tener listos
sus funciones, datos y fuente de datos. Ahora esta listo para probar la integracién del proveedor
mediante la AWS Entity Resolution consola o APls.

Pruebe la integracién del proveedor mediante la consola AWS Entity Resolution APIs o.

Para probar la integracion de un proveedor mediante la AWS Entity Resolution APIs

1.

Cree un mapeo de esquemas mediante la CreateSchemaMapping API|. Para obtener una
lista completa de los lenguajes de programacion compatibles, consulta la seccion Vea
también de la CreateSchemaMapping API.

El mapeo de esquemas es el proceso mediante el cual se indica AWS Entity Resolution
coémo interpretar los datos para que coincidan. Usted define el esquema de la tabla de datos
de entrada que desea que AWS Entity Resolution lea en un flujo de trabajo coincidente.

Al crear un mapeo de esquemas, se debe designar y asignar un identificador unico a cada
fila de datos de entrada que lee AWS Entity Resolution. Por ejemplo, Primary_key,
Row_ID, Record_ID.

Example Crear un esquema de mapeo para una fuente de datos que contenga id y email

El siguiente es un ejemplo de mapeo de esquemas para una fuente de datos que contiene
id yemail:

"fieldName": "id",
"type": "UNIQUE_ID"

"fieldName": "email",
"type": "EMAIL_ADDRESS"
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Example Crear una asignacion de esquemas para una fuente de datos que contenga id y
email utilice el SDK de Java

El siguiente es un ejemplo de mapeo de esquemas para una fuente de datos que contiene
id y email usa el SDK de Java:

EntityResolutionClient.createSchemaMapping(
CreateSchemaMappingRequest.builder()
.schemaName(<schema-name>)
.mappedInputFields([

SchemaInputAttribute.builder().fieldName("id").type("UNIQUE_ID").build(),

SchemalnputAttribute.builder().fieldName("email").type("EMAIL_ADDRESS").build()

D
.build()

2. Cree un flujo de trabajo coincidente mediante la CreateMatching\Workflow API. Para obtener
una lista completa de los lenguajes de programacion compatibles, consulta la seccion Vea
también de la CreateMatchingWorkflow API.

Example Crear un flujo de trabajo coincidente mediante el SDK de Java

El siguiente es un ejemplo de un flujo de trabajo coincidente con el SDK de Java:

EntityResolutionClient.createMatchingWorkflow(
CreateMatchingWorkflowRequest.builder()
.workflowName(<workflow-name>)
.inputSourceConfig(

InputSource.builder().inputSourceARN(<glue-inputsource-from-
stepl>).schemaName(<schema-name-from-step2>).build()

)

.outputSourceConfig(OutputSource.builder().outputS3Path(<output-s3-
path>).output(<output-1>, <output-2>, <output-3>).build())

.resolutionTechniques(ResolutionTechniques.builder()

.resolutionType(PROVIDER)
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.providerProperties(ProviderProperties.buildexr()
.providerServiceArn(<provider-arn>)
.providerConfiguration(<configuration-
depending-on-service>)
.intermediateSourceConfiguration(<intermedaite-s3-path>)
.build())
.build()

.roleArn(<role-from-stepl>)
.build()

Una vez configurado el flujo de trabajo correspondiente, puede ejecutar un flujo de trabajo.

3. Ejecute un flujo de trabajo coincidente mediante la StartMatchingJob API. Para ejecutar un

flujo de trabajo coincidente, debe haber creado un flujo de trabajo coincidente utilizando el
CreateMatchingWorkflow punto final.

Para obtener una lista completa de los lenguajes de programacion compatibles, consulta la
seccion Vea también de la StartMatchingJob API.

Example Ejecutar un flujo de trabajo coincidente mediante el SDK de Java

El siguiente es un ejemplo de un flujo de trabajo coincidente en ejecucion con el SDK de
Java:

EntityResolutionClient.startMatchingJob(StartMatchingJobRequest.builder()
.workflowName(<name-of-workflow-from-step3)
.build()

4. Supervise el estado de un flujo de trabajo mediante la GetMatchingJob API.

Esta API devuelve el estado, las métricas y los errores (si los hay) asociados a un trabajo.
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Example Supervision de un flujo de trabajo coincidente mediante el SDK de Java

El siguiente es un ejemplo de supervision de un trabajo de flujo de trabajo coincidente
mediante el SDK de Java:

EntityResolutionClient.getMatchingJob(GetMatchingJobRequest.builder()
.workflowName(<name-of-workflow-from-step3)
.jobId(jobId-from-startMatchingJob)

.build()

La end-to-end prueba se completa si el flujo de trabajo se ha completado correctamente.

Console
Para probar la integracion de un proveedor mediante la AWS Entity Resolution consola

1. Cree un mapeo de esquemas siguiendo los pasos que se indican enCreacion de una
asignacion de esquema.

El mapeo de esquemas es el proceso mediante el cual se indica AWS Entity Resolution
cdémo interpretar los datos para que coincidan. Usted define el esquema de la tabla de datos
de entrada que AWS Entity Resolution desea leer en un flujo de trabajo coincidente.

Al crear un esquema de mapeo, se debe designar y asignar un identificador unico a cada
fila de datos de entrada que se AWS Entity Resolution lea. Por ejemplo, Primary_key,
Row_ID, Record_ID.

Example Mapeo de esquemas para una fuente de datos que contiene id y email

El siguiente es un ejemplo de mapeo de esquemas para una fuente de datos que contiene
id yemail:

"fieldName": "id",
"type": "UNIQUE_ID"
},
{

"fieldName": "email",
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"type": "EMAIL_ADDRESS"
}
]

2. Creey ejecute un flujo de trabajo coincidente siguiendo los pasos que se indican enCrear un
flujo de trabajo coincidente basado en los servicios del proveedor.

La creacion de un flujo de trabajo coincidente es el proceso que se configura para especificar
los datos de entrada que deben coincidir y como se debe realizar la coincidencia. En el flujo
de trabajo basado en el proveedor, si una cuenta esta suscrita a un proveedor a través del
servicio AWS Data Exchange, puedes hacer coincidir tus identificadores conocidos con

los de tu proveedor preferido. Segun el proveedor y el servicio que utilice para realizar una
prueba integral, puede configurar el flujo de trabajo correspondiente en consecuencia.

La AWS Entity Resolution consola combina las acciones de crear y ejecutar en un solo boton.
Tras seleccionar Crear y ejecutar, aparece un mensaje que indica que se ha creado el flujo
de trabajo correspondiente y que se ha iniciado el trabajo.

3. Supervise el estado del flujo de trabajo en la pagina Flujos de trabajo coincidentes.

La end-to-end prueba se completa si el flujo de trabajo se ha completado correctamente (el
estado del trabajo es Completado).

En la pestana Métricas de la pagina de detalles del flujo de trabajo correspondiente, puedes
ver lo siguiente en las métricas del ultimo trabajo:

 El identificador del trabajo.

 El estado del trabajo de flujo de trabajo coincidente: en cola, en curso, completado, fallido
 El tiempo de finalizacion del trabajo de flujo de trabajo.

» El numero de registros procesados.

» El numero de registros no procesados.

» La coincidencia unica IDs generada.

» El numero de registros de entrada.

También puede ver las métricas de trabajo para hacer coincidir los trabajos de flujo de
trabajo que se han ejecutado anteriormente en el historial de trabajos.
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Seguridad en AWS Entity Resolution

La seguridad en la nube AWS es la maxima prioridad. Como AWS cliente, usted se beneficia de
los centros de datos y las arquitecturas de red disefiados para cumplir con los requisitos de las
organizaciones mas sensibles a la seguridad.

La seguridad es una responsabilidad compartida entre AWS usted y usted. El modelo de
responsabilidad compartida describe esto como seguridad de la nube y seguridad en la nube:

» Seguridad de la nube:AWS es responsable de proteger la infraestructura que se ejecuta Servicios
de AWS en la Nube de AWS.AWS también le proporciona servicios que puede utilizar de forma
segura. Los auditores externos prueban y verifican periodicamente la eficacia de nuestra seguridad
como parte de los AWS programas de de . Para obtener mas informacion sobre los programas de

cumplimiento aplicables AWS Entity Resolution, consulte AWS Servicios incluidos en el ambito de

aplicacion por programa de conformidad y AWS servicios incluidos .

» Seguridad en la nube: su responsabilidad viene determinada por lo Servicio de AWS que utilice.
También es responsable de otros factores, incluida la confidencialidad de los datos, los requisitos
de la empresa y la legislacion y la normativa aplicables.

Esta documentacion le ayuda a comprender cdmo aplicar el modelo de responsabilidad compartida
cuando se utiliza AWS Entity Resolution. Los siguientes temas muestran como configurarlo AWS
Entity Resolution para cumplir sus objetivos de seguridad y conformidad. También aprendera a
utilizar otros Servicios de AWS que le ayuden a supervisar y proteger sus AWS Entity Resolution
recursos.

Temas

» Proteccion de datos en AWS Entity Resolution

» Gestidn de identidad y acceso para AWS Entity Resolution

 Validacion de conformidad para AWS Entity Resolution

» Resiliencia en AWS Entity Resolution

Proteccion de datos en AWS Entity Resolution

El modelo de responsabilidad AWS compartida modelo se aplica a la proteccion de datos en

AWS Entity Resolution. Como se describe en este modelo,AWS es responsable de proteger la
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infraestructura global que ejecuta todos los Nube de AWS. Eres responsable de mantener el control
sobre el contenido alojado en esta infraestructura. También eres responsable de las tareas de
administracion y configuracion de seguridad para los Servicios de AWS que utiliza. Para obtener mas
informacion sobre la privacidad de los datos, consulte las Preguntas frecuentes sobre la privacidad

de datos. Para obtener informacion sobre la proteccidon de datos en Europa, consulte la publicacion
de blog sobre el Modelo de responsabilidad compartida de AWS y GDPR en el Blog de seguridad de
AWS.

Con fines de proteccion de datos, le recomendamos que proteja Cuenta de AWS las credenciales
y configure los usuarios individuales con AWS |IAM Identity Center o AWS Identity and Access
Management(lAM). De esta manera, solo se otorgan a cada usuario los permisos necesarios para
cumplir sus obligaciones laborales. También recomendamos proteger sus datos de la siguiente
manera:

« Ultiliza la autenticacion multifactor (MFA) en cada cuenta.

+ Se utiliza SSL/TLS para comunicarse con AWS los recursos. Exigimos TLS 1.2 y recomendamos
TLS 1.3.

» Configure la APl y el registro de actividad de los usuarios con AWS CloudTrail. Para obtener
informacion sobre el uso de CloudTrail senderos para capturar AWS actividades, consulte Coémo
trabajar con CloudTrail senderos en la Guia del AWS CloudTrail usuario.

« Utilice soluciones de AWS cifrado, junto con todos los controles de seguridad predeterminados que
contienen Servicios de AWS.

 Utiliza servicios de seguridad administrados avanzados, como Amazon Macie, que lo ayuden a
detectar y proteger los informacion confidencial almacenados en Amazon S3.

+ Si necesita modulos criptograficos validados por FIPS 140-3 para acceder a AWS través de una
interfaz de linea de comandos o una API, utilice un punto final FIPS. Para obtener mas informacion
sobre los puntos de conexion de FIPS disponibles, consulte Estandar de procesamiento de la
informacion federal (FIPS) 140-3.

Se recomienda encarecidamente no introducir nunca informacién confidencial o sensible, como por
ejemplo, direcciones de correo electronico de clientes, en etiquetas o campos de formato libre, tales
como el campo Nombre. Esto incluye cuando trabaja con AWS Entity Resolution o Servicios de AWS
utiliza la consola, la APl o AWS CLIAWS SDKs Cualquier dato que introduzca en etiquetas o campos
de formato libre utilizados para los nombres se pueden emplear para los registros de facturacion o
diagnéstico. Si proporciona una URL a un servidor externo, recomendamos encarecidamente que no
incluya informacién de credenciales en la URL a fin de validar la solicitud para ese servidor.

Proteccion de datos 192


https://aws.amazon.com/compliance/data-privacy-faq/
https://aws.amazon.com/compliance/data-privacy-faq/
https://aws.amazon.com/blogs/security/the-aws-shared-responsibility-model-and-gdpr/
https://docs.aws.amazon.com/awscloudtrail/latest/userguide/cloudtrail-trails.html
https://docs.aws.amazon.com/awscloudtrail/latest/userguide/cloudtrail-trails.html
https://aws.amazon.com/compliance/fips/
https://aws.amazon.com/compliance/fips/

AWS Entity Resolution Guia del usuario de

Cifrado de datos en reposo para AWS Entity Resolution

AWS Entity Resolution proporciona cifrado de forma predeterminada para proteger los datos
confidenciales de los clientes en reposo mediante claves AWS de cifrado propias.

Claves propiedad de AWS:AWS Entity Resolution utiliza estas claves de forma predeterminada para
cifrar automaticamente los datos de identificacion personal. No puede ver, administrar ni usar las
llaves propiedad de AWS ni auditar su uso. Sin embargo, no es necesario que tome ninguna medida
para proteger las claves que cifran sus datos. Para obtener mas informacion, consulte las claves
propiedad de AWS en la Guia para desarrolladores de AWS Key Management Service.

El cifrado de los datos en reposo de forma predeterminada ayuda a reducir la sobrecarga operativa
y la complejidad que implica la proteccidn de los datos confidenciales. Al mismo tiempo, puede
utilizarla para crear aplicaciones seguras que cumplan con los estrictos requisitos normativos y de
conformidad con el cifrado.

Como alternativa, también puede proporcionar una clave de cifrado de KMS administrada por el
cliente al crear el recurso de flujo de trabajo correspondiente.

Claves administradas por el cliente:AWS Entity Resolution admite el uso de una clave KMS simétrica
administrada por el cliente que usted crea, posee y administra para permitir el cifrado de sus datos
confidenciales. Como usted tiene el control total de este cifrado, puede realizar dichas tareas como:
» Establecer y mantener politicas de claves

» Establecer y mantener concesiones y politicas de IAM

 Habilitar y deshabilitar politicas de claves

» Rotar el material criptografico

» Adicion de etiquetas

 Crear alias de clave

* Programar la eliminacion de claves

Para obtener mas informacién, consulta la clave gestionada por el cliente en la Guia para AWS Key
Management Service desarrolladores.

Para obtener mas informacion AWS KMS, consulte ; Qué es AWS Key Management Service?
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Administracion de claves

¢, Como se AWS Entity Resolution utilizan las subvenciones en AWS KMS

AWS Entity Resolution requiere una concesion para utilizar la clave gestionada por el cliente. Al crear
un flujo de trabajo coincidente cifrado con una clave gestionada por el cliente, AWS Entity Resolution
crea una concesion en tu nombre enviando una CreateGrantsolicitud a AWS KMS. Las concesiones
in se AWS KMS utilizan para dar AWS Entity Resolution acceso a una clave de KMS en la cuenta de
un cliente.AWS Entity Resolution requiere la concesion para utilizar la clave gestionada por el cliente
en las siguientes operaciones internas:

» Envie GenerateDataKeysolicitudes AWS KMS para generar claves de datos cifradas por su clave
gestionada por el cliente.

» Envie solicitudes de descifradoAWS KMS a para descifrar las claves de datos cifrados para que
puedan usarse para cifrar sus datos.

Puede revocar el acceso a la concesion o eliminar el acceso del servicio a la clave administrada
por el cliente en cualquier momento. Si lo hace, AWS Entity Resolution no podra acceder a ninguno
de los datos cifrados por la clave gestionada por el cliente, lo que afectara a las operaciones que
dependen de esos datos. Por ejemplo, si eliminas el acceso de servicio a tu clave mediante la
concesion e intentas iniciar un trabajo para un flujo de trabajo coincidente cifrado con una clave de
cliente, la operacion devolvera un AccessDeniedException error.

Creacién de una clave administrada por el cliente

Puede crear una clave simétrica gestionada por el cliente mediante el Consola de administracion de
AWS, o el AWS KMS APIs.

Para crear una clave simétrica administrada por el cliente

AWS Entity Resolution admite el cifrado mediante claves KMS de cifrado simétrico. Siga los
pasos para crear una clave simétrica gestionada por el cliente que se indican en la Guia para
desarrolladores de AWS Key Management Service.

Declaracion de politica clave

Las politicas de clave controlan el acceso a la clave administrada por el cliente. Cada clave
administrada por el cliente debe tener exactamente una politica de clave, que contiene instrucciones
que determinan quién puede usar la clave y como puede utilizarla. Cuando crea la clave
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administrada por el cliente, puede especificar una politica de clave. Para obtener mas informacion,
consulte Administrar el acceso a las claves administradas por el cliente en la Guia para AWS Key
Management Service desarrolladores.

Para utilizar la clave gestionada por el cliente con AWS Entity Resolution los recursos, la politica de
claves debe permitir las siguientes operaciones de API:

* kms:DescribeKey— Proporciona informacion como el ARN de la clave, la fecha de creacion (y

la fecha de eliminacién, si corresponde), el estado de la clave y la fecha de origen y caducidad

(si la hubiera) del material clave. Incluye campos que, por ejemploKeySpec, ayudan a distinguir
los distintos tipos de claves de KMS. También muestra el uso de las claves (cifrado, firma o
generacion y verificacion MACs) y los algoritmos que admite la clave KMS.AWS Entity Resolution
valida que el KeySpec es SYMMETRIC_DEFAULT y el es. KeyUsage ENCRYPT_DECRYPT

« kms:CreateGrant: agrega una concesion a una clave administrada por el cliente. Otorga el

acceso de control a una clave de KMS especifica, que permite el acceso a las operaciones de

concesion necesariasAWS Entity Resolution. Para obtener mas informacion sobre el uso de

concesiones, consulte la Guia para desarrolladores de AWS Key Management Service.

Esto permite AWS Entity Resolution hacer lo siguiente:

* Llamar a GenerateDataKey para generar una clave de datos cifrada y almacenarla, ya que la
clave de datos no se utiliza inmediatamente para cifrar.

* Llamar a Decrypt para usar la clave de datos cifrados almacenada para acceder a los datos
cifrados.

» Configurar una entidad principal que se retire para permitir que el servicio RetireGrant.

Los siguientes son ejemplos de declaraciones de politica que puede anadir para AWS Entity
Resolution:

{
"Sid" : "Allow access to principals authorized to use AWS Entity Resolution",
"Effect" : "Allow",
"Principal" : {
"AWS" o Mxm
.
"Action" : ["kms:DescribeKey","kms:CreateGrant"],
"Resource" : "*",
"Condition" : {
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"StringEquals" : {
"kms:ViaService" : "entityresolution.region.amazonaws.com",
"kms:CallerAccount" : "111122223333"

Permisos para los usuarios

Al configurar una clave de KMS como clave de cifrado predeterminada, la politica de claves de
KMS predeterminada permite a cualquier usuario con acceso a las acciones de KMS necesarias
utilizar esta clave de KMS para cifrar o descifrar recursos. Debe conceder a los usuarios permiso
para realizar las siguientes acciones a fin de utilizar el cifrado de claves de KMS administrado por el
cliente:

* kms:CreateGrant
* kms:Decrypt

* kms:DescribeKey

* kms:GenerateDataKey

Durante una CreateMatchingWorkflowsolicitud,AWS Entity Resolution enviara una DescribeKeyy
otra CreateGrantsolicitud AWS KMS en tu nombre. Esto requerira que la entidad de IAM que realice
la CreateMatchingWorkflow solicitud con una clave de KMS administrada por el cliente disponga

de kms :DescribeKey los permisos establecidos en la politica de claves de KMS.

Durante una CreateIdMappingWorkflowStartIdMappingJobsolicitud de venta,AWS Entity
Resolution enviara una DescribeKeyy una CreateGrantsolicitud a AWS KMS en tu nombre.
Para ello, sera necesario que la entidad de IAM que realice la CreateIdMappingWorkflow

StartIdMappingJob solicitud con una clave de KMS gestionada por el cliente disponga de
kms:DescribeKey los permisos establecidos en la politica de claves de KMS. Los proveedores
podran acceder a la clave gestionada por el cliente para descifrar los datos del bucket de AWS Entity
Resolution Amazon S3.

Los siguientes son ejemplos de declaraciones de politicas que puede anadir para que los
proveedores descifren los datos del bucket de AWS Entity Resolution Amazon S3:
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JSON

"Version":"2012-10-17",
"Statement": [{
"Effect": "Allow",
"Principal": {
"AWS": "arn:aws:iam::715724997226:roo0t"
}I
"Action": [
"kms :Decrypt"

1,
"Resource": "arn:aws:kms:us-east-1:111122223333:key/key-id",

"Condition": {
"StringEquals": {
"kms:ViaService": "s3.us-east-1.amazonaws.com"

}

3]

Reemplace cada <user input placeholder> por su propia informacion.

<KMSKeyARN> AWS KMS Nombre del recurso de Amazon.

Del mismo modo, la entidad de IAM que invoca la StartMatchingJobAPI debe tener la clave
de KMS gestionada por el cliente kms :Decrypt y los kms : GenerateDataKey permisos
correspondientes proporcionados en el flujo de trabajo correspondiente.

Para obtener mas informacion sobre como especificar los permisos en una politica, consulta la Guia

para AWS Key Management Service desarrolladores.

Para obtener mas informacién sobre la solucion de problemas de acceso a las claves, consulta la
Guia para AWS Key Management Service desarrolladores.

Especificar una clave gestionada por el cliente para AWS Entity Resolution

Puede especificar una clave administrada por el cliente como cifrado de segunda capa para los
siguientes recursos:

Administracion de claves 197


https://docs.aws.amazon.com/entityresolution/latest/apireference/API_StartMatchingJob.html
https://docs.aws.amazon.com/kms/latest/developerguide/control-access-overview.html#overview-policy-elements
https://docs.aws.amazon.com/kms/latest/developerguide/policy-evaluation.html#example-no-iam

AWS Entity Resolution Guia del usuario de

Flujo de trabajo coincidente: al crear un recurso de flujo de trabajo coincidente, puede especificar la
clave de datos introduciendo una KMSArn, que se AWS Entity Resolution utiliza para cifrar los datos
personales identificables almacenados en el recurso.

KMSArn— Introduzca una clave ARN, que es un identificador clave para una clave gestionada por el
AWS KMS cliente.

Puede especificar una clave gestionada por el cliente como cifrado de segunda capa para
los siguientes recursos si va a crear o ejecutar un flujo de trabajo de mapeo de ID en dos de
ellos:Cuentas de AWS

Flujo de trabajo de mapeo de ID o flujo de trabajo de mapeo de ID inicial: al crear un recurso de flujo

de trabajo de mapeo de ID o iniciar un trabajo de flujo de trabajo de mapeo de ID, puede especificar
la clave de datos introduciendo una KMSArn, que se AWS Entity Resolution utiliza para cifrar los
datos personales identificables almacenados en el recurso.

KMSArn— Introduzca una clave ARN, que es un identificador clave para una clave gestionada por el
AWS KMS cliente.

Supervision de las claves de cifrado para el servicio AWS Entity Resolution

Cuando utiliza una clave gestionada por el AWS KMS cliente con sus recursos de AWS Entity
Resolution servicio, puede utilizar AWS CloudTrail o Amazon CloudWatch Logs para realizar un
seguimiento de las solicitudes que se AWS Entity Resolution envia a AWS KMS.

Los siguientes ejemplos son AWS CloudTrail eventos para CreateGrant
GenerateDataKeyDecrypt, y para monitorear AWS KMS las operaciones solicitadas
DescribeKey para acceder AWS Entity Resolution a los datos cifrados por su clave administrada
por el cliente:

Temas

» CreateGrant

« DescribeKey

» GenerateDataKey

+ Decrypt
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CreateGrant

Cuando utilizas una clave gestionada por el AWS KMS cliente para cifrar el recurso de flujo de

trabajo correspondiente, AWS Entity Resolution envia una CreateGrant solicitud en tu nombre para

acceder a la clave KMS que contiene.Cuenta de AWS La concesion que se AWS Entity Resolution

crea es especifica del recurso asociado a la clave gestionada por el AWS KMS cliente. Ademas,AWS

Entity Resolution utiliza la RetireGrant operacion para eliminar una concesion al eliminar un
recurso.

El siguiente evento de ejemplo registra la operaciéon CreateGrant:

"eventVersion": "1.08",
"userIdentity": {
"type": "AssumedRole",
"principalId": "AROAIGDTESTANDEXAMPLE:Sampleuser@l",
"arn": "arn:aws:sts::111122223333:assumed-role/Admin/Sampleuser@l",
"accountId": "111122223333",
"accessKeyId": "AKIAIOSFODNN7EXAMPLE3",
"sessionContext": {
"sessionIssuer": {
"type": "Role",
"principalId": "AROAIGDTESTANDEXAMPLE:Sampleuser@l",
"arn": "arn:aws:sts::111122223333:assumed-role/Admin/Sampleuser@l",
"accountId": "111122223333",
"userName": "Admin"
I
"webIdFederationData": {3},
"attributes": {
"mfaAuthenticated": "false",
"creationDate": "2021-04-22T17:02:00Z"

}

I

"invokedBy": "entityresolution.amazonaws.com"
I
"eventTime": "2021-04-22T17:07:02Z2",
"eventSource": "kms.amazonaws.com",
"eventName": "CreateGrant",
"awsRegion": "us-west-2",

"sourceIPAddress": "172.12.34.56",
"userAgent": "ExampleDesktop/1.0 (V1; 0S)",
"requestParameters": {
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"retiringPrincipal": "entityresolution.region.amazonaws.com",
"operations": [
"GenerateDataKey",

"Decrypt",
1,
"keyId": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE",
"granteePrincipal": "entityresolution.region.amazonaws.com"
1,
"responseElements": {
"grantId":
"0ab0ac0d0b000f00eaddccaleddfcOdbcedddcO00TO000000cObc@a®@@@aaatSAMPLE",
"keyId": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE",
1,

"requestID": "ff000af-00eb-00ce-0e00-ca®00fb@fba@SAMPLE",
"eventID": "ffO00af-00eb-00ce-0e00-ea®@00fb0fba®@SAMPLE",
"readOnly": false,

"resources": [

{
"accountId": "111122223333",
"type": "AWS::KMS::Key",
"ARN": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE"
}

1,

"eventType": "AwsApiCall",
"managementEvent": true,
"eventCategory": "Management",
"recipientAccountId": "111122223333"

DescribeKey

AWS Entity Resolution utiliza la DescribeKey operacion para comprobar si la clave gestionada por
el AWS KMS cliente asociada al recurso coincidente existe en la cuenta y la region.

El siguiente evento de ejemplo registra la operacion DescribeKey.
"eventVersion": "1.08",

"userIdentity": {
"type": "AssumedRole",
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"principalId": "AROAIGDTESTANDEXAMPLE:Sampleuser@l",
"arn": "arn:aws:sts::111122223333:assumed-role/Admin/Sampleuser@l”,
"accountId": "111122223333",
"accessKeyId": "AKIAIOSFODNN7EXAMPLE3",
"sessionContext": {
"sessionIssuer": {
"type": "Role",
"principalId": "AROAIGDTESTANDEXAMPLE:Sampleuser@l",
"arn": "arn:aws:sts::111122223333:assumed-role/Admin/Sampleuser@1",
"accountId": "111122223333",
"userName": "Admin"
I
"webIdFederationData": {3},
"attributes": {
"mfaAuthenticated": "false",
"creationDate": "2021-04-22T17:02:00Z"

}

I

"invokedBy": "entityresolution.amazonaws.com"
I
"eventTime": "2021-04-22T17:07:02Z2",
"eventSource": "kms.amazonaws.com",
"eventName": "DescribeKey",
"awsRegion": "us-west-2",

"sourceIPAddress": "172.12.34.56",
"userAgent": "ExampleDesktop/1.@0 (V1; 0S)",
"requestParameters": {

"keyId": "00ddodb0-0000-0000-ac00-b0cOOOSAMPLE"
},
"responseElements": null,
"requestID": "ff000af-00eb-00ce-0e00-ea@00fb0fba®@SAMPLE",
"eventID": "ff000af-00eb-00ce-0e00-ea000fbOdfba@SAMPLE",
"readOnly": true,
"resources": [

{
"accountId": "111122223333",
"type": "AWS::KMS::Key",
"ARN": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE"
}

1,

"eventType": "AwsApiCall",
"managementEvent": true,
"eventCategory": "Management",

Administracion de claves 201



AWS Entity Resolution Guia del usuario de

"recipientAccountId": "111122223333"

GenerateDataKey

Cuando habilita una clave gestionada por el AWS KMS cliente para el recurso de flujo de trabajo
correspondiente,AWS Entity Resolution envia una GenerateDataKey solicitud a través de
Amazon Simple Storage Service (Amazon S3)AWS KMS en la que se especifica AWS KMS la clave
gestionada por el cliente para el recurso.

El siguiente evento de ejemplo registra la operacion GenerateDataKey.

"eventVersion": "1.08",
"userIdentity": {
"type": "AWSService",
"invokedBy": "s3.amazonaws.com"
I
"eventTime": "2021-04-22T17:07:02Z2",
"eventSource": "kms.amazonaws.com",
"eventName": "GenerateDataKey",
"awsRegion": "us-west-2",
"sourceIPAddress": "172.12.34.56",
"userAgent": "ExampleDesktop/1.0 (V1; 0S)",
"requestParameters": {
"keySpec": "AES_256",
"keyId": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE"
},
"responseElements": null,
"requestID": "ff000af-00eb-00ce-0e00-ea@00fb0fba®@SAMPLE",
"eventID": "ff000af-00eb-00ce-0e00-ea000fbOdfba@SAMPLE",
"readOnly": true,
"resources": [
{
"accountId": "111122223333",
"type'": "AWS::KMS::Key",
"ARN": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE"
}
1,
"eventType": "AwsApiCall",
"managementEvent": true,
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"eventCategory": "Management",
"recipientAccountId": "111122223333",
"sharedEventID": "57f5dbee-16da-413e-979f-2c4c6663475e"

Decrypt

Cuando habilita una clave gestionada por el AWS KMS cliente para el recurso de flujo de trabajo
correspondiente, AWS Entity Resolution envia una Decrypt solicitud a través de Amazon Simple
Storage Service (Amazon S3)AWS KMS en la que se especifica AWS KMS la clave gestionada por el
cliente para el recurso.

El siguiente evento de ejemplo registra la operacion Decrypt.

"eventVersion": "1.08",
"userIdentity": {
"type": "AWSService",
"invokedBy": "s3.amazonaws.com"
I
"eventTime": "2021-04-22T17:10:517",
"eventSource": "kms.amazonaws.com",
"eventName": "Decrypt",
"awsRegion": "us-west-2",
"sourceIPAddress": "172.12.34.56",
"userAgent": "ExampleDesktop/1.0 (V1; 0S)",
"requestParameters": {
"keyId": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE",
"encryptionAlgorithm": "SYMMETRIC_DEFAULT"
},
"responseElements": null,
"requestID": "ff000af-00eb-00ce-0e00-ea@00fb0fba®@SAMPLE",
"eventID": "ff000af-00eb-00ce-0e00-ea000fbOdfba@SAMPLE",
"readOnly": true,
"resources": [

{
"accountId": "111122223333",
"type'": "AWS::KMS::Key",
"ARN": "arn:aws:kms:us-
west-2:111122223333:key/1234abcd-12ab-34cd-56ef-123456SAMPLE"
}

]I
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"eventType": "AwsApiCall",

"managementEvent": true,

"eventCategory": "Management",

"recipientAccountId": "111122223333",

"sharedEventID": "dc129381-1d94-49bd-b522-f56a3482d088"

Consideraciones

AWS Entity Resolution no admite la actualizacién de un flujo de trabajo coincidente con una nueva
clave de KMS administrada por el cliente. En esos casos, puede crear un nuevo flujo de trabajo con
la clave de KMS administrada por el cliente.

Mas informacion
Los siguientes recursos proporcionan mas informacion sobre cifrado de datos en reposo.

Para obtener mas informacién sobre los conceptos basicos de AWS Key Management Service,
consulte la Guia para AWS Key Management Service desarrolladores.

Para obtener mas informacién sobre las practicas recomendadas de seguridad de AWS Key
Management Service, consulte la Guia para AWS Key Management Service desarrolladores.

Acceda AWS Entity Resolution mediante un punto final de interfaz (AWS
PrivateLink)

Puede usarlo AWS PrivateLink para crear una conexion privada entre su VPC y.AWS Entity
Resolution Puede acceder AWS Entity Resolution como si estuviera en su VPC, sin el uso de

una puerta de enlace a Internet, un dispositivo NAT, una conexion VPN o Direct Connect una
conexioén. Las instancias de la VPC no necesitan direcciones IP publicas para acceder a AWS Entity
Resolution.

Esta conexion privada se establece mediante la creacion de un punto de conexion de interfaz
alimentado por AWS PrivateLink. Creamos una interfaz de red de punto de conexién en cada subred
habilitada para el punto de conexion de interfaz. Se trata de interfaces de red administradas por el
solicitante que sirven como punto de entrada para el trafico destinado a AWS Entity Resolution.

Para obtener mas informacion, consulte Acceso Servicios de AWS directo AWS PrivateLink en la
AWS PrivateLink Guia.
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Consideraciones sobre AWS Entity Resolution

Antes de configurar un punto final de interfaz para AWS Entity Resolution, consulte las
consideraciones de la AWS PrivateLink guia.

AWS Entity Resolution permite realizar lamadas a todas sus acciones de API a través del punto final
de la interfaz.

Se admiten las politicas de puntos finales de VPC.AWS Entity Resolution De forma predeterminada,
se concede acceso completo a AWS Entity Resolution a través del punto de conexion de interfaz.
Como alternativa, puede asociar un grupo de seguridad a las interfaces de red del punto de conexion
para controlar el trafico a AWS Entity Resolution a través del punto de conexion de interfaz.

Cree un punto final de interfaz para AWS Entity Resolution

Puede crear un punto final de interfaz para AWS Entity Resolution usar la consola de Amazon VPC
o AWS Command Line Interface()AWS CLI. Para obtener mas informacién, consulte Creacion de un
punto de conexion de interfaz en la Guia de AWS PrivateLink.

Cree un punto final de interfaz para AWS Entity Resolution usar el siguiente nombre de servicio:

com.amazonaws.region.entityresolution

AWS Entity Resolution también es compatible con un terminal compatible con la FIPS (Federal
Information Processing Standard). Para usar el punto final FIPS, use el siguiente nombre de servicio:

com.amazonaws.region.entityresolution-fips

Si habilita DNS privado para el punto de conexién de interfaz, puede realizar solicitudes a la API
para AWS Entity Resolution usando su nombre de DNS predeterminado para la regién. Por ejemplo,
entityresolution.us-east-1.amazonaws.com.

Creacién de una politica de puntos de conexidon para el punto de conexion de interfaz

Una politica de punto de conexién es un recurso de IAM que puede adjuntar al punto de conexién de
su interfaz. La politica de punto final predeterminada permite el acceso total a AWS Entity Resolution
través del punto final de la interfaz. Para controlar el acceso permitido AWS Entity Resolution desde
su VPC, adjunte una politica de punto final personalizada al punto final de la interfaz.
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Una politica de punto de conexién especifica la siguiente informacion:

 Las entidades principales que pueden llevar a cabo acciones (Cuentas de AWS, usuarios de IAM y
roles de IAM).

» Las acciones que se pueden realizar.

» Elrecurso en el que se pueden realizar las acciones.

Para obtener mas informacién, consulte Control del acceso a los servicios con politicas de punto de
conexion en la Guia del usuario de AWS PrivateLink.

Ejemplo: politica de puntos finales de VPC para acciones AWS Entity Resolution

El siguiente es un ejemplo de una politica de un punto de conexion personalizado. Al adjuntar
esta politica al punto final de la interfaz, se concede acceso a las AWS Entity Resolution acciones
enumeradas a todos los principales de todos los recursos.

"Statement": [
{

"Principal": "*",

"Effect": "Allow",

"Action": [
"entityresolution:CreateMatchingWorkflow",
"entityresolution:StartMatchingJob",
"entityresolution:GetMatchingJob"

1,

"Resource":"*"

Gestion de identidad y acceso para AWS Entity Resolution

AWS ldentity and Access Management (IAM) es una herramienta Servicio de AWS que ayuda al
administrador a controlar de forma segura el acceso a los AWS recursos. Los administradores de
IAM controlan quién puede autenticarse (iniciar sesion) y quién puede autorizarse (tener permisos)
para usar los recursos. AWS Entity Resolution La IAM es una Servicio de AWS opcidn que puede
utilizar sin coste adicional.
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® Note

AWS Entity Resolution admite politicas de cuentas cruzadas. Para obtener mas informacion,
consulte Acceso a recursos entre cuentas en IAM en la Guia del usuario de IAM.

Temas
* Publico

» Autenticacion con identidades

* Administracion de acceso mediante politicas

+ ;Cémo AWS Entity Resolution funciona con IAM

* Ejemplos de politicas basadas en identidades de AWS Entity Resolution

* AWS politicas gestionadas para AWS Entity Resolution

* Solucién de problemas de AWS Entity Resolution identidad y acceso

Publico

La forma de usar AWS Identity and Access Management (IAM) varia segun la funcion que
desempenes:

» Usuario del servicio: solicite permisos al administrador si no puede acceder a las caracteristicas
(consulte Solucion de problemas de AWS Entity Resolution identidad y acceso)

* Administrador del servicio: determine el acceso de los usuarios y envie las solicitudes de permiso
(consulte ; Como AWS Entity Resolution funciona con |IAM)

» Administrador de IAM: escriba politicas para administrar el acceso (consulte Ejemplos de politicas
basadas en identidades de AWS Entity Resolution)

Autenticacion con identidades

La autenticacion es la forma en que inicias sesion AWS con tus credenciales de identidad. Debe
autenticarse como usuario de Usuario raiz de la cuenta de AWS IAM o asumir una funcion de IAM.

Puede iniciar sesion como una identidad federada con las credenciales de una fuente de identidad,
como AWS IAM Identity Center (IAM Identity Center), la autenticacion de inicio de sesion unico o las
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credenciales. Google/Facebook Para obtener mas informacion sobre el inicio de sesidn, consulte
Como iniciar sesion en la Cuenta de AWS en la Guia del usuario de AWS Sign-In .

Para el acceso programatico, AWS proporciona un SDK y una CLI para firmar criptograficamente las
solicitudes. Para obtener mas informacion, consulte AWS Signature Version 4 para solicitudes de API
en la Guia del usuario de IAM.

Cuenta de AWS usuario root

Al crear un Cuenta de AWS, se comienza con una identidad de inicio de sesién denominada
usuario Cuenta de AWS raiz que tiene acceso completo a todos Servicios de AWS los recursos.
Recomendamos encarecidamente que no utilice el usuario raiz para las tareas diarias. Para ver las
tareas que requieren credenciales de usuario raiz, consulte Tareas que requieren credenciales de
usuario raiz en la Guia del usuario de IAM.

Identidad federada

Como practica recomendada, exija a los usuarios humanos que utilicen la federacién con un
proveedor de identidades para acceder Servicios de AWS mediante credenciales temporales.

Una identidad federada es un usuario del directorio empresarial, del proveedor de identidades web
o al Directory Service que se accede Servicios de AWS mediante credenciales de una fuente de
identidad. Las identidades federadas asumen roles que proporcionan credenciales temporales.

Para una administracion de acceso centralizada, le recomendamos AWS IAM Identity Center. Para
obtener mas informacion, consulte ;Qué es el Centro de identidades de IAM? en la Guia del usuario
de AWS IAM Identity Center .

Usuarios y grupos de IAM

Un usuario de IAM es una identidad con permisos especificos para una sola persona o aplicacion.

Recomendamos el uso de credenciales temporales en lugar de usuarios de IAM con credenciales
a largo plazo. Para obtener mas informacién, consulte Exigir a los usuarios humanos que utilicen la

federacion con un proveedor de identidad para acceder AWS mediante credenciales temporales en
la Guia del usuario de IAM.

Un grupo de IAM especifica un conjunto de usuarios de IAM y facilita la administracion de los
permisos para grupos grandes de usuarios. Para obtener mas informacion, consulte Casos de uso
para usuarios de IAM en la Guia del usuario de IAM.
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Roles de |IAM

Un rol de IAM es una identidad con permisos especificos que proporciona credenciales temporales.
Puede asumir un rol cambiando de un rol de usuario a uno de IAM (consola) o llamando a una AWS
CLI operacion de AWS API. Para obtener mas informacién, consulte Métodos para asumir un rol en
la Guia del usuario de IAM.

Las funciones de IAM son utiles para el acceso de usuarios federados, los permisos de usuario
de IAM temporales, el acceso entre cuentas, el acceso entre servicios y las aplicaciones que se
ejecutan en Amazon. EC2 Para obtener mas informacion, consulte Acceso a recursos entre cuentas

en IAM en la Guia del usuario de IAM.

Administracién de acceso mediante politicas

El acceso se controla creando politicas y AWS adjuntandolas a identidades o recursos. AWS Una
politica define los permisos cuando estan asociados a una identidad o un recurso. AWS evalua estas
politicas cuando un director hace una solicitud. La mayoria de las politicas se almacenan AWS como
documentos JSON. Para obtener mas informacién sobre los documentos de politica JSON, consulte
Informacion general de politicas JSON en la Guia del usuario de IAM.

Mediante politicas, los administradores especifican quién tiene acceso a qué definiendo qué entidad
principal puede realizar acciones sobre qué recursos y en qué condiciones.

De forma predeterminada, los usuarios y los roles no tienen permisos. Un administrador de IAM crea
politicas de IAM y las agrega a los roles, que luego los usuarios pueden asumir. Las politicas de IAM
definen permisos independientemente del método utilizado para realizar la operacion.

Politicas basadas en identidades

Las politicas basadas en identidad son documentos JSON de politicas de permisos que asocia

a una identidad (usuario, grupo o rol). Estas politicas controlan qué acciones pueden realizar las
identidades, en qué recursos y en qué condiciones. Para obtener mas informacién sobre cémo crear
una politica basada en identidad, consulte Creacion de politicas de IAM en la Guia del usuario de
IAM.

Las politicas basadas en la identidad pueden ser politicas integradas (incrustadas directamente

en una sola identidad) o politicas administradas (politicas independientes asociadas a varias
identidades). Para obtener informacion sobre cdmo elegir entre politicas administradas e insertadas,
consulte Elegir entre politicas administradas y politicas insertadas en la Guia del usuario de IAM.

Administraciéon de acceso mediante politicas 209


https://docs.aws.amazon.com/IAM/latest/UserGuide/id_roles.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_roles_use_switch-role-console.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_roles_manage-assume.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies-cross-account-resource-access.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies-cross-account-resource-access.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies.html#access_policies-json
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies_create.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies-choosing-managed-or-inline.html

AWS Entity Resolution Guia del usuario de

Politicas basadas en recursos

Las politicas basadas en recursos son documentos de politicas JSON que se asocian a un recurso.
Los ejemplos incluyen las politicas de confianza de roles de IAM vy las politicas de bucket de Amazon
S3. En los servicios que admiten politicas basadas en recursos, los administradores de servicios
pueden utilizarlos para controlar el acceso a un recurso especifico. Debe especificar una entidad

principal en una politica en funcion de recursos.

Las politicas basadas en recursos son politicas insertadas que se encuentran en ese servicio. No
puedes usar politicas AWS gestionadas de IAM en una politica basada en recursos.

Otros tipos de politicas

AWS admite tipos de politicas adicionales que pueden establecer los permisos maximos que
conceden los tipos de politicas mas comunes:

» Limites de permisos: establecen los permisos maximos que una politica basada en la identidad
puede conceder a una entidad de IAM. Para obtener mas informacién, consulte Limites de
permisos para las entidades de IAM en la Guia del usuario de IAM.

 Politicas de control de servicios (SCPs): especifican los permisos maximos para una organizacion
o unidad organizativa en AWS Organizations. Para obtener mas informacion, consulte Politicas de
control de servicios en la Guia del usuario de AWS Organizations .

* Politicas de control de recursos (RCPs): establece los permisos maximos disponibles para los
recursos de tus cuentas. Para obtener mas informacioén, consulte Politicas de control de recursos
(RCPs) en la Guia del AWS Organizations usuario.

 Politicas de sesidn: politicas avanzadas que se pasan como parametro cuando se crea una sesion
temporal para un rol o un usuario federado. Para mas informacion, consulte Politicas de sesion en
la Guia del usuario de IAM.

Varios tipos de politicas

Cuando se aplican varios tipos de politicas a una solicitud, los permisos resultantes son mas
complicados de entender. Para saber como se AWS determina si se debe permitir una solicitud
cuando se trata de varios tipos de politicas, consulte la l6gica de evaluacion de politicas en la Guia

del usuario de IAM.
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¢, Como AWS Entity Resolution funciona con IAM

Antes de utilizar IAM para gestionar el acceso AWS Entity Resolution, inférmese sobre las funciones
de IAM disponibles para su uso. AWS Entity Resolution

Funciones de IAM que puede utilizar con AWS Entity Resolution

Caracteristica de IAM AWS Entity Resolution soporte
Politicas basadas en identidades Si
Politicas basadas en recursos Si
Acciones de politicas Si
Recursos de politicas Si
Claves de condicion de politica Si
ACLs No
ABAC (etiquetas en politicas) Parcial
Credenciales temporales Si
Sesiones de acceso directo (FAS) Si
Roles de servicio Si
Roles vinculados al servicio No

Para obtener una visién general de como AWS Entity Resolution funcionan otros AWS servicios con
la mayoria de las funciones de IAM, consulte AWS los servicios que funcionan con IAM en la Guia
del usuario de IAM.

Politicas basadas en la identidad para AWS Entity Resolution

Compatibilidad con las politicas basadas en identidad: si
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Las politicas basadas en identidad son documentos de politicas de permisos JSON que puede
asociar a una identidad, como un usuario de IAM, un grupo de usuarios o un rol. Estas politicas
controlan qué acciones pueden realizar los usuarios y los roles, en qué recursos y en qué
condiciones. Para obtener mas informacién sobre cémo crear una politica basada en identidad,
consulte Creacion de politicas de IAM en la Guia del usuario de IAM.

Con las politicas basadas en identidades de IAM, puede especificar las acciones y los recursos
permitidos o denegados, asi como las condiciones en las que se permiten o deniegan las acciones.
Para obtener mas informacion sobre los elementos que puede utilizar en una politica de JSON,
consulte Referencia de los elementos de las politicas de JSON de IAM en la Guia del usuario de
IAM.

Ejemplos de politicas basadas en la identidad para AWS Entity Resolution

Para ver ejemplos de politicas AWS Entity Resolution basadas en la identidad, consulte. Ejemplos de
politicas basadas en identidades de AWS Entity Resolution

Politicas basadas en recursos incluidas AWS Entity Resolution
Compatibilidad con las politicas basadas en recursos: si

Las politicas basadas en recursos son documentos de politica JSON que se asocian a un recurso.
Los ejemplos de politicas basadas en recursos son las politicas de confianza de roles de IAM y las
politicas de bucket de Amazon S3. En los servicios que admiten politicas basadas en recursos, los
administradores de servicios pueden utilizarlos para controlar el acceso a un recurso especifico.
Para el recurso al que se asocia la politica, la politica define qué acciones puede realizar una entidad
principal especificada en ese recurso y en qué condiciones. Debe especificar una entidad principal
en una politica en funcién de recursos. Los principales pueden incluir cuentas, usuarios, roles,
usuarios federados o. Servicios de AWS

Para habilitar el acceso entre cuentas, puede especificar toda una cuenta o entidades de IAM de
otra cuenta como la entidad principal de una politica en funcion de recursos. Para obtener mas
informacion, consulte Acceso a recursos entre cuentas en IAM en la Guia del usuario de IAM.

Acciones politicas para AWS Entity Resolution
Compatibilidad con las acciones de politicas: si

Los administradores pueden usar las politicas de AWS JSON para especificar quién tiene acceso a
qué. Es decir, qué entidad principal puede realizar acciones en qué recursos y en qué condiciones.
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El elemento Action de una politica JSON describe las acciones que puede utilizar para conceder
o denegar el acceso en una politica. Incluya acciones en una politica para conceder permisos y asi
llevar a cabo la operacion asociada.

Para ver una lista de AWS Entity Resolution acciones, consulte las acciones definidas por AWS

Entity Resolution en la referencia de autorizacién del servicio.

Las acciones politicas AWS Entity Resolution utilizan el siguiente prefijo antes de la accion:

entityresolution

Para especificar varias acciones en una unica instruccién, separelas con comas.

"Action": [
"entityresolution:actionl",
"entityresolution:action2"

]

Para ver ejemplos de politicas AWS Entity Resolution basadas en la identidad, consulte. Ejemplos de
politicas basadas en identidades de AWS Entity Resolution

Recursos de politicas para AWS Entity Resolution
Compatibilidad con los recursos de politicas: si

Los administradores pueden usar las politicas de AWS JSON para especificar quién tiene acceso a
qué. Es decir, qué entidad principal puede realizar acciones en qué recursos y en qué condiciones.

El elemento Resource de la politica JSON especifica el objeto u objetos a los que se aplica la
accion. Como practica recomendada, especifique un recurso utilizando el Nombre de recurso de
Amazon (ARN). Para las acciones que no admiten permisos por recurso, utilice un caracter comodin
(*) para indicar que la instruccion se aplica a todos los recursos.

"Resource": "*"

Para ver una lista de los tipos de AWS Entity Resolution recursos y sus tipos ARNs, consulte los
recursos definidos por AWS Entity Resolution en la Referencia de autorizacion del servicio. Para

obtener informacion sobre las acciones con las que puede especificar el ARN de cada recurso,
consulte Acciones definidas por AWS Entity Resolution.
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Para ver ejemplos de politicas AWS Entity Resolution basadas en la identidad, consulte. Ejemplos de
politicas basadas en identidades de AWS Entity Resolution

Claves de condicion de la politica para AWS Entity Resolution
Compatibilidad con claves de condicion de politicas especificas del servicio: si

Los administradores pueden usar las politicas de AWS JSON para especificar quién tiene acceso a
qué. Es decir, qué entidad principal puede realizar acciones en qué recursos y en qué condiciones.

El elemento Condition especifica cuando se ejecutan las instrucciones en funcion de criterios
definidos. Puedes crear expresiones condicionales que utilizan operadores de condicion, tales como

igual o menor que, para que la condicion de la politica coincida con los valores de la solicitud. Para
ver todas las claves de condicion AWS globales, consulte las claves de contexto de condicion AWS
globales en la Guia del usuario de IAM.

Para ver una lista de claves de AWS Entity Resolution condicion, consulte las claves de condicion
AWS Entity Resolution en la Referencia de autorizacion de servicio. Para saber con qué acciones

y recursos puede utilizar una clave de condicion, consulte Acciones definidas por AWS Entity

Resolution.

Para ver ejemplos de politicas AWS Entity Resolution basadas en la identidad, consulte. Ejemplos de
politicas basadas en identidades de AWS Entity Resolution

ACLs in AWS Entity Resolution
Soporta ACLs: No

Las listas de control de acceso (ACLs) controlan qué directores (miembros de la cuenta, usuarios
o roles) tienen permisos para acceder a un recurso. ACLs son similares a las politicas basadas en
recursos, aunque no utilizan el formato de documento de politicas JSON.

ABAC con AWS Entity Resolution

Compatibilidad con ABAC (etiquetas en las politicas): parcial

El control de acceso basado en atributos (ABAC) es una estrategia de autorizacion que define
permisos en funcion de atributos denominados etiquetas. Puede adjuntar etiquetas a las entidades y
AWS los recursos de IAM y, a continuacion, disefar politicas de ABAC para permitir las operaciones
cuando la etiqueta del principal coincida con la etiqueta del recurso.
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Para controlar el acceso en funcién de etiquetas, debe proporcionar informacién de las
etiquetas en el elemento de condicion de una politica utilizando las claves de condicion

aws :ResourceTag/key-name, aws :RequestTag/key-name o aws: TagKeys.

Si un servicio admite las tres claves de condicion para cada tipo de recurso, el valor es Si para el
servicio. Si un servicio admite las tres claves de condicion solo para algunos tipos de recursos, el
valor es Parcial.

Para obtener mas informacién sobre ABAC, consulte Definicion de permisos con la autorizacion

de ABAC en la Guia del usuario de IAM. Para ver un tutorial con los pasos para configurar ABAC,
consulte Uso del control de acceso basado en atributos (ABAC) en la Guia del usuario de IAM.

Utilizar credenciales temporales con AWS Entity Resolution
Compatibilidad con credenciales temporales: si

Las credenciales temporales proporcionan acceso a AWS los recursos a corto plazo y se crean
automaticamente al utilizar la federacion o al cambiar de funcién. AWS recomienda generar
credenciales temporales de forma dinamica en lugar de utilizar claves de acceso a largo plazo. Para
obtener mas informacion, consulte Credenciales de seguridad temporales en IAM y Servicios de
AWS que funcionan con IAM en la Guia del usuario de IAM.

Sesiones de acceso directo para AWS Entity Resolution
Admite sesiones de acceso directo (FAS): si

Las sesiones de acceso directo (FAS) utilizan los permisos de la persona principal que llama
Servicio de AWS, junto con la solicitud, Servicio de AWS para realizar solicitudes a los servicios
descendentes. Para obtener informacion detallada sobre las politicas a la hora de realizar solicitudes
de FAS, consulte Forward access sessions.

Roles de servicio para AWS Entity Resolution
Compatibilidad con roles de servicio: si

Un rol de servicio es un rol de IAM que asume un servicio para realizar acciones en su nombre. Un
administrador de IAM puede crear, modificar y eliminar un rol de servicio desde IAM. Para obtener
mas informacion, consulte Creacion de un rol para delegar permisos a un Servicio de AWS en la
Guia del usuario de IAM.
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/A Warning

Cambiar los permisos de una funcion de servicio podria afectar a la AWS Entity Resolution
funcionalidad. Edite las funciones de servicio solo cuando se AWS Entity Resolution
proporcionen instrucciones para hacerlo.

Funciones vinculadas al servicio para AWS Entity Resolution
Compatibilidad con roles vinculados al servicio: no

Un rol vinculado a un servicio es un tipo de rol de servicio que esta vinculado a un. Servicio de AWS
El servicio puede asumir el rol para realizar una accion en su nombre. Los roles vinculados al servicio
aparecen en usted Cuenta de AWS y son propiedad del servicio. Un administrador de IAM puedes
ver, pero no editar, los permisos de los roles vinculados a servicios.

Para mas informacion sobre como crear o administrar roles vinculados a servicios, consulta Servicios
de AWS que funcionan con IAM. Busque un servicio en la tabla que incluya Yes en la columna Rol

vinculado a un servicio. Seleccione el vinculo Si para ver la documentacion acerca del rol vinculado a
servicios para ese servicio.

Ejemplos de politicas basadas en identidades de AWS Entity Resolution

De forma predeterminada, los usuarios y roles no tienen permiso para crear, ver ni modificar recursos
de AWS Entity Resolution . Un administrador de IAM puede crear politicas de IAM para conceder
permisos a los usuarios para realizar acciones en los recursos que necesitan.

Para obtener informacion acerca de cédmo crear una politica basada en identidades de IAM mediante
el uso de estos documentos de politicas JSON de ejemplo, consulte Creacion de politicas de IAM
(consola) en la Guia del usuario de IAM.

Para obtener mas informacién sobre las acciones y los tipos de recursos definidos AWS Entity
Resolution, incluido el formato de cada uno de los tipos de recursos, consulte las claves de
condicion, recursos y acciones de la Referencia AWS Entity Resolution de autorizacion del servicio.
ARNs

Temas

» Practicas recomendadas sobre las politicas
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» Mediante la consola de AWS Entity Resolution

« COomo permitir a los usuarios consultar sus propios permisos

Practicas recomendadas sobre las politicas

Las politicas basadas en la identidad determinan si alguien puede crear AWS Entity Resolution
recursos de tu cuenta, acceder a ellos o eliminarlos. Estas acciones pueden generar costos
adicionales para su Cuenta de AWS. Siga estas directrices y recomendaciones al crear o editar
politicas basadas en identidades:

« Comience con las politicas AWS administradas y avance hacia los permisos con privilegios
minimos: para empezar a conceder permisos a sus usuarios y cargas de trabajo, utilice las
politicas AWS administradas que otorgan permisos para muchos casos de uso comunes. Estan
disponibles en su. Cuenta de AWS Le recomendamos que reduzca aun mas los permisos
definiendo politicas administradas por el AWS cliente que sean especificas para sus casos de uso.
Con el fin de obtener mas informacion, consulte las politicas administradas por AWS o las politicas
administradas por AWS para funciones de tarea en la Guia de usuario de IAM.

» Aplique permisos de privilegio minimo: cuando establezca permisos con politicas de IAM, conceda
solo los permisos necesarios para realizar una tarea. Para ello, debe definir las acciones que se
pueden llevar a cabo en determinados recursos en condiciones especificas, también conocidos
como permisos de privilegios minimos. Con el fin de obtener mas informacion sobre el uso de IAM
para aplicar permisos, consulte Politicas y permisos en IAM en la Guia del usuario de IAM.

« Utilice condiciones en las politicas de IAM para restringir aun mas el acceso: puede agregar
una condicion a sus politicas para limitar el acceso a las acciones y los recursos. Por ejemplo,
puede escribir una condicion de politicas para especificar que todas las solicitudes deben
enviarse utilizando SSL. También puedes usar condiciones para conceder el acceso a las
acciones del servicio si se utilizan a través de una accion especifica Servicio de AWS, por ejemplo
CloudFormation. Para obtener mas informacion, consulte Elementos de la politica de JSON de
IAM: Condicion en la Guia del usuario de IAM.

+ Utiliza el analizador de acceso de IAM para validar las politicas de IAM con el fin de garantizar
la seguridad y funcionalidad de los permisos: el analizador de acceso de IAM valida politicas
nuevas y existentes para que respeten el lenguaje (JSON) de las politicas de IAM y las practicas
recomendadas de IAM. El analizador de acceso de IAM proporciona mas de 100 verificaciones de
politicas y recomendaciones procesables para ayudar a crear politicas seguras y funcionales. Para
mas informacion, consulte Validacion de politicas con el Analizador de acceso de |IAM en la Guia

del usuario de IAM.

Ejemplos de politicas basadas en identidades 217


https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies_managed-vs-inline.html#aws-managed-policies
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies_job-functions.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies_job-functions.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/reference_policies_elements_condition.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/reference_policies_elements_condition.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/access-analyzer-policy-validation.html

AWS Entity Resolution Guia del usuario de

» Requerir autenticacion multifactor (MFA): si tiene un escenario que requiere usuarios de IAM o
un usuario raiz en Cuenta de AWS su cuenta, active la MFA para mayor seguridad. Para exigir la
MFA cuando se invoquen las operaciones de la API, afnada condiciones de MFA a sus politicas.
Para mas informacién, consulte Acceso seguro a la API con MFA en la Guia del usuario de IAM.

Para obtener mas informacién sobre las practicas recomendadas de IAM, consulte Practicas
recomendadas de seguridad en IAM en la Guia del usuario de IAM.

Mediante la consola de AWS Entity Resolution

Para acceder a la AWS Entity Resolution consola, debe tener un conjunto minimo de permisos. Estos
permisos deben permitirle enumerar y ver detalles sobre los AWS Entity Resolution recursos de su
cuenta Cuenta de AWS. Si crea una politica basada en identidades que sea mas restrictiva que el
minimo de permisos necesarios, la consola no funcionara del modo esperado para las entidades
(usuarios o roles) que tengan esa politica.

No es necesario que concedas permisos minimos de consola a los usuarios que solo realicen
llamadas a la APl AWS CLI o ala AWS API. En su lugar, permite el acceso unicamente a las
acciones que coincidan con la operacion de API que intentan realizar.

Para garantizar que los usuarios y los roles puedan seguir utilizando la AWS Entity Resolution
consola, asocie también la AWS Entity Resolution ConsoleAccess politica ReadOnly AWS
gestionada a las entidades. Para obtener mas informacién, consulte Adicion de permisos a un

usuario en la Guia del usuario de |IAM:
Como permitir a los usuarios consultar sus propios permisos

En este ejemplo, se muestra como podria crear una politica que permita a los usuarios de IAM ver
las politicas administradas e insertadas que se asocian a la identidad de sus usuarios. Esta politica
incluye permisos para completar esta accion en la consola o mediante programacion mediante la API
AWS CLI o AWS .

"Version": "2012-10-17",
"Statement": [
{
"Sid": "ViewOwnUserInfo",
"Effect": "Allow",
"Action": [
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iam:GetUserPolicy",
iam:ListGroupsForUser",
jam:ListAttachedUserPolicies",
iam:ListUserPolicies",
iam:GetUser"

1,
"Resource": ["arn:aws:iam::*:user/${aws:usernamel}"]
.
{
"Sid": "NavigateInConsole",
"Effect": "Allow",
"Action": [
"iam:GetGroupPolicy",
"iam:GetPolicyVersion",
"iam:GetPolicy",
"iam:ListAttachedGroupPolicies",
"iam:ListGroupPolicies",
"iam:ListPolicyVersions",
"iam:ListPolicies",
"iam:ListUsers"
1,
"Resource": "*"
}

AWS politicas gestionadas para AWS Entity Resolution

Una politica AWS administrada es una politica independiente creada y administrada por AWS.AWS
Las politicas administradas estan disefiadas para proporcionar permisos para muchos casos de uso
comunes, de modo que pueda empezar a asignar permisos a usuarios, grupos y funciones.

Ten en cuenta que es posible que las politicas AWS administradas no otorguen permisos con
privilegios minimos para tus casos de uso especificos, ya que estan disponibles para que los usen
todos los AWS clientes. Se recomienda definir politicas administradas por el cliente especificas para

sus casos de uso a fin de reducir aun mas los permisos.

No puedes cambiar los permisos definidos en AWS las politicas administradas. Si AWS actualiza los
permisos definidos en una politica AWS administrada, la actualizacién afecta a todas las identidades
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principales (usuarios, grupos y roles) a las que esta asociada la politica.AWS es mas probable que
actualice una politica AWS administrada cuando Servicio de AWS se lance una nueva o cuando
estén disponibles nuevas operaciones de API para los servicios existentes.

Para obtener mas informacién, consulte Politicas administradas por AWS en la Guia del usuario de
IAM.

AWS politica gestionada: AWSEntity ResolutionConsoleFullAccess
Puede asociar la politica AWSEntityResolutionConsoleFullAccess a las identidades de IAM.
Esta politica otorga acceso total a los AWS Entity Resolution puntos finales y los recursos.

Esta politica también permite cierto acceso de lectura a temas relacionados Servicios de AWS
como S3 AWS Glue, Tagging o Amazon AWS KMS EventBridge, y AWS Data Exchange para

que la consola pueda mostrar las opciones y utilizar las seleccionadas para realizar acciones de
resolucidon de entidades. Ademas, esta politica otorga acceso a los perfiles de clientes de Amazon
Connect APIs para permitir la integracidn y el procesamiento automatizado de los resultados de las
coincidencias. Algunos recursos estan restringidos para incluir el nombre entityresolution del
servicio.

Como AWS Entity Resolution se basa en un rol transferido para realizar acciones en AWS los
recursos relacionados, esta politica también otorga los permisos para seleccionar y transferir el rol
deseado.

Detalles de los permisos
Esta politica incluye los siguientes permisos.

* EntityResolutionAccess— Permite a los directores el acceso total a los AWS Entity
Resolution puntos finales y los recursos.

* GlueSourcesConsoleDisplay— Otorga el acceso a AWS Glue las tablas de listas como
opciones de fuentes de datos e importa el esquema de tablas de una fuente de datos para la
experiencia del usuario.

* S3BucketsConsoleDisplay— Otorga el acceso para enumerar todos los cubos de S3 como
opciones de fuente de datos.

* S3SourcesConsoleDisplay— Otorga el acceso para mostrar los cubos de S3 como opciones
de fuente de datos.

* TaggingConsoleDisplay— Otorga el acceso para leer las claves y valores del etiquetado.
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+ KMSConsoleDisplay— Otorga el acceso para describir las claves y enumerar los alias AWS Key
Management Service para descifrar y cifrar las fuentes de datos.

* ListRolesToPickForPassing— Otorga el acceso a una lista de todos los roles para que el
usuario pueda elegir el rol que desea transferir.

* PassRoleToEntityResolutionService— Otorga el acceso para transferir un rol reducido al
AWS Entity Resolution servicio.

* ManageEventBridgeRules— Otorga el acceso para crear, actualizar y eliminar la EventBridge
regla de Amazon para recibir notificaciones de S3.

+ ADXReadAccess— Otorga el acceso AWS Data Exchange para verificar si el cliente tiene un
derecho o una suscripcion.

* CustomerProfilesIntegrationAccess— Concede acceso a los perfiles de clientes de
Amazon Connect y Amazon Connect APIs para permitir la integracion entre los perfiles de clientes
de Amazon Connect AWS Entity Resolution y procesar automaticamente los resultados de las
coincidencias.

Para ver los permisos de esta politica, consulte AWSEntityResolutionConsoleFullAccess en la

Referencia de la politica administrada de AWS.

AWS politica gestionada: AWSEntity ResolutionConsoleReadOnlyAccess

Puede adjuntar AWSEntityResolutionConsoleReadOnlyAccess a sus entidades de IAM.

Esta politica otorga acceso de solo lectura a los AWS Entity Resolution puntos finales y los recursos.
Detalles de los permisos

Esta politica incluye los siguientes permisos.

* EntityResolutionRead— Permite a los directores el acceso de solo lectura a los puntos finales

y los recursos.AWS Entity Resolution

Para ver los permisos de esta politica, consulte AWSEntityResolutionConsoleReadOnlyAccess en la
Referencia de la politica administrada de AWS.

AWS Entity Resolution actualizaciones de las politicas gestionadas AWS

Consulte los detalles sobre las actualizaciones de las politicas AWS administradas AWS Entity
Resolution desde que este servicio comenzo a realizar el seguimiento de estos cambios. Para recibir
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alertas automaticas sobre los cambios en esta pagina, suscribase a la fuente RSS de la pagina del
historial del AWS Entity Resolution documento.
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Solucién de problemas de AWS Entity Resolution identidad y acceso

Utilice la siguiente informacion como ayuda para diagnosticar y solucionar los problemas mas
comunes que pueden surgir al trabajar con un AWS Entity Resolution IAM.

Temas

» No estoy autorizado a realizar ninguna accion en AWS Entity Resolution

* No estoy autorizado a realizar lo siguiente: PassRole
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» Quiero permitir que personas ajenas a mi accedan Cuenta de AWS a mis AWS Entity Resolution
recursos

No estoy autorizado a realizar ninguna accion en AWS Entity Resolution

Si Consola de administracion de AWS le indica que no esta autorizado a realizar una accion, debe
ponerse en contacto con su administrador para obtener ayuda. El administrador es la persona que le
facilité el nombre de usuario y la contrasena.

En el siguiente ejemplo, el error se produce cuando el usuario de IAM mateojackson intenta utilizar
la consola para consultar los detalles acerca de un recurso ficticio my-example-widget, pero no
tiene los permisos ficticios entityresolution:GetWidget.

User: arn:aws:iam::123456789012:user/mateojackson is not authorized to perform:
entityresolution:GetWidget on resource: my-example-widget

En este caso, Mateo pide a su administrador que actualice sus politicas de forma que pueda obtener
acceso al recurso my-example-widget mediante la accién entityresolution:GetlWidget.

No estoy autorizado a realizar lo siguiente: PassRole

Si recibe un error que indica que no tiene autorizacién para realizar la accion iam:PassRole, las
politicas deben actualizarse a fin de permitirle pasar un rol a AWS Entity Resolution.

Algunas Servicios de AWS permiten transferir una funcion existente a ese servicio en lugar de crear
una nueva funcion de servicio o una funcién vinculada a un servicio. Para ello, debe tener permisos
para transferir la funcion al servicio.

En el siguiente ejemplo, el error se produce cuando un usuario de IAM denominado marymajor
intenta utilizar la consola para realizar una accién en AWS Entity Resolution. Sin embargo, la accion
requiere que el servicio cuente con permisos que otorguen un rol de servicio. Mary no tiene permisos
para transferir el rol al servicio.

User: arn:aws:iam::123456789012:user/marymajor is not authorized to perform:
iam:PassRole

En este caso, las politicas de Mary se deben actualizar para permitirle realizar la accion
iam:PassRole.
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Si necesita ayuda, pongase en contacto con su AWS administrador. El gestionador es la persona que
le proporciono las credenciales de inicio de sesion.

Quiero permitir que personas ajenas a mi accedan Cuenta de AWS a mis AWS Entity
Resolution recursos

Puede crear un rol que los usuarios de otras cuentas o las personas externas a la organizacion
puedan utilizar para acceder a sus recursos. Puede especificar una persona de confianza para que
asuma el rol. En el caso de los servicios que respaldan politicas basadas en recursos o listas de
control de acceso (ACLs), puedes usar esas politicas para permitir que las personas accedan a tus
recursos.

Para obtener mas informacién, consulte lo siguiente:

+ Para saber si AWS Entity Resolution es compatible con estas funciones, consulte. ;,Como AWS
Entity Resolution funciona con IAM

» Para obtener informacion sobre como proporcionar acceso a los recursos de su Cuentas de AWS
propiedad, consulte Proporcionar acceso a un usuario de IAM en otro usuario de su propiedad
Cuenta de AWS en la Guia del usuario de IAM.

» Para obtener informacion sobre como proporcionar acceso a tus recursos a terceros Cuentas de
AWS, consulta Como proporcionar acceso a recursos que Cuentas de AWS son propiedad de
terceros en la Guia del usuario de IAM.

» Para obtener informacion sobre como proporcionar acceso mediante una federacion de
identidades, consulta Proporcionar acceso a usuarios autenticados externamente (identidad
federada) en la Guia del usuario de IAM.

» Para conocer sobre la diferencia entre las politicas basadas en roles y en recursos para el acceso

entre cuentas, consulte Acceso a recursos entre cuentas en |AM en la Guia del usuario de IAM.

Validacion de conformidad para AWS Entity Resolution

Para saber si uno Servicio de AWS esta dentro del ambito de aplicacion de programas de
cumplimiento especificos, consulte Servicios de AWS Alcance por programa de cumplimiento

Servicios de AWS de cumplimiento y elija el programa de cumplimiento que le interese. Para obtener
informacion general, consulte Programas de AWS cumplimiento > Programas AWS .

Puede descargar informes de auditoria de terceros utilizando AWS Artifact. Para obtener mas
informacion, consulte Descarga de informes en AWS Artifact .
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Su responsabilidad de cumplimiento al Servicios de AWS utilizarlos viene determinada por

la confidencialidad de sus datos, los objetivos de cumplimiento de su empresa y las leyes y
reglamentos aplicables. Para obtener mas informacion sobre su responsabilidad de conformidad al
utilizarlos Servicios de AWS, consulte AWS la documentacion de seguridad.

AWS Entity Resolution practicas recomendadas de conformidad

En esta seccidn se proporcionan las mejores practicas y recomendaciones para garantizar el
cumplimiento cuando se utiliza AWS Entity Resolution.

Normas de seguridad de datos del sector de pagos con tarjeta (PCI DSS)

AWS Entity Resolution admite el procesamiento, el almacenamiento y la transmision de datos de
tarjetas de crédito por parte de un comerciante o proveedor de servicios, y se ha comprobado que
cumple con el estandar de seguridad de datos (DSS) de la industria de tarjetas de pago (PCI).

Para obtener mas informacién sobre PCI DSS, incluida la forma de solicitar una copia del PClI AWS
Compliance Package, consulte PCI DSS Level 1.

Controles del Sistema y Organizaciones (System and Organization Controls, SOC)

AWS Entity Resolution cumple con las medidas de control de sistemas y organizaciones (SOC),
incluidas las normas SOC 1, SOC 2 y SOC 3. Los informes del SOC son informes de examen
independientes realizados por terceros que demuestran como se AWS logran los principales
controles y objetivos de cumplimiento. Estas auditorias garantizan que contamos con los
mecanismos de seguridad y los procedimientos adecuados para protegernos frente a los riesgos
que puedan afectar a la seguridad, la confidencialidad y la disponibilidad de los datos de clientes
y negocios. Los resultados de estas auditorias de terceros estan disponibles en el sitio web de
cumplimiento del AWS SOC, donde puede consultar los informes publicados para obtener mas
informacion sobre los controles que respaldan AWS las operaciones y el cumplimiento.

Resiliencia en AWS Entity Resolution

La infraestructura AWS global se basa en zonas Regiones de AWS de disponibilidad. Regiones

de AWS proporcionan varias zonas de disponibilidad aisladas y separadas fisicamente, que estan
conectadas mediante redes de baja latencia, alto rendimiento y alta redundancia. Con las zonas de
disponibilidad, puede disenar y utilizar aplicaciones y bases de datos que realizan una conmutacion
por error automatica entre las zonas sin interrupciones. Las zonas de disponibilidad tienen una mayor
disponibilidad, tolerancia a errores y escalabilidad que las infraestructuras tradicionales de uno o
varios centros de datos.
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Para obtener mas informacién sobre las zonas de disponibilidad Regiones de AWS y las zonas de
disponibilidad, consulte Infraestructura global. AWS

Ademas de la infraestructura AWS global, AWS Entity Resolution ofrece varias funciones para
ayudarlo a satisfacer sus necesidades de respaldo y resiliencia de datos.

Resiliencia 226


https://aws.amazon.com/about-aws/global-infrastructure/
https://aws.amazon.com/about-aws/global-infrastructure/

AWS Entity Resolution Guia del usuario de

Supervision AWS Entity Resolution

La supervision es una parte importante del mantenimiento de la confiabilidad, la disponibilidad y el

rendimiento de AWS Entity ResolutionAWS las demas soluciones.AWS proporciona las siguientes

herramientas de monitoreo para observar AWS Entity Resolution, informar cuando algo anda mal y
tomar medidas automaticas cuando sea apropiado:

» AWS CloudTrailcaptura las llamadas a la APl y los eventos relacionados realizados por usted o
en su nombre Cuenta de AWS y entrega los archivos de registro a un bucket de Amazon S3 que
especifique. Puede identificar qué usuarios y cuentas llamaron AWS, la IP de origen desde la que
se realizaron las llamadas y cuando se produjeron. Para obtener mas informacion, consulte la Guia
del usuario de AWS CloudTrail.

» Amazon CloudWatch Logs te permite comprobar, almacenar y acceder a tus registros desde EC2
instancias de Amazon y otras fuentes. CloudTrail CloudWatch Los registros pueden comprobar la
informacion de los archivos de registro e indicarle cuando se alcanzan determinados umbrales.
También se pueden archivar los datos del registro en un almacenamiento de larga duracién. Para
obtener mas informacion, consulta la Guia del usuario CloudWatch de Amazon Logs.

Temas

» Registrar lamadas a la AWS Entity Resolution APl mediante AWS CloudTrail

» Supervision y registro de flujos de trabajo mediante Amazon CloudWatch Logs

Registrar llamadas a la AWS Entity Resolution APl mediante AWS
CloudTraill

AWS Entity Resolution esta integrado con AWS CloudTrail un servicio que proporciona un registro

de las acciones realizadas por un usuario, un rol o un AWS servicio en AWS Entity Resolution.
CloudTrail captura todas las llamadas a la APl AWS Entity Resolution como eventos. Las llamadas
capturadas incluyen llamadas desde la AWS Entity Resolution consola y llamadas en codigo a las
operaciones de la AWS Entity Resolution API. Si crea una ruta, puede habilitar la entrega continua de
CloudTrail eventos a un bucket de Amazon S3, incluidos los eventos para AWS Entity Resolution. Si
no configura una ruta, podra ver los eventos mas recientes en la CloudTrail consola, en el historial de
eventos. Con la informacion recopilada por usted CloudTrail, puede determinar el destinatario de la
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solicitud AWS Entity Resolution, la direccion IP desde la que se realizé la solicitud, quién la realizo,
cuando se realizé y detalles adicionales.

Para obtener mas informacion CloudTrail, consulte la Guia AWS CloudTrail del usuario.

AWS Entity Resolution informacién en CloudTrail

CloudTrail esta habilitada en tu cuenta Cuenta de AWS al crear la cuenta. Cuando se produce una
actividad en AWS Entity Resolution, esa actividad se registra en un CloudTrail evento junto con otros
eventos de AWS servicio en el historial de eventos. Puede ver, buscar y descargar eventos recientes
en su Cuenta de AWS. Para obtener mas informacion, consulte Visualizacion de eventos con el

historial de CloudTrail eventos.

Para tener un registro continuo de tus eventos Cuenta de AWS, incluidos los eventos para AWS
Entity Resolution ti, crea una ruta. Un rastro permite CloudTrail entregar archivos de registro a un
bucket de Amazon S3. De forma predeterminada, cuando se crea un registro de seguimiento en

la consola, el registro de seguimiento se aplica a todas las Regiones de AWS. La ruta registra los
eventos de todas las regiones de la AWS particion y envia los archivos de registro al bucket de
Amazon S3 que especifique. Ademas, puede configurar otros AWS servicios para analizar mas a
fondo los datos de eventos recopilados en los CloudTrail registros y actuar en funcion de ellos. Para
mas informacioén, consulte los siguientes temas:

* Introduccion a la creacion de registros de seguimiento

CloudTrail servicios e integraciones compatibles

» Configuracion de las notificaciones de Amazon SNS para CloudTrail

» Recibir archivos de CloudTrail registro de varias regiones y recibir archivos de CloudTrail registro
de varias cuentas

Todas AWS Entity Resolution las acciones se registran CloudTrail y se documentan en la referencia
de la AWS Entity Resolution API.

Cada entrada de registro o evento contiene informacion sobre quién genero la solicitud. La
informacion de identidad del usuario le ayuda a determinar lo siguiente:

+ Si la solicitud se realiz6 con credenciales de usuario root o AWS Identity and Access
Management(IAM).

+ Si la solicitud se realiz6 con credenciales de seguridad temporales de un rol o fue un usuario
federado.
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» Si la solicitud la realizé otro AWS servicio.

Para obtener mas informacién, consulte el elemento userldentity de CloudTrail .

Descripcion de las entradas de los archivos de AWS Entity Resolution
registro

Un rastro es una configuracion que permite la entrega de eventos como archivos de registro a un
bucket de Amazon S3 que usted especifique. CloudTrail Los archivos de registro contienen una o
mas entradas de registro. Un evento representa una solicitud unica de cualquier fuente e incluye
informacion sobre la accidn solicitada, la fecha y la hora de la accion, los parametros de la solicitud,
etc. CloudTrail Los archivos de registro no son un registro ordenado de las llamadas a la API publica,
por lo que no aparecen en ningun orden especifico.

Supervision y registro de flujos de trabajo mediante Amazon
CloudWatch Logs

AWS Entity Resolution proporciona funciones de registro completas que le ayudan a comprobar y
analizar sus flujos de trabajo de mapeo de coincidencias y de identificacion. Mediante la integracion
con Amazon CloudWatch Logs, puede capturar informacién detallada sobre la ejecucion del flujo

de trabajo, incluidos los tipos de eventos, las marcas de tiempo, las estadisticas de procesamiento

y los recuentos de errores. Puede elegir enviar estos CloudWatch registros a los destinos de Logs,
Amazon S3 o Amazon Data Firehose. Al analizar estos registros, puede evaluar el rendimiento

del servicio, solucionar problemas, obtener informacidén sobre su base de clientes y comprender
mejor su AWS Entity Resolution uso y facturacidn. Si bien el registro esta desactivado de forma
predeterminada, puedes habilitarlo tanto para los flujos de trabajo nuevos como para los existentes a
través de la consola o la API.

Cuando habilitas el registro de AWS Entity Resolution flujos de trabajo, se aplican cargos

por CloudWatch venta estandar de Amazon, incluidos los costos asociados a la ingesta, el
almacenamiento y el analisis de registros; para obtener informacién detallada sobre los precios, visita
la pagina de CloudWatch precios. .

Temas

» Configuracion de entrega de registros

» Deshabilitar el registro (consola)
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* Leyendo los registros

Configuracion de entrega de registros

En esta seccidn se explican los permisos necesarios para utilizar el AWS Entity Resolution registro y
cémo habilitar la entrega de registros mediante la consola y APIs.

Temas
* Permisos

 Habilitar el registro para un nuevo flujo de trabajo (consola)

 Habilitar el registro para un nuevo flujo de trabajo (API)

 Habilitar el registro para un flujo de trabajo existente (consola)

Permisos

AWS Entity Resolution utiliza los CloudWatch registros vendidos para entregar el registro del flujo de
trabajo. Para entregar los registros del flujo de trabajo, necesita permisos para el destino del registro
que especifique.

Para ver los permisos necesarios para cada destino de registro, elige uno de los siguientes AWS
servicios en la Guia del usuario de Amazon CloudWatch Logs.

» Amazon CloudWatch Logs

» Amazon Simple Storage Service (Amazon S3)

» Amazon Data Firehose

Para crear, ver o cambiar la configuracion de registro AWS Entity Resolution, debe tener los
permisos necesarios. Su funcion de IAM debe incluir los siguientes permisos minimos para gestionar
el registro del flujo de trabajo en la AWS Entity Resolution consola.

JSON

"Version":"2012-10-17",
"Statement": [
{
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"Sid": "AllowlLogDeliveryActionsConsoleCWL",
"Effect": "Allow",
"Action": [

"logs:DescribelLogGroups"

1,

"Resource": [

"arn:aws:logs:us-east-1:111122223333:1og-group:*"

"Sid": "AllowlLogDeliveryActionsConsoleS3",
"Effect": "Allow",
"Action": [
"s3:ListAllMyBuckets",
"s3:ListBucket",
"s3:GetBucketLocation"
1,
"Resource": [
"arn:aws:s3:::*"

"Sid": "AllowlLogDeliveryActionsConsoleFH",

"Effect": "Allow",

"Action": [
"firehose:ListDeliveryStreams",
"firehose:DescribeDelivexryStream"

1,

"Resource": [

Mg

Para obtener mas informacién sobre los permisos para gestionar el registro del flujo de trabajo,

consulte Habilitar el registro desde AWS los servicios en la Guia del usuario de Amazon CloudWatch

Logs.
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Habilitar el registro para un nuevo flujo de trabajo (consola)

Después de configurar los permisos para el destino del registro, puede habilitar el registro para un
nuevo flujo de trabajo AWS Entity Resolution mediante la consola.

Para habilitar el registro de un nuevo flujo de trabajo (consola)

1. Abre la AWS Entity Resolution consola en https://console.aws.amazon.com/entityresolution/
casa.

2. En Flujos de trabajo, selecciona Flujos de trabajo coincidentes o Flujos de trabajo de mapeo de
ID.

3. Siga los pasos para crear uno de los siguientes flujos de trabajo:

* Flujo de trabajo de coincidencia basado en reglas

* Flujo de trabajo de emparejamiento basado en el aprendizaje automatico

* Flujo de trabajo de emparejamiento basado en servicios de proveedores

* Flujo de trabajo de mapeo de ID para una cuenta

* Flujo de trabajo de mapeo de ID en dos cuentas

4. En el paso 1, especifique los detalles del flujo de trabajo coincidentes, en Entregas de registros:
registros del EntityResolution flujo de trabajo, elija Agregar.

* Elija uno de los siguientes destinos de registro.

* A Amazon CloudWatch Logs
* A Amazon S3

* Hacia Amazon Data Firehose

® Tip
Si eliges Amazon S3 o Firehose, puedes enviar tus registros a una cuenta Cross o a
una cuenta corriente In.
Para habilitar la entrega entre cuentas, ambas Cuentas de AWS deben tener los
permisos necesarios. Para obtener mas informacion, consulta el ejemplo de entrega

entre cuentas en la Guia del usuario de Amazon CloudWatch Logs.
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5.

En el caso del grupo de registros de destino, los grupos de registros que tienen el prefijo «/aws/
vendedlogs/» se crean automaticamente. Si utiliza otros grupos de registros, seleccidénelos antes
de configurar una entrega de registros. Para obtener mas informacion, consulte Trabajar con
grupos de registros y transmisiones de CloudWatch registros en la Guia del usuario de Amazon
Logs.

Para ver mas ajustes (opcional), elige lo siguiente:

a. En Seleccion de campos, seleccione los campos de registro que desee incluir en cada
registro de registro.

b. (CloudWatch Registros) En el formato de salida, elija el formato de salida del registro.

c. En Delimitador de campos, elija como separar cada campo de registro.

d. (Amazon S3) En Sufijo, especifique la ruta del sufijo para particionar los datos.

e. (Amazon S3) Si es compatible con HIVE, seleccione Activar si desea utilizar rutas S3
compatibles con HIVE.

Para crear otro destino de registro, elija Agregar y repita los pasos 4 a 6.
Complete los pasos restantes para configurar y ejecutar el flujo de trabajo.

Una vez finalizados los trabajos del flujo de trabajo, compruebe los registros del flujo de trabajo
en el destino de entrega de registros que especifico.

Habilitar el registro para un nuevo flujo de trabajo (API)

Después de configurar los permisos para el destino del registro, puede habilitar el registro para un
nuevo flujo de trabajo AWS Entity Resolution mediante Amazon CloudWatch Logs APls.

Para habilitar el registro de un nuevo flujo de trabajo (API)

1.

Tras crear un flujo de trabajo en la AWS Entity Resolution consola, obtenga el nombre de
recurso de Amazon (ARN) del flujo de trabajo.

Puede encontrar el ARN en la pagina de flujo de trabajo de la AWS Entity Resolution consola o
puede llamar a la operacion GetMatchingWorkflow o GetIdMappingWorkflow API.

Un ARN de flujo de trabajo sigue este formato:

arn:(aws|aws-us-gov|aws-cn):entityresolution:[a-z]{2}-[a-z]{1,10}-
[0-9]:[0-9]1{12}: (matchingworkflow/[a-zA-Z_0-9-]1{1,255})
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Un ARN de mapeo de ID sigue este formato:

arn:(aws|aws-us-gov|aws-cn):entityresolution:[a-z]{2}-[a-z]{1,10}-
[0-9]:[0-9]1{12}:(idmappingworkflow/[a-zA-Z_0-9-]{1,255})

Para obtener mas informacion consulte GetMatchingWorkflow o GetldMappingWorkflow en la
Referencia de la APl de AWS Entity Resolution.

2. Utilice la operacion de la PutDeliverySource API de CloudWatch registros para crear una
fuente de entrega para los registros del flujo de trabajo.

Para obtener mas informacién, consulta PutDeliverySourcela referencia de la API CloudWatch
de Amazon Logs.

a. PaseelresourceArn.

b. PueslogType, los tipos de registros que se recopilan sonWORKFLOW_LOGS:

Example

Ejemplo de operaciéon PutDeliverySource de API

{

"logType": "WORKFLOW_LOGS",

"name": "my-delivery-source",

"resourceArn": "arn:aws:entityresolution:region:accoungId:matchingworkflow/
XXXWorkflow"
}

3. Utilice la operacion de PutDeliveryDestination API para configurar donde almacenar los
registros.

Puede elegir CloudWatch Logs, Amazon S3 o Firehose como destino. Debe especificar el ARN
de una de las opciones de destino en las que se almacenaran los registros.

Para obtener mas informacién, consulta PutDeliveryDestinationla referencia de la API
CloudWatch de Amazon Logs.

Example

Ejemplo de operacion PutDeliveryDestination de API
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{

"delivery-destination-configuration": {

"destinationResourceArn": "arn:aws:logs:region:accountId:log-group:my-log-

group"

3,

"name": "my-delivery-destination",

"outputFormat": "json",

}
}
@ Note

Si entrega registros entre cuentas, debe usar la PutDeliveryDestinationPolicyAPI para
asignar una politica AWS Identity and Access Management(IAM) a la cuenta de destino.
La politica de IAM permite la entrega de una cuenta a otra.

4. Usa la operacion de la CreateDelivery API para vincular la fuente de entrega al destino que
creaste en los pasos anteriores. Esta operacion de la API asocia el origen de la entrega con el
destino final.

Para obtener mas informacién, consulta PutDeliveryDestinationla referencia de la API
CloudWatch de Amazon Logs.

Example

Ejemplo de operacion CreateDelivery de API

{

"delivery-destination-arn": "arn:aws:logs:region:accountId:log-group:my-log-
group",

"delivery-source-name": "my-delivery-source",

"tags": {

"string" : "string"

}

}

5. Ponga en marcha el flujo de trabajo .

6. Una vez finalizados los trabajos del flujo de trabajo, compruebe los registros del flujo de trabajo
en el destino de entrega de registros que especifico.
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Habilitar el registro para un flujo de trabajo existente (consola)

Tras configurar los permisos para el destino del registro, puede habilitar el registro para un flujo de
trabajo existente AWS Entity Resolution mediante la pestafa Entregas de registros de la consola.

Para habilitar el registro de un flujo de trabajo existente mediante la pestafia Entregas de registros
(consola)

1. Abre la AWS Entity Resolution consola en https://console.aws.amazon.com/entityresolution/
casa.

2. En Flujos de trabajo, selecciona Flujos de trabajo coincidentes o Flujos de trabajo de mapeo de
ID y, a continuacion, selecciona tu flujo de trabajo actual.

3. Enla pestana Entregas de registros, en Entrega de registros, selecciona Agregary, a
continuacion, elige uno de los siguientes destinos de registro.
* A Amazon CloudWatch Logs
+ A Amazon S3
* Entre cuentas
* En la cuenta actual
+ Hacia Amazon Data Firehose
* Entre cuentas

* En la cuenta actual

® Tip
Si eliges Amazon S3 o Firehose, puedes enviar tus registros a una cuenta Cross o a una
cuenta corriente In.
Para habilitar la entrega entre cuentas, ambas Cuentas de AWS deben tener los
permisos necesarios. Para obtener mas informacion, consulta el ejemplo de entrega
entre cuentas en la Guia del usuario de Amazon CloudWatch Logs.

4. En el modo modal, haz lo siguiente, segun el tipo de entrega de registros que hayas elegido.

a. Vea eltipo de registro: WORKFLOW_LOGS.

El tipo de registro no se puede cambiar.
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b. (CloudWatch Registros) Para el grupo de registros de destino, los grupos de registros
que tienen el prefijo '/aws/vendedlogs/' se crean automaticamente. Si utiliza otros grupos
de registros, seleccidnelos antes de configurar la entrega de registros. Para obtener mas
informacion, consulte Trabajar con grupos de registros y transmisiones de CloudWatch
registros en la Guia del usuario de Amazon Logs.

(Amazon S3 en la cuenta corriente) Para el bucket S3 de Destination, seleccione un bucket
o introduzca un ARN.

(Cuenta cruzada de Amazon S3) Para el ARN de destino de entrega, introduzca un ARN de
destino de entrega.

(Firehose en la cuenta corriente) En el flujo de entrega de destino, introduzca el ARN del
recurso de destino de entrega que se cred en otra cuenta.

(Cuenta cruzada de Firehose) Para el ARN de destino de entrega, introduzca un ARN de
destino de entrega.

5. Para obtener mas ajustes (opcional), elija lo siguiente:
a. En Selecciéon de campos, seleccione los campos de registro que desee incluir en cada
registro de registro.
b. (CloudWatch Registros) En el formato de salida, elija el formato de salida del registro.
c. En Delimitador de campos, elija como separar cada campo de registro.
d. (Amazon S3) En Sufijo, especifique la ruta del sufijo para particionar los datos.

e. (Amazon S3) Si es compatible con HIVE, seleccione Activar si desea utilizar rutas S3
compatibles con HIVE.

6. Elija Ahadir.
7. Enla pagina del flujo de trabajo, elija Ejecutar.

8. Una vez finalizados los trabajos del flujo de trabajo, compruebe los registros del flujo de trabajo
en el destino de entrega de registros que especifico.

Deshabilitar el registro (consola)

Puede deshabilitar el registro de su AWS Entity Resolution flujo de trabajo en cualquier momento en
la consola.
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Para deshabilitar el registro del flujo de trabajo (consola)

1. Abre la AWS Entity Resolution consola en https://console.aws.amazon.com/entityresolution/
casa.

2. En Flujos de trabajo, selecciona Flujos de trabajo coincidentes o Flujos de trabajo de mapeo de
ID y, a continuacion, selecciona tu flujo de trabajo.

3. Enla pestana Entregas de registros, en Entrega de registros, selecciona el destino y, a
continuacion, selecciona Eliminar.

4. Revisa los cambios y, a continuacion, ve al paso siguiente para guardarlos.

Leyendo los registros

La lectura de Amazon CloudWatch Logs le ayuda a mantener AWS Entity Resolution flujos de
trabajo eficientes. Los registros ofrecen una visibilidad detallada de la ejecucion del flujo de trabajo,
incluidas métricas importantes, como la cantidad de registros procesados y los errores encontrados,
lo que le ayuda a garantizar que el procesamiento de datos se ejecute sin problemas. Ademas, los
registros ofrecen un seguimiento en tiempo real de la progresion del flujo de trabajo mediante marcas
de tiempo y tipos de eventos, lo que le permite identificar rapidamente los cuellos de botella o los
problemas en su proceso de procesamiento de datos. La completa informacién sobre el seguimiento
de errores y el recuento de registros le ayuda a mantener la calidad y la integridad de los datos, ya
gue muestra exactamente cuantos registros se procesaron correctamente y si alguno quedé sin
procesar.

Si usa CloudWatch Logs como destino, puede usar Logs Insights para leer CloudWatch los
registros del flujo de trabajo. Se aplican CloudWatch los cargos tipicos de Logs. Para obtener mas
informacion, consulte Analisis de datos de registro con CloudWatch Logs Insights en la Guia del
usuario de Amazon CloudWatch Logs.

® Note

Los registros del flujo de trabajo pueden tardar unos minutos en aparecer en su destino. Si
no ve los registros, espere unos minutos y actualice la pagina.

Los registros del flujo de trabajo constan de una secuencia de registros formateados, en la que cada
registro representa un flujo de trabajo. El orden de los campos en el registro puede variar.

Leyendo los registros 238


https://console.aws.amazon.com/mediapackage/
https://console.aws.amazon.com/mediapackage/
https://docs.aws.amazon.com/AmazonCloudWatch/latest/logs/AnalyzingLogData.html

AWS Entity Resolution Guia del usuario de

{
"resource_arn": "arn:aws:ses:us-east-1:1234567890:mailmanager-ingress-point/inp-
XXXXX",
"event_type": "JOB_START",
"event_timestamp": 1728562395042,
"job_id": "bQleea4678d4423a4b43eeadadd3fe",
"workflow_name": "TestWorkflow",
"workflow_start_time": "2025-03-11 10:19:56",
"data_procesing_progression": "Matching Job Starts ...",
"total_records_processed": 1500,
"total_records_unprocessed": 0,
"incremental_records_processed": 0,
"error_message'": "sample error that caused workflow failure"
}

En la siguiente lista, se describen los campos de entrada de registro en orden:
resource_arn

El nombre del recurso de Amazon (ARN) que identifica de forma exclusiva el AWS recurso que se
utiliza en el flujo de trabajo.

event_type

El tipo de evento que se produjo durante la ejecucién del flujo de trabajo.AWS Entity Resolution
actualmente admite:

JOB_START
DATA_PROCESSING_STEP_START
DATA_PROCESSING_STEP_END
JOB_SUCCESS

JOB_FAILURE

event_timestamp
La marca de tiempo de Unix que indica cuando se produjo el evento durante el flujo de trabajo.
job_id

Un identificador unico asignado a la ejecucion de un trabajo de flujo de trabajo especifico.
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workflow_name

El nombre dado al flujo de trabajo que se esta ejecutando.

workflow_start_time

La fecha y la hora en que se inicio la ejecucion del flujo de trabajo.

data_procesing_progression

Descripcién de la etapa actual del flujo de trabajo de procesamiento de datos. Ejemplos:
"Matching Job Starts", "Loading Step Starts", "ID_Mapping Job Ends
Successfully".

total_records_processed

El numero total de registros que se procesaron correctamente durante el flujo de trabajo.

total_records_unprocessed

El nimero de registros que no se procesaron durante la ejecucion del flujo de trabajo.

incremental_records_processed

El numero de registros nuevos procesados en una actualizacion incremental del flujo de trabajo.

error_message

La causa principal del error del flujo de trabajo.
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Cree recursos de resolucion de entidades de AWS con AWS
CloudFormation

AWS Entity Resolution esta integrado con AWS CloudFormation un servicio que le ayuda a modelar
y configurar sus AWS recursos para que pueda dedicar menos tiempo a crear y administrar sus
recursos e infraestructura. Cree una plantilla que describa todos los AWS recursos que desee (por
ejemplo, AWS::EntityResolution::MatchingWorkflow, AWS::EntityResolution::SchemaMapping,
AWS::EntityResolution:ldMappingWorkflow, AWS::EntityResolution::IdNamespace y
AWS::EntityResolution::PolicyStatement) y los CloudFormation aprovisione y configure
automaticamente.

Cuando la utilice CloudFormation, podra reutilizar la plantilla para configurar los recursos de AWS
Entity Resolution de forma coherente y repetida. Describa sus recursos una vez y, a continuacion,
aprovisione los mismos recursos una y otra vez en varias Cuentas de AWS regiones.

Resolucion y CloudFormation plantillas de entidades de AWS

Para aprovisionar y configurar recursos para AWS Entity Resolution y los servicios relacionados,
debe conocer CloudFormation las plantillas. Las plantillas son archivos de texto con formato JSON o
YAML. Estas plantillas describen los recursos que desea aprovisionar en sus CloudFormation pilas.
Si no estas familiarizado con JSON o YAML, puedes usar CloudFormation Designer para ayudarte

a empezar con CloudFormation las plantillas. Para obtener mas informacion, consulte ;Qué es
Designer de CloudFormation ? en la Guia del usuario de AWS CloudFormation .

AWS Entity Resolution admite la creacion AWS::EntityResolution::MatchingWorkflow,
AWS::EntityResolution::SchemaMapping, AWS::EntityResolution:ldMappingWorkflow,
AWS::EntityResolution::ldNamespace y AWS::EntityResolution::PolicyStatement el ingreso
CloudFormation. Para obtener mas informacion, incluidos ejemplos de plantillas JSON y YAML
para AWS::EntityResolution::MatchingWorkflow, AWS::EntityResolution::SchemaMapping,
AWS::EntityResolution:ldMappingWorkflow, AWS::EntityResolution::IdNamespace y
AWS::EntityResolution::PolicyStatement, consulte la referencia de tipos de recursos de AWS Entity
Resolution en la Guia del AWS CloudFormation usuario.

Estan disponibles las siguientes plantillas:

* Flujo de trabajo correspondiente
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Cree un MatchingWorkflow objeto que almacene la configuracidn del trabajo de procesamiento
de datos que se va a ejecutar.

Para obtener mas informacion, consulte los temas siguientes:

AWS::EntityResolution::MatchingWorkflow en la Guia del usuario de CloudFormation .

CreateMatchingWorkflow en la Referencia de la APl de AWS Entity Resolution

» Mapeo de esquemas

Cree un mapeo de esquemas, que defina el esquema de la tabla de registros de clientes de
entrada.

Para obtener mas informacion, consulte los temas siguientes:

AWS::EntityResolution::SchemaMapping en la Guia del usuario de CloudFormation .

CreateSchemaMapping en la Referencia de la APl de AWS Entity Resolution

* Flujo de trabajo de mapeo

Cree un IdMappingWorkflow objeto que almacene la configuracion del trabajo de
procesamiento de datos que se va a ejecutar.

Para obtener mas informacion, consulte los temas siguientes:

AWS::EntityResolution::ldMappingWorkflow en la Guia del usuario de CloudFormation .

CreateldMappingWorkflow en la Referencia de la APl de AWS Entity Resolution

* ID (espacio de nombres)

Cree un IdNamespace objeto que almacene los metadatos que explican el conjunto de datos y
coémo usarlo.

Para obtener mas informacién, consulte los temas siguientes:

AWS::EntityResolution::ldNamespace en la Guia del usuario de CloudFormation .

CreateldNamespace en la Referencia de la APl de AWS Entity Resolution

» PolicyStatement

Resolucion y CloudFormation plantillas de entidades de AWS 242


https://docs.aws.amazon.com/AWSCloudFormation/latest/UserGuide/aws-resource-entityresolution-matchingworkflow.html
https://docs.aws.amazon.com/entityresolution/latest/apireference/API_CreateMatchingWorkflow.html
https://docs.aws.amazon.com/AWSCloudFormation/latest/UserGuide/aws-resource-entityresolution-schemamapping.html
https://docs.aws.amazon.com/entityresolution/latest/apireference/API_CreateSchemaMapping.html
https://docs.aws.amazon.com/AWSCloudFormation/latest/UserGuide/aws-resource-entityresolution-idmappingworkflow.html
https://docs.aws.amazon.com/entityresolution/latest/apireference/API_CreateIdMappingWorkflow.html
https://docs.aws.amazon.com/AWSCloudFormation/latest/UserGuide/aws-resource-entityresolution-idnamespace.html
https://docs.aws.amazon.com/entityresolution/latest/apireference/API_CreateIdNamespace.html

AWS Entity Resolution Guia del usuario de

Cree un objeto PolicyStatement.
Para obtener mas informacion, consulte los temas siguientes:

AWS::EntityResolution::PolicyStatement en la Guia del usuario de CloudFormation .

AddPolicyStatement en la Referencia de la APl de AWS Entity Resolution

Obtenga mas informacion sobre CloudFormation

Para obtener mas informacién CloudFormation, consulte los siguientes recursos:

AWS CloudFormation

AWS CloudFormation Guia del usuario

Referencia de la APl de CloudFormation

AWS CloudFormation Guia del usuario de la interfaz de linea de comandos
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Cuotas para AWS Entity Resolution

Cuenta de AWS Tiene cuotas predeterminadas, antes denominadas limites, para cada una de ellas
Servicio de AWS. A menos que se indique lo contrario, cada cuota es especifica de la regién. Puedes
solicitar aumentos para algunas cuotas, pero otras no se pueden aumentar.

Para ver las cuotas AWS Entity Resolution, abra la consola Service Quotas. En el panel de
navegacion, elija Servicios de AWS y seleccione AWS Entity Resolution.

Para solicitar un aumento de cuota, consulte Solicitud de aumento de cuota en la Guia del usuario de
Service Quotas. Si la cuota aun no se encuentra disponible en Service Quotas, utilice el formulario de

aumento del limite.

Cuenta de AWS Tiene las siguientes cuotas relacionadas con AWS Entity Resolution.

Name Valor predeterm Ajuste Description (Descripcion)
inado

Trabajos de mapeo de ID simultaneos Cada region No El ndmero maximo
admitida: 1 de flujos de trabajo

de mapeo de ID que
se pueden procesar
simultaneamente en la
region actual AWS .

Trabajos coincidentes simultaneos Cada region No El numero maximo de
admitida: 1 flujos de trabajo coinciden
tes que se pueden
procesar simultane
amente en la region

actual AWS .
Servicios de proveedores simultaneos Cada region No El numero maximo de
que coinciden con los trabajos admitida: 1 flujos de trabajo coinciden

tes con los servicios del
proveedor que se pueden
procesar simultane
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Name Valor predeterm Ajuste Description (Descripcion)
inado

amente en la region

actual AWS .
Flujos de trabajo de mapeo Cada region Si El nUmero maximo de
admitida: 10 flujos de trabajo de

mapeo de ID que puede
crear en esta cuenta en la
AWS regién actual.

Espacios de nombres de ID Cada region Si El numero maximo de
admitida: 10 espacios de nombres de
ID que puedes crear en
esta cuenta en la region

actual AWS .
Flujos de trabajo compatibles Cada region Si El numero maximo de
admitida: 10 flujos de trabajo coinciden

tes que puede crear en
esta cuenta en la AWS
region actual.

Tasa de solicitudes de GenerateMatchld Cada region Si El numero maximo de
API admitida: 10 solicitudes de GenerateM
atchld API por segundo

Tasa de solicitudes a GetMatchld la APl Cada regién Si El numero maximo de
admitida: 50 solicitudes de GetMatchld
API por segundo.

245


https://console.aws.amazon.com/servicequotas/home/services/entityresolution/quotas/L-C5A3094C
https://console.aws.amazon.com/servicequotas/home/services/entityresolution/quotas/L-FBA1B7BB
https://console.aws.amazon.com/servicequotas/home/services/entityresolution/quotas/L-60DAF647
https://console.aws.amazon.com/servicequotas/home/services/entityresolution/quotas/L-B2BB98E6
https://console.aws.amazon.com/servicequotas/home/services/entityresolution/quotas/L-1E6F8596

AWS Entity Resolution

Guia del usuario de

Name

Registros por flujo de trabajo coinciden
te basado en el aprendizaje automatico

Registros por flujo de trabajo coinciden
te basado en el aprendizaje automatico

Valor predeterm Ajuste Description (Descripcion)

inado

Cada region Si El nimero maximo de

compatible: 150 registros que puede

000 000 procesar un flujo de
trabajo de emparejam
iento basado en el
aprendizaje automatico
en esta cuenta en AWS
las regiones de af-south-
1, ap-northeast-2 y eu-
west-2.

Cada region Si El nUmero maximo de

compatible: 600
000 000

registros que puede
procesar un flujo de
trabajo de coincidencia
basado en el aprendiza
je automatico en esta
cuenta en las AWS
regiones de ap-northe
ast-1, ap-southeast-1, ap-
southeast-2, ca-central-1,
eu-central-1, eu-centra
I-1, eu-west-1, us-east-1

, us-east-1, us-east-1,
us-east-1, us-Este-2, us-
west-2.
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Name

Flujo de trabajo de mapeo de ID de
registros por proveedor

Flujo de trabajo de mapeo de ID de
registros por proveedor

Flujo de trabajo coincidente basado en
el servicio de cada proveedor

Valor predeterm
inado

Cada region Si

compatible: 150
000 000

Cada region Si

compatible: 250
000 000

Cada region Si

admitida:
100 000 000

Ajuste Description (Descripcion)

El nUmero maximo

de registros que se
pueden procesar para

la asignacion de ID de
proveedor en esta cuenta
en AWS las regiones af-
south-1, ap-northeast-2 y
eu-west-2.

El nUmero maximo

de registros que se
pueden procesar para

la asignacion de ID de
proveedor en esta cuenta
en AWS las regiones de
ap-northeast-1, ap-southe
ast-1, ap-southeast-2, ca-
central-1, eu-central-1,
eu-central-1, eu-west-1,
us-east-1, us-east-1, us-
east-2, us-west-2.

El nUmero maximo de
registros que puede
procesar un flujo de
trabajo coincidente
basado en el servicio del
proveedor en esta cuenta
en la region actual AWS .
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Name

Registros por flujo de trabajo de mapeo
de ID basado en reglas

Registros por flujo de trabajo de mapeo
de ID basado en reglas

Registros por flujo de trabajo coinciden
te basado en reglas

Valor predeterm
inado

Cada region Si
compatible: 1 000
000 000

Cada region Si

compatible: 150
000 000

Cada region Si

admitida:
100 000 000

Ajuste Description (Descripcion)

El nUmero maximo

de registros que se
pueden procesar para la
asignacion de ID basada
en reglas en esta cuenta
en AWS las regiones de
ap-northeast-1, ap-southe
ast-1, ap-southeast-2, ca-
central-1, eu-central-1,
eu-central-1, eu-west-1

, us-east-1, us-east-1,
us-east-2 us-west-2, us-
west-2.

El nUmero maximo de
registros que se pueden
procesar para el mapeo
de ID basado en reglas
en esta cuenta en AWS
las regiones af-south-

1, ap-northeast-2 y eu-
west-2.

El ndmero maximo de
registros que puede
procesar un flujo de
trabajo de coincidencia
basado en reglas en
esta cuenta en la region
actual. AWS
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Name

Mapeos de esquemas

Valor predeterm
inado

Cada region
admitida: 50

Cuotas de limitacion controlada de la API

Recurso

Tasa de solicitudes
CreateMatchingWork
flow

Tasa de solicitudes
DeleteMatchingWork
flow

Tasa de solicitudes
GetMatchingWorkflow

Tasa de solicitudes
ListMatchingWorkfl
ows

Tasa de solicitudes
UpdateMatchingWork
flow

Tasa de solicitudes
CreateSchemaMapping

Limite de frecuencia

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

Ajuste Description (Descripcion)

El nUmero maximo de
mapeos de esquemas
que puede crear en
esta cuenta en la regiéon
actual. AWS

Description (Descripcion)

Numero maximo de llamadas
ala CreateMatchingWork
flow API por segundo.

Numero maximo de llamadas
alaDeleteMatchingWork
flow API por segundo.

Numero maximo de llamadas
ala GetMatchingWorkflo
w API por segundo.

Numero maximo de llamadas
alaListMatchingWorkfl
ows API por segundo.

Numero maximo de llamadas
ala UpdateMatchingWork
flow API por segundo.

Numero maximo de llamadas
ala CreateSchemaMappin
g API por segundo.

Cuotas de limitacion controlada de la API
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Recurso

Tasa de solicitudes
DeleteSchemaMapping

Tasa de solicitudes
GetSchemaMapping

Tasa de solicitudes
ListSchemaMappings

Tasa de solicitudes
UpdateSchemaMapping

Tasa de solicitudes
GetPartnerComponent

Tasa de solicitudes
ListPartnerCompone
nts

Tasa de solicitudes
TagResource

Tasa de solicitudes
UntagResource

Tasa de solicitudes
ListTagsForResource

Limite de frecuencia

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

Description (Descripcion)

Numero maximo de llamadas
alaDeleteSchemaMappin
g API por segundo.

Numero maximo de llamadas
ala GetSchemaMapping
API por segundo.

Numero maximo de llamadas
ala ListSchemaMappings
API por segundo.

Numero maximo de llamadas
ala UpdateSchemaMappin
g API por segundo.

Numero maximo de llamadas
ala GetPartnerComponen
t API por segundo.

Numero maximo de llamadas
alalListPartnerCompone
nts API por segundo.

Numero maximo de llamadas
ala TagResource API por
segundo.

Numero maximo de llamadas
alaUntagResource API
por segundo.

Numero maximo de llamadas
alalListTagsForResourc
e API por segundo.

Cuotas de limitacion controlada de la API
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Recurso

Tasa de solicitudes
CreateIdMappingWor
kflow

Tasa de solicitudes
DeleteIdMappingWor
kflow

Tasa de solicitudes
GetIdMappingWorkflow

Tasa de solicitudes
ListIdMappingWorkf
low

Tasa de solicitudes
UpdateIdMappingWor
kflow

Tasa de solicitudes
ListProviderServices

Tasa de solicitudes
GetProviderService

Tasa de solicitudes
CreateIdNamespace

Tasa de solicitudes
DeleteIdNamespace

Limite de frecuencia

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

Description (Descripcion)

Numero maximo de llamadas
ala CreateIdMappingWor
kflow API por segundo.

Numero maximo de llamadas
alaDeleteIdMappingWor
kflow API por segundo.

Numero maximo de llamadas
ala GetIdMappingWorkfl
ow API por segundo.

Numero maximo de llamadas
alaListIdMappingWorkf
low API por segundo.

Numero maximo de llamadas
ala UpdateIdMappingWor
kflow API por segundo.

Numero maximo de llamadas
alalListProviderServic
es API por segundo.

Numero maximo de llamadas
ala GetProviderService
API por segundo.

Numero maximo de llamadas
alaCreateIdNamespace
API por segundo.

Numero maximo de llamadas
alaDeleteIdNamespace
API por segundo.

Cuotas de limitacion controlada de la API
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Recurso

Tasa de solicitudes
GetIdNamespace

Tasa de solicitudes
ListIdNamespaces

Tasa de solicitudes
UpdateIdNamespace

Tasa de solicitudes
AddPolicyStatement

Tasa de solicitudes
DeletePolicyStatem
ent

Tasa de solicitudes
GetPolicy

Tasa de solicitudes
PutPolicy

Tasa de solicitudes
GetMatchingJob

Tasa de solicitudes
ListMatchingJobs

Limite de frecuencia

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

5TPS

10 TPS

5TPS

Description (Descripcion)

Numero maximo de llamadas
ala GetIdNamespace API
por segundo.

Numero maximo de llamadas
alalListIdNamespaces
API por segundo.

Numero maximo de llamadas
ala UpdateIdNamespace
API por segundo.

Numero maximo de llamadas
ala AddPolicyStatement
API por segundo.

Numero maximo de llamadas
alaDeletePolicyStatem
ent API por segundo.

Numero maximo de llamadas
ala GetPolicy API por
segundo.

Numero maximo de llamadas
ala PutPolicy API por
segundo.

Numero maximo de llamadas
ala GetMatchingJob API
por segundo.

Numero maximo de llamadas
alaListMatchingJobs
API por segundo.

Cuotas de limitacion controlada de la API
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Recurso

Tasa de solicitudes
StartMatchingJob

Tasa de solicitudes
GetMatchId

Tasa de solicitudes
GetIdMappingJob

Tasa de solicitudes
ListIdMappingJobs

Tasa de solicitudes
StartIdMappingJob

Tasa de solicitudes
BatchDeleteUniqueld

Limite de frecuencia

5TPS

50 TPS

10 TPS

5TPS

5TPS

5TPS

Description (Descripcion)

Numero maximo de llamadas
ala StartMatchingJob
API por segundo.

Numero maximo de llamadas
ala GetMatchId API por
segundo.

Numero maximo de llamadas
ala GetIdMappingJob
API por segundo.

Numero maximo de llamadas
alaListIdMappingJobs
API por segundo.

Numero maximo de llamadas
ala StartIdMappingJob
API por segundo.

Numero maximo de llamadas
alaBatchDeleteUniquel
d API por segundo.

Cuotas de limitacion controlada de la API
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Historial de documentos de la Guia AWS Entity Resolution

del usuario

En la siguiente tabla se describen las versiones de la documentacion de AWS Entity Resolution.

Para obtener notificaciones sobre las actualizaciones de esta documentacion, puede suscribirse
a la fuente RSS. Para suscribirse a las actualizaciones RSS, debe tener un complemento de RSS
habilitado para el navegador que esté utilizando.

Cambio

Actualizacién de una politica
existente

Soporte para perfiles de
clientes de Amazon Connect

Support para FIPS

Descripcién

Se ha agregado el permiso
nuevo siguiente a la politica
administrada AWSEntity
ResolutionConsoleF
ullAccess :CustomerP
rofilesIntegration

Access .

Se agrego la posibilidad de
exportar registros de clientes
deduplicados directamente

a los perfiles de clientes de
Amazon Connect cuando

se utilizan flujos de trabajo

de coincidencia basados en
reglas o aprendizaje automatic
0.

AWS Entity Resolution

ahora es compatible con los
puntos finales que cumplen
con el Estandar Federal de
Procesamiento de Informacion
(FIPS) 140-2.AWS PrivateLink

Fecha

15 de diciembre de 2025

15 de diciembre de 2025

21 de octubre de 2025
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https://docs.aws.amazon.com/entityresolution/latest/userguide/security-iam-awsmanpol.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/security-iam-awsmanpol.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-matching-workflow.html#data-output-options
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Flujo de trabajo de mapeo de

identidad: actualizacion

Support for Cross-Region

Los clientes ahora pueden
utilizar el procesamiento
incremental en un flujo

de trabajo de mapeo de

ID basado en reglas para
procesar grandes conjuntos de
datos de forma mas eficiente
. Los clientes también pueden
eliminar registros de un flujo
de trabajo de mapeo de
identidad para cumplir con las
normas de administracion de
datos.

Los clientes ahora pueden
usar los datos de otro Region
de AWS como entrada para un
espacio de nombres de ID, un
flujo de trabajo de mapeo o un
flujo de trabajo de mapeo de
ID.

22 de septiembre de 2025

8 de septiembre de 2025
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https://docs.aws.amazon.com/entityresolution/latest/userguide/create-IDMW-rule-based-one-acct.html
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Support para condiciones de

reglas mejoradas y eliminaci

ones incrementales

Clarificacion del procesami
ento de Match 1D

Genera un nuevo ID de

coincidencia

Los clientes ahora pueden
usar condiciones de regla
con operadores booleanos y
nuevas funciones de coinciden
cia ExactManyToMany, como
las que permiten establecer
criterios de coincidencia mas
precisos con combinaciones
de coincidencias exactas y
difusas. Ademas, los clientes
pueden eliminar registros

de forma incremental en los
flujos de trabajo coinciden
tes avanzados mediante un
archivo de Amazon S3.

Se ha anadido una aclaracién
de que las opciones Modificar
o generar el ID de coinciden
cia y Buscar el ID de coinciden
cia requieren una cadencia de
procesamiento automatica en
los flujos de trabajo coinciden
tes.

Los clientes ahora pueden
buscar y modificar una ID

de coincidencia existente

o generar una nueva ID de
coincidencia al utilizar un flujo
de trabajo de coincidencia
basado en reglas.

30 de julio de 2025

17 de julio de 2025

2 de junio de 2025
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https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-matching-workflow-rule-based.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-matching-workflow-rule-based.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-matching-workflow-rule-based.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/edit-matching-workflow.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/edit-matching-workflow.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/generate-match-id.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/generate-match-id.html
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Flujo de trabajo de busqueda
de coincidencias basado en el

servicio del proveedor

Amazon CloudWatch Logs

Flujo de trabajo de mapeo de
ID: actualizacion

Los clientes ahora pueden
usar identificadores digitales
como IPV4 IPV6, y MAID
cuando utilizan el flujo de
trabajo de busqueda de
coincidencias basado en

los servicios del TransUnion
proveedor.

AWS Entity Resolution ahora
es compatible con la integraci
6n de CloudWatch Logs, lo
que le permite habilitar un
registro detallado del flujo

de trabajo que captura las
métricas de ejecucion de
trabajos, los tiempos y las
estadisticas de procesami
ento que se pueden enviar a
CloudWatch los destinos de
Logs, Amazon S3 o Amazon
Data Firehose.

Los clientes ahora pueden
configurar la AWS Glue
particion cuando utilizan un
flujo de trabajo de mapeo de
ID.

21 de abril de 2025

14 de abril de 2025

25 de marzo de 2025
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https://docs.aws.amazon.com/entityresolution/latest/userguide/prepare-third-party-input-data.html#prepare-third-party-data-tables
https://docs.aws.amazon.com/entityresolution/latest/userguide/prepare-third-party-input-data.html#prepare-third-party-data-tables
https://docs.aws.amazon.com/entityresolution/latest/userguide/prepare-third-party-input-data.html#prepare-third-party-data-tables
https://docs.aws.amazon.com/entityresolution/latest/userguide/cloudwatch-logs.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-id-mapping-workflow.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-id-mapping-workflow.html
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Cuotas: actualizacion

Mapeo de esquemas:
actualizacion

Integracion de proveedores

Flujo de trabajo de mapeo de

identidad: actualizacion

Actualizaciéon de la documenta
cion unicamente. Los flujos
de trabajo de coincidencia
basados en reglas pueden
procesar hasta 100 millones
de registros, mientras que
los flujos de trabajo de
coincidencia basados en

el aprendizaje automatico
pueden procesar hasta 250
millones de registros. Los
clientes que necesiten limites
mas altos deben ponerse en
contacto con el equipo de
servicio.

Actualizacién solo de la
documentacion para aclarar
que la normalizacion es
compatible con los tipos de
atributos de nombre completo,
direccion completa y teléfono
completo.

Actualizacion de la documenta
cion unicamente. Los clientes
pueden aprender como
integrarse como un proveedor
de servicios con AWS Entity
Resolution.

Los clientes ahora pueden
usar reglas de coincidencia
para traducir datos propios en
un flujo de trabajo de mapeo
de identidades.

7 de febrero de 2025

17 de enero de 2025

8 de agosto de 2024

23 de julio de 2024
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https://docs.aws.amazon.com/entityresolution/latest/userguide/quotas.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-schema-mapping.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-schema-mapping.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/provider-integration.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-id-mapping-workflow.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-id-mapping-workflow.html
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Flujo de trabajo coincidente:
actualizacion

Flujo de trabajo de mapeo de

identidad: actualizacion

CloudFormation Recursos:

recursos nuevos y actualiza
dos

Encuentra el ID de coinciden

cia

Los clientes ahora pueden
eliminar los registros de un
flujo de trabajo coinciden

te basado en reglas o en
aprendizaje automatico para
ayudar a cumplir con las
normas de administracion de
datos.

Los clientes ahora pueden
usar un flujo de trabajo

de mapeo de ID en varios
Cuentas de AWS.

AWS Entity Resolution ha
agregado los siguiente
s recursos: AWS: :Enti
tyResolution: :IdNa
mespace AWS::Enti
tyResolution::Poli
cyStatement yha
actualizado el siguiente
recurso:AWS: :Enti
tyResolution: :IdMa
ppingWorkflow

Los clientes ahora pueden
encontrar el ID de coinciden
cia correspondiente y la regla
asociada para un flujo de
trabajo procesado basado en
reglas.

8 de abril de 2024

2 de abril de 2024

2 de abril de 2024

25 de marzo de 2024
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https://docs.aws.amazon.com/entityresolution/latest/userguide/manage-matching-workflows.html#delete-records
https://docs.aws.amazon.com/entityresolution/latest/userguide/manage-matching-workflows.html#delete-records
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-id-mapping-workflow.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-id-mapping-workflow.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-resources-with-cloudformation.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-resources-with-cloudformation.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-resources-with-cloudformation.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/find-match-id.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/find-match-id.html
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Flujo de trabajo coincidente:

actualizacion

AWS PrivateLink

CloudFormation Recursos:

recursos nuevos y actualiza
dos

Actualizacién de una politica

existente

AWS Entity Resolution ahora
admite la asignacion de
RAMPID basada en la PII

en el flujo de trabajo de
correspondencia basado en
los LiveRamp servicios del
proveedor.

AWS Entity Resolution ahora
admite una seguridad de datos
adicional, lo AWS PrivateLi

nk que ayuda a los clientes

a acceder de forma privada

a los servicios alojados en
ellos. AWS

AWS Entity Resolution ha
agregado el siguiente recurso:
AWS: :EntityResolut
ion:IdMappingWorkf
low vy ha actualizado

los siguientes recursos:
AWS: :EntityResolut
ion::MatchingWorkf
low yAWS::Enti
tyResolution: :Sche
mamapping

Se han agregado los siguiente
S permisos nuevos a la politica
AWSEntityResolutio
nConsoleFullAccess
administrada: ADXReadAc
cess YyManageEve
ntBridgeRules

12 de febrero de 2024

20 de octubre de 2023

19 de octubre de 2023

16 de octubre de 2023
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https://docs.aws.amazon.com/entityresolution/latest/userguide/create-matching-workflow-provider.html#create-mw-liveramp
https://docs.aws.amazon.com/entityresolution/latest/userguide/create-matching-workflow-provider.html#create-mw-liveramp
https://docs.aws.amazon.com/entityresolution/latest/userguide/vpc-interface-endpoints.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-resources-with-cloudformation.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-resources-with-cloudformation.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/creating-resources-with-cloudformation.html
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Mapeo de esquemas:
actualizacion

Flujo de trabajo coincidente:
actualizacion

Flujo de trabajo de mapeo

CloudFormation integration

AWS actualizacion gestionada

de politicas: nuevas politicas

Version inicial

Los clientes ahora tienen
la posibilidad de editar y
actualizar un esquema de
datos existente.

Los clientes ahora pueden
seleccionar un servicio de
proveedor de datos preferido
para ayudarlos a comparar y
vincular sus datos.

Los clientes pueden usar este
nuevo flujo de trabajo para
especificar los detalles del
mapeo de ID, elegir el método
de mapeo de ID que prefieran
y especificar los campos de
entrada y salida de datos.

AWS Entity Resolution ahora
se integra con CloudForm
ation.

AWS Entity Resolution agrego
dos nuevas politicas administr
adas.

Version inicial de la Guia AWS
Entity Resolution del usuario

16 de octubre de 2023

16 de octubre de 2023

16 de octubre de 2023

24 de agosto de 2023

18 de agosto de 2023

26 de julio de 2023
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https://docs.aws.amazon.com/entityresolution/latest/userguide/manage-schema-mappings.html
https://docs.aws.amazon.com/entityresolution/latest/userguide/manage-schema-mappings.html
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AWS Entity Resolution Glosario

Nombre de recurso de Amazon (ARN)

Un identificador unico de los recursos. AWS ARNs son necesarios cuando se necesita especificar
un recurso de forma inequivoca en todos los aspectos, por ejemplo AWS Entity Resolution, en AWS
Entity Resolution las politicas, las etiquetas de Amazon Relational Database Service (Amazon RDS)
y las llamadas a la API.

Tipo de atributo

El tipo de atributo del campo de entrada. Al crear un esquema de mapeo, se selecciona el tipo de
atributo de una lista preconfigurada de valores, como el nombre, la direccién, el numero de teléfono o
la direccion de correo electronico. El tipo de atributo indica AWS Entity Resolution qué tipo de datos
se estan presentando, lo que permite clasificarlos y normalizarlos adecuadamente.

Procesamiento automatico

Una opcion de cadencia de procesamiento para un trabajo de flujo de trabajo coincidente que
permite ejecutarlo automaticamente cuando se modifican los datos introducidos.

Esta opcidn solo esta disponible para la coincidencia basada en reglas.

De forma predeterminada, la cadencia de procesamiento de un trabajo de flujo de trabajo coincidente
se establece en Manual, lo que permite ejecutarlo bajo demanda. Puede configurar el procesamiento
automatico para que ejecute automaticamente el trabajo de flujo de trabajo correspondiente cuando
cambie la entrada de datos. Esto mantiene la salida del flujo de trabajo coincidente up-to-date.

AWS KMS key ARN

Este es su nombre de recurso de AWS KMS Amazon (ARN) para el cifrado en reposo. Si no se
proporciona, el sistema utilizara una clave de KMS AWS Entity Resolution administrada.

Flujo de trabajo por lotes

Proceso que se ejecuta a intervalos programados para hacer coincidir y resolver los datos de todo
un conjunto de datos. Los flujos de trabajo por lotes se AWS Entity Resolution utilizan mejor para

Nombre de recurso de Amazon (ARN) 262



AWS Entity Resolution Guia del usuario de

la configuracion inicial, las actualizaciones completas periodicas y los escenarios con cambios
significativos en los conjuntos de datos de origen y destino.

Texto claro

Datos que no estan protegidos criptograficamente.

Nivel de confianza () ConfidencelLevel

En el caso de la coincidencia de ML, este es el nivel de confianza que se aplica AWS Entity
Resolution cuando ML identifica un conjunto de registros coincidente. Esto forma parte de los
metadatos del flujo de trabajo coincidentes que se incluiran en la salida.

Descifrado

El proceso de transformar los datos cifrados para devolverles su forma original. El descifrado solo se
puede realizar si se tiene el acceso a la clave secreta.

Cifrado

Proceso de codificacion de datos en un formato aparentemente aleatorio utilizando un valor secreto
denominado clave. Es imposible determinar el texto sin formato original sin tener acceso a la clave.

Nombre del grupo

El nombre del grupo hace referencia a todo el grupo de campos de entrada y puede ayudarle a
agrupar los datos analizados para hacer coincidir los datos.

Por ejemplo, si hay tres campos de entrada: first_namemiddle_name, ylast_name, puede
agruparlos introduciendo el nombre del grupo full_name para que coincidan y salgan.

Hash

El uso de hash consiste en aplicar un algoritmo criptografico que produce una cadena unica e
irreversible de caracteres de un tamano fijo, denominada hash. AWS Entity Resolution utiliza el
protocolo hash Secure Hash Algorithm de 256 bits (SHA256) y generara una cadena de caracteres
de 32 bytes. En AWS Entity Resolution, puede elegir si desea codificar los valores de los datos en la
salida.
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Protocolo hash (HashingProtocol)

AWS Entity Resolution utiliza el protocolo hash Secure Hash Algorithm de 256 bits (SHA256) y
generara una cadena de caracteres de 32 bytes. Esto forma parte de los metadatos del flujo de

trabajo coincidentes que se incluiran en la salida.

Método de asignacion de ID

Cdmo desea que se realice la asignacion de ID.

Existen dos métodos de mapeo de ID:

» Basado en reglas: método mediante el cual se utilizan reglas de coincidencia para traducir datos
propios de una fuente a un destino en un flujo de trabajo de mapeo de ID.

+ Servicios de proveedores: método mediante el cual se utiliza un servicio de proveedor para traducir
datos codificados de terceros de una fuente a un destino en un flujo de trabajo de mapeo de ID.

AWS Entity Resolution actualmente es compatible con el LiveRamp método de mapeo de ID
basado en los servicios del proveedor. Debe tener una suscripcion AWS Data Exchange para
LiveRamp utilizar este método. Para obtener mas informacion, consulte Paso 1: Suscribase a un
servicio de proveedor en AWS Data Exchange.

Flujo de trabajo de asignacion de ID

Un trabajo de procesamiento de datos que mapea los datos de una fuente de datos de entrada a un
destino de datos de entrada en funcién del método de mapeo de ID especificado. Produce una tabla
de asignacion de ID. Este flujo de trabajo requiere que especifique el método de mapeo de ID y los
datos de entrada que desea traducir de una fuente a un destino.

Puedes configurar un flujo de trabajo de mapeo de ID para que se ejecute por tu cuenta Cuenta de
AWS o en dos Cuentas de AWS.

Espacio de nombres de ID

Un recurso AWS Entity Resolution que contiene metadatos que explican los conjuntos de datos de
varios conjuntos de datos Cuentas de AWS y cémo utilizarlos en un flujo de trabajo de mapeo de ID.

Protocolo hash (HashingProtocol) 264
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Hay dos tipos de espacios de nombres de ID: y. SOURCE TARGET SOURCEContiene configuraciones
para los datos de origen que se procesaran en un flujo de trabajo de mapeo de ID. TARGETContiene
una configuracion de los datos de destino a la que se adaptaran todas las fuentes. Para definir los
datos de entrada que desea dividir en dos Cuentas de AWS, cree una fuente de espacio de nombres
de ID y un destino de espacio de nombres de ID para traducir los datos de un conjunto () a otro
()SOURCE. TARGET

Después de crear espacios de nombres de ID con otro miembro y ejecutar un flujo de trabajo de
mapeo de ID, pueden unirse a una colaboracion AWS Clean Rooms para realizar una union de
varias tablas en la tabla de mapeo de ID y analizar los datos.

Para obtener mas informacioén, consulte la Guia del usuario de AWS Clean Rooms.

Flujo de trabajo incremental

Un proceso que solo compara y resuelve los registros nuevos o actualizados desde la ultima
ejecucion, en lugar de procesar todo el conjunto de datos. Los flujos de trabajo incrementales se
AWS Entity Resolution utilizan mejor para realizar actualizaciones frecuentes a fin de mantener los
datos actualizados cuando solo ha cambiado una pequena parte del conjunto de datos.

Campo de entrada

Un campo de entrada corresponde al nombre de una columna de la tabla AWS Glue de datos de
entrada.

Fuente de entrada ARN (ARNInputSource)

El nombre de recurso de Amazon (ARN) que se genero para una entrada de AWS Glue tabla. Esto
forma parte de los metadatos del flujo de trabajo coincidentes que se incluiran en la salida.

Emparejamiento basado en el aprendizaje automatico

La coincidencia basada en el aprendizaje automatico (coincidencia de aprendizaje automatico) busca
coincidencias en sus datos que pueden estar incompletas o que no tengan exactamente el mismo
aspecto. La coincidencia de aprendizaje automatico es un proceso preestablecido que intentara
hacer coincidir los registros de todos los datos que introduzcas. La coincidencia de ML devuelve un
identificador de coincidencia y un nivel de confianza para cada conjunto de datos coincidente.
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Procesamiento manual

Una opcién de cadencia de procesamiento para un trabajo de flujo de trabajo coincidente que
permite ejecutarlo bajo demanda.

Esta opcidn esta configurada de forma predeterminada y esta disponible tanto para la coincidencia
basada en reglas como para la coincidencia basada en el aprendizaje automatico.

Many-to-Many coincidente

Many-to-many la coincidencia compara varias instancias de datos similares. Los valores de los
campos de entrada a los que se haya asignado la misma clave de coincidencia se compararan
entre si, independientemente de si estan en el mismo campo de entrada o en campos de entrada
diferentes.

Por ejemplo, es posible que tengas varios campos de introduccion de numeros de teléfono, como
«Teléfono» mobile_phone y home_phone que tengan la misma clave coincidente. Usa la many-to-
many coincidencia para comparar los datos del campo mobile_phone de entrada con los datos del
campo mobile_phone de entrada y los datos del campo home_phone de entrada.

Las reglas de coincidencia evaluan los datos de varios campos de entrada con la misma clave de
coincidencia con una operacion (0), y la one-to-many coincidencia compara los valores de varios
campos de entrada. Esto significa que si hay alguna combinacion mobile_phone o home_phone
coincidencia entre dos registros, la clave de coincidencia «Teléfono» devolvera una coincidencia.
Para encontrar una coincidencia, pulse «Teléfono», Record One mobile_phone = Record Two
mobile_phone Record One mobile_phone = Record Two home_phone OR Record One
home_phone = Record Two home_phone ORRecord One home_phone = Record Two
mobile_phone.

ID de coincidencia (matchID)

Para la coincidencia basada en reglas y la coincidencia de aprendizaje automatico, este es el ID
generado AWS Entity Resolution y aplicado a cada conjunto de registros coincidente. Esto forma
parte de los metadatos del flujo de trabajo coincidentes que se incluiran en la salida.
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Haga coincidir la clave (MatchKey)

La tecla Match indica AWS Entity Resolution qué campos de entrada se deben considerar como
datos similares y cuales se deben considerar como datos diferentes. Esto ayuda a configurar AWS
Entity Resolution automaticamente las reglas de coincidencia basadas en reglas y a comparar datos
similares almacenados en diferentes campos de entrada.

Si en tus datos hay varios tipos de informacién sobre numeros de teléfono, como un mobile_phone
campo de home_phone entrada y un campo de entrada, que te gustaria comparar entre si, puedes
asignarles a ambos la tecla correspondiente «Teléfono». Luego, la coincidencia basada en reglas

se puede configurar para comparar datos utilizando las instrucciones «o» en todos los campos

de entrada con la tecla de coincidencia «Teléfono» (consulte las definiciones de One-to-One
coincidencia y Many-to-Many coincidencia en la seccion Flujo de trabajo coincidente).

Si quieres que las coincidencias basadas en reglas consideren distintos tipos de informacion de
numeros de teléfono por separado, puedes crear claves de coincidencia mas especificas, como
«Mobile_Phone» y «Home_Phone». A continuacion, al configurar un flujo de trabajo de coincidencia,
puede especificar como se utilizara cada clave de coincidencia de teléfonos en la busqueda de
coincidencias basada en reglas.

Si MatchKey se especifica un numero para un campo de entrada concreto, no se puede usar para la
coincidencia, pero se puede llevar a cabo durante el proceso de flujo de trabajo de coincidencia y, si
se desea, se puede generar como salida.

Haga coincidir el nombre de la clave

El nombre asignado a una clave de coincidencia.

Regla de coincidencia (MatchRule)

En el caso de las coincidencias basadas en reglas, este es el numero de regla aplicado que genero
un conjunto de registros coincidentes. Esto forma parte de los metadatos del flujo de trabajo
coincidentes que se incluiran en la salida.
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Coincidencia

Proceso de combinar y comparar datos de distintos campos de entrada, tablas o bases de datos y
determinar cuales son iguales (o «coinciden») en funcion del cumplimiento de ciertos criterios de
coincidencia (por ejemplo, mediante reglas o modelos coincidentes).

Flujo de trabajo correspondiente

El proceso que se configura para especificar los datos de entrada que deben coincidir y como se
debe realizar la coincidencia.

Descripcion del flujo de trabajo coincidente

Una descripcién opcional del flujo de trabajo coincidente que puede decidir introducir. Las
descripciones le ayudan a diferenciar entre los flujos de trabajo coincidentes si crea mas de uno.

Nombre del flujo de trabajo coincidente
El nombre del flujo de trabajo coincidente que especifique.

@ Note

Los nombres de los flujos de trabajo coincidentes deben ser unicos. No pueden tener el
mismo nombre o se devolvera un error.

Los metadatos del flujo de trabajo coinciden

Informacioén generada y generada AWS Entity Resolution durante un trabajo de flujo de trabajo
coincidente. Esta informacién es obligatoria en la salida.

Normalizacion (ApplyNormalization)

Elija si desea normalizar los datos de entrada tal y como se define en el esquema. La normalizacion
estandariza los datos al eliminar los espacios adicionales y los caracteres especiales y
estandarizarlos al formato en minusculas.
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Por ejemplo, si un campo de entrada tiene el tipo de atributo Teléfono completo y los valores de la
tabla de entrada tienen el formato correspondiente(123) 456-7890, los valores se AWS Entity
Resolution normalizaran a. 1234567890

(® Note

La normalizacion solo es compatible con el tipo de grupo correspondiente al nombre, la
direccidn, el teléfono y el correo electrénico.

En las siguientes secciones se describen nuestras reglas de normalizacién estandar.

Para obtener informacion especifica sobre la coincidencia basada en ML, consulteNormalizacion
()ApplyNormalization: solo basada en ML.

Temas

« Name

» Correo electrénico

» Teléfono
* Direccion
* Con un hash

» Source ID

Name

(® Note

La normalizacion solo se admite para el tipo de grupo de nombres.
El tipo de grupo de nombres aparece como nombre completo en la consola y NAME en la API.
Si quieres normalizar los subtipos del grupo de nombres, escribe:

* En la consola, asigne los siguientes subtipos al grupo de nombres completos: nombre,
segundo nombre y apellido.

* En la CreateSchemaMappingAPI, asigne los siguientes tipos a NAME GroupName:
NAME_FIRSTNAME_MIDDLE, y. NAME_LAST
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» TRIM = Recorta los espacios en blanco iniciales y finales

« MINUSCULAS = Pone en minuscula todos los caracteres alfabéticos

« CONVERT_ACCENT = Convierte una letra acentuada a una letra normal

« REMOVE_ALL_NON_ALPHA = Elimina todos los caracteres no alfabéticos [A-zA-Z]

Correo electronico

® Note

Se admite la normalizacion para el tipo de grupo de correo electrénico.
El tipo de grupo de correo electronico aparece como direccidon de correo electronico en la
consolay EMAIL_ADDRESS en la API.

+ TRIM = Recorta los espacios en blanco iniciales y finales
« MINUSCULAS = Pone en minuscula todos los caracteres alfabéticos
« CONVERT_ACCENT = Convierte una letra acentuada a una letra normal

 EMAIL_ADDRESS_UTIL_NORM = Elimina cualquier punto (.) del nombre de usuario, elimina todo
lo que esté después de un signo mas (+) en el nombre de usuario y estandariza las variaciones de
dominio mas comunes

« REMOVE_ALL_NON_EMAIL_CHARS = Elimina todos los caracteres [a-zA-Z0-9] y [.@ -] non-
alpha-numeric

Teléfono

® Note

La normalizacion solo es compatible con el tipo de grupo de teléfonos.
El tipo de grupo de teléfonos aparece como Teléfono completo en la consola y PHONE en la
API.

Si quieres normalizar los subtipos del tipo de grupo de teléfonos:

» En la consola, asigne los siguientes subtipos al grupo de teléfonos completo: numero de
teléfono y codigo de pais del teléfono.
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* En la CreateSchemaMappingAPI, asigne los siguientes tipos a PHONE GroupName:
PHONE_NUMBER y. PHONE_COUNTRYCODE

« TRIM = Recorta los espacios en blanco iniciales y finales
« REMOVE_ALL_NON_NUMERIC = Elimina todos los caracteres no numéricos [0-9]
« REMOVE_ALL_LEADING_ZEROES = Elimina todos los ceros iniciales

« ENSURE_PREFIX_WITH_MAP, " = Examina cada numero de teléfono e intenta compararlo con
los patrones del. phonePrefixMap phonePrefixMap Si se encuentra una coincidencia, la regla
anadira o modificara el prefijo del numero de teléfono para garantizar que se ajusta al formato
estandarizado especificado en el mapa.

Direccion

@ Note

La normalizacion solo se admite para el tipo de grupo de direcciones.

El tipo de grupo de direcciones aparece como direccion completa en la consola y ADDRESS
en la API.

Si quieres normalizar los subtipos del tipo de grupo de direcciones:

» En la consola, asigne los siguientes subtipos al grupo de direcciones completo: direccion 1,
direccidén 2: nombre de la direccion 3, nombre de la ciudad, estado, pais y cédigo postal t

* En la CreateSchemaMappingAPI, asigne los siguientes tipos a ADDRESS
GroupName:ADDRESS_STREET1,ADDRESS_STREET2,ADDRESS_STREET3,
ADDRESS_CITY ADDRESS_STATEADDRESS_COUNTRY, y. ADDRESS_POSTALCODE

* TRIM = Recorta los espacios en blanco iniciales y finales

« MINUSCULAS = Pone en minuscula todos los caracteres alfabéticos

+ CONVERT_ACCENT = Convierte una letra acentuada a una letra normal

« REMOVE_ALL_NON_ALPHA = Elimina todos los caracteres no alfabéticos [A-zA-Z]

« RENAME_WORDS utilizando ADDRESS_RENAME_WORD_MAP = sustituye las palabras de la
cadena de direcciones por palabras de ADDRESS_RENAME_WORD_MAP
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RENAME_DELIMITERS mediante ADDRESS_RENAME_DELIMITER_MAP = reemplazar
los delimitadores de la cadena de direcciones por la cadena de direcciones de
ADDRESS_RENAME_DELIMITER_MAP

RENAME_DIRECTIONS utilizando ADDRESS_RENAME_DIRECTION_MAP =
reemplazar los delimitadores de la cadena de direcciones por una cadena de
ADDRESS_RENAME_DIRECTION_MAP

RENAME_NUMBERS con ADDRESS_RENAME_NUMBER_MAP = reemplaza los numeros de la
cadena de direcciones por una cadena de ADDRESS_RENAME_NUMBER_MAP

RENAME_SPECIAL_CHARS utilizando ADDRESS_RENAME_SPECIAL_CHAR_MAP
= sustituir los caracteres especiales de la cadena de direcciones por una cadena de
ADDRESS_RENAME_SPECIAL_CHAR_MAP

ADDRESS_RENAME_WORD_MAP

Estas son las palabras a las que se les cambiara el nombre al normalizar la cadena de direcciones.

"avenue": "ave",
"bouled": "blvd",
"circle": "cir",
"circles": "cirs",
"court": "ct",
"centre": "ctr",
"center": "ctr",
"drive": "dr",
"freeway": "fwy",
"frwy": "fwy",
"highway": "hwy",
"lane": "1ln",

"parks": "park",
"parkways": "pkwy",
"pky”: "pkwy",
"pkway": "pkwy",
"pkwys": "pkwy",
"parkway": "pkwy",
"parkwy": "pkwy",

"place": "pl",
"plaza": "plz",
"plza": "plz",
"road": "zd",
"square": "sq",
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squ": "sq",
"sqr": "sq",
"street": "st",
"str": "st",
"str.": "strasse"

ADDRESS_RENAME_DELIMITER_MAP

Estos son los delimitadores a los que se les cambiara el nombre al normalizar la cadena de

direcciones.
, : 11} 11} ,
11} [Il : 11} 11} ,
Il] 11} : 11} 11} ,
II/II : 11} 11} ,
"#": " number "

ADDRESS_RENAME_DIRECTION_MAP

Estos son los identificadores de direccidn a los que se les cambiara el nombre al normalizar la
cadena de direcciones.

"east": "e",
"north": "n",
"south": "s",
"west": "w",
"northeast": "ne",
"northwest": "nw",
"southeast": "se",
"southwest": "sw"

ADDRESS_RENAME_NUMBER_MAP

Estas son las cadenas numéricas a las que se les cambiara el nombre al normalizar la cadena de
direcciones.

"nimero": "number",
"numero": "number",
"no": "number",
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n & n

nuam": "number",

"num": "number"

ADDRESS_RENAME_SPECIAL_CHAR_MAP

Estas son las cadenas de caracteres especiales a las que se les cambiara el nombre al normalizar la
cadena de direcciones.

IIBII: Ilssll’
||'||: ||ae||'

oe",

o o

ue",

o,

8 8 c

Il: llaell

Con un hash

* TRIM = Recorta los espacios en blanco iniciales y finales

Source_|ID

* TRIM = Recorta los espacios en blanco iniciales y finales

Normalizacion ()ApplyNormalization: solo basada en ML

Elija si desea normalizar los datos de entrada tal como se define en el esquema. La normalizacion
estandariza los datos al eliminar los espacios adicionales y los caracteres especiales y
estandarizarlos al formato en minusculas.

Por ejemplo, si un campo de entrada tiene un tipo de atributo de y los valores de NAME la tabla de
entrada tienen el formato correspondienteJohns Smith, los valores se AWS Entity Resolution
normalizaran a. john smith

En las siguientes secciones se describen las reglas de normalizacién para los flujos de trabajo de
coincidencia basados en el aprendizaje automatico.

Temas

« Name
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e Correo electronico

» Teléfono

Name

« TRIM = Recorta los espacios en blanco iniciales y finales

« MINUSCULAS = Pone en minuscula todos los caracteres alfabéticos

Correo electronico

MINUSCULAS = Pone en minuscula todos los caracteres alfabéticos

Sustituye unicamente (at) (distingue entre mayusculas y minusculas) por el simbolo @

» Elimina todos los espacios en blanco de cualquier parte del valor

Elimina todo lo que esté fuera del primero, "< >" si existe

Teléfono

« TRIM = Recorta los espacios en blanco iniciales y finales
« REMOVE_ALL_NON_NUMERIC = Elimina todos los caracteres no numéricos [0-9]
« REMOVE_ALL_LEADING_ZEROES = Elimina todos los ceros iniciales

« ENSURE_PREFIX_WITH_MAP, "" = Examina cada numero de teléfono e intenta compararlo con
los patrones del. phonePrefixMap phonePrefixMap Si se encuentra una coincidencia, la regla
anadira o modificara el prefijo del numero de teléfono para garantizar que se ajusta al formato
estandarizado especificado en el mapa.

One-to-One coincidente

One-to-one la coincidencia compara instancias individuales de datos similares. Los campos
de entrada con la misma clave de coincidencia y los valores del mismo campo de entrada se
compararan entre si.

Por ejemplo, es posible que tengas varios campos de entrada de numeros de teléfono, como
mobile_phone y home_phone que tengan la misma clave de coincidencia: «Teléfono». Utilice la
one-to-one coincidencia para comparar los datos del campo de mobile_phone entrada con los
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datos del campo de mobile_phone entrada y para comparar los datos del campo home_phone de
entrada con los datos del campo home_phone de entrada. Los datos del campo mobile_phone de
entrada no se compararan con los datos del campo home_phone de entrada.

Las reglas de coincidencia evaluan los datos de varios campos de entrada con la misma clave

de coincidencia con una operacion (0), y la one-to-many coincidencia compara los valores de un
solo campo de entrada. Esto significa que si dos registros home_phone coinciden mobile_phone
o coinciden entre ellos, la clave de coincidencia «Teléfono» devolvera una coincidencia. Para
encontrar una coincidencia, escriba «Teléfono» Record One mobile_phone = Record Two
mobile_phone oRecord One home_phone = Record Two home_phone.

Las reglas de coincidencia evaluan los datos de los campos de entrada con diferentes claves

de coincidencia mediante una operacion (y). Si quieres que las coincidencias basadas en reglas
consideren distintos tipos de informacidén de numeros de teléfono por separado, puedes crear claves
de coincidencia mas especificas, como «mobile_phone» y «home_phone». Si quieres usar ambas
claves de coincidencia en una regla para buscar coincidencias, AND. Record One mobile_phone
= Record Two mobile_phone Record One home_phone = Record Two home_phone

Output

Una lista de OutputAttributeobjetos, cada uno de los cuales tiene los campos Nombre y Hashed.
Cada uno de estos objetos representa una columna que se incluira en la tabla de AWS Glue
resultados y si desea que los valores de la columna estén codificados con un hash.

Ruta 3 de salida

El destino S3 en el que se AWS Entity Resolution escribira la tabla de resultados.

OutputSourceConfig

Una lista de OutputSource objetos, cada uno de los cuales tiene los campos Outputs3Path y Output.
ApplyNormalization

Coincidencia basada en los servicios del proveedor

La correspondencia basada en los servicios de los proveedores es un proceso disenado para hacer
coincidir, vincular y mejorar sus registros con los proveedores de servicios de datos preferidos y
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los conjuntos de datos con licencia. Debe estar suscrito al servicio del proveedor para utilizar esta
técnica de comparacion. AWS Data Exchange

AWS Entity Resolution actualmente se integra con los siguientes proveedores de servicios de datos:

* LiveRamp
e TransUnion

« UID2.0

Emparejamiento basado en reglas

La coincidencia basada en reglas es un proceso disefiado para encontrar coincidencias exactas.

La coincidencia basada en reglas es un conjunto jerarquico de reglas de coincidencia en cascada,
sugeridas por AWS Entity Resolution, basadas en los datos que usted introduce y que usted puede
configurar completamente. Todas las claves de coincidencia incluidas en los criterios de la regla
deben coincidir exactamente para que los datos comparados se declaren coincidentes y para que
se generen los metadatos asociados. La coincidencia basada en reglas devuelve un identificador de

coincidencia y un numero de regla para cada conjunto de datos coincidente.

Recomendamos definir reglas que puedan identificar de forma unica a una entidad. Ordene primero
sus reglas para encontrar coincidencias mas precisas.

Por ejemplo, supongamos que tienes dos reglas, la Regla 1 y la Regla 2.

Estas reglas tienen las siguientes claves de coincidencia:

» Laregla 1 incluye el nombre completo y la direccién

* Laregla 2 incluye el nombre completo, la direccion y el teléfono

Como la regla 1 se ejecuta primero, la regla 2 no encontrara coincidencias porque la regla 1 las
habria encontrado todas.

Para buscar coincidencias diferenciadas por teléfono, reordena las reglas de la siguiente manera:

* Laregla 2 incluye el nombre completo, la direccion y el teléfono

» Laregla 1 incluye el nombre completo y la direccidn
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Esquema

Término utilizado para una estructura o disefio que define cdmo se organiza y conecta un conjunto
de datos.

Descripcion del esquema

Una descripcion opcional del esquema que puede elegir introducir. Las descripciones le ayudan a
diferenciar entre las asignaciones de esquemas si crea mas de una.

Nombre del esquema
El nombre del esquema.

@ Note

Los nombres de los esquemas deben ser unicos. No pueden tener el mismo nombre o se
devolvera un error.

Asignacion de esquemas

El mapeo de esquemas AWS Entity Resolution es el proceso mediante el cual se indica AWS Entity
Resolution cdmo interpretar los datos para que coincidan. Usted define el esquema de la tabla de
datos de entrada que AWS Entity Resolution desea leer en un flujo de trabajo coincidente.

ARN de mapeo de esquemas

El nombre de recurso de Amazon (ARN) generado para el mapeo del esquema.
ID unico

Un identificador unico que usted designe y que debe asignarse a cada fila de datos de entrada que
se AWS Entity Resolution lea.

Example

Por ejemplo: Primary_key, Row_ID o Recoxd_ID.
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La columna de ID unico es obligatoria.

El identificador unico debe ser un identificador unico dentro de una sola tabla.
El identificador Unico debe cumplir este patron: [a-zA-Z0-9_-]

En diferentes tablas, el identificador unico puede tener valores duplicados.

La longitud maxima del identificador unico es 38 para un flujo de trabajo coincidente

La longitud maxima del identificador unico es de 257 caracteres para un Flujo de trabajo de

asignacion de ID

Cuando se ejecute el flujo de trabajo coincidente, el registro se rechazara si el identificador unico:

* no esta especificado
* No es unico en la misma tabla
» se superpone en términos de nombre de atributo en todas las fuentes

» supera los 38 caracteres (solo flujos de trabajo de coincidencia basados en reglas)
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Las traducciones son generadas a través de traduccién automatica. En caso de conflicto entre la
traduccioén y la version original de inglés, prevalecera la version en inglés.

cclxxx
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