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Die Version AWS SDK fiir Java 1.x wurde end-of-support am 31. Dezember 2025 erreicht. Wir
empfehlen lhnen, auf den zu migrieren AWS SDK for Java 2.x, um weiterhin neue Funktionen,
Verfligbarkeitsverbesserungen und Sicherheitsupdates zu erhalten.

Die vorliegende Ubersetzung wurde maschinell erstellt. Im Falle eines Konflikts oder eines
Widerspruchs zwischen dieser Ubersetzten Fassung und der englischen Fassung (einschlieRlich
infolge von Verzdgerungen bei der Ubersetzung) ist die englische Fassung maRgeblich.
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Entwicklerhandbuch — AWS SDK fur Java 1.x

Das AWS SDK flur Javabietet eine Java-API fir AWS Dienste. Mit dem SDK kénnen Sie auf einfache
Weise Java-Anwendungen erstellen, die mit Amazon S3, Amazon EC2 DynamoDB, und mehr
funktionieren. Unterstitzung fir neue Services erganzen wir regelmafig im AWS SDK fir Java. Eine
Liste der unterstitzten Services und deren API-Versionen, die in den einzelnen Versionen des SDKs
enthalten sind, finden Sie in den Versionshinweisen flr die Version, mit der Sie arbeiten.

Version 2 des SDK wurde veroffentlicht

Schauen Sie sich das neue AWS SDK fur Java 2.x unter https://github.com/aws/aws-sdk-java-

v2/ an. Sie enthalt mit Spannung erwartete Funktionen, wie z. B. die Moglichkeit, eine HTTP-
Implementierung einzubinden. Informationen zu den ersten Schritten finden Sie im AWS SDK fur
Java 2.x Developer Guide.

Zusatzliche Dokumentation und Ressourcen

Zusatzlich zu diesem Handbuch finden Sie im Folgenden wertvolle Online-Ressourcen fir AWS SDK
fur Java Entwickler:

« AWS SDK fur Java API Reference

« Java-Entwicklerblog

» Java-Entwicklerforen

+ GitHub:

* Dokumentationsquelle

* Dokumentationsprobleme
SDK-Quellcode
SDK-Probleme

+ SDK-Beispiele

+ Gitter-Kanal
* Die AWS-Codebeispiel-Katalog

* @awsforjava (Twitter)

* Versionshinweise

Version 2 des SDK wurde veroffentlicht 1
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Unterstltzung fur Eclipse-IDE

Wenn Sie Code mit der Eclipse-IDE entwickeln, kédnnen Sie das verwenden, AWS Toolkit for
Eclipseum das AWS SDK flr Java zu einem vorhandenen Eclipse-Projekt hinzuzufligen oder ein
neues AWS SDK fir Java Projekt zu erstellen. Das Toolkit unterstitzt auch das Erstellen und
Hochladen von Lambda Funktionen, das Starten und Uberwachen von Amazon EC2 Instanzen, das
Verwalten von IAM Benutzern und Sicherheitsgruppen, einen AWS CloudFormation Vorlageneditor
und mehr.

Die vollstandige Dokumentation finden Sie im AWS Toolkit for Eclipse Benutzerhandbuch.

Entwicklung von Anwendungen fur Android

Wenn Sie ein Android-Entwickler sind, Amazon Web Services verotffentlicht ein SDK, das speziell fur
die Android-Entwicklung entwickelt wurde: das Amplify Android (AWS Mobile SDK for Android).

Anzeigen des SDK-Versionsverlaufs

Den Versionsverlauf von AWS SDK fiir Java, einschlieBlich der Anderungen und unterstiitzten
Dienste pro SDK-Version, finden Sie in den Versionshinweisen des SDK.

Erstellen von Java-Referenzdokumentationen fur frihere SDK-
Versionen

Die AWS SDK fur Java API-Referenz stellt den neuesten Build der Version 1.x des SDK dar. Wenn
Sie einen friheren Build der 1.x-Version verwenden, mdchten Sie moglicherweise auf die SDK-
Referenzdokumentation zugreifen, die der von Ihnen verwendeten Version entspricht.

Die einfachste Methode zum Erstellen der Dokumentation besteht darin, das Build-Tool von Apache
Maven zu nutzen. Laden Sie Maven zuerst herunter und installieren Sie es, falls es auf lnrem System
noch nicht vorhanden ist, und erstellen Sie die Referenzdokumentation dann mit den folgenden
Schritten:

1. Suchen Sie auf der Releases-Seite des SDK-Repositorys die SDK-Version, die Sie verwenden,
und wahlen Sie sie aus. GitHub

2. Wahlen Sie entweder den Link zip (die meisten Plattformen, einschliellich Windows) oder
tar.gz (Linux, macOS oder Unix), um das SDK auf lhren Computer herunterzuladen.

Unterstltzung fur Eclipse-IDE 2
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3. Extrahieren Sie das Archiv in ein lokales Verzeichnis.

4. Navigieren Sie in der Befehlszeile zu dem Verzeichnis, in das Sie das Archiv entpackt haben.
Geben Sie dann folgenden Befehl ein:

mvn javadoc:javadoc

5. Nachdem die Erstellung abgeschlossen ist, finden Sie die generierte HTML-Dokumentation im
Verzeichnis aws-java-sdk/target/site/apidocs/.

Erstellen von Java-Referenzdokumentationen fiir friihere SDK-Versionen 3
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Erste Schritte

Dieser Abschnitt enthalt Informationen zur Installation, Einrichtung und Verwendung des AWS SDK
fur Java.

Themen
* Grundkonfiguration zum Arbeiten AWS-Services
* Mdoglichkeiten, das zu bekommen AWS SDK flur Java

* Verwenden Sie Build-Tools

+ AWS Temporare Anmeldeinformationen und AWS-Region fur die Entwicklung einrichten

Grundkonfiguration zum Arbeiten AWS-Services

Ubersicht

FUr die erfolgreiche Entwicklung von Anwendungen, die AWS-Services Uber das zugreifen AWS SDK
fur Java, sind die folgenden Bedingungen erforderlich:

+ Sie mussen in der Lage sein, sich bei dem AWS Zugangsportal anzumelden, das im verfligbar ist
AWS IAM Identity Center.

» Die Berechtigungen der fur das SDK konfigurierten IAM-Rolle missen den Zugriff auf die
AWS-Services , die Ihre Anwendung bendétigt, ermdglichen. Die mit der PowerUserAccess
AWS verwalteten Richtlinie verbundenen Berechtigungen reichen fur die meisten
Entwicklungsanforderungen aus.

* Eine Entwicklungsumgebung mit den folgenden Elementen:

+ Gemeinsam genutzte Konfigurationsdateien, die auf folgende Weise eingerichtet werden:

* Die config Datei enthalt ein Standardprofil, das eine spezifiziert AWS-Region.

* Die credentials Datei enthalt temporare Anmeldeinformationen als Teil eines
Standardprofils.

» Eine geeignete Installation von Java.

» Ein Tool zur Build-Automatisierung wie Maven oder Gradle.
» Ein Texteditor fur die Arbeit mit Code.

* (Optional, aber empfohlen) Eine IDE (integrierte Entwicklungsumgebung) wie IntelliJ IDEA,
Eclipse oder. NetBeans

Grundlegende Einrichtung 4
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Wenn Sie eine IDE verwenden, kénnen Sie AWS Toolkit s auch integrieren, um die Arbeit
mit ihnen zu vereinfachen. AWS-Services Die AWS Toolkit for IntelliJund AWS Toolkit for
Eclipsesind zwei Toolkits, die Sie fir die Java-Entwicklung verwenden kénnen.

/A Important

Bei den Anweisungen in diesem Abschnitt zur Einrichtung wird davon ausgegangen, dass
Sie oder Ihr Unternehmen IAM Identity Center verwenden. Wenn lhre Organisation einen
externen Identitatsanbieter verwendet, der unabhangig von IAM Identity Center arbeitet,
finden Sie heraus, wie Sie temporare Anmeldeinformationen fiir das SDK for Java erhalten
koénnen. Folgen Sie diesen Anweisungen, um der ~/.aws/credentials Datei temporare

Anmeldeinformationen hinzuzuftgen.

Wenn lhr Identitatsanbieter der ~/.aws/credentials Datei automatisch temporare
Anmeldeinformationen hinzufligt, stellen Sie sicher, dass der Profiiname [default] so
lautet, dass Sie dem SDK keinen Profilnamen angeben missen oder AWS CLI.

Anmeldemadglichkeit beim AWS Zugriffsportal

Das AWS Zugriffsportal ist die Webadresse, Uber die Sie sich manuell beim IAM Identity
Center anmelden. Das Format der URL ist d-xxxXXxXXxxx .awsapps.com/start
oderyour_subdomain.awsapps.com/start.

Wenn Sie mit dem AWS Zugriffsportal nicht vertraut sind, folgen Sie den Anweisungen fir den
Kontozugriff in Schritt 1 des Themas IAM Identity Center-Authentifizierung im Referenzhandbuch
AWS SDKs und im Tools-Referenzhandbuch. Folgen Sie nicht Schritt 2, da AWS SDK flr

Java 1.x die automatische Token-Aktualisierung und den automatischen Abruf temporarer
Anmeldeinformationen fir das SDK, das in Schritt 2 beschrieben wird, nicht unterstitzt.

Richten Sie gemeinsam genutzte Konfigurationsdateien ein

Die gemeinsam genutzten Konfigurationsdateien befinden sich auf Ihrer Entwicklungs-Workstation
und enthalten grundlegende Einstellungen, die von all AWS SDKs und der AWS Command Line
Interface (CLI) verwendet werden. Die gemeinsam genutzten Konfigurationsdateien konnen eine
Reihe von Einstellungen enthalten, aber in diesen Anweisungen werden die grundlegenden Elemente
festgelegt, die fur die Arbeit mit dem SDK erforderlich sind.

Anmeldemaoglichkeit beim AWS Zugriffsportal 5
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Richten Sie die gemeinsam genutzte config Datei ein

Das folgende Beispiel zeigt den Inhalt einer gemeinsam genutzten config Datei.

[default]
region=us-east-1
output=json

Verwenden Sie fur Entwicklungszwecke die Datei, die dem Ort AWS-Region am nachsten liegt, an
dem Sie Ihren Code ausflihren méchten. Eine Liste der Regionalcodes, die Sie in der config Datei
verwenden kénnen, finden Sie in der Allgemeine Amazon Web Services-Referenz Anleitung. Die
json Einstellung flr das Ausgabeformat ist einer von mehreren méglichen Werten.

Folgen Sie den Anweisungen in diesem Abschnitt, um die config Datei zu erstellen.

Richten Sie temporare Anmeldeinformationen flr das SDK ein

Nachdem Sie Uber das Zugriffsportal AWS Zugriff auf eine AWS-Konto und IAM-Rolle erhalten
haben, konfigurieren Sie lhre Entwicklungsumgebung mit temporaren Anmeldeinformationen fiir den
Zugriff durch das SDK.

Schritte zum Einrichten einer lokalen credentials Datei mit temporaren Anmeldeinformationen

1. Erstellen Sie eine gemeinsam genutzte credentials Datei.

2. Fugen Sie den folgenden Platzhaltertext in die credentials Datei ein, bis Sie funktionierende
temporare Anmeldeinformationen einfugen.

[default]

aws_access_key_id=<value from AWS access portal>
aws_secret_access_key=<value from AWS access portal>
aws_session_token=<value from AWS access portal>

3. Speichern Sie die Datei. Die Datei ~/.aws/credentials sollte jetzt auf Inrem lokalen
Entwicklungssystem vorhanden sein. Diese Datei enthalt das [Standard] -Profil, das das SDK for
Java verwendet, wenn kein bestimmtes benanntes Profil angegeben ist.

4. Melden Sie sich beim AWS Access-Portal an.

5. Folgen Sie diesen Anweisungen unter der Uberschrift Manuelle Aktualisierung der

Anmeldeinformationen, um die Anmeldeinformationen fur die IAM-Rolle aus dem AWS

Zugriffsportal zu kopieren.
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a. Wahlen Sie fir Schritt 4 der verlinkten Anleitung den IAM-Rollennamen aus, der den Zugriff
fur Ihre Entwicklungsanforderungen gewahrt. Diese Rolle hat normalerweise einen Namen
wie PowerUserAccessoder Developer.

b. Wahlen Sie flir Schritt 7 die Option Manuelles Hinzufligen eines Profils zu Ihrer AWS
Anmeldeinformationsdatei und kopieren Sie den Inhalt.

6. Fugen Sie die kopierten Anmeldeinformationen in lhre lokale credentials Datei ein und
entfernen Sie alle eingefugten Profilnamen. Ihre Datei sollte wie folgt aussehen:

[default]

aws_access_key_id=AKIAIOSFODNN7EXAMPLE
aws_secret_access_key=wJalrXUtnFEMI/K7MDENG/bPxRfiCYEXAMPLEKEY
aws_session_token=IQoJb3JpZ21uX2IQolb3IpZ21uX2IQoIb3IpZ21uX2IQoIb3]IpZ21uX2IQoIb3IpZVERYLONC

7. Speichern Sie die credentials Datei
Das SDK for Java greift auf diese temporaren Anmeldeinformationen zu, wenn es einen Service-

Client erstellt und sie fur jede Anfrage verwendet. Die in Schritt 5a ausgewahlten Einstellungen fur
die IAM-Rolle bestimmen, wie lange die temporaren Anmeldeinformationen gultig sind. Die maximale

Dauer betragt zwolf Stunden.

Wenn die temporaren Anmeldeinformationen abgelaufen sind, wiederholen Sie die Schritte 4 bis 7.

Installieren Sie eine Java-Entwicklungsumgebung

Fir AWS SDK fir Java Version 1 ist ein Java 7 JDK oder neuer erforderlich, und alle JDK-Versionen
von Java LTS (Long-Term Support) werden unterstitzt. Wenn Sie Version 1.12.767 oder eine friihere
Version des SDK verwenden, kdnnen Sie Java 7 verwenden. Wenn Sie jedoch Version 1.12.768 oder
eine neuere Version des SDK verwenden, ist Java 8 erforderlich. Das zentrale Maven-Repository

listet die neueste Version des SDK for Java auf.

Das AWS SDK fir Java funktioniert mit dem Oracle Java SE Development Kit und mit Distributionen

von Open Java Development Kit (OpenJDK) wie Amazon Corretto, Red Hat OpenJDK und Adoptium.

Moglichkeiten, das zu bekommen AWS SDK fur Java

Voraussetzungen

Um das verwenden zu kbnnen AWS SDK fur Java, bendtigen Sie:

Installieren Sie eine Java-Entwicklungsumgebung 7


https://docs.aws.amazon.com/singlesignon/latest/userguide/howtosessionduration.html
https://central.sonatype.com/artifact/com.amazonaws/aws-java-sdk-bom
https://www.oracle.com/java/technologies/downloads/
https://adoptium.net/
https://aws.amazon.com/corretto
https://developers.redhat.com/products/openjdk/overview
https://adoptium.net/

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

« Sie mussen in der Lage sein, sich bei dem AWS Zugangsportal anzumelden, das im verfligbar ist
AWS IAM Identity Center.

+ Eine geeignete Installation von Java.

» Temporare Anmeldeinformationen, die in Ihrer lokalen gemeinsam genutzten credentials Datei
eingerichtet sind.

Anweisungen zur Einrichtung fur die Verwendung des SDK for Java finden Sie im the section called
“‘Grundlegende Einrichtung” Thema.

Verwenden Sie ein Build-Tool, um Abhangigkeiten flr das SDK for Java zu
verwalten (empfohlen)

Wir empfehlen, Apache Maven oder Gradle mit Ihrem Projekt zu verwenden, um auf die
erforderlichen Abhangigkeiten des SDK for Java zuzugreifen. In diesem Abschnitt wird beschrieben,

wie Sie diese Tools verwenden.

Laden Sie das SDK herunter und extrahieren Sie es (nicht empfohlen)

Wir empfehlen, dass Sie ein Build-Tool verwenden, um auf das SDK fir Ihr Projekt zuzugreifen. Sie
kénnen jedoch ein vorgefertigtes JAR der neuesten Version des SDK herunterladen.

(® Note

Weitere Informationen zum Herunterladen und Erstellen von friiheren Versionen des SDKs
finden Sie unter Installieren von friheren Versionen des SDKs.

1. Laden Sie das SDK aus der ZIP-Datei herunter https://sdk-for-java.amazonwebservices.com/latest/

aws-java-sdk.

2. Extrahieren Sie den Inhalt nach dem Herunterladen des SDKs in ein lokales Verzeichnis.

Das SDK enthalt folgende Verzeichnisse:

* documentation- enthalt die API-Dokumentation (auch im Internet verfiigbar: AWS SDK fur Java
API-Referenz).

* lib- enthalt die . jar SDK-Dateien.
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» samples- enthalt einen funktionierenden Beispielcode, der demonstriert, wie das SDK verwendet

wird.

* third-party/1lib- enthalt Bibliotheken von Drittanbietern, die vom SDK verwendet werden, wie

Apache Commons Logging, Aspectd und das Spring-Framework.

Um das SDK zu verwenden, fligen Sie den vollstandigen Pfad zu den Verzeichnissen 1ib und
third-party zu den Abhangigkeiten in Ihrer Build-Datei hinzu und fligen Sie sie zu Ihrem
Java-CLASSPATH hinzu, um lhren Code auszufihren.

Frihere Versionen des SDK aus dem Quellcode erstellen (nicht empfohlen)

Nur die neueste Version des vollstandigen SDK wird in vorgefertigter Form als herunterladbares
JAR bereitgestellt. Sie kdbnnen jedoch eine vorherige Version des SDKs mit Apache Maven (Open
Source) erstellen. Maven ladt alle erforderlichen Abhangigkeiten, erstellt und installiert das SDK in
einem Schritt. Besuchen Sie http://maven.apache.org/, um Installationsanweisungen und weitere
Informationen zu erhalten.

1.
2.

Gehen Sie zur GitHub SDK-Seite unter: AWS SDK fur Java (GitHub).

Wahlen Sie das Tag aus, das der gewlinschten SDK-Versionsnummer entspricht. Beispiel,
1.6.10.

Klicken Sie auf die Schaltflache Download ZIP, um die ausgewahlte Version des SDKs
herunterzuladen.

. Extrahieren Sie die Datei in ein Verzeichnis auf lhrem Entwicklungssystem. Bei vielen Systemen

kénnen Sie dazu den grafischen Datei-Manager oder das unzip-Dienstprogramm in einem
Terminal-Fenster nutzen.

. Navigieren Sie in einem Terminal-Fenster in das Verzeichnis, in das Sie die SDK-Quelldateien

entpackt haben.

. Erstellen und installieren Sie das SDK mit dem folgenden Befehl (Maven erforderlich):

mvn clean install -Dgpg.skip=true

Die resultierende . jar-Datei wird im target-Verzeichnis erstellt.

. (Optional) Erstellen Sie die API-Referenz-Dokumentation mit dem folgenden Befehl:

mvn javadoc:javadoc
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Die Dokumentation wird im Verzeichnis target/site/apidocs/ erstellt.

Verwenden Sie Build-Tools

Die Verwendung von Build-Tools hilft bei der Verwaltung der Entwicklung von Java-Projekten. Es sind
mehrere Build-Tools verfigbar, aber wir zeigen, wie Sie mit zwei beliebten Build-Tools, Maven und
Gradle, loslegen kénnen. In diesem Thema erfahren Sie, wie Sie mit diesen Build-Tools die SDK for
Java Java-Abhangigkeiten verwalten, die Sie fur lhre Projekte bendtigen.

Themen

» Das SDK mit Apache Maven verwenden

» Das SDK mit Gradle verwenden

Das SDK mit Apache Maven verwenden

Sie kdbnnen Apache Maven verwenden, um AWS SDK flr Java Projekte zu konfigurieren und zu
erstellen oder um das SDK selbst zu erstellen.

® Note

Um die Anleitungen in diesem Thema nachzuvollziehen, sollten Sie Maven installiert haben.
Wenn Maven noch nicht installiert ist, besuchen Sie http://maven.apache.org/, um es

herunterzuladen und zu installieren.

Erstellen eines neuen Maven-Pakets

Sie kénnen ein einfaches Maven-Paket erstellen, indem Sie ein Terminal-Fenster (eine Befehlszeile)
6ffnen und Folgendes ausflihren:

mvn -B archetype:generate \
-DarchetypeGroupId=org.apache.maven.archetypes \
-DgroupId=org.example.basicapp \
-DartifactId=myapp

Ersetzen Sie org.example.basicapp mit dem vollen Paket-Namespace |hrer Anwendung und myapp
mit dem Projektnamen (wird fir den Verzeichnisnamen lhres Projekts ibernommen).
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Erstellt standardmaRig eine Projektvorlage flr Sie unter Verwendung des Schnellstart-Archetyps,

der fur viele Projekte ein guter Ausgangspunkt ist. Es sind noch mehr Archetypen verflgbar.
Auf der Maven-Archetypen-Seite findest du eine Liste der Archetypen, die im Paket enthalten

sind. Sie kdbnnen einen bestimmten Archetyp zur Nutzung auswahlen, indem Sie das Argument -
DarchetypeArtifactId an den Befehl archetype:generate anhangen. Zum Beispiel:

mvn archetype:generate \
-DarchetypeGroupId=org.apache.maven.archetypes \
-DarchetypeArtifactId=maven-archetype-webapp \
-DgroupId=org.example.webapp \
-DartifactId=mywebapp

® Note

Viele weitere Informationen zum Erstellen und Konfigurieren von Projekten finden Sie im
Maven-Handbuch ,Erste Schritte®.

Konfigurieren des SDKs als Maven-Abhangigkeit

Um das AWS SDK fur Java in lhrem Projekt zu verwenden, missen Sie es als Abhangigkeit in der
pom. xml Datei lhres Projekts deklarieren. Ab Version 1.9.0 kénnen Sie einzelne Komponenten oder
das gesamte SDK importieren.

Angeben einzelner SDK-Module

Verwenden Sie zur Auswahl einzelner SDK-Module die AWS SDK fir Java Stickliste (BOM) fir
Maven. Dadurch wird sichergestellt, dass die von Ihnen angegebenen Module dieselbe Version des
SDK verwenden und dass sie miteinander kompatibel sind.

Um die BOM zu verwenden, fligen Sie der Datei pom. xml lhrer Anwendung einen Abschnitt
<dependencyManagement> hinzu. Fligen Sie dabei aws-java-sdk-bom als Abhangigkeit hinzu
und geben Sie die SDK-Version an, die Sie nutzen mdchten:

<dependencyManagement>
<dependencies>
<dependency>
<groupId>com.amazonaws</groupld>
<artifactId>aws-java-sdk-bom</artifactId>
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<version>1.11.1000</version>
<type>pom</type>
<scope>import</scope>
</dependency>
</dependencies>
</dependencyManagement>

Die neueste Version der AWS SDK flur Java Stlckliste, die auf Maven Central verfligbar ist, finden
Sie unter: com.amazonaws/. https://mvnrepository.com/artifact/ aws-java-sdk-bom Auf dieser Seite
kénnen Sie auch sehen, welche von der BOM verwalteten Module (Abhangigkeiten) Sie im Abschnitt
<dependencies> der Datei pom. xml lhres Projekts einfiigen kénnen.

Sie konnen jetzt einzelne Module aus dem SDK zur Nutzung in Ihrer Anwendung auswéahlen. Da Sie
die SDK-Version bereits in der BOM deklariert haben, mussen Sie die Versionsnummer nicht mehr
fur jede Komponente angeben.

<dependencies>
<dependency>
<groupId>com.amazonaws</groupIld>
<artifactId>aws-java-sdk-s3</artifactId>
</dependency>
<dependency>
<groupId>com.amazonaws</groupIld>
<artifactId>aws-java-sdk-dynamodb</artifactId>
</dependency>
</dependencies>

Sie kdnnen auch in der nachlesen, welche Abhangigkeiten Sie AWS-Codebeispiel-Katalog fur eine
bestimmte Aufgabe verwenden sollten. AWS-Service Weitere Informationen finden Sie in der POM-
Datei unter einem bestimmten Servicebeispiel. Wenn Sie beispielsweise an den Abhangigkeiten fur
den AWS S3-Dienst interessiert sind, finden Sie das vollstandige Beispiel unter GitHub. (Schau dir
den Pom under /java/example_code/s 3 an).

Importieren aller SDK-Module

Wenn Sie das gesamte SDK als Abhangigkeit aufnehmen mochten, verwenden Sie nicht die BOM-
Methode. Deklarieren Sie es stattdessen einfach wie folgt in pom. xml:

<dependencies>
<dependency>
<groupId>com.amazonaws</groupIld>
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<artifactId>aws-java-sdk</artifactId>
<version>1.11.1000</version>
</dependency>
</dependencies>

Erstellen Ihres Projekts

Sobald |hr Projekt fertig eingerichtet ist, kbnnen Sie es mit dem Maven-Befehl package erstellen:

mvn package

Dadurch wird die @jar-Datei im Verzeichnis target angelegt.
Erstellen des SDKs mit Maven

Sie kbnnen Apache Maven verwenden, um das SDK aus den Quellen zu erstellen. Laden Sie dazu
den SDK-Code von herunter GitHub, entpacken Sie ihn lokal und fihren Sie dann den folgenden
Maven-Befehl aus:

mvn clean install

Das SDK mit Gradle verwenden

Um die SDK-Abhangigkeiten fur Ihr Gradle-Projekt zu verwalten, importieren Sie die Maven-Stlckliste
fur AWS SDK fiur Java in die Datei der Anwendung. build.gradle

(@ Note

Ersetzen Sie in den folgenden Beispielen 1.12.529 in der Build-Datei durch eine gliltige
Version von. AWS SDK fiir Java Suchen Sie die neueste Version im zentralen Maven-

Repository.

Projekteinrichtung fur Gradle 4.6 oder hoher

Seit Gradle 4.6 konnen Sie die verbesserte POM-Unterstitzungsfunktion von Gradle verwenden,

um Sticklistendateien (BOM) zu importieren, indem Sie eine Abhangigkeit von einer Stlckliste
deklarieren.
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1. Wenn Sie Gradle 5.0 oder hoher verwenden, fahren Sie mit Schritt 2 fort. Andernfalls aktivieren Sie
die Funktion IMPROVED_POM_SUPPORT in der settings.gradle-Datei.

enableFeaturePreview('IMPROVED_POM_SUPPORT')

2. Fugen Sie die Stickliste zum Abschnitt Abhangigkeiten der Anwendungsdatei hinzu.
build.gradle

dependencies {
implementation platform('com.amazonaws:aws-java-sdk-bom:1.12.529"')

// Declare individual SDK dependencies without version

}

3. Geben Sie im Abschnitt dependencies (Abhangigkeiten) die SDK-Module an, die verwendet
werden sollen. Im Folgenden ist beispielsweise eine Abhangigkeit flir Amazon Simple Storage
Service (Amazon S3) enthalten.

dependencies {
implementation platform('com.amazonaws:aws-java-sdk-bom:1.12.529")
implementation 'com.amazonaws:aws-java-sdk-s3'

Gradle 16st mit den Informationen aus der BOM automatisch die richtige Version der SDK-
Abhangigkeiten auf.

Das Folgende ist ein Beispiel fir eine vollstdndige build.gradle Datei, die eine Abhangigkeit fur
enthalt Amazon S3.

group 'aws.test'
version '1l.0-SNAPSHOT'

apply plugin: 'java'
sourceCompatibility = 1.8

repositories {
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mavenCentral()

}

dependencies {
implementation platform('com.amazonaws:aws-java-sdk-bom:1.12.529"')
implementation 'com.amazonaws:aws-java-sdk-s3'

}

(@ Note
Ersetzen Sie im vorherigen Beispiel die Abhangigkeit von Amazon S3 durch die
Abhangigkeiten der AWS Dienste, die Sie in Inrem Projekt verwenden werden. Die Module
(Abhangigkeiten), die von der AWS SDK fir Java BOM verwaltet werden, sind im zentralen
Maven-Repository aufgefuhrt.

Projekteinrichtung fur Gradle-Versionen vor 4.6

Gradle-Versionen vor 4.6 verfigen Uber keine native Stlicklistenunterstiitzung. Um AWS SDK flr
Java Abhangigkeiten fur Ihr Projekt zu verwalten, verwenden Sie das Abhangigkeitsverwaltungs-
Plugin von Spring fiir Gradle, um die Maven-Stiickliste flir das SDK zu importieren.

1. Flgen Sie das Plugin fur die Abhangigkeitsverwaltung zur Datei Ihrer Anwendung hinzu.
build.gradle

buildscript {
repositories {
mavenCentral()

}
dependencies {
classpath "io.spring.gradle:dependency-management-plugin:1.0.9.RELEASE"

apply plugin: "io.spring.dependency-management"

2. Fugen Sie die BOM in den Abschnitt dependencyManagement der Datei ein.

dependencyManagement {
imports {
mavenBom 'com.amazonaws:aws-java-sdk-bom:1.12.529'
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}

}

3. Geben Sie im Abschnitt Abhangigkeiten die SDK-Module an, die Sie verwenden werden. Im
folgenden Beispiel ist eine Abhangigkeit fur Amazon S3 enthalten.

dependencies {
compile 'com.amazonaws:aws-java-sdk-s3'

Gradle I6st mit den Informationen aus der BOM automatisch die richtige Version der SDK-
Abhangigkeiten auf.

Das Folgende ist ein Beispiel fir eine vollstdndige build.gradle Datei, die eine Abhangigkeit fur
enthalt Amazon S3.

group 'aws.test'
version '1.0'

apply plugin: 'java'
sourceCompatibility = 1.8

repositories {
mavenCentral()

buildscript {
repositories {
mavenCentral()
}
dependencies {
classpath "io.spring.gradle:dependency-management-plugin:1.0.9.RELEASE"

}

apply plugin: "io.spring.dependency-management"

dependencyManagement {
imports {
mavenBom 'com.amazonaws:aws-java-sdk-bom:1.12.529'

}
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}

dependencies {
compile 'com.amazonaws:aws-java-sdk-s3'
testCompile group: 'junit', name: 'junit', version: '4.11'

}

(@ Note

Ersetzen Sie im vorherigen Beispiel die Abhangigkeit von Amazon S3 durch die
Abhangigkeiten des AWS Dienstes, den Sie in lnrem Projekt verwenden werden. Die Module
(Abhangigkeiten), die von der AWS SDK fiur Java BOM verwaltet werden, sind im zentralen
Maven-Repository aufgefihrt.

Weitere Informationen Uber das Angeben von SDK-Abhangigkeiten mit der BOM finden Sie unter
Verwenden des SDK mit Apache Maven.

AWS Temporare Anmeldeinformationen und AWS-Region fur die
Entwicklung einrichten

Um mit dem eine Verbindung zu einem der unterstitzten Dienste herzustellen AWS SDK

fur Java, mussen Sie AWS temporare Anmeldeinformationen angeben. Die AWS SDKs

und CLIs verwenden Anbieterketten, um an verschiedenen Stellen nach AWS temporaren
Anmeldeinformationen zu suchen, einschliel3lich System-/Benutzerumgebungsvariablen und lokalen
AWS Konfigurationsdateien.

Dieses Thema enthalt grundlegende Informationen zum Einrichten Ihrer AWS temporaren
Anmeldeinformationen fur die lokale Anwendungsentwicklung mithilfe von. AWS SDK fur Java Wenn
Sie Anmeldeinformationen fur die Verwendung innerhalb einer EC2 Instanz einrichten missen

oder wenn Sie die Eclipse-IDE fur die Entwicklung verwenden, lesen Sie stattdessen die folgenden
Themen:

* Wenn Sie eine EC2 Instanz verwenden, erstellen Sie eine IAM-Rolle und gewéahren Sie lhrer EC2
Instanz dann Zugriff auf diese Rolle, wie unter Verwenden von IAM-Rollen zum Gewahren des
Zugriffs auf AWS Ressourcen beschrieben. Amazon EC2
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* Richten Sie AWS Anmeldeinformationen in Eclipse mit dem ein. AWS Toolkit for Eclipse
Weitere Informationen finden Sie im AWS Toolkit for Eclipse Benutzerhandbuch unter AWS
Anmeldeinformationen einrichten.

Konfigurieren Sie temporare Anmeldeinformationen

Sie kbénnen temporare Anmeldeinformationen fir AWS SDK fir Java auf verschiedene Arten
konfigurieren, aber hier sind die empfohlenen Vorgehensweisen:

» Legen Sie temporare Anmeldeinformationen in der Profildatei fir AWS Anmeldeinformationen auf
Ihrem lokalen System fest, die sich unter folgender Adresse befindet:
« ~/.aws/credentials (Linux, MacOS und Unix)
* C:\Users\USERNAME\.aws\credentials (Windows)

Anweisungen zum the section called “Richten Sie temporédre Anmeldeinformationen fur das SDK
ein” Abrufen Ihrer temporaren Anmeldeinformationen finden Sie in diesem Handbuch.

* Legen Sie die AWS_SESSION_TOKEN Umgebungsvariablen
AWS_ACCESS_KEY_IDAWS_SECRET_ACCESS_KEY, und fest.

Um diese Variablen auf Linux, macOS oder Unix festzulegen, verwenden Sie :

export AWS_ACCESS_KEY_ID=your_access_key_id
export AWS_SECRET_ACCESS_KEY=your_secret_access_key
export AWS_SESSION_TOKEN=your_session_token

In Windows kdnnen Sie die Variablen mit festlegen:

set AWS_ACCESS_KEY_ID=your_access_key_id
set AWS_SECRET_ACCESS_KEY=your_secret_access_key
set AWS_SESSION_TOKEN=your_session_token

» Geben Sie fur eine EC2 Instanz eine IAM-Rolle an und gewahren Sie Ihrer EC2 Instanz dann
Zugriff auf diese Rolle. Eine ausfihrliche Beschreibung der Funktionsweise finden Sie unter IAM-
Rollen fur Amazon EC2 im Amazon EC2 Benutzerhandbuch fur Linux-Instances.

Sobald Sie lhre AWS temporaren Anmeldeinformationen mit einer dieser Methoden
eingerichtet haben, werden sie automatisch AWS SDK fir Java mithilfe der standardméaRigen
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Anmeldeinformationsanbieterkette geladen. Weitere Informationen zum Arbeiten mit AWS
Anmeldeinformationen in lhren Java-Anwendungen finden Sie unter Mit AWS Anmeldeinformationen
arbeiten.

Aktualisieren von IMDS-Anmeldeinformationen

Das AWS SDK fur Java unterstitzt die optionale Aktualisierung von IMDS-Anmeldeinformationen im
Hintergrund alle 1 Minute, unabhangig von der Ablaufzeit der Anmeldeinformationen. Auf diese Weise
kénnen Sie Ihre Anmeldeinformationen haufiger aktualisieren und die Wahrscheinlichkeit verringern,
dass die tatsachliche Verflgbarkeit beeintrachtigt wird, wenn Sie IMDS nicht erreichen. AWS

1. // Refresh credentials using a background thread, automatically every minute. This
will log an error if IMDS is down during

2. // a refresh, but your service calls will continue using the cached credentials
until the credentials are refreshed

3. // again one minute later.

. InstanceProfileCredentialsProvider credentials =
InstanceProfileCredentialsProvider.createAsyncRefreshingProvider(true);

. AmazonS3Client.builder()
.withCredentials(credentials)
10. .build();

12. // This is new: When you are done with the credentials provider, you must close it
to release the background thread.
13. credentials.close();

Stellen Sie das ein AWS-Region

Sie sollten einen Standard festlegen AWS-Region , der fir den Zugriff auf AWS Dienste mit dem
verwendet wird AWS SDK fir Java. Um die beste Netzwerkleistung zu erzielen, wahlen Sie die
Region aus, die geografisch in Ihrer Nahe (oder in der Nahe Ihrer Kunden) liegt. Eine Liste der
Regionen fir jeden Dienst finden Sie unter Regionen und Endpunkte in der Amazon Web Services
allgemeinen Referenz.

(® Note

Wenn Sie keine Region auswahlen, wird standardmaiig us-east-1 verwendet.
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Sie kénnen ahnliche Techniken wie das Festlegen von Anmeldeinformationen verwenden, um lhre
AWS Standardregion festzulegen:

» Stellen Sie das AWS-Region in der AWS Konfigurationsdatei auf lhrem lokalen System ein, die sich
unter folgendem Pfad befindet:

» ~/.aws/config unter Linux, macOS oder Unix
» C:\Users\USERNAME\ .aws\ config unter Windows

Diese Datei sollte Zeilen im folgenden Format enthalten:

+

[default]
region = your_aws_region

Ersetzen Sie AWS-Region your_aws_region durch lhre gewunschte (z. B. ,us-east-1").

* Legen Sie die AWS_REGION-Umgebungsvariable fest.

Verwenden Sie unter Linux, macOS oder Unix :
export AWS_REGION=your_aws_region
In Windows nutzen Sie

set AWS_REGION=your_aws_region

Wobei your_aws_region der gewiinschte Name ist. AWS-Region

Stellen Sie das ein AWS-Region 20
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Mit dem AWS SDK fur Java

Dieser Abschnitt enthalt wichtige allgemeine Informationen zur Programmierung mit dem AWS SDK
fur Java , die flr alle Dienste gelten, die Sie mdglicherweise mit dem SDK verwenden.

Informationen und Beispiele zur dienstspezifischen Programmierung (fir Amazon EC2, Amazon S3
Amazon SWF, usw.) finden Sie unter AWS SDK flr Java Codebeispiele.

Themen
» Bewahrte Methoden fur die AWS Entwicklung mit dem AWS SDK fur Java

* Erstellen von Service-Clients

* Geben Sie temporare Anmeldedaten fir AWS SDK fur Java
+ AWS-Region Auswabhl

* Umgang mit Ausnahmen

* Asynchrone Programmierung

« AWS SDK flr Java Protokollierung von Anrufen

» Client-Konfiguration

» Zugriffskontrollrichtlinien
* Legen Sie die JVM-TTL fUr die Suche nach DNS-Namen fest
+ Aktivierung von Metriken fur AWS SDK fur Java

Bewahrte Methoden fur die AWS Entwicklung mit dem AWS SDK
fur Java

Die folgenden bewahrten Methoden kdnnen Ihnen helfen, Probleme oder Probleme bei der
Entwicklung von AWS Anwendungen mit dem zu vermeiden AWS SDK fur Java. Wir haben diese
bewéahrten Methoden nach Service angeordnet.

S3

Vermeiden ResetExceptions

Wenn Sie Objekte mithilfe Amazon S3 von Streams hochladen (entweder tber einen AmazonS3
Client oderTransferManager), kdnnen Netzwerkverbindungs- oder Timeoutprobleme auftreten.
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StandardméaBig schlagen Ubertragungen bei AWS SDK fiir Java Wiederholungsversuchen fehl,
indem der Eingabestream vor dem Start einer Ubertragung markiert und dann vor einem erneuten
Versuch zurickgesetzt wird.

Wenn der Stream das Markieren und Zurticksetzen nicht unterstitzt, gibt das SDK eine Meldung aus,
ResetExceptionwenn vortibergehende Fehler auftreten und Wiederholungsversuche aktiviert sind.

Bewahrte Methode
Wir empfehlen, dass Sie Streams einsetzen, die Markieren und Zurticksetzen unterstitzen.

Der zuverlassigste Weg, dies zu vermeiden, ResetExceptionbesteht darin, Daten mithilfe einer Datei
oder bereitzustellen, mit der sie umgehen AWS SDK flr Java kdnnen FilelnputStream, ohne durch
Markierungs- und Reset-Beschrankungen eingeschrankt zu sein.

Wenn es sich bei dem Stream nicht um einen Stream handelt, FilelnputStreamaber das Markieren
und Zuriicksetzen unterstiitzt, kbnnen Sie das Markierungslimit mithilfe der setReadLimit Methode
von RequestClientOptionsfestlegen. Der Standardwert betragt 128 KB. Wenn Sie den Wert fir das
Leselimit auf ein Byte setzen, das Uber der Grélie des Streams liegt, wird a zuverlassig vermieden
ResetException.

Betragt die maximal erwartete GrofRe eines Streams beispielsweise 100 000 Bytes, legen Sie die
Lesegrenze auf 100 001 (100 000 + 1) Bytes fest. Das Markieren und Zuriicksetzen funktioniert
immer fur 100 000 oder weniger Bytes. Hinweis: Dies konnte bei einigen Streams dazu fuhren, dass
die angegebene Anzahl an Bytes in den Arbeitsspeicher gepuffert wird.

Erstellen von Service-Clients

Um Anfragen zu stellen Amazon Web Services, erstellen Sie zunachst ein Service-Client-Objekt. Die
empfohlene Methode besteht darin, den Service-Client-Generator zu nutzen.

Jedes AWS-Service hat eine Serviceschnittstelle mit Methoden flr jede Aktion in der Service-

API. Beispielsweise wird die Dienstschnittstelle flir DynamoDB benannt. AmazonDynamoDBClient
Jede Service-Schnittstelle verfligt Giber einen entsprechenden Client-Generator, mit dem Sie eine
Implementierung der Service-Schnittstelle erstellen kénnen. Die Client-Builder-Klasse fur DynamoDB
heil’3t AmazonDynamo DBClient Builder.

Erstellen von Service-Clients 22


https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/ResetException.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/ResetException.html
https://docs.oracle.com/javase/8/docs/api/index.html?java/io/File.html
https://docs.oracle.com/javase/8/docs/api/index.html?java/io/FileInputStream.html
https://docs.oracle.com/javase/8/docs/api/index.html?java/io/FileInputStream.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/RequestClientOptions.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/ResetException.html
https://docs.aws.amazon.com/AWSJavaSDK/latest/javadoc/com/amazonaws/services/dynamodbv2/AmazonDynamoDBClient.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/dynamodbv2/AmazonDynamoDBClientBuilder.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/dynamodbv2/AmazonDynamoDBClientBuilder.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

Abruf eines Client-Generators

Um eine Instance des Client-Generators abzurufen, verwenden Sie die statische Factory-Methode
standard, wie im folgenden Beispiel gezeigt.

AmazonDynamoDBClientBuilder builder = AmazonDynamoDBClientBuilder.standard();

Sobald Sie einen Generator haben, kdnnen Sie die Eigenschaften des Clients anpassen, indem Sie
die vielen praktischen Setter in der Generator-API nutzen. Beispielsweise kdnnen Sie wie folgt eine
benutzerdefinierte Region und einen benutzerdefinierten Anmeldeinformationsanbieter festlegen.

AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.standard()
.withRegion(Regions.US_WEST_2)
.withCredentials(new ProfileCredentialsProvider("myProfile"))
.build();

(® Note

Die praktischen withXXX-Methoden geben das builder-Objekt zurlick. So kbnnen Sie

die Methodenaufrufe in Reihe schalten, was nicht nur einfacher ist, sondern auch fir besser
lesbaren Code sorgt. Nachdem Sie die gewlinschten Eigenschaften konfiguriert haben, rufen
Sie die build-Methode auf, um den Client zu erstellen. Sobald ein Client erstellt wurde, ist er
unveranderlich und alle Aufrufe an setRegion oder setEndpoint schlagen fehl.

Ein Generator kann mehrere Clients mit der gleichen Konfiguration erstellen. Wenn Sie lhre
Anwendung entwerfen, sollten Sie daran denken, dass der Generator veranderlich und nicht
threadsicher ist.

Der folgende Code verwendet den Generator als Factory fir Client-Instances.

public class DynamoDBClientFactory {
private final AmazonDynamoDBClientBuilder builder =
AmazonDynamoDBClientBuilder.standard()
.withRegion(Regions.US_WEST_2)
.withCredentials(new ProfileCredentialsProvider("myProfile"));

public AmazonDynamoDB createClient() {
return builder.build();
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}

Der Builder stellt auch flieRende Setter fur ClientConfigurationund sowie RequestMetricCollectoreine

benutzerdefinierte Liste von 2 bereit. RequestHandler

Im Folgenden finden Sie ein vollstandiges Beispiel, in dem samtliche konfigurierbaren Eigenschaften
Uberschrieben werden.

AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.standard()
.withRegion(Regions.US_WEST_2)
.withCredentials(new ProfileCredentialsProvider("myProfile"))
.withClientConfiguration(new ClientConfiguration().withRequestTimeout(5000))
.withMetricsCollector(new MyCustomMetricsCollector())
.withRequestHandlers(new MyCustomRequestHandler(), new

MyOtherCustomRequestHandler)

.build();

Erstellen von Async-Clients

Der AWS SDK fur Java hat asynchrone (oder asynchrone) Clients fir jeden Dienst (auler Amazon
S3) und einen entsprechenden asynchronen Client-Builder fur jeden Dienst.

So erstellen Sie einen asynchronen DynamoDB-Client mit dem Standard
ExecutorService

AmazonDynamoDBAsync ddbAsync = AmazonDynamoDBAsyncClientBuilder.standard()
.withRegion(Regions.US_WEST_2)
.withCredentials(new ProfileCredentialsProvider("myProfile"))
.build();

Zusatzlich zu den Konfigurationsoptionen, die der synchrone (oder synchrone) Client-Builder
unterstitzt, ermdglicht Ihnen der asynchrone Client, benutzerdefinierte Optionen festzulegen,
um die ExecutorFactoryzu andern, ExecutorService die der asynchrone Client verwendet.
ExecutorFactoryist eine funktionale Schnittstelle, sodass sie mit Lambda-Ausdricken und

Methodenreferenzen in Java 8 zusammenarbeitet.

So erstellen Sie einen asynchronen Client mit einem benutzerdefinierten Executor

AmazonDynamoDBAsync ddbAsync = AmazonDynamoDBAsyncClientBuilder.standard()
.withExecutorFactory(() -> Executors.newFixedThreadPool(10))
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.build();

Verwenden DefaultClient

Sowohl der synchrone als auch der asynchrone Client-Generator haben eine weitere Factory-
Methode mit dem Namen defaultClient. Mit dieser Methode wird ein Dienstclient

mit der Standardkonfiguration erstellt, wobei die Standardanbieterkette zum Laden von
Anmeldeinformationen und der verwendet wird AWS-Region. Wenn die Anmeldeinformationen
oder die Region nicht aus der Umgebung, in der die Anwendung ausgefihrt wird, ermittelt werden
kénnen, schlagt der Aufruf von defaultClient fehl. Weitere Informationen darlber, wie AWS
Anmeldeinformationen und Region bestimmt werden, finden Sie unter Mit Anmeldeinformationen

arbeiten und AWS-Region Auswahl.

So erstellen Sie einen Standard-Service-Client

AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

Client-Lebenszyklus

Service-Clients im SDK sind threadsicher. Um eine bestmdégliche Leistung zu erzielen,

sollten Sie sie als langlebige Objekte behandeln. Jeder Client verfligt Uber seine eigene
Verbindungspool-Ressource. Explizit Clients herunterfahren, wenn sie nicht mehr benétigt werden,
um Ressourcenverluste zu vermeiden.

Um einen Client explizit herunterzufahren, rufen Sie die shutdown-Methode auf. Nach dem Aufruf
von shutdown werden alle Client-Ressourcen freigegeben und der Client kann nicht mehr verwendet
werden.

So fahren Sie einen Client herunter

AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();
ddb.shutdown();
// Client is now unusable

Geben Sie temporare Anmeldedaten fur AWS SDK fur Java

Um Anfragen an zu stellen Amazon Web Services, missen Sie AWS temporare
Anmeldeinformationen angeben, AWS SDK fur Java die beim Aufrufen der Dienste verwendet
werden kdnnen. Daflr kbnnen Sie eine der folgenden Mdéglichkeiten auswahlen:
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» Verwenden Sie die standardmafige Anbieterkette von Anmeldeinformationen (empfohlen).

* Nutzen Sie einen bestimmten Anbieter bzw. eine Anbieterkette von Anmeldeinformationen (oder
erstellen Sie lhren eigenen).

» Geben Sie die temporaren Anmeldeinformationen selbst im Code ein.

Verwenden der standardmaligen Anbieterkette von Anmeldeinformationen

Wenn Sie einen neuen Dienstclient ohne Angabe von Argumenten initialisieren, AWS SDK flr Java
versucht der Client, temporare Anmeldeinformationen mithilfe der standardmafligen Anbieterkette
fur Anmeldeinformationen zu finden, die von der AWSCredentialsProviderChainDefault-Klasse
implementiert wird. Die standardmaRige Anbieterkette von Anmeldeinformationen sucht in dieser
Reihenfolge nach Anmeldeinformationen:

1. Umgebungsvariablen -AWS_ACCESS_KEY_ID, AWS_SECRET_KEY
oderAWS_SECRET_ACCESS_KEY, und. AWS_SESSION_TOKEN Der AWS SDK fir Java verwendet
die EnvironmentVariableCredentialsProviderKlasse, um diese Anmeldeinformationen zu laden.

2. Java-Systemeigenschaften -aws .accessKeyId, aws.secretKey (aber
nichtaws .secretAccessKey) undaws.sessionToken. Der AWS SDK fir Java verwendet die
SystemPropertiesCredentialsProvider, um diese Anmeldeinformationen zu laden.

3. Web-ldentitatstoken-Anmeldeinformationen aus der Umgebung oder dem Container.

4. Die Standarddatei mit Profilen fir Anmeldeinformationen. Sie befindet sich in der Regel unter
~/.aws/credentials (der Speicherort kann je nach Plattform variieren) und wird von vielen
Benutzern gemeinsam genutzt AWS SDKs und von den AWS CLI. Die AWS SDK fir Java
verwendet die ProfileCredentialsProvider, um diese Anmeldeinformationen zu laden.

Sie kdnnen eine Datei mit den Anmeldeinformationen erstellen, indem Sie den von der
bereitgestellten aws configure Befehl verwenden AWS CLI, oder Sie kdnnen sie erstellen,
indem Sie die Datei mit einem Texteditor bearbeiten. Informationen zum Dateiformat flir
Anmeldeinformationen finden Sie unter Dateiformat AWS flr Anmeldeinformationen.

5. Amazon ECS-Container-Anmeldeinformationen — werden aus dem Amazon ECS geladen, wenn
die Umgebungsvariable gesetzt AWS_CONTAINER_CREDENTIALS_RELATIVE_URT ist. Der AWS
SDK fiur Java verwendet die ContainerCredentialsProvider, um diese Anmeldeinformationen zu

laden. Sie kdnnen die IP-Adresse fir diesen Wert angeben.

6. Anmeldeinformationen fur das Instanzprofil — werden flr EC2 Instanzen verwendet und
Uber den Amazon EC2 Metadatendienst bereitgestellt. Der AWS SDK fur Java verwendet die
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InstanceProfileCredentialsProvider, um diese Anmeldeinformationen zu laden. Sie konnen die IP-
Adresse fur diesen Wert angeben.

(® Note

Instance-Profil-Anmeldeinformationen werden nur verwendet, wenn
AWS_CONTAINER_CREDENTIALS_RELATIVE_URI nicht gesetzt ist. Weitere
Informationen finden Sie unter EC2ContainerCredentialsProviderWrapper.

Legen Sie temporare Anmeldeinformationen fest

Um AWS temporare Anmeldeinformationen verwenden zu kénnen, missen sie an mindestens einem
der oben genannten Speicherorte eingerichtet sein. Weitere Informationen tiber das Festlegen von
Anmeldeinformationen finden Sie in den folgenden Themen:

* Informationen zum Angeben von Anmeldeinformationen in der Umgebung oder in der
Standarddatei mit den Anmeldeinformationen finden Sie unterthe section called “Konfigurieren Sie
temporare Anmeldeinformationen”.

+ Informationen Gber das Festlegen von Java-Systemeigenschaften finden Sie in der System
Properties-Anleitung auf der offiziellen Java Tutorials-Website.

* Informationen zum Einrichten und Verwenden von Anmeldeinformationen fir das Instanzprofil mit
Ihren EC2 Instances finden Sie unter Using IAM-Rollen to Grant Access to AWS Resources on.
Amazon EC2

Richten Sie ein alternatives Anmeldeinformationsprofil ein

Das AWS SDK flir Java verwendet standardmallig das Standardprofil, es gibt jedoch Mdglichkeiten,
anzupassen, welches Profil aus der Anmeldeinformationsdatei stammt.

Sie kénnen die Umgebungsvariable AWS Profile verwenden, um das vom SDK geladene Profil zu
andern.

Unter Linux, macOS oder Unix wirden Sie beispielsweise den folgenden Befehl ausflihren, um das
Profil in MyProfile zu andern.

export AWS_PROFILE="myProfile"
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Verwenden Sie unter Windows folgende Variante:

set AWS_PROFILE="myProfile"

Das Setzen der AWS_PROFILE Umgebungsvariablen wirkt sich auf das Laden der
Anmeldeinformationen fir alle offiziell unterstitzten AWS SDKs Tools aus (einschlieBlich der AWS
CLI und der AWS Tools for Windows PowerShell). Um nur das Profil flr eine Java-Anwendung zu
andern, kénnen Sie aws . profile stattdessen die Systemeigenschaft verwenden.

(® Note

Die Umgebungsvariable hat Vorrang vor der Systemeigenschaft.

Legen Sie einen alternativen Speicherort flr die Anmeldeinformationsdatei fest

Das AWS SDK firr Java ladt AWS temporare Anmeldeinformationen automatisch aus dem
Standardspeicherort der Anmeldeinformationsdatei. Sie kdnnen jedoch auch den Speicherort
angeben, indem Sie die Umgebungsvariable AWS_CREDENTIAL_PROFILES_FILE aufden
vollstandigen Pfad zur Anmeldeinformationsdatei setzen.

Sie kénnen diese Funktion verwenden, um voribergehend den Speicherort zu dndern, an dem AWS
SDK fur Java nach lhrer Anmeldeinformationsdatei gesucht wird (z. B. indem Sie diese Variable in
der Befehlszeile festlegen). Alternativ kdnnen Sie die Umgebungsvariable in lhrer Benutzer- oder
Systemumgebung setzen, um sie flr den Benutzer oder systemweit zu &ndern.

So Uberschreiben Sie den Standardspeicherort der Anmeldeinformationsdatei

» Setzen Sie die AWS_CREDENTIAL_PROFILES_FILE Umgebungsvariable auf den Speicherort
Ilhrer AWS Anmeldeinformationsdatei.

« Verwenden Sie unter Linux, macOS oder Unix:

export AWS_CREDENTIAL_PROFILES_FILE=path/to/credentials_file

* Verwenden Sie unter Windows:

set AWS_CREDENTIAL_PROFILES_FILE=path/to/credentials_file
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CredentialsDateiformat

Wenn Sie den Anweisungen in der Grundkonfiguration dieses Handbuchs folgen, sollte Ihre
Anmeldeinformationsdatei das folgende grundlegende Format haben.

[default]

aws_access_key_id=<value from AWS access portal>
aws_secret_access_key=<value from AWS access portal>
aws_session_token=<value from AWS access portal>

[profile2]

aws_access_key_id=<value from AWS access portal>
aws_secret_access_key=<value from AWS access portal>
aws_session_token=<value from AWS access portal>

Der Profilname wird in eckigen Klammern angegeben (zum Beispiel [default]), gefolgt von den
konfigurierbaren Feldern in diesem Profil als Schllissel-Wert-Paare. Ihre credentials Datei kann
mehrere Profile enthalten, die hinzugefigt oder bearbeitet werden kdnnen, indem Sie das aws
configure --profile PROFILE_NAME zu konfigurierende Profil auswahlen.

Sie kdnnen zusatzliche Felder angeben, z. metadata_service_timeout B.
undmetadata_service_num_attempts. Diese kbnnen nicht mit der CLI konfiguriert werden. Sie
mussen die Datei von Hand bearbeiten, wenn Sie sie verwenden mochten. Weitere Informationen
zur Konfigurationsdatei und ihren verfligbaren Feldern finden Sie unter Konfiguration von AWS
Command Line Interface im AWS Command Line Interface Benutzerhandbuch.

Anmeldeinformationen laden

Nachdem Sie temporare Anmeldeinformationen festgelegt haben, 1&dt das SDK sie mithilfe der
standardmafigen Anbieterkette fir Anmeldeinformationen.

Zu diesem Zweck instanziieren Sie wie folgt einen AWS-Service Client, ohne dem Builder explizit
Anmeldeinformationen zur Verfigung zu stellen.

AmazonS3 s3Client = AmazonS3ClientBuilder.standard()
.withRegion(Regions.US_WEST_2)
.build();

Verwenden der standardmaRigen Anbieterkette von Anmeldeinformationen
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Geben Sie einen Anbieter oder eine Anbieterkette fur
Anmeldeinformationen an

Sie kdnnen einen Anmeldeinformationsanbieter angeben, der sich von der standardmafigen
Anbieterkette von Anmeldeinformationen unterscheidet. Verwenden Sie dazu den Client-Generator.

Sie stellen einem Client Builder, der eine Provider-Schnittstelle als Eingabe verwendet, eine Instanz
eines AWSCredentialsAnbieters oder einer Anbieterkette zur Verfiigung. Das folgende Beispiel zeigt
konkret, wie Sie Anmeldeinformationen der Umgebung nutzen.

AmazonS3 s3Client = AmazonS3ClientBuilder.standard()
.withCredentials(new EnvironmentVariableCredentialsProvider())
.build();

Eine vollstandige Liste der von AWS SDK fur Java-bereitgestellten Anmeldeinformationsanbietern
und Anbieterketten finden Sie unter All Known Implementing Classes in AWSCredentials Provider.

(® Note

Sie kénnen diese Technik verwenden, um Anmeldeinformationsanbieter oder Anbieterketten
bereitzustellen, die Sie erstellen, indem Sie lhren eigenen Anmeldeinformationsanbieter
verwenden, der die AWSCredentialsProvider Schnittstelle implementiert, oder indem Sie
der Klasse Unterklassen zuordnen. AWSCredentialsProviderChain

Geben Sie explizit temporare Anmeldeinformationen an

Wenn die Standard-Anmeldeinformationen oder ein bestimmter oder benutzerdefinierter Anbieter
oder eine Anbieterkette fur Ihren Code nicht funktionieren, kdnnen Sie explizit angegebene
Anmeldeinformationen festlegen. Wenn Sie temporare Anmeldeinformationen mit abgerufen haben
AWS STS, verwenden Sie diese Methode, um die Anmeldeinformationen fur den AWS Zugriff
anzugeben.

1. Instanziieren Sie die BasicSessionCredentialsKlasse und stellen Sie ihr den AWS
Zugriffsschlissel, den AWS geheimen Schliussel und das AWS Sitzungstoken zur Verfugung, die
das SDK fur die Verbindung verwenden wird.

2. Erstellen Sie eine AWSStaticCredentialsProvidermit dem AWSCredentials Objekt.
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3. Konfigurieren Sie den Client-Generator mit dem AWSStaticCredentialsProvider und
erstellen Sie den Client.

Im Folgenden wird ein -Beispiel gezeigt.

BasicSessionCredentials awsCreds = new BasicSessionCredentials("access_key_id",
"secret_key_id", "session_token");
AmazonS3 s3Client = AmazonS3ClientBuilder.standard()

.withCredentials(new AWSStaticCredentialsProvider(awsCreds))
.build();

Weitere Infos

» Melden Sie sich an AWS und erstellen Sie einen IAM-Benutzer

» Richten Sie AWS Anmeldeinformationen und Region fur die Entwicklung ein

« Verwenden von IAM-Rollen zur Gewahrung des Zugriffs auf AWS Ressourcen fir Amazon EC2

AWS-Region Auswabhl

Regionen ermdglichen Ihnen den Zugriff auf AWS Dienste, die sich physisch in einem bestimmten
geografischen Gebiet befinden. Dies ist nicht nur fir die Redundanz nutzlich, sondern sorgt auch
daflr, dass lhre Daten und Anwendungen in der Nahe lhres Standorts sowie des Standorts Ihrer
Benutzer ausgeflhrt werden.

Uberpriifung der Serviceverfiigbarkeit in einer Region

Um zu sehen, ob ein bestimmtes Produkt in einer Region verfligbar AWS-Service ist, wenden Sie die
isServiceSupported Methode fir die Region an, die Sie verwenden mdchten.

Region.getRegion(Regions.US_WEST_2)
.isServiceSupported(AmazonDynamoDB.ENDPOINT_PREFIX);

Weitere Informationen Uber die Regionen, die Sie angeben kdnnen, und Uber die Nutzung des
Endpunkt-Prafixes flr den abzufragenden Service finden Sie in der Dokumentation der Regions-
Klasse. Jedes Service-Endpunkt-Prafix wird in der Service-Schnittstelle definiert. Das DynamoDB
Endpunktprafix ist beispielsweise in AmazonDynamoDB definiert.
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Auswahlen einer Region

Ab Version 1.4 von kdénnen Sie einen Regionsnamen angeben AWS SDK flr Java, und das SDK
wahlt automatisch einen geeigneten Endpunkt fir Sie aus. Informationen dartber, wie Sie den
Endpunkt selbst auswahlen kénnen, finden Sie unter Auswahl eines bestimmten Endpunkis.

Um explizit eine Region festzulegen, empfehlen wir, dass Sie die Regions-Aufzahlung nutzen. Dabei
handelt es sich um eine Aufzahlung aller 6ffentlich verfugbaren Regionen. Mit dem folgenden Code
konnen Sie einen Client mit einer Region aus der Aufzahlung erstellen:

AmazonEC2 ec2 = AmazonEC2ClientBuilder.standard()
.withRegion(Regions.US_WEST_2)
.build();

Wenn die Region, die Sie verwenden mochten, nicht in der Regions-Aufzahlung enthalten ist,
kénnen Sie die Region mit einem String festlegen, der den Namen der Region enthalt.

AmazonEC2 ec2 = AmazonEC2ClientBuilder.standard()
.withRegion("{region_api_default}")
.build();

(® Note

Nachdem Sie einen Client mit dem Generator erstellt haben, ist er unveranderlich und die
Region kann nicht mehr geandert werden. Wenn Sie mit mehreren AWS-Regionen flr
denselben Service arbeiten, sollten Sie mehrere Clients erstellen — einen pro Region.

Auswahl eines bestimmten Endpunkts

Jeder AWS Client kann so konfiguriert werden, dass er einen bestimmten Endpunkt innerhalb einer
Region verwendet, indem die withEndpointConfiguration Methode bei der Erstellung des
Clients aufgerufen wird.

Verwenden Sie beispielsweise den folgenden Code, um den Amazon S3 Client fur die Verwendung
der Region Europa (Irland) zu konfigurieren.

AmazonS3 s3 = AmazonS3ClientBuilder.standard()
.withEndpointConfiguration(new EndpointConfiguration(
"https://s3.eu-west-1.amazonaws.com",
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"eu-west-1"))
.withCredentials(CREDENTIALS_PROVIDER)
.build();

Die aktuelle Liste der Regionen und der entsprechenden Endpunkte fur alle AWS Dienste finden Sie
unter Regionen und Endpunkte.

Ermitteln Sie die Region automatisch anhand der Umgebung

/A Important

Dieser Abschnitt gilt nur, wenn Sie einen Client Builder fur den Zugriff auf AWS Dienste
verwenden. AWS Clients, die mit dem Client-Konstruktor erstellt wurden, ermitteln die Region
nicht automatisch anhand der Umgebung, sondern verwenden stattdessen die Standard-
SDK-Region (USEast1).

Wenn Sie auf Amazon EC2 oder Lambda ausgefihrt werden, méchten Sie moglicherweise Clients
so konfigurieren, dass sie dieselbe Region verwenden, in der Ihr Code ausgefiihrt wird. So wird der
Code von der Umgebung abgekoppelt, in der er lauft, wodurch die Bereitstellung lhrer Anwendung in
mehreren Regionen einfacher wird. Dies wiederum sorgt fir weniger Latenz und mehr Redundanz.

Sie sollten Client-Generatoren verwenden, damit das SDK die Region, in der der Code ausgefihrt
wird, automatisch erkennt.

Verwenden Sie die defaultClient Methode des Client Builders, um die Region anhand der
Umgebung anhand der credential/region Standardanbieterkette zu ermitteln.

AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

Dies entspricht der Verwendung von standaxrd, gefolgt von build.

AmazonEC2 ec2 = AmazonEC2ClientBuilder.standard()
.build();

Wenn Sie nicht explizit eine Region mit den withRegion-Methoden festlegen, nutzt das SDK die
Standard-Anbieterkette fir Regionen und versucht, die zu nutzende Region zu ermitteln.
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Standard-Anbieterkette fur Regionen

Folgende Regeln gelten fur das Nachschlagen der Region:
1. Etwaige explizite, mit withRegion oder setRegion festgelegte Regionen direkt im Generator
haben Vorrang vor allen anderen.

2. Die Umgebungsvariable AWS_REGION wird geprift. Wenn sie festgelegt ist, wird die zugehorige
Region zur Konfiguration des Clients verwendet.

(® Note

Diese Umgebungsvariable wird vom Lambda Container festgelegt.

3. Das SDK uberpruft die AWS gemeinsam genutzte Konfigurationsdatei (normalerweise
unter~/.aws/config). Ist die Eigenschaft region vorhanden, wird sie vom SDK verwendet.

» Die Umgebungsvariable AWS_CONFIG_FILE kann verwendet werden, um den Speicherort der
gemeinsam genutzten Konfigurationsdatei anzupassen.

» Die AWS_PROFILE Umgebungsvariable oder die aws.profile Systemeigenschaft kdnnen
verwendet werden, um das Profil anzupassen, das vom SDK geladen wird.

4. Das SDK versucht, mithilfe des Amazon EC2 Instanz-Metadatendienstes die Region der aktuell
ausgefuhrten Amazon EC2 Instanz zu ermitteln.

5. Hat das SDK zu diesem Zeitpunkt immer noch keine Region gefunden, schlagt die Erstellung des
Clients mit einer Ausnahme fehl.

Bei der Entwicklung von AWS Anwendungen besteht ein gangiger Ansatz darin, die gemeinsam
genutzte Konfigurationsdatei (beschrieben unter Verwenden der Standardanbieterkette fur

Anmeldeinformationen) zu verwenden, um die Region fur die lokale Entwicklung festzulegen,

und sich bei der Ausfuhrung auf der AWS Infrastruktur auf die Standardregions-Anbieterkette zu
verlassen, um die Region zu bestimmen. Dies vereinfacht die Client-Erstellung stark und sorgt dafur,
dass lhre Anwendung portabel bleibt.

Umgang mit Ausnahmen

Es ist wichtig zu verstehen, wie AWS SDK fir Java und wann Ausnahmen ausgel6st werden, um
hochwertige Anwendungen mithilfe des SDK zu erstellen. In den folgenden Abschnitten werden die
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verschiedenen Falle von Ausnahmen beschrieben, die vom SDK ausgeldst werden, und wie sie
korrekt verarbeitet werden.

Warum ungeprufte Ausnahmen?

Das AWS SDK firr Java verwendet aus den folgenden Griinden Laufzeitausnahmen (oder ungeprufte
Ausnahmen) anstelle von gepruften Ausnahmen:

» Entwickler erhalten genaue Kontrolle Gber die Fehler, auf die sie eingehen mdchten. Sie werden
aber nicht dazu gezwungen, auftretende Ausnahmen zu verarbeiten, fir die sie sich nicht
interessieren (was den Code Ubermafig aufblahen wirde).

» Skalierbarkeitsprobleme durch geprifte Ausnahmen in groRen Anwendungen werden verhindert.
Im Allgemeinen eignen sich geprifte Ausnahmen gut im kleinen Rahmen. Wenn Anwendungen
wachsen und komplexer werden, kénnen sie allerdings zu Problemen flhren.

Weitere Informationen Uber die Verwendung von gepriften und ungepriften Ausnahmen finden Sie
unter:

» Ungeprufte Ausnahmen — Die Kontroverse

» The Trouble with Checked Exceptions

» Java’s checked exceptions were a mistake (and here’s what | would like to do about it)

AmazonServiceException (und Unterklassen)

AmazonServiceExceptionist die haufigste Ausnahme, die bei der AWS SDK flr Java Verwendung

von auftritt. Diese Ausnahme stellt eine Fehlerantwort von einem dar AWS-Service. Wenn

Sie beispielsweise versuchen, eine Amazon EC2 Instanz zu beenden, die nicht existiert, EC2

wird eine Fehlerantwort zurlickgegeben, und alle Details dieser Fehlerantwort werden in der
AmazonServiceException ausgelésten Antwort enthalten. In einigen Fallen wird eine abgeleitete
Klasse von AmazonServiceException ausgelost. So erhalten Entwickler genaue Kontrolle Gber
den Umgang mit Fehlerfallen in Catch-Blécken.

Wenn Sie auf eine stolenAmazonServiceException, wissen Sie, dass Ihre Anfrage erfolgreich
an die gesendet wurde, AWS-Service aber nicht erfolgreich bearbeitet werden konnte. Dies kann an
Fehlern in den Parametern der Anforderung oder an Problemen auf Seiten des Services liegen.

AmazonServiceException gibt Ihnen Informationen wie z. B.:
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 zurlckgegebener HTTP-Statuscode
» AWS Fehlercode zurtickgegeben
« detaillierte Fehlermeldung aus dem Service

+ AWS Anforderungs-ID fiir die fehlgeschlagene Anfrage

AmazonServiceExceptionenthalt auch Informationen darliber, ob die fehlgeschlagene Anfrage
vom Anrufer (eine Anfrage mit unzulassigen Werten) oder vom AWS-Service Anrufer (ein interner
Dienstfehler) verschuldet wurde.

AmazonClientException

AmazonClientExceptiongibt an, dass im Java-Client-Code ein Problem aufgetreten ist, entweder

beim Versuch, eine Anfrage an zu senden, AWS oder beim Versuch, eine Antwort von zu
analysieren. AWS An AmazonClientException ist im Allgemeinen schwerwiegender als ein
AmazonServiceException und weist auf ein schwerwiegendes Problem hin, das den Client
daran hindert, Serviceanfragen an AWS Dienste zu tatigen. Dies ist beispielsweise der AWS SDK
fur Java Fall, AmazonClientException wenn keine Netzwerkverbindung verfiigbar ist, wenn Sie
versuchen, einen Vorgang auf einem der Clients aufzurufen.

Asynchrone Programmierung

Sie kdnnen synchrone oder asynchrone Methoden verwenden, um Operationen fur Dienste
aufzurufen. AWS Synchrone Methoden blockieren die Ausflihrung lIhres Threads, bis der Client
eine Antwort vom Service erhalt. Asynchrone Methoden kehren sofort zurtick. So haben Sie die
Gewissheit, dass die Kontrolle an den aufrufenden Thread zurlickgegeben wird, ohne auf eine
Antwort zu warten.

Da eine asynchrone Methode zurtickmeldet, bevor eine Antwort verflgbar ist, bendtigen Sie einen
Weg, an die Antwort zu gelangen, sobald diese bereitsteht. Das AWS SDK fiir Java bietet zwei
Méoglichkeiten: Zukulnftige Objekte und Callback-Methoden.

Java-Futures

Asynchrone Methoden AWS SDK fur Java geben ein Future-Objekt zurlick, das die Ergebnisse der
asynchronen Operation in der future enthalt.

Rufen Sie die Future isDone()-Methode auf, um festzustellen, ob der Service bereits ein
Antwortobjekt bereitgestellt hat. Wenn die Antwort bereit ist, kbnnen Sie das Antwortobjekt durch
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Aufrufen der Future get( )-Methode erhalten. Mit diesem Mechanismus kénnen Sie regelmafig
eine Abfrage nach den Ergebnissen der asynchronen Operation durchfihren, wahrend die

Anwendung an anderen Aufgaben arbeitet.

Hier ist ein Beispiel fur eine asynchrone Operation, die eine Lambda Funktion aufruft und eine

empfangt, Future die ein Objekt enthalten kann. InvokeResult Das InvokeResult-Objekt wird erst
abgerufen, sobald isDone( ) true ergibt.

import
import
import
import
import
import

public
{

com.amazonaws.services.lambda.AWSLambdaAsyncClient;
com.amazonaws.services.lambda.model.InvokeRequest;
com.amazonaws.services.lambda.model.InvokeResult;
java.nio.ByteBuffer;

java.util.concurrent.Future;
java.util.concurrent.ExecutionException;

class InvokelLambdaFunctionAsync

public static void main(String[] args)

{

String function_name = "HelloFunction";
String function_input = "{\"who\":\"SDK for Java\"}";

AWSLambdaAsync lambda AWSLambdaAsyncClientBuilder.defaultClient();

InvokeRequest req = new InvokeRequest()
.withFunctionName(function_name)
.withPayload(ByteBuffer.wrap(function_input.getBytes()));

Future<InvokeResult> future_res = lambda.invokeAsync(req);

System.out.print("Waiting for future");

while (future_res.isDone() == false) {
System.out.print(".");
try {

Thread.sleep(1000);

}
catch (InterruptedException e) {

System.err.println("\nThread.sleep() was interrupted!");
System.exit(1l);

try {
InvokeResult res = future_res.get();

Java-Futures
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if (res.getStatusCode() == 200) {
System.out.println("\nLambda function returned:");
ByteBuffer response_payload = res.getPayload();
System.out.println(new String(response_payload.array()));

}
else {
System.out.format("Received a non-0K response from {AWS}: S%d\n",
res.getStatusCode());
}

}

catch (InterruptedException | ExecutionException e) {
System.err.println(e.getMessage());
System.exit(1);

System.exit(Q);

Asynchrone Callbacks

Neben der Verwendung des Future Java-Objekts zur Uberwachung des Status asynchroner
Anfragen kénnen Sie mit dem SDK auch eine Klasse implementieren, die die Schnittstelle verwendet.
AsyncHandler AsyncHandlexrbietet zwei Methoden, die je nachdem, wie die Anfrage abgeschlossen

wurde, aufgerufen werden: onSuccess undonError.

Der wichtigste Vorteil der Rickruf-Schnittstelle besteht darin, dass Sie das Future-Objekt nicht
mehr regelmallig abfragen missen, um zu ermitteln, wann die Anforderung abgeschlossen wurde.
Stattdessen kann |hr Code sofort die nachste Aktivitat beginnen und sich auf das SDK verlassen, das
fur den Aufruf Ihrer Handler zum richtigen Zeitpunkt sorgt.

import com.amazonaws.services.lambda.AWSLambdaAsync;

import com.amazonaws.services.lambda.AWSLambdaAsyncClientBuilder;
import com.amazonaws.services.lambda.model.InvokeRequest;

import com.amazonaws.services.lambda.model.InvokeResult;

import com.amazonaws.handlers.AsyncHandler;

import java.nio.ByteBuffer;

import java.util.concurrent.Future;

public class InvokeLambdaFunctionCallback

{

Asynchrone Callbacks 38


https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/handlers/AsyncHandler.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

private class AsyncLambdaHandler implements AsyncHandler<InvokeRequest,
InvokeResult>

{
public void onSuccess(InvokeRequest req, InvokeResult res) {
System.out.println("\nLambda function returned:");
ByteBuffer response_payload = res.getPayload();
System.out.println(new String(response_payload.array()));
System.exit(Q);
}
public void onError(Exception e) {
System.out.println(e.getMessage());
System.exit(1);
}
}

public static void main(String[] args)
{
String function_name = "HelloFunction";
String function_input = "{\"who\":\"SDK for Java\"}";

AWSLambdaAsync lambda = AWSLambdaAsyncClientBuilder.defaultClient();

InvokeRequest req = new InvokeRequest()
.withFunctionName(function_name)
.withPayload(ByteBuffer.wrap(function_input.getBytes()));

Future<InvokeResult> future_res = lambda.invokeAsync(req, new
AsyncLambdaHandlexr());

System.out.print("Waiting for async callback");
while (!future_res.isDone() && !future_res.isCancelled()) {
// perform some other tasks...
try {
Thread.sleep(1000);
}
catch (InterruptedException e) {
System.err.println("Thread.sleep() was interrupted!");
System.exit(Q);
}
System.out.print(".");

Asynchrone Callbacks
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Bewahrte Methoden

Ausfuhren eines Ruckrufs

Ihre Implementierung des AsyncHandler wird in dem Threadpool ausgefihrt, der dem asynchronen
Client gehort. Der kurze, schnell ausgefiihrte Code sollte am besten in der AsyncHandler-
Implementierung eingefugt werden. Der lange ausgefuhrte oder blockierende Code in Handler-
Methoden kann zu Konkurrenzsituationen fur den Threadpool, der vom asynchronen Client
verwendet wird, und kann den Client daran hindern, Anforderungen auszufihren. Wenn Sie eine lang
andauernde Aufgabe haben, die mit einem Ruckruf gestartet werden soll, lassen Sie den Rickruf

die Aufgabe in einem neuen Thread oder in einem Threadpool ausfuhren, der von Ihrer Anwendung
verwaltet wird.

Threadpool-Konfiguration

Die asynchronen Clients im AWS SDK fiur Java stellen einen Standard-Threadpool bereit, der

fur die meisten Anwendungen funktionieren sollte. Sie kdnnen einen benutzerdefinierten Code
implementieren ExecutorServiceund ihn an AWS SDK flr Java asynchrone Clients Ubergeben, um
mehr Kontrolle dartiber zu haben, wie die Thread-Pools verwaltet werden.

Sie kdonnten beispielsweise eine ExecutorService Implementierung bereitstellen, die eine
benutzerdefinierte Methode verwendet, ThreadFactoryum zu steuern, wie Threads im Pool benannt

werden, oder um zuséatzliche Informationen Uber die Threadnutzung zu protokollieren.
Asynchroner Zugriff

Die TransferManagerKlasse im SDK bietet asynchrone Unterstitzung fur die Arbeit mit. Amazon

S3TransferManagerverwaltet asynchrone Uploads und Downloads, bietet detaillierte
Fortschrittsberichte zu Ubertragungen und unterstiitzt Riickrufe bei verschiedenen Ereignissen.

AWS SDK fur Java Protokollierung von Anrufen

Das AWS SDK fur Java ist mit Apache Commons Logging instrumentiert, einer Abstraktionsschicht,

die die Verwendung eines von mehreren Logging-Systemen zur Laufzeit ermoglicht.

Unterstitzte Protokollierungssysteme sind u. a. das Java Logging Framework und Apache
Log4j. In diesem Thema erhalten Sie Informationen zur Nutzung von Log4j. Sie kénnen die
Protokollierungsfunktionalitidt des SDKs ohne Anderungen am Code Ihrer Anwendung nutzen.
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Weitere Informationen Gber Log4j finden Sie auf der Apache-Website.

® Note

In diesem Thema geht es um Log4j 1.x. Log4j2 unterstitzt Apache Commons Logging nicht
direkt. Stattdessen wird ein Adapter bereitgestellt, der Protokollierungsaufrufe automatisch
mithilfe der Apache Commons Logging-Schnittstelle an Log4j2 weiterleitet. Weitere
Informationen finden Sie unter Commons Logging Bridge in der Log4j2-Dokumentation.

Herunterladen der Log4J-JAR

Zur Nutzung von Log4j mit dem SDK mussen Sie das Log4j-JAR von der Apache-Website
herunterladen. Das SDK enthéalt das JAR nicht. Kopieren Sie die JAR-Datei an einen Speicherort, der
in Ihrem Klassenpfad enthalten ist.

Log4j verwendet eine Konfigurationsdatei namens "log4j.properties". Beispiel-Konfigurationsdateien
werden nachfolgend angezeigt. Kopieren Sie die Konfigurationsdatei in ein Verzeichnis in lhrem
Klassenpfad. Die Log4j JAR-Dateien und die Datei "log4j.properties" missen nicht im selben
Verzeichnis liegen.

In der Konfigurationsdatei "log4j.properties" sind Eigenschaften wie die Protokollierungsebene,
das Ziel der Protokollierungsausgaben (z. B. an eine Datei oder an die Konsole) sowie das
Ausgabeformat angegeben. Die Protokollierungsebene ist die Granularitat der Ausgaben, die der
Protokollierer erzeugt. Log4j unterstitzt das Konzept mehrerer Hierarchien der Protokollierung.
Die Protokollierungsebene wird fur jede Hierarchie separat festgelegt. Die folgenden zwei
Protokollierungshierarchien sind im AWS SDK fur Java verfugbar:

* log4j.logger.com.amazonaws

* log4j.logger.org.apache.http.wire

Festlegen des Klassenpfads

Sowohl die Log4j JAR-Datei als auch die Datei "log4j.properties” missen in Ihrem Klassenpfad
liegen. Wenn Sie Apache Ant verwenden, legen Sie den Klassenpfad im path-Element der Ant-
Datei fest. Das folgende Beispiel zeigt ein Pfadelement aus der Ant-Datei flr das im Amazon S3 SDK
enthaltene Beispiel.
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<path id="aws.java.sdk.classpath">
<fileset dir="../../third-party" includes="**/*_ jar"/>
<fileset dir="../../1ib" includes="**/*_jar"/>
<pathelement location="."/>

</path>

In der Eclipse-IDE kdnnen Sie den Klassenpfad festlegen, indem Sie das Menu 6ffnen und auf
Projekt | Eigenschaften | Java Build-Pfad klicken.

Service-spezifische Fehler und Warnungen

Wir empfehlen, dass Sie die Protokollierungshierarchie "com.amazonaws" immer auf "WARN" gestellt
lassen. So entgehen Ihnen keine wichtigen Meldungen aus den Client-Bibliotheken. Wenn der
Amazon S3 Client beispielsweise feststellt, dass Ihre Anwendung nicht ordnungsgemal geschlossen
wurde InputStream und méglicherweise Ressourcen verloren gehen, meldet der S3-Client dies

in Form einer Warnmeldung an die Protokolle. Dadurch wird auch sichergestellt, dass Nachrichten
protokolliert werden, wenn der Client Schwierigkeiten bei der Verarbeitung von Anforderungen oder
Antworten hat.

In der folgenden "log4j.properties"-Datei ist der rootLogger auf WARN gesetzt. Dies hat zur Folge,
dass Warn- und Fehlermeldungen von allen Protokollierern in der Hierarchie "com.amazonaws"
enthalten sind. Alternativ kbnnen Sie ausdrucklich den com.amazonaws-Protokollierer auf WARN
stellen.

log4j.rootLogger=WARN, Al

log4j.appender.Al=org.apache.log4j.ConsoleAppender
log4j.appender.Al.layout=org.apache.log4j.PatternLayout
log4j.appender.Al.layout.ConversionPattern=%d [%t] %-5p %c - %m%n

# Or you can explicitly enable WARN and ERROR messages for the {AWS} Java clients
log4j.logger.com.amazonaws=WARN

Protokollierung von Anforderungs-/Antwortibersichten

Jede Anfrage an AWS-Service generiert eine eindeutige AWS Anforderungs-ID, die nutzlich ist, wenn
Sie auf ein Problem mit der Bearbeitung einer AWS-Service Anfrage stolien. AWS Anfragen IDs

sind programmgesteuert Uber Ausnahmeobjekte im SDK fur jeden fehlgeschlagenen Serviceabruf
zuganglich. Sie kdnnen auch Uber die DEBUG-Protokollebene im Logger ,com.amazonaws.request"
gemeldet werden.
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Die folgende Datei log4j.properties ermdéglicht eine Zusammenfassung der Anfragen und Antworten,
einschlieRlich der Anfrage. AWS IDs

log4j.rootLogger=WARN, Al
log4j.appender.Al=org.apache.log4j.ConsoleAppender
log4j.appender.Al.layout=org.apache.log4j.PatternLayout
log4j.appender.Al.layout.ConversionPattern=%d [%t] %-5p %c - %m%n
# Turn on DEBUG logging in com.amazonaws.request to log

# a summary of requests/responses with {AWS} request IDs
log4j.logger.com.amazonaws.request=DEBUG

Hier finden Sie ein Beispiel fir die Protokollausgabe.

2009-12-17 ©9:53:04,269 [main] DEBUG com.amazonaws.request - Sending
Request: POST https://rds.amazonaws.com / Parameters: (MaxRecords: 20,
Action: DescribeEngineDefaultParameters, SignatureMethod: HmacSHA256,
AWSAccessKeyId: ACCESSKEYID, Version: 2009-10-16, SignatureVersion: 2,
Engine: mysql5.1, Timestamp: 2009-12-17T17:53:04.267Z, Signature:
q963XH63Lcovl5Rr71AP1z1ye99rmWwT9DfuQaNznkD, ) 2009-12-17 09:53:04, 464
[main] DEBUG com.amazonaws.request - Received successful response: 200, {AWS}
Request ID: 694d1242-cee@-c85e-f31f-5dableal8bc6 2009-12-17 ©09:53:04,469
[main] DEBUG com.amazonaws.request - Sending Request: POST
https://rds.amazonaws.com / Parameters: (ResetAllParameters: true, Action:
ResetDBParameterGroup, SignatureMethod: HmacSHA256, DBParameterGroupName:
java-integ-test-param-group-0000000000000, AWSAccessKeyId: ACCESSKEYID,
Version: 2009-10-16, SignatureVersion: 2, Timestamp:
2009-12-17T17:53:04.467Z, Signature:
IWcgfPwTobvLVcpyhbrdN7P713uH@oviYQ4yZ+TQjsQ=, )

2009-12-17 09:53:04,646 [main] DEBUG com.amazonaws.request - Received
successful response: 200, {AWS} Request ID:
694d1242-cee@-c85e-f31f-5dableal8bc6

Verbose-Protokollierung des Netzwerkverkehrs

In einigen Fallen kann es nitzlich sein, die genauen Anfragen und Antworten zu sehen, die

der Sender AWS SDK fur Java sendet und empfangt. Sie sollten diese Protokollierung in
Produktionssystemen nicht aktivieren, da das Ausschreiben umfangreicher Anfragen (z. B. wenn
eine Datei hochgeladen wird Amazon S3) oder Antworten eine Anwendung erheblich verlangsamen
kann. Wenn Sie wirklich Zugriff auf diese Informationen bendtigen, kdnnen Sie sie voribergehend
Uber den Apache HttpClient 4-Logger aktivieren. Durch Aktivieren der DEBUG-Ebene fur den
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org.apache.http.wire-Protokollierer wird die Protokollierung fiir samtliche Anforderungs- und
Antwortdaten aktiviert.

Die folgende Datei log4j.properties aktiviert die vollstandige Protokollierung in Apache HttpClient 4
und sollte nur voribergehend aktiviert werden, da dies erhebliche Auswirkungen auf die Leistung
Ihrer Anwendung haben kann.

log4j.rootLogger=WARN, Al
log4j.appender.Al=org.apache.log4j.ConsoleAppender
log4j.appender.Al.layout=org.apache.log4j.PatternLayout
log4j.appender.Al.layout.ConversionPattern=%d [%t] %-5p %c - %m%n
# Log all HTTP content (headers, parameters, content, etc) for

# all requests and responses. Use caution with this since it can

# be very expensive to log such verbose data!
log4j.logger.org.apache.http.wire=DEBUG

Protokollieren von Latenz-Metriken

Wenn Sie bei der Behandlung Metriken anzeigen mochten, z. B. welcher Prozess die meiste Zeit
beansprucht oder ob die Latenz auf der Server- oder Client-Seite grof3er ist, kann der Latenz-
Protokollierer hilfreich sein. Stellen Sie den com.amazonaws . latency-Protokollierer zur Aktivierung
auf DEBUG.

(® Note

Dieser Protokollierer ist nur verfugbar, wenn SDK-Metriken aktiviert sind. Weitere
Informationen zum SDK-Metrikpaket finden Sie unter Metriken aktivieren fur. AWS SDK flr
Java

log4j.rootLogger=WARN, Al
log4j.appender.Al=org.apache.log4j.ConsoleAppender
log4j.appender.Al.layout=org.apache.log4j.PatternLayout
log4j.appender.Al.layout.ConversionPattern=%d [%t] %-5p %Cc - %m%n
log4j.logger.com.amazonaws.latency=DEBUG

Hier finden Sie ein Beispiel fur die Protokollausgabe.

com.amazonaws.latency - ServiceName=[{S3}], StatusCode=[200],
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ServiceEndpoint=[https://list-objects-integ-test-test.s3.amazonaws.com],
RequestType=[ListObjectsV2Request], AWSRequestID=[REQUESTID],
HttpClientPoolPendingCount=0,

RetryCapacityConsumed=0, HttpClientPoolAvailableCount=0, RequestCount=1,

HttpClientPoolLeasedCount=0, ResponseProcessingTime=[52.154],
ClientExecuteTime=[487.041],

HttpClientSendRequestTime=[192.931], HttpRequestTime=[431.652],
RequestSigningTime=[0.357],

CredentialsRequestTime=[0.011, 0.001], HttpClientReceiveResponseTime=[146.272]

Client-Konfiguration

Der AWS SDK fiur Java ermdglicht es lhnen, die Standard-Client-Konfiguration zu andern. Dies ist
hilfreich, wenn Sie:
* Herstellen einer Internetverbindung Gber einen Proxy

« Andern von HTTP-Transport-Einstellungen, z. B. Verbindungstimeout und wiederholte
Anforderungsversuche

+ Angabe von TCP-Socketpuffer-Gro3enhinweisen
Proxy-Konfiguration

Wenn Sie ein Client-Objekt erstellen, kdnnen Sie ein optionales ClientConfigurationObjekt
Ubergeben, um die Konfiguration des Clients anzupassen.

Wenn Sie sich uber einen Proxy-Server mit dem Internet verbinden, sollten Sie Uber das
ClientConfiguration-Objekt die Einstellungen des Proxy-Servers konfigurieren (Proxy-Host,
-Port und Benutzername/Passwort).

HTTP-Transport-Konfiguration

Mithilfe des ClientConfigurationObjekts kénnen Sie mehrere HTTP-Transportoptionen konfigurieren.
Gelegentlich werden neue Optionen hinzugefligt. Eine vollstandige Liste der Optionen, die Sie
abrufen oder festlegen kénnen, finden Sie in der AWS SDK flr Java API-Referenz.
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® Note

Jeder konfigurierbare Wert hat einen von einer Konstanten definierten Standardwert.
Eine Liste der konstanten Werte fir finden Sie ClientConfiguration unter Konstante
Feldwerte in der AWS SDK fur Java API-Referenz.

Maximale Anzahl der Verbindungen

Sie kénnen die maximal zulassige Anzahl offener HTTP-Verbindungen festlegen, indem Sie den
verwenden ClientConfiguration. setMaxConnectionsMethode.

/A Important

Legen Sie die maximalen Verbindungen auf die Anzahl der gleichzeitigen Transaktionen fest,
um Verbindungskonflikte und eine schlechte Leistung zu vermeiden. Den Standardwert flr
maximale Verbindungen finden Sie unter Konstante Feldwerte in der AWS SDK fur Java API-
Referenz.

Timeouts und Fehlerbehandlung

Sie kdnnen Optionen im Zusammenhang mit Timeouts und der Fehlerbehandlung fur HTTP-
Verbindungen festlegen.

» Verbindungstimeout

Das Verbindungstimeout ist die Zeit (in Millisekunden), die die HTTP-Verbindung wartet, um eine
Verbindung herzustellen. Der Standardwert betragt 10 000 ms.

Um diesen Wert selbst festzulegen, verwenden Sie den ClientConfiguration.
setConnectionTimeoutMethode.

» Connection Time to Live (TTL, Gultigkeitsdauer der Verbindung)

StandardmaRig versucht das SDK, HTTP-Verbindungen so lange wie moéglich wiederzuverwenden.
In Fehlersituationen, bei denen eine Verbindung zu einem Server aufgebaut wird, der aul3er Betrieb
genommen wird, sorgt eine endliche TTL fur eine schnellere Anwendungswiederherstellung. Wird
beispielsweise eine 15-Minuten-TTL eingestellt, ist dadurch sichergestellt, dass auch dann, wenn
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Sie eine Verbindung zu einem Server aufgebaut haben, bei dem Probleme auftreten, innerhalb von
15 Minuten eine Verbindung zu einem neuen Server hergestellt wird.

Verwenden Sie die Methode ClientConfiguration.setConnectionTTL, um die TTL fur die HTTP-
Verbindung festzulegen.

« Maximale Anzahl der erneuten Versuche

Die standardmafige maximale Wiederholungsanzahl fur Fehler bei wiederholbaren Aktionen
ist 3. Sie kdnnen einen anderen Wert festlegen, indem Sie die verwenden. ClientConfiguration
setMaxErrorMethode wiederholen.

Lokale Adresse

Um die lokale Adresse festzulegen, an die der HTTP-Client gebunden wird, verwenden

SieClientConfiguration. setLocalAddress.

TCP-Socketpuffer-Grozenhinweise

Fortgeschrittene Benutzer, die TCP-Parameter auf niedriger Ebene optimieren méchten, kénnen
zusatzlich Hinweise zur Gro3e des TCP-Puffers Uber das ClientConfigurationObjekt festlegen. Die

meisten Benutzer missen diese Einstellungen nie anpassen, sie stehen aber flr fortgeschrittene
Benutzer bereit.

Die optimalen TCP-PuffergréRen fur eine Anwendung hangen stark von der Konfiguration und

den Fahigkeiten des Netzwerks und des Betriebssystems ab. Beispielsweise bieten die meisten
modernen Betriebssysteme eine Logik zur automatischen Anpassung der TCP-Puffergrof3en. Dies
kann sich weitreichend auf die Leistung von TCP-Verbindungen auswirken, wenn diese lang genug
geodffnet bleiben, damit die automatische Anpassung die Puffergrélen optimieren kann.

Grolde Puffer (z. B. 2 MB) ermdglichen dem Betriebssystem, mehr Daten im Arbeitsspeicher zu
puffern, ohne dass der Remote-Server die Informationen bestatigen muss. Sie sind also besonders
natzlich, wenn das Netzwerk eine hohe Latenz aufweist.

Dies ist nur ein Hinweis, an den sich das Betriebssystem nicht halten muss. Bei Verwendung dieser
Option sollten Benutzer immer die beim Betriebssystem konfigurierten Grenz- und Standardwerte
Uberprifen. In den meisten Betriebssystemen ist eine maximale TCP-PuffergroRe konfiguriert, die
nicht Gberschritten wird, es sei denn, Sie heben die maximale TCP-PuffergroRe explizit an.
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Fir die Konfiguration von TCP-Puffergré3en und betriebssystemspezifischen TCP-Einstellungen
stehen viele Ressourcen zur Verfigung, wie z. B.:

« Host Tuning

Zugriffskontrollrichtlinien

AWS Mithilfe von Zugriffskontrollrichtlinien kénnen Sie detaillierte Zugriffskontrollen fir Ihre
Ressourcen festlegen. AWS Eine Zugriffsrichtlinie besteht aus einer Reihe von Anweisungen, die
folgende Form annehmen:

Konto A darf Aktion B auf Ressource C ausfuhren, wenn Bedingung D gilt.
Wobei Folgendes gilt:

« A ist der Principal — AWS-Konto Derjenige, der eine Anfrage zum Zugriff auf oder zur Anderung
einer lhrer AWS Ressourcen stellt.

» B ist die Aktion — die Art und Weise, wie auf Ihre AWS Ressource zugegriffen oder sie geandert
wird, z. B. das Senden einer Nachricht an eine Amazon SQS Warteschlange oder das Speichern
eines Objekts in einem Amazon S3 Bucket.

+ C ist die Ressource — die AWS Entitat, auf die der Principal zugreifen méchte, z. B. eine Amazon
SQS Warteschlange oder ein Objekt, in dem gespeichert ist Amazon S3.

» D ist eine Reihe von Bedingungen — Die optionalen Einschrankungen, die angeben, wann
dem Prinzipal der Zugriff auf lnre Ressource gewahrt oder verweigert werden soll. Viele
ausdrucksstarke Bedingungen sind verflgbar, einige speziell flr jeden Service. Beispielsweise
kénnen Sie mit Datumsbedingungen den Zugriff auf Ressourcen nur nach oder vor einem
bestimmten Zeitpunkt zulassen.

Amazon S3 Beispiel

Das folgende Beispiel zeigt eine Richtlinie, die jedem Zugriff erlaubt, alle Objekte in einem Bucket zu
lesen, aber den Zugriff auf das Hochladen von Objekten in diesen Bucket auf zwei bestimmte AWS-
Konto s beschrankt (zusatzlich zum Konto des Bucket-Besitzers).

Statement allowPublicReadStatement = new Statement(Effect.Allow)
.withPrincipals(Principal.AllUsers)
.withActions(S3Actions.GetObject)
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.withResources(new S30bjectResource(myBucketName, "*"));

Statement allowRestrictedWriteStatement = new Statement(Effect.Allow)
.withPrincipals(new Principal("123456789"), new Principal("876543210"))
.withActions(S3Actions.PutObject)

.withResources(new S30bjectResource(myBucketName, "*"));

Policy policy = new Policy()
.withStatements(allowPublicReadStatement, allowRestrictedWriteStatement);

AmazonS3 s3 = AmazonS3ClientBuilder.defaultClient();
s3.setBucketPolicy(myBucketName, policy.toJson());

Amazon SQS Beispiel

Richtlinien werden haufig verwendet, um eine Amazon SQS Warteschlange fir den Empfang von
Nachrichten von einem Amazon SNS SNS-Thema zu autorisieren.

Policy policy = new Policy().withStatements(
new Statement(Effect.Allow)
.withPrincipals(Principal.AllUsers)
.withActions(SQSActions.SendMessage)
.withConditions(ConditionFactory.newSourceArnCondition(myTopicAzrn)));

Map queueAttributes = new HashMap();
queueAttributes.put(QueueAttributeName.Policy.toString(), policy.toJson());

AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();
sqs.setQueueAttributes(new SetQueueAttributesRequest(myQueueUrl, queueAttributes));

Beispiel fir Amazon SNS

Einige Dienste bieten zusatzliche Bedingungen, die in Richtlinien verwendet werden kdnnen. Amazon
SNS bietet Bedingungen flir das Zulassen oder Ablehnen von Abonnements fir SNS-Themen auf der
Grundlage des Protokolls (z. B. E-Mail, HTTP, HTTPS Amazon SQS) und des Endpunkts (z. B. E-
Mail-Adresse, URL, Amazon SQS ARN) der Anfrage zum Abonnieren eines Themas.

Condition endpointCondition =
SNSConditionFactory.newEndpointCondition("*@mycompany.com");

Policy policy = new Policy().withStatements(
new Statement(Effect.Allow)
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.withPrincipals(Principal.AllUsers)
.withActions(SNSActions.Subscribe)
.withConditions(endpointCondition));

AmazonSNS sns = AmazonSNSClientBuilder.defaultClient();
sns.setTopicAttributes(
new SetTopicAttributesRequest(myTopicArn, "Policy", policy.toJson()));

Legen Sie die JVM-TTL fur die Suche nach DNS-Namen fest

Die Java Virtual Machine (JVM) speichert DNS-Namensauflésungen zwischen. Wenn die JVM einen
Hostnamen in eine IP-Adresse auflost, speichert sie die IP-Adresse fur einen bestimmten Zeitraum im
Cache, der als (TTL) bezeichnet wird. time-to-live

Da AWS Ressourcen DNS-Namenseintrage verwenden, die sich gelegentlich dndern, empfehlen
wir, dass Sie lhre JVM mit einem TTL-Wert von 5 Sekunden konfigurieren. Auf diese Weise wird bei
Anderung der IP-Adresse einer Ressource sichergestellt, dass Ihre Anwendung die neue IP-Adresse
der Ressource durch erneute Abfrage des DNS abrufen und nutzen kann.

Bei einigen Java-Konfigurationen ist die JVM-Standard-TTL so festgelegt, dass DNS-Eintrage

nie aktualisiert werden, bis die JVM neu gestartet wird. Wenn sich also die IP-Adresse einer

AWS Ressource andert, wahrend lhre Anwendung noch lauft, kann sie diese Ressource erst
verwenden, wenn Sie die JVM manuell neu starten und die zwischengespeicherten IP-Informationen
aktualisiert werden. In diesem Fall ist es wichtig, die TTL der JVM so einzustellen, dass sie die
zwischengespeicherten IP-Daten von Zeit zu Zeit aktualisiert.

Wie legt man die JVM-TTL fest

Um die TTL der JVM zu andern, legen Sie den Sicherheitseigenschaftswert networkaddress.cache.ttl
fest und legen Sie die networkaddress.cache. ttl Eigenschaft in der Datei fur Java 8 oder

in der $JAVA_HOME/jre/lib/security/java.security Datei fir Java 11 oder hoher fest.
$JAVA_HOME/conf/security/java.security

Das Folgende ist ein Ausschnitt aus einer java.security Datei, die zeigt, dass der TTL-Cache auf
5 Sekunden eingestellt ist.

#

# This is the "master security properties file".

#

# An alternate java.security properties file may be specified
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The Java-level namelookup cache policy for successful lookups:

any negative value: caching forever
any positive value: the number of seconds to cache an address for
zero: do not cache

H OH O O R

networkaddress.cache. ttl=5

Alle Anwendungen, die auf der durch die $JAVA_HOME Umgebungsvariable reprasentierten JVM
ausgefuhrt werden, verwenden diese Einstellung.

Aktivierung von Metriken fur AWS SDK fur Java

AWS SDK fiir Java Sie kénnen mit Amazon Metriken fiir die Visualisierung und Uberwachung
generieren CloudWatch, die Folgendes messen:

« die Leistung Ihrer Anwendung beim Zugriff AWS
+ die Leistung Ihres JVMs bei Verwendung mit AWS

* Details der Laufzeitumgebung wie z. B. Heap-Speicher, Anzahl der Threads und gedffneter Datei-
Deskriptoren

Wie aktiviert man die Generierung von Java-SDK-Metriken

Sie mussen die folgende Maven-Abhangigkeit hinzufligen, damit das SDK Metriken an CloudWatch
senden kann.

<dependencyManagement>
<dependencies>
<dependency>
<groupId>com.amazonaws</groupIld>
<artifactId>aws-java-sdk-bom</artifactId>
<version>1.12.490*</version>
<type>pom</type>
<scope>import</scope>
</dependency>
</dependencies>
</dependencyManagement>
<dependencies>
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<dependency>
<groupId>com.amazonaws</groupld>
<artifactId>aws-java-sdk-cloudwatchmetrics</artifactId>
<scope>provided</scope>
</dependency>
<!l-- Other SDK dependencies. -->
</dependencies>

’ Ersetzen Sie die Versionsnummer durch die neueste Version des SDK, die bei Maven Central
verflugbar ist.

AWS SDK fir Java Metriken sind standardmalig deaktiviert. Um es fur lhre lokale
Entwicklungsumgebung zu aktivieren, figen Sie eine Systemeigenschaft hinzu, die beim Start der
JVM auf lhre AWS Sicherheitsanmeldedatei verweist. Beispiel:

-Dcom.amazonaws.sdk.enableDefaultMetrics=credentialFile=/path/aws.properties

Sie mussen den Pfad zu lhrer Anmeldeinformationsdatei angeben, damit das SDK die gesammelten
Datenpunkte zur spateren Analyse hochladen kann. CloudWatch

® Note

Wenn Sie AWS von einer Amazon EC2 Instanz aus zugreifen, die den Amazon EC2 Instanz-
Metadatendienst verwendet, missen Sie keine Anmeldeinformationsdatei angeben. In
diesem Fall ist nur Folgendes anzugeben:

-Dcom.amazonaws.sdk.enableDefaultMetrics

Alle von der erfassten Metriken AWS SDK flr Java befinden sich unter dem Namespace AWSSDK/
Java und werden in die CloudWatch Standardregion (us-east-1) hochgeladen. Wenn Sie die Region
andern moéchten, geben Sie sie mit dem Attribut cloudwatchRegion in der Systemeigenschaft an.
Um die CloudWatch Region beispielsweise auf us-east-1 festzulegen, verwenden Sie:

-Dcom.amazonaws.sdk.enableDefaultMetrics=credentialFile=/path/
aws.properties, cloudwatchRegion={region_api_default}

Sobald Sie die Funktion aktiviert haben, werden bei jeder Serviceanfrage AWS von metrische
Datenpunkte generiert AWS SDK fir Java, fur die statistische Zusammenfassung in die
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Warteschlange gestellt und asynchron hochgeladen, CloudWatch etwa einmal pro Minute.

Sobald die Metriken hochgeladen wurden, kdnnen Sie sie mithilfe von visualisieren AWS-

Managementkonsoleund Alarme fir potenzielle Probleme wie Speicherverlust, Verlust von

Dateideskriptoren usw. einrichten.

Verfugbare Arten von Metriken

Die Standardmetriken werden in drei Hauptkategorien unterteilt:

AWS Metriken anfordern

» Deckt Bereiche wie die Latenz der HTTP-Anforderung/-Antwort, die Anzahl der Anfragen,

Ausnahmen und Wiederholungen ab.

AWSSDK/Java > MetricType,RequestType
MetricType

ClisntExecutaTime

=&

HttpCllentReceiveResponseTime

HitpClientSendReguestTime

SuccessfulRequestLatency (Miliseconds), AmazonCynamoDByv2 (Milliseconds)

15
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AWS-Service Metriken

RequestType - Metric Name
PutltamRaguast AmazonlynamolEy2
FutltemRequest AmazonynamoDEv2
PutltemRequest AmazonDynamolav2
Average ~ S Minutes {1-
1

30
28
20
-
15
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1925 T9an 1833 1940 1845 18250 1955 2000

Fight a5 units: Milliseconds

regusat ArazonDy nameDBvd
wrazanCy namel Sz
27 AmazonDy i Mol

» SchlieRen Sie AWS-Service spezifische Daten ein, z. B. den Durchsatz und die Byteanzahl fur

S3-Uploads und -Downloads.
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RetryCount Amezon 53

S30DownloadBylaCount Amazon 33
S30ownload Throughgul Amazon 33

SiUplomiByleCount Amazon 33

B O &EC

S pload Throughput Amazon 53
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Maschinenmetriken

» Enthalten die Laufzeitumgebung, darunter Heap-Speicher, Anzahl der Threads und geéffneter
Datei-Deskriptoren.
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AWSSDKJava > Memory

Memory *  Metric Name
;j Freshamony Jyrmbetric
& SpareMenory JvmMatric
TotalMemory JymMatric
=l UsadMamary JvmMatric
JymMetric (Bytes) Average ¥ 5 Minutes ~ Q
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100,000,400
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60000000
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20,000,000
B e — gl f—--\HH""- —_'-_-__R'H-._\_ ————
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18:50 16:55 .00 19:05 1810 1315 19:20 12:25 a0 935 18:40 18:45 18:50 19:55 20:00

Left axia unita: Bytes
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Wenn Sie Maschinenmetriken ausschlieRen moéchten, fligen Sie excludeMachineMetrics in
die Systemeigenschaft ein:

-Dcom.amazonaws.sdk.enableDefaultMetrics=credentialFile=/path/
aws.properties,excludeMachineMetrics

Weitere Informationen

* In der amazonaws/metrics-Paketubersicht finden Sie eine vollstédndige Liste der vordefinierten
Standardmetrik-Typen.

* Weitere Informationen zur CloudWatch Verwendung von finden Sie AWS SDK fir Java in
CloudWatch Beispielen mit der. AWS SDK flir Java
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» Weitere Informationen zur Leistungsoptimierung finden Sie im Blogbeitrag Tuning the AWS SDK flr
Java to Improve Resiliency.
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AWS SDK fur Java Codebeispiele

Dieser Abschnitt enthalt Tutorials und Beispiele flr die Verwendung von AWS SDK fur Java Version 1
zum Programmieren von AWS Diensten.

Den Quellcode fir diese und andere Beispiele finden Sie im Repository fur AWS
Dokumentationscodebeispiele unter GitHub.

Um dem AWS Dokumentationsteam ein neues Codebeispiel vorzuschlagen, das es erstellen kénnte,
erstellen Sie eine neue Anfrage. Das Team mdchte Codebeispiele erstellen, die breitere Szenarien
und Anwendungsfalle abdecken, im Vergleich zu einfachen Codeausschnitten, die nur einzelne API-
Aufrufe abdecken. Anweisungen finden Sie in den Richtlinien fir Beitrdge im Codebeispiel-Repository
auf.. GitHub

AWS SDK fur Java 2.x

Im Jahr 2018 AWS verdffentlichte das AWS SDK for Java 2.x. Dieses Handbuch enthalt
Anweisungen zur Verwendung des neuesten Java-SDK sowie Beispielcode.

(® Note

Weitere Beispiele und zusatzliche Ressourcen fur AWS SDK fur Java Entwickler finden Sie

unter Zusatzliche Dokumentation und Ressourcen!

CloudWatch Beispiele fur die Verwendung der AWS SDK fur Java

Dieser Abschnitt bietet Beispiele fur die Programmierung von CloudWatch mithilfe des AWS SDK fur
Java.

Amazon CloudWatch Gberwacht Ihre Amazon Web Services (AWS) Ressourcen und die
Anwendungen, auf denen Sie laufen, AWS in Echtzeit. Sie kdnnen CloudWatch damit Metriken
sammeln und verfolgen. Dabei handelt es sich um Variablen, die Sie fur Ihre Ressourcen und
Anwendungen messen kdénnen. CloudWatch Alarme senden Benachrichtigungen oder nehmen auf
der Grundlage von von Ihnen festgelegter Regeln automatisch Anderungen an den Ressourcen vor,
die Sie Uberwachen.
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Weitere Informationen dazu CloudWatch finden Sie im Amazon CloudWatch Benutzerhandbuch.

(® Note
Die Beispiele enthalten nur den Code, der zur Demonstration jeder Technik nétig ist. Der
vollstandige Beispielcode ist verfugbar unter GitHub. Von dort aus kénnen Sie eine einzelne
Quelldatei herunterladen oder das Repository klonen, um alle Beispiele lokal zu erstellen und
auszufuhren.

Themen

* Metriken abrufen von CloudWatch

Veroffentlichen benutzerdefinierter Metrikdaten

Mit CloudWatch Alarmen arbeiten

Verwenden von Alarmaktionen in CloudWatch

Ereignisse senden an CloudWatch

Metriken abrufen von CloudWatch

Auflisten von Metriken

Um CloudWatch Metriken aufzulisten, erstellen Sie eine 1istMetrics Methode
ListMetricsRequestund rufen sie auf. AmazonCloudWatchClient Sie konnen ListMetricsRequest
zum Filtern der zuriickgegebenen Metriken nach Namespace, Metrikname oder Dimensionen

verwenden.

@ Note

Eine Liste der Metriken und Dimensionen, die von AWS Services verdffentlicht werden,
finden Sie im {https---docs-aws-amazon-com- AmazonCloudWatch -Latest-Monitoring-cw-
support-for-AWS-html} [Amazon Metrics and Dimensions Reference] im Benutzerhandbuch.
CloudWatch Amazon CloudWatch

Importe

import com.amazonaws.services.cloudwatch.AmazonCloudWatch;
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import com.amazonaws.services.cloudwatch.AmazonCloudWatchClientBuilder;

import com.amazonaws.services.cloudwatch.model.ListMetricsRequest;
import com.amazonaws.services.cloudwatch.model.ListMetricsResult;

import com.amazonaws.services.cloudwatch.model.Metric;

Code

final AmazonCloudWatch cw =
AmazonCloudWatchClientBuilder.defaultClient();

ListMetricsRequest request = new ListMetricsRequest()
.withMetricName(name)
.withNamespace(namespace);

boolean done = false;

while(!done) {
ListMetricsResult response = cw.listMetrics(request);

for(Metric metric : response.getMetrics()) {
System.out.printf(
"Retrieved metric %s", metric.getMetricName());

request.setNextToken(response.getNextToken());

if(response.getNextToken() == null) {
done = true;

Die Metriken werden in a zurtickgegeben, indem die zugehdrige Methode aufgerufen

wird. ListMetricsResultgetMetrics Eventuell werden die Ergebnisse seitenweise
zurlickgegeben. Um den nachsten Stapel Ergebnisse abzurufen, rufen Sie setNextToken
beim Original-Anforderungsobjekt mit dem Rickgabewert der getNextToken-Methode des
ListMetricsResult-Objekts auf. Ubergeben Sie das geénderte Anforderungsobjekt dann an

einen weiteren Aufruf von 1istMetrics.

Weitere Informationen

+ ListMetricsin der Amazon CloudWatch API-Referenz.

Metriken abrufen von CloudWatch
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Veroffentlichen benutzerdefinierter Metrikdaten

Eine Reihe von AWS Diensten veroéffentlichen ihre eigenen Metriken in Namespaces, die mit
"AWS" beginnen. Sie kdnnen benutzerdefinierte Metrikdaten auch mit Ihrem eigenen Namespace
veroffentlichen (sofern dieser nicht mit "™ beginnt). AWS

Veroffentlichen benutzerdefinierter Metrikdaten

Um lhre eigenen Metrikdaten zu verdéffentlichen, rufen Sie die Methode AmazonCloudWatchClient's
putMetricData mit einem auf. PutMetricDataRequest Die PutMetricDataRequest muss

den benutzerdefinierten Namespace enthalten, der fir die Daten verwendet werden soll, und
Informationen Gber den Datenpunkt selbst in einem MetricDatumObjekt.

(® Note

Sie kdnnen keinen Namespace angeben, der mit " AWS beginnt. Namespaces, die mit "AWS"
beginnen, sind fir die Verwendung durch Produkte reserviert. Amazon Web Services

Importe

import com.amazonaws.services.cloudwatch.AmazonCloudWatch;

import com.amazonaws.services.cloudwatch.AmazonCloudWatchClientBuilder;
import com.amazonaws.services.cloudwatch.model.Dimension;

import com.amazonaws.services.cloudwatch.model.MetricDatum;

import com.amazonaws.services.cloudwatch.model.PutMetricDataRequest;
import com.amazonaws.services.cloudwatch.model.PutMetricDataResult;
import com.amazonaws.services.cloudwatch.model.StandardUnit;

Code

final AmazonCloudWatch cw =
AmazonCloudWatchClientBuilder.defaultClient();

Dimension dimension = new Dimension()
.withName("UNIQUE_PAGES")
.withValue("URLS");

MetricDatum datum = new MetricDatum()
.withMetricName("PAGES_VISITED")
.withUnit(StandardUnit.None)
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.withValue(data_point)
.withDimensions(dimension);

PutMetricDataRequest request = new PutMetricDataRequest()
.withNamespace("SITE/TRAFFIC")
.withMetricData(datum);

PutMetricDataResult response = cw.putMetricData(request);

Weitere Informationen

* Verwenden von Amazon CloudWatch Metriken im Amazon CloudWatch Benutzerhandbuch.

+ AWS Namespaces im Amazon CloudWatch Benutzerhandbuch.
» PutMetricDatain der API-Referenz Amazon CloudWatch .

Mit CloudWatch Alarmen arbeiten

Einrichten eines Alarms

Um einen Alarm auf der Grundlage einer CloudWatch Metrik zu erstellen, rufen Sie die
AmazonCloudWatchClient putMetricAlarm Methode 'mit PutMetricAlarmRequesteiner Angabe der
Alarmbedingungen auf.

Importe

import com.amazonaws.services.cloudwatch.AmazonCloudWatch;

import com.amazonaws.services.cloudwatch.AmazonCloudWatchClientBuilder;
import com.amazonaws.services.cloudwatch.model.ComparisonOperator;
import com.amazonaws.services.cloudwatch.model.Dimension;

import com.amazonaws.services.cloudwatch.model.PutMetricAlarmRequest;
import com.amazonaws.services.cloudwatch.model.PutMetricAlarmResult;
import com.amazonaws.services.cloudwatch.model.StandardUnit;

import com.amazonaws.services.cloudwatch.model.Statistic;

Code

final AmazonCloudWatch cw =
AmazonCloudWatchClientBuilder.defaultClient();

Dimension dimension = new Dimension()
.withName("InstanceId")
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.withValue(instancelId);

PutMetricAlarmRequest request = new PutMetricAlarmRequest()
.withAlarmName(alarmName)
.withComparisonOperator(
ComparisonOperator.GreaterThanThreshold)
.withEvaluationPeriods(1)
.withMetricName("CPUUtilization")
.withNamespace("{AWS}/EC2")
.withPeriod(60)
.withStatistic(Statistic.Average)
.withThreshold(70.0)
.withActionsEnabled(false)
.withAlarmDescription(
"Alarm when server CPU utilization exceeds 70%")
.withUnit(StandardUnit.Seconds)
.withDimensions(dimension);

PutMetricAlarmResult response = cw.putMetricAlarm(request);

Auflisten von Alarmen

Um die CloudWatch Alarme aufzulisten, die Sie erstellt haben, rufen Sie die describeAlarms
Methode AmazonCloudWatchClient's mit einer auf DescribeAlarmsRequest, mit der Sie Optionen fir

das Ergebnis festlegen kénnen.

Importe

import com.amazonaws.services.cloudwatch.AmazonCloudWatch;

import com.amazonaws.services.cloudwatch.AmazonCloudWatchClientBuilder;
import com.amazonaws.services.cloudwatch.model.DescribeAlarmsRequest;

import com.amazonaws.services.cloudwatch.model.DescribeAlarmsResult;

import com.amazonaws.services.cloudwatch.model.MetricAlarm;

Code

final AmazonCloudWatch cw =
AmazonCloudWatchClientBuilder.defaultClient();

boolean done = false;

DescribeAlarmsRequest request = new DescribeAlarmsRequest();

while(!done) {

Mit CloudWatch Alarmen arbeiten
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DescribeAlarmsResult response = cw.describeAlarms(request);

for(MetricAlarm alarm : response.getMetricAlarms()) {
System.out.printf("Retrieved alarm %s", alarm.getAlarmName());

request.setNextToken(response.getNextToken());

if(response.getNextToken() == null) {
done = true;

Die Liste der Alarme kann abgerufen werden, indem Sie die getMetricAlarms Funktion aufrufen
DescribeAlarmsResult, die von zurlickgegeben wirddescribeAlarms.

Eventuell werden die Ergebnisse seitenweise zurtickgegeben. Um den nachsten Stapel Ergebnisse
abzurufen, rufen Sie setNextToken beim Original-Anforderungsobjekt mit dem Rickgabewert der
getNextToken-Methode des DescribeAlarmsResult-Objekts auf. Ubergeben Sie das gednderte
Anforderungsobjekt dann an einen weiteren Aufruf von describeAlarms.

® Note

Sie kbnnen auch Alarme fir eine bestimmte Metrik abrufen, indem Sie die
describeAlarmsForMetric Methode AmazonCloudWatchClient's verwenden. Sie lasst
sich ahnlich wie describeAlarms nutzen.

Loschen von Alarmen

Um CloudWatch Alarme zu I6schen, rufen Sie die AmazonCloudWatchClient deleteAlarms
Methode mit einer auf, DeleteAlarmsRequestdie einen oder mehrere Namen von Alarmen enthalt, die

Sie l6schen mochten.

Importe

import com.amazonaws.services.cloudwatch.AmazonCloudWatch;

import com.amazonaws.services.cloudwatch.AmazonCloudWatchClientBuilder;
import com.amazonaws.services.cloudwatch.model.DeleteAlarmsRequest;
import com.amazonaws.services.cloudwatch.model.DeleteAlarmsResult;
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Code

final AmazonCloudWatch cw =
AmazonCloudWatchClientBuilder.defaultClient();

DeleteAlarmsRequest request = new DeleteAlarmsRequest()
.withAlarmNames(alarm_name);

DeleteAlarmsResult response = cw.deleteAlarms(request);

Weitere Informationen

 Amazon CloudWatch Alarme erstellen im Amazon CloudWatch Benutzerhandbuch

e PutMetricAlarmin der Amazon CloudWatch API-Referenz

* DescribeAlarmsin der Amazon CloudWatch API-Referenz

* DeleteAlarmsin der Amazon CloudWatch API-Referenz

Verwenden von Alarmaktionen in CloudWatch

Mithilfe von CloudWatch Alarmaktionen kdnnen Sie Alarme erstellen, die Aktionen wie das

automatische Stoppen, Beenden, Neustarten oder Wiederherstellen von Instanzen ausfihren.
Amazon EC2

@ Note

Alarmaktionen kénnen einem Alarm hinzugefiigt werden, indem Sie bei der
PutMetricAlarmRequestErstellung eines Alarms die setAlarmActions Methode
verwenden.

Aktivieren von Alarmaktionen

Um Alarmaktionen fir einen CloudWatch Alarm zu aktivieren, rufen Sie den
AmazonCloudWatchClient enableAlarmActions Befehl mit einem auf, der einen oder mehrere
Namen von Alarmen EnableAlarmActionsRequestenthalt, deren Aktionen Sie aktivieren mdchten.

Importe

import com.amazonaws.services.cloudwatch.AmazonCloudWatch;
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import com.amazonaws.services.cloudwatch.AmazonCloudWatchClientBuilder;
import com.amazonaws.services.cloudwatch.model.EnableAlarmActionsRequest;
import com.amazonaws.services.cloudwatch.model.EnableAlarmActionsResult;

Code

final AmazonCloudWatch cw =
AmazonCloudWatchClientBuilder.defaultClient();

EnableAlarmActionsRequest request
.withAlarmNames(alarm);

new EnableAlarmActionsRequest()

EnableAlarmActionsResult response = cw.enableAlarmActions(request);

Deaktivieren von Alarmaktionen

Um Alarmaktionen fiir einen CloudWatch Alarm zu deaktivieren, rufen Sie die
AmazonCloudWatchClient s disableAlarmActions mit einem auf, das einen oder mehrere
Namen von Alarmen DisableAlarmActionsRequestenthalt, deren Aktionen Sie deaktivieren mochten.

Importe

import com.amazonaws.services.cloudwatch.AmazonCloudWatch;

import com.amazonaws.services.cloudwatch.AmazonCloudWatchClientBuilder;
import com.amazonaws.services.cloudwatch.model.DisableAlarmActionsRequest;
import com.amazonaws.services.cloudwatch.model.DisableAlarmActionsResult;

Code

final AmazonCloudWatch cw =
AmazonCloudWatchClientBuilder.defaultClient();

DisableAlarmActionsRequest request = new DisableAlarmActionsRequest()
.withAlarmNames(alarmName);

DisableAlarmActionsResult response = cw.disableAlarmActions(request);

Weitere Informationen

» Erstellen Sie im Amazon CloudWatch Benutzerhandbuch Alarme zum Stoppen, Beenden,

Neustarten oder Wiederherstellen einer Instanz
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* PutMetricAlarmin der Amazon CloudWatch API-Referenz

* EnableAlarmActionsin der Amazon CloudWatch API-Referenz

» DisableAlarmActionsin der Amazon CloudWatch API-Referenz

Ereignisse senden an CloudWatch

CloudWatch Events liefert nahezu in Echtzeit einen Stream von Systemereignissen, die Anderungen
an AWS Ressourcen fur Amazon EC2 Instanzen, Lambda Funktionen, Kinesis Streams, Amazon
ECS Aufgaben, Schrittfunktionen Zustandsmaschinen, Amazon SNS Themen, Amazon SQS
Warteschlangen oder integrierte Ziele beschreiben. Sie kbnnen Ereignisse zuordnen und sie zu einer
oder mehreren Zielfunktionen oder Streams umleiten, indem Sie einfache Regeln nutzen.

Hinzufligen von Ereignissen

Um benutzerdefinierte CloudWatch Ereignisse hinzuzuflgen, rufen Sie die
AmazonCloudWatchEventsClient putEvents 's-Methode mit einem PutEventsRequestObjekt

auf, das ein oder mehrere PutEventsRequestEntryObjekte enthalt, die Details zu jedem Ereignis
bereitstellen. Sie kbnnen mehrere Parameter fir den Eintrag angeben, wie z. B. die Quelle und den
Typ des Ereignisses, mit dem Ereignis verknlpfte Ressourcen usw.

(® Note

Sie kbnnen maximal 10 Ereignisse pro Aufruf von putEvents angeben.

Importe

import com.amazonaws.services.cloudwatchevents.AmazonCloudWatchEvents;

import com.amazonaws.services.cloudwatchevents.AmazonCloudWatchEventsClientBuilder;
import com.amazonaws.services.cloudwatchevents.model.PutEventsRequest;

import com.amazonaws.services.cloudwatchevents.model.PutEventsRequestEntry;

import com.amazonaws.services.cloudwatchevents.model.PutEventsResult;

Code

final AmazonCloudWatchEvents cwe =
AmazonCloudWatchEventsClientBuilder.defaultClient();
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final String EVENT_DETAILS =
"{ \"key1\": \"valuel\", \"key2\": \'"value2\" }";

PutEventsRequestEntry request_entry = new PutEventsRequestEntry()
.withDetail (EVENT_DETAILS)
.withDetailType("sampleSubmitted")
.withResources(resource_arn)
.withSource("aws-sdk-java-cloudwatch-example");

PutEventsRequest request = new PutEventsRequest()
.withEntries(request_entry);

PutEventsResult response = cwe.putEvents(request);

Hinzuflgen von Regeln

Um eine Regel zu erstellen oder zu aktualisieren, rufen Sie die AmazonCloudWatchEventsClient
putRule Methode 'PutRuleRequestmit dem Namen der Regel und optionalen Parametern wie dem
Ereignismuster, der IAM Rolle, die der Regel zugeordnet werden soll, und einem Planungsausdruck
auf, der beschreibt, wie oft die Regel ausgeflhrt wird.

Importe

import com.amazonaws.services.cloudwatchevents.AmazonCloudWatchEvents;

import com.amazonaws.services.cloudwatchevents.AmazonCloudWatchEventsClientBuilder;
import com.amazonaws.services.cloudwatchevents.model.PutRuleRequest;

import com.amazonaws.services.cloudwatchevents.model.PutRuleResult;

import com.amazonaws.services.cloudwatchevents.model.RuleState;

Code

final AmazonCloudWatchEvents cwe =
AmazonCloudWatchEventsClientBuilder.defaultClient();

PutRuleRequest request = new PutRuleRequest()
.withName(rule_name)
.withRoleArn(role_arn)
.withScheduleExpression("rate(5 minutes)")
.withState(RuleState.ENABLED);

PutRuleResult response = cwe.putRule(request);
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Hinzuflgen von Zielen

Ziele sind die Ressourcen, die beim Auslésen einer Regel aufgerufen werden. Zu den Beispielzielen
gehdren Amazon EC2 Instanzen, Lambda Funktionen, Kinesis Streams, Amazon ECS Aufgaben,
Schrittfunktionen Zustandsmaschinen und integrierte Ziele.

Um einer Regel ein Ziel hinzuzufligen, rufen Sie die AmazonCloudWatchEventsClient
putTargets 's-Methode mit einer auf, die die zu aktualisierende Regel und eine Liste von Zielen
PutTargetsRequestenthalt, die der Regel hinzugefligt werden sollen.

Importe

import com.amazonaws.services.cloudwatchevents.AmazonCloudWatchEvents;

import com.amazonaws.services.cloudwatchevents.AmazonCloudWatchEventsClientBuilder;
import com.amazonaws.services.cloudwatchevents.model.PutTargetsRequest;

import com.amazonaws.services.cloudwatchevents.model.PutTargetsResult;

import com.amazonaws.services.cloudwatchevents.model.Target;

Code

final AmazonCloudWatchEvents cwe =
AmazonCloudWatchEventsClientBuilder.defaultClient();

Target target = new Target()
.withArn(function_azrn)
.withId(target_id);

PutTargetsRequest request = new PutTargetsRequest()
.withTargets(target)
.withRule(rule_name);

PutTargetsResult response = cwe.putTargets(request);

Weitere Informationen

« Hinzufigen von Ereignissen mit PutEvents im Amazon CloudWatch Events Benutzerhandbuch

» Planen Sie Ausdrucke fur Regeln im Amazon CloudWatch Events Benutzerhandbuch

 Ereignistypen fur CloudWatch Ereignisse im Amazon CloudWatch Events Benutzerhandbuch

 Ereignisse und Ereignismuster im Amazon CloudWatch Events Benutzerhandbuch

» PutEventsin der Amazon CloudWatch Events API-Referenz
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+ PutTargetsin der Amazon CloudWatch Events API-Referenz

e PutRulein der Amazon CloudWatch Events API-Referenz

DynamoDB Beispiele fur die Verwendung der AWS SDK fur Java

Dieser Abschnitt bietet Beispiele flr die Programmierung von DynamoDB mithilfe des AWS SDK fir
Java.

(® Note

Die Beispiele enthalten nur den Code, der zur Demonstration jeder Technik nétig ist. Der
vollstandige Beispielcode ist verfugbar unter GitHub. Von dort aus kénnen Sie eine einzelne

Quelldatei herunterladen oder das Repository klonen, um alle Beispiele lokal zu erstellen und
auszufuhren.

Themen

« Verwenden Sie AWS kontobasierte Endpunkte

» Arbeiten mit Tabellen in DynamoDB

» Arbeiten mit Elementen in DynamoDB

Verwenden Sie AWS kontobasierte Endpunkte

DynamoDB bietet AWS kontobasierte Endpunkte, die die Leistung verbessern kénnen, indem sie |lhre
AWS Konto-ID verwenden, um die Anforderungsweiterleitung zu optimieren.

Um diese Funktion nutzen zu konnen, missen Sie Version 1.12.771 oder hoher von Version 1

von verwenden. AWS SDK fur Java Sie finden die neueste Version des SDK im zentralen Maven-
Repository. Sobald eine unterstitzte Version des SDK aktiv ist, verwendet sie automatisch die neuen
Endpunkte.

Wenn Sie das kontobasierte Routing deaktivieren méchten, haben Sie vier Mdglichkeiten:

» Konfigurieren Sie einen DynamoDB-Dienstclient mit der AccountIdEndpointMode Einstellung
auf. DISABLED

* Legen Sie eine Umgebungsvariable fest.
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* Legen Sie eine JVM-Systemeigenschaft fest.

 Aktualisieren Sie die Einstellung fir die gemeinsam genutzte AWS Konfigurationsdatei.

Der folgende Ausschnitt ist ein Beispiel dafir, wie Sie das kontobasierte Routing deaktivieren kénnen,
indem Sie einen DynamoDB-Dienstclient konfigurieren:

ClientConfiguration config = new ClientConfiguration()
.withAccountIdEndpointMode(AccountIdEndpointMode.DISABLED);
AwWSCredentialsProvider credentialsProvider = new
EnvironmentVariableCredentialsProvider();

AmazonDynamoDB dynamodb = AmazonDynamoDBClientBuilder.standard()
.withClientConfiguration(config)
.withCredentials(credentialsProvider)
.withRegion(Regions.US_WEST_2)

.build();

Das AWS SDKs Referenzhandbuch zu Tools enthalt weitere Informationen zu den letzten drei

Konfigurationsoptionen.

Arbeiten mit Tabellen in DynamoDB

Tabellen sind die Container flr alle Elemente in einer DynamoDB Datenbank. Bevor Sie Daten
hinzufligen oder daraus entfernen kdnnen DynamoDB, muissen Sie eine Tabelle erstellen.

Fir jede Tabelle definieren Sie:

» Einen Tabellennamen, der eindeutig flr Ihr Konto und lhre Region ist.

+ Einen Primarschlussel, fur den jeder Wert eindeutig sein muss. lhre Tabelle kann keine zwei
Elemente mit demselben Primarschlisselwert enthalten.

Ein Primarschlissel kann einfach sein, also aus einem Schlissel mit einer einzigen Partition
(HASH) bestehen, oder zusammengesetzt, also aus einer Partition und einem Sortierschlissel
(RANGE).

Jedem Schlusselwert ist ein Datentyp zugeordnet, der nach der ScalarAttribute TypeKlasse
aufgezahlt wird. Der Schlisselwert kann binar (B), numerisch (n) oder eine Zeichenfolge (S) sein.
Weitere Informationen finden Sie unter Benennungsregeln und Datentypen im Amazon DynamoDB
Entwicklerhandbuch.
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» Werte zum bereitgestellten Durchsatz, die die Anzahl der reservierten Lese-Schreib-

Kapazitatseinheiten fir die Tabelle angeben.

@ Note

Amazon DynamoDB Die Preisgestaltung basiert auf den bereitgestellten Durchsatzwerten,

die Sie fur Ihre Tabellen festlegen. Reservieren Sie daher nur so viel Kapazitat, wie Sie flr

Ihre Tabelle voraussichtlich bendtigen.

Der bereitgestellte Durchsatz flir eine Tabelle kann jederzeit geandert werden. So kdnnen Sie die

Kapazitat anpassen, wenn sich lhre Anforderungen andern.

Erstellen einer Tabelle

Verwenden Sie die createTable Methode des DynamoDB Kunden, um eine neue DynamoDB

Tabelle zu erstellen. Sie missen Tabellenattribute und ein Tabellenschema erstellen. Beide

Komponenten flieRen in den Primarschlissel der Tabelle ein. Sie missen auch anfanglich

bereitgestellte Durchsatzwerte und einen Tabellennamen angeben. Definieren Sie nur wichtige
Tabellenattribute, wenn Sie Ihre DynamoDB Tabelle erstellen.

(@ Note

Wenn eine Tabelle mit dem von Ihnen gewahlten Namen bereits existiert,

AmazonServiceExceptionwird eine ausgeldst.

Importe

import
import
import
import
import
import
import
import
import
import

com.
com.
com.
com.
com.
com.
com.
com.
com.
com.

amazonaws.
amazonaws.
amazonaws.
amazonaws.

amazonaws

amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.

AmazonServiceException;
AmazonDynamoDB;
AmazonDynamoDBClientBuilder;

services.dynamodbv2.
services.dynamodbv2.
services.dynamodbv2.
.services.dynamodbv2.
services.dynamodbv2.
services.dynamodbv2.
services.dynamodbv2.
services.dynamodbv2.
services.dynamodbv2.

model.
.CreateTableRequest;
model.
model.
model.
model.
model.

model

AttributeDefinition;

CreateTableResult;
KeySchemaElement;
KeyType;
ProvisionedThroughput;
ScalarAttributeType;
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Erstellen einer Tabelle mit einem einfachen Primarschlissel

Dieser Code erstellt eine Tabelle mit einem einfachen Primarschlissel ("Name").

Code

CreateTableRequest request = new CreateTableRequest()
.withAttributeDefinitions(new AttributeDefinition(

"Name", ScalarAttributeType.S))
.withKeySchema(new KeySchemaElement("Name", KeyType.HASH))
.withProvisionedThroughput(new ProvisionedThroughput(

new Long(1@), new Long(10)))
.withTableName(table_name);

final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

try {
CreateTableResult result = ddb.createTable(request);
System.out.println(result.getTableDescription().getTableName());
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

Das vollstandige Beispiel finden Sie unter GitHub.

Erstellen einer Tabelle mit einem zusammengesetzten Primarschltssel

Flge ein weiteres hinzu AttributeDefinitionund KeySchemaElementzu CreateTableRequest.

Code

CreateTableRequest request = new CreateTableRequest()

.withAttributeDefinitions(

new AttributeDefinition("Language", ScalarAttributeType.S),

new AttributeDefinition("Greeting", ScalarAttributeType.S))
.withKeySchema(

new KeySchemaElement("Language", KeyType.HASH),

new KeySchemaElement("Greeting", KeyType.RANGE))
.withProvisionedThroughput(

new ProvisionedThroughput(new Long(1@), new Long(10)))
.withTableName(table_name);

Das vollstandige Beispiel finden Sie unter GitHub.
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Auflisten von Tabellen

Sie kénnen die Tabellen in einer bestimmten Region auflisten, indem Sie die 1istTables Methode
des DynamoDB Clients aufrufen.

(® Note

Wenn die benannte Tabelle fur Ihr Konto und Ihre Region nicht existiert,
ResourceNotFoundExceptionwird a ausgelost.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDB;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDBClientBuilder;
import com.amazonaws.services.dynamodbv2.model.ListTablesRequest;
import com.amazonaws.services.dynamodbv2.model.ListTablesResult;

Code

final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();
ListTablesRequest request;

boolean more_tables = true;
String last_name = null;

while(more_tables) {
try {
if (last_name == null) {
request = new ListTablesRequest().withLimit(10);
}
else {
request = new ListTablesRequest()
.withLimit(10)
.withExclusiveStartTableName(last_name);

ListTablesResult table_list = ddb.listTables(request);
List<String> table_names = table_list.getTableNames();
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if (table_names.size() > 0) {
for (String cur_name : table_names) {
System.out.format("* %s\n", cur_name);

}

} else {
System.out.println("No tables found!");
System.exit(0Q);

last_name = table_list.getlLastEvaluatedTableName();
if (last_name == null) {
more_tables = false;

StandardmalRig werden bis zu 100 Tabellen pro Aufruf zurlickgegeben. Verwenden Sie diese
getLastEvaluatedTableName Option flr das zuriickgegebene ListTablesResultObjekt, um die
zuletzt ausgewertete Tabelle abzurufen. Mit diesem Wert kdnnen Sie die Auflistung nach dem zuletzt
zurtuckgegebenen Wert der vorherigen Auflistung beginnen.

Das vollstandige Beispiel finden Sie unter. GitHub

Beschreiben (Abrufen von Informationen zu) einer Tabelle

Rufen Sie die describeTable Methode des DynamoDB Clients auf.

(® Note

Wenn die benannte Tabelle fur Ihr Konto und Ihre Region nicht existiert,
ResourceNotFoundExceptionwird a ausgeldst.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDB;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDBClientBuilder;

import com.amazonaws.services.dynamodbv2.model.AttributeDefinition;

import com.amazonaws.services.dynamodbv2.model.ProvisionedThroughputDescription;
import com.amazonaws.services.dynamodbv2.model.TableDescription;

Code
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final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

try {
TableDescription table_info =
ddb.describeTable(table_name).getTable();

if (table_info != null) {

System.out.format("Table name : %s\n",
table_info.getTableName());
System.out.format("Table ARN : %s\n",
table_info.getTableArn());
System.out.format("Status : %s\n",

table_info.getTableStatus());
System.out.format("Item count : %d\n",

table_info.getItemCount().longValue());
System.out.format("Size (bytes): %d\n",
table_info.getTableSizeBytes().longValue());

ProvisionedThroughputDescription throughput_info =
table_info.getProvisionedThroughput();
System.out.println("Throughput");
System.out.format(" Read Capacity : %d\n",
throughput_info.getReadCapacityUnits().longValue());
System.out.format(" Write Capacity: %d\n",
throughput_info.getWriteCapacityUnits().longValue());

List<AttributeDefinition> attributes =
table_info.getAttributeDefinitions();
System.out.println("Attributes");
for (AttributeDefinition a : attributes) {
System.out.format(" %s (%s)\n",
a.getAttributeName(), a.getAttributeType());

}

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

Das vollstandige Beispiel finden Sie unter GitHub.
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Andern (Aktualisieren) einer Tabelle

Sie kdnnen die bereitgestellten Durchsatzwerte Ihrer Tabelle jederzeit &ndern, indem Sie die
updateTable Methode des DynamoDB Clients aufrufen.

® Note

Wenn die benannte Tabelle fur Ihr Konto und Ihre Region nicht existiert,
ResourceNotFoundExceptionwird a ausgelost.

Importe

import com.amazonaws.services.dynamodbv2.AmazonDynamoDB;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDBClientBuilder;
import com.amazonaws.services.dynamodbv2.model.ProvisionedThroughput;
import com.amazonaws.AmazonServiceException;

Code

ProvisionedThroughput table_throughput = new ProvisionedThroughput(
read_capacity, write_capacity);

final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

try {
ddb.updateTable(table_name, table_throughput);
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

Das vollstandige Beispiel finden Sie unter GitHub.

Loschen einer Tabelle

Rufen Sie die deleteTable Methode des DynamoDB Clients auf und tGbergeben Sie ihr den Namen

der Tabelle.
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® Note

Wenn die benannte Tabelle fur Ihr Konto und Ihre Region nicht existiert,
ResourceNotFoundExceptionwird a ausgelost.

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.services.dynamodbv2.AmazonDynamoDB;
import com.amazonaws.services.dynamodbv2.AmazonDynamoDBClientBuilder;

Code

final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

try {
ddb.deleteTable(table_name);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Infos

* Richtlinien fur die Arbeit mit Tabellen finden Sie im Amazon DynamoDB Entwicklerhandbuch

+ Arbeiten mit Tabellen finden Sie DynamoDB im Amazon DynamoDB Entwicklerhandbuch

Arbeiten mit Elementen in DynamoDB

DynamoDB In ist ein Element eine Sammlung von Attributen, von denen jedes einen Namen und
einen Wert hat. Ein Attributwert kann eine Skalarfunktion, eine Gruppe oder ein Dokumenttyp sein.
Weitere Informationen finden Sie unter Benennungsregeln und Datentypen im Amazon DynamoDB

Entwicklerhandbuch.

Arbeiten mit Elementen in DynamoDB 77


https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/dynamodbv2/model/ResourceNotFoundException.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/dynamodb/src/main/java/aws/example/dynamodb/DeleteTable.java
https://docs.aws.amazon.com/amazondynamodb/latest/developerguide/GuidelinesForTables.html
https://docs.aws.amazon.com/amazondynamodb/latest/developerguide/WorkingWithTables.html
https://docs.aws.amazon.com/amazondynamodb/latest/developerguide/HowItWorks.NamingRulesDataTypes.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

Abrufen (empfangen) eines Elements aus einer Tabelle

Rufen Sie die AmazonDynamo getItem DB-Methode auf und tbergeben Sie ihr ein
GetltemRequestObjekt mit dem Tabellennamen und dem Primarschlisselwert des gewlinschten
Elements. Sie gibt ein GetltemResultObjekt zurtick.

Sie kénnen die getItem( ) Methode des zuriickgegebenen GetItemResult Objekts verwenden,
um eine Map von Schlisselpaaren (String) und Wertpaaren (AttributeVValue) abzurufen, die dem
Element zugeordnet sind.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDB;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDBClientBuilder;
import com.amazonaws.services.dynamodbv2.model.AttributeValue;

import com.amazonaws.services.dynamodbv2.model.GetItemRequest;

import java.util.HashMap;

import java.util.Map;

Code

HashMap<String,AttributeValue> key_to_get =
new HashMap<String,AttributeValue>();

key_to_get.put("DATABASE_NAME", new AttributeValue(name));

GetItemRequest request = null;
if (projection_expression != null) {
request = new GetItemRequest()
.withKey(key_to_get)
.withTableName(table_name)
.withProjectionExpression(projection_expression);
} else {
request = new GetItemRequest()
.withKey(key_to_get)
.withTableName(table_name);

final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

try {
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Map<String,AttributeValue> returned_item =
ddb.getItem(request).getItem();
if (returned_item != null) {
Set<String> keys = returned_item.keySet();
for (String key : keys) {
System.out.format("%s: %s\n",
key, returned_item.get(key).toString());
}
} else {
System.out.format("No item found with the key %s!\n", name);
}
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

Das vollstandige Beispiel finden Sie unter GitHub.

Hinzuflgen eines neuen Elements zu einer Tabelle

Erstellen Sie eine Map mit Schlissel-Wert-Paaren, die die Attribute des Elements darstellen. Diese
mussen Werte fir die Primarschlisselfelder der Tabelle enthalten. Wenn das Element mit dem
Primarschlissel bereits vorhanden ist, werden dessen Felder durch die Anforderung aktualisiert.

® Note

Wenn die benannte Tabelle fiur Ihr Konto und Ihre Region nicht existiert,
ResourceNotFoundExceptionwird a ausgelost.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDB;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDBClientBuilder;
import com.amazonaws.services.dynamodbv2.model.AttributeValue;

import com.amazonaws.services.dynamodbv2.model.ResourceNotFoundException;
import java.util.Arraylist;

Code

HashMap<String,AttributeValue> item_values =
new HashMap<String,AttributeValue>();
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item_values.put("Name", new AttributeValue(name));

for (String[] field : extra_fields) {
item_values.put(field[@], new AttributeValue(field[1]));

final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

try {
ddb.putItem(table_name, item_values);
} catch (ResourceNotFoundException e) {
System.err.format("Error: The table \"%s\" can't be found.\n", table_name);
System.err.println("Be sure that it exists and that you've typed its name
correctly!");
System.exit(1l);
} catch (AmazonServiceException e) {
System.err.println(e.getMessage());
System.exit(1);

Das vollstandige Beispiel finden Sie unter GitHub.

Aktualisieren eines vorhandenen Elements in einer Tabelle

Sie kdnnen ein Attribut flr ein Element aktualisieren, das bereits in einer Tabelle vorhanden ist,
indem Sie die updateItem Methode der AmazonDynamo Datenbank verwenden und dabei einen
Tabellennamen, einen Primarschlisselwert und eine Zuordnung der zu aktualisierenden Felder

angeben.

(® Note

Wenn die benannte Tabelle fur Ihr Konto und Ihre Region nicht existiert oder wenn das
Element, das durch den von Ihnen Ubergebenen Primarschlissel identifiziert wurde, nicht

existiert, ResourceNotFoundExceptionwird a ausgeldst.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDB;

import com.amazonaws.services.dynamodbv2.AmazonDynamoDBClientBuilder;
import com.amazonaws.services.dynamodbv2.model.AttributeAction;
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import com.amazonaws.services.dynamodbv2.model.AttributeValue;

import com.amazonaws.services.dynamodbv2.model.AttributeValueUpdate;
import com.amazonaws.services.dynamodbv2.model.ResourceNotFoundException;
import java.util.Arraylist;

Code

HashMap<String, AttributeValue> item_key =
new HashMap<String,AttributeValue>();

item_key.put("Name", new AttributeValue(name));

HashMap<String, AttributeValueUpdate> updated_values =
new HashMap<String,AttributeValueUpdate>();

for (String[] field : extra_fields) {
updated_values.put(field[@], new AttributeValueUpdate(
new AttributeValue(field[1]), AttributeAction.PUT));

final AmazonDynamoDB ddb = AmazonDynamoDBClientBuilder.defaultClient();

try {
ddb.updateItem(table_name, item_key, updated_values);
} catch (ResourceNotFoundException e) {
System.err.println(e.getMessage());
System.exit(1l);
} catch (AmazonServiceException e) {
System.err.println(e.getMessage());
System.exit(1);

Das vollstandige Beispiel finden Sie unter GitHub.

Verwenden Sie die Dynamo-Klasse DBMapper

Die AWS SDK fur Javastellt eine DBMapperDynamo-Klasse bereit, mit der Sie Ihre clientseitigen
Klassen Tabellen zuordnen kénnen. Amazon DynamoDB Um die DBMapperDynamo-Klasse zu
verwenden, definieren Sie die Beziehung zwischen Elementen in einer DynamoDB Tabelle und
ihren entsprechenden Objektinstanzen in lhrem Code mithilfe von Anmerkungen (wie im folgenden
Codebeispiel gezeigt). Mit der DBMapperDynamo-Klasse kénnen Sie auf Ihre Tabellen zugreifen,
verschiedene Erstellungs-, Lese-, Aktualisierungs- und Léschvorgénge (CRUD) ausfuhren und
Abfragen ausfihren.
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® Note

Mit der DBMapperDynamo-Klasse kdnnen Sie keine Tabellen erstellen, aktualisieren oder

I6schen.

Importe

import
import
import
import
import
import
import
import

Code

Das folgende Java-Codebeispiel zeigt Ihnen, wie Sie mithilfe der DBMapperDynamo-Klasse Inhalte
zur Music-Tabelle hinzufigen. Nachdem der Inhalt der Tabelle hinzugefugt wurde, beachten Sie,
dass ein Element mithilfe der Schllssel Partition und Sortieren geladen wird. Anschlielend wird das

com.
com.
com.
com.
com.
com.
com.
com.

amazonaws.services.
amazonaws.services.
amazonaws.services.
amazonaws.services.
amazonaws.services.
amazonaws.services.
amazonaws.services.
amazonaws.services.

dynamodbv?2.
dynamodbv2.
dynamodbv?2.
dynamodbv2.
dynamodbv?2.
dynamodbv2.
dynamodbv?2.
dynamodbv2.

AmazonDynamoDB;
AmazonDynamoDBClientBuilder;
datamodeling.DynamoDBAttribute;
datamodeling.DynamoDBHashKey;
datamodeling.DynamoDBMapper;
datamodeling.DynamoDBTable;
datamodeling.DynamoDBRangeKey;
model.AmazonDynamoDBException;

Element Auszeichnungen aktualisiert. Informationen zum Erstellen der Music-Tabelle finden Sie unter

Create a Table im Amazon DynamoDB Developer Guide.

Amaz
Musi

try{

onDynamoDB client =

AmazonDynamoDBClientBuilder.standard().build();

cItems items = new MusicItems();

// Add new content to the Music table

items.setArtist(art

items.setSongTitle(songTitle);

ist);

items.setAlbumTitle(albumTitle);

items.setAwards(Integer.parseInt(awards)); //convert to an int

// Save the item
DynamoDBMapper mapp
mapper.save(items);

er = new DynamoDBMapper(client);

// Load an item based on the Partition Key and Sort Key
// Both values need to be passed to the mapper.load method
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String artistName = artist;
String songQueryTitle = songTitle;

// Retrieve the item

MusicItems itemRetrieved = mapper.load(MusicItems.class, artistName,
songQueryTitle);

System.out.println("Item retrieved:");

System.out.println(itemRetrieved);

// Modify the Award value
itemRetrieved.setAwards(2);
mapper.save(itemRetrieved);
System.out.println("Item updated:");
System.out.println(itemRetrieved);

System.out.print("Done");
} catch (AmazonDynamoDBException e) {
e.getStackTrace();

@DynamoDBTable(tableName="Music")
public static class MusicItems {

//Set up Data Members that correspond to columns in the Music table
private String artist;

private String songTitle;

private String albumTitle;

private int awards;

@DynamoDBHashKey(attributeName="Artist")
public String getArtist() {
return this.artist;

public void setArtist(String artist) {
this.artist = artist;

@DynamoDBRangeKey(attributeName="SongTitle")
public String getSongTitle() {
return this.songTitle;
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public void setSongTitle(String title) {
this.songTitle = title;
}

@DynamoDBAttribute(attributeName="AlbumTitle")
public String getAlbumTitle() {
return this.albumTitle;

}

public void setAlbumTitle(String title) {
this.albumTitle = title;

}

@DynamoDBAttribute(attributeName="Awards")
public int getAwards() {
return this.awards;

}

public void setAwards(int awards) {
this.awards = awards;

}

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Infos

* Richtlinien fur die Arbeit mit Elementen im Amazon DynamoDB Entwicklerhandbuch

* Arbeiten mit Elementen aus DynamoDB dem Amazon DynamoDB Entwicklerhandbuch

Amazon EC2 Beispiele fur die Verwendung der AWS SDK fur Java

Dieser Abschnitt enthalt Beispiele flr die Programmierung Amazon EC2mit dem AWS SDK flr Java.

Themen

* Tutorial: Eine EC2 Instanz starten

Verwenden von IAM-Rollen, um Zugriff auf AWS Ressourcen zu gewahren fur Amazon EC2

Tutorial: Amazon EC2 Spot-Instances

Tutorial: Erweitertes Amazon EC2 Spot-Anforderungsmanagement

Amazon EC2 Instanzen verwalten
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* Verwendung von Elastic IP-Adressen in Amazon EC2

* Regionen und Verfugbarkeitszonen verwenden

» Mit Amazon EC2 Schllisselpaaren arbeiten

» Arbeiten mit Sicherheitsgruppen in Amazon EC2

Tutorial: Eine EC2 Instanz starten

Dieses Tutorial zeigt, wie Sie mit AWS SDK fur Java dem eine EC2 Instanz starten kénnen.

Themen

* Voraussetzungen

* Eine Amazon EC2 Sicherheitsgruppe erstellen

» Erstellen eines Schlisselpaares

* Eine Amazon EC2 Instanz ausfihren

Voraussetzungen

Bevor Sie beginnen, stellen Sie sicher, dass Sie eine erstellt AWS-Konto und lhre AWS
Anmeldeinformationen eingerichtet haben. Weitere Informationen finden Sie unter Erste Schritte mit .

Eine Amazon EC2 Sicherheitsgruppe erstellen

EC2-Classic geht in den Ruhestand

/A Warning

Wir gehen in den Ruhestand EC2 -Classic am 15. August 2022. Wir empfehlen Ihnen, von
EC2 -Classic zu einer VPC zu migrieren. Weitere Informationen finden Sie im Blogbeitrag
EC2-Classic-Classic-Classic Networking is Retiring — So bereiten Sie sich vor.

Erstellen Sie eine Sicherheitsgruppe, die als virtuelle Firewall fungiert und den Netzwerkverkehr fur
eine oder mehrere Instanzen kontrolliert. EC2 Ordnet Ihre Amazon EC2 Instances standardmafRig
einer Sicherheitsgruppe zu, die keinen eingehenden Datenverkehr zuldsst. Sie kbnnen eine
Sicherheitsgruppe erstellen, die es lhren EC2 Instances ermdglicht, bestimmten Datenverkehr zu
akzeptieren. Wenn Sie beispielsweise eine Verbindung zu einer Linux-Instance herstellen missen,
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muss die Sicherheitsgruppe so konfiguriert werden, dass SSH-Datenverkehr moglich ist. Sie kénnen
eine Sicherheitsgruppe mithilfe der Amazon EC2 Konsole oder der erstellen AWS SDK fir Java.

Sie erstellen eine Sicherheitsgruppe fir die Verwendung in EC2 -Classic oder VPC EC2. Weitere
Informationen zu EC2 -Classic und EC2 VPC finden Sie unter Unterstltzte Plattformen im Amazon
EC2 Benutzerhandbuch fur Linux-Instances.

Weitere Informationen zum Erstellen einer Sicherheitsgruppe mithilfe der Amazon EC2 Konsole
finden Sie unter Amazon EC2 Sicherheitsgruppen im Amazon EC2 Benutzerhandbuch fur Linux-
Instances.

1. Erstellen und initialisieren Sie eine CreateSecurityGroupRequestinstanz. Verwenden Sie die
withGroupNameMethode, um den Namen der Sicherheitsgruppe festzulegen, und die Methode
withDescription, um die Beschreibung der Sicherheitsgruppe wie folgt festzulegen:

CreateSecurityGroupRequest csgr = new CreateSecurityGroupRequest();
csgr.withGroupName("JavaSecurityGroup").withDescription("My security group");

Der Name der Sicherheitsgruppe muss in der AWS Region, in der Sie lhren Amazon EC2 Client
initialisieren, eindeutig sein. Sie missen US-ASCII-Zeichen fur den Namen und die Beschreibung
der Sicherheitsgruppe verwenden.

2. Ubergeben Sie das Anforderungsobjekt als Parameter an die createSecurityGroupMethode. Die
Methode gibt ein CreateSecurityGroupResultObjekt wie folgt zurtck:

CreateSecurityGroupResult createSecurityGroupResult =
amazonEC2Client.createSecurityGroup(csgr);

Wenn Sie versuchen, eine Sicherheitsgruppe mit dem gleichen Namen wie dem einer bereits
vorhandenen Sicherheitsgruppe zu erstellen, gibt createSecurityGroup eine Ausnahme aus.

StandardmaRig lasst eine neue Sicherheitsgruppe keinen eingehenden Datenverkehr zu lhrer
Amazon EC2 Instance zu. Um eingehenden Datenverkehr zu erlauben, miissen Sie ausdrticklich
eingehende Daten fiir die Sicherheitsgruppe autorisieren. Sie kdnnen eingehende Daten flir einzelne
IP-Adressen, flir einen IP-Adressbereich, ein bestimmtes Protokoll sowie fir TCP-/UDP-Ports
autorisieren.

1. Erstellen und initialisieren Sie eine Instanz IpPermission. Verwenden Sie die Methode
withIPv4Ranges, um den Bereich der IP-Adressen festzulegen, flir den der Zugriff autorisiert
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werden soll, und verwenden Sie die Methode, um das withlpProtocollP-Protokoll festzulegen.
Verwenden Sie die withToPortMethoden withFromPortund, um den Portbereich anzugeben, flr
den der eingehende Datenverkehr autorisiert werden soll, wie folgt:

IpPermission ipPermission =
new IpPermission();

IpRange ipRangel = new IpRange().withCidrIp("111.111.111.111/32");
new IpRange().withCidrIp("150.150.150.150/32");

IpRange ipRange2

ipPermission.withIpv4Ranges(Arrays.aslList(new IpRange[] {ipRangel, ipRange2}))
.withIpProtocol("tcp")
.withFromPort(22)
.withToPort(22);

Alle im IpPermission-Objekt angegebenen Bedingungen muissen erfillt sein, damit eingehende
Daten zugelassen werden.

Geben Sie die IP-Adresse uber CIDR-Notation an. Wenn Sie das Protokoll als TCP/UDP angeben,
mussen Sie einen Quell- und Ziel-Port festlegen. Sie kdnnen Ports nur bei Angabe von TCP oder
UDP autorisieren.

2. Erstellen und initialisieren Sie eine Instanz. AuthorizeSecurityGrouplngressRequest Verwenden
Sie die withGroupName Methode, um den Namen der Sicherheitsgruppe anzugeben, und
Ubergeben Sie das IpPermission Objekt, das Sie zuvor initialisiert haben, wie folgt an die
withlpPermissionsMethode:

AuthorizeSecurityGroupIngressRequest authorizeSecurityGroupIngressRequest =
new AuthorizeSecurityGroupIngressRequest();

authorizeSecurityGroupIngressRequest.withGroupName("JavaSecurityGroup")
.withIpPermissions(ipPermission);

3. Ubergeben Sie das Anforderungsobjekt wie folgt an die authorizeSecurityGrouplngress-Methode:

amazonEC2Client.authorizeSecurityGroupIngress(authorizeSecurityGroupIngressRequest);

Wenn Sie authorizeSecurityGroupIngress mit IP-Adressen aufrufen, fir die eingehende
Daten bereits autorisiert sind, gibt diese Methode eine Ausnahme aus. Erstellen und initialisieren
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Sie vor dem Aufruf ein neues IpPermission Objekt, um den Zugriff fir verschiedene Ports und
IPs Protokolle zu autorisieren. AuthorizeSecurityGroupIngress

Immer wenn Sie die Methoden authorizeSecurityGrouplngress oder authorizeSecurityGroupEgress
aufrufen, wird lhrer Sicherheitsgruppe eine Regel hinzugefigt.

Erstellen eines Schllsselpaares

Sie mussen ein key pair angeben, wenn Sie eine EC2 Instance starten, und dann den privaten
SchlUssel des key pair angeben, wenn Sie eine Verbindung mit der Instance herstellen. Sie
kénnen ein Schllusselpaar erstellen oder ein vorhandenes Schlisselpaar verwenden, das Sie
beim Start anderer Instances genutzt haben. Weitere Informationen finden Sie unter Amazon EC2
Schlusselpaare im Amazon EC2 Benutzerhandbuch fir Linux-Instances.

1. Erstellen und initialisieren Sie eine CreateKeyPairRequestinstanz. Verwenden Sie die

withKeyNameMethode, um den Namen des key pair wie folgt festzulegen:

CreateKeyPairRequest createKeyPairRequest = new CreateKeyPairRequest();

createKeyPairRequest.withKeyName(keyName);

/A Important

Namen von Schlisselpaaren miussen eindeutig sein. Wenn Sie versuchen, ein
Schlusselpaar mit dem gleichen Namen wie dem eines bereits vorhandenen
Schlusselpaars zu erstellen, wird eine Ausnahme ausgeldst.

2. Ubergeben Sie das Anforderungsobjekt an die createKeyPairMethode. Die Methode gibt wie folgt
eine CreateKeyPairResultlnstanz zurick:

CreateKeyPairResult createKeyPairResult =
amazonEC2Client.createKeyPair(createKeyPairRequest);

3. Rufen Sie die getKeyPairMethode des Ergebnisobjekts auf, um ein KeyPairObjekt zu
erhalten. Rufen Sie die getKeyMaterialMethode des KeyPair Objekts wie folgt auf, um den
unverschlisselten PEM-codierten privaten Schltssel abzurufen:

KeyPair keyPair = new KeyPair();
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keyPair = createKeyPairResult.getKeyPair();

String privateKey = keyPair.getKeyMaterial();

Eine Amazon EC2 Instanz ausfiihren

Gehen Sie wie folgt vor, um eine oder mehrere identisch konfigurierte EC2 Instances von demselben
Amazon Machine Image (AMI) aus zu starten. Nachdem Sie Ihre EC2 Instances erstellt haben,
konnen Sie deren Status Uberpriufen. Nachdem lhre EC2 Instances ausgefuhrt wurden, kdnnen Sie
eine Verbindung zu ihnen herstellen.

1. Erstellen und initialisieren Sie eine RuninstancesRequestinstanz. Stellen Sie sicher, dass das AMI,
das Schlusselpaar und die Sicherheitsgruppe, die Sie angeben, in der beim Erstellen des Client-
Objekts angegebenen Region vorhanden sind.

RunInstancesRequest runInstancesRequest =
new RunInstancesRequest();

runInstancesRequest.withImageId("ami-a9d@9edl")
.withInstanceType(InstanceType.T1lMicro)
.withMinCount(1)
.withMaxCount(1)
.withKeyName("my-key-pair")
.withSecurityGroups("my-security-group");

withimageld

* Die ID des AMI. Unter Amazon Machine Image (AMI) erfahren Sie, wie Sie die von Amazon
AMlIs bereitgestellten Inhalte finden oder lhre eigenen erstellen kénnen.

withInstanceType

* Ein Instance-Typ, der kompatibel mit dem angegebenen AMI ist. Weitere Informationen
finden Sie unter Instance-Typen im Amazon EC2 Benutzerhandbuch fur Linux-Instances.

withMinCount

» Die Mindestanzahl der zu startenden EC2 Instances. Wenn es sich dabei um mehr Instances
handelt, als in der Ziel-Availability Zone gestartet werden Amazon EC2 kénnen, werden
keine Instances Amazon EC2 gestartet.
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withMaxCount

» Die maximale Anzahl der zu startenden EC2 Instances. Wenn es sich dabei um mehr
Instances handelt, als in der Ziel-Availability Zone Amazon EC2 gestartet werden
Amazon EC2 kénnen, wird die grolitmdégliche Anzahl von oben genannten Instances
gestartetMinCount. Sie kdnnen zwischen 1 und der maximalen Anzahl der Instances
starten, die fUr Sie beim jeweiligen Instance-Typ zulassig sind. Weitere Informationen
finden Sie unter Wie viele Instances kann ich ausfihren? Amazon EC2 in den Amazon EC2
allgemeinen FAQs.

withKeyName

» Der Name des EC2 key pair. Wenn Sie eine Instance ohne Angabe eines Schlisselpaars
starten, kénnen Sie sich nicht mit ihr verbinden. Weitere Informationen finden Sie unter
Erstellen eines Schllisselpaars.

withSecurityGroups

» Eine oder mehrere Sicherheitsgruppen. Weitere Informationen finden Sie unter Amazon EC2
Sicherheitsgruppe erstellen.

2. Starten Sie die Instances, indem Sie das Anforderungsobjekt an die runinstances-Methode
Ubergeben. Die Methode gibt ein RuninstancesResultObjekt wie folgt zurlck:

RunInstancesResult result = amazonEC2Client.runInstances(
runInstancesRequest);

Sobald die Instance ausgefuhrt wird, kbnnen Sie sich mit dem Schllusselpaar mit ihr verbinden.
Weitere Informationen finden Sie unter Connect to Your Linux Instance. im Amazon EC2

Benutzerhandbuch fiur Linux-Instances.

Verwenden von IAM-Rollen, um Zugriff auf AWS Ressourcen zu gewahren
fur Amazon EC2

Alle Anfragen an Amazon Web Services (AWS) mussen kryptografisch signiert werden, wobei die
Anmeldeinformationen verwendet werden mussen, die von ausgestellt wurden. AWS Sie kdnnen
IAM-Rollen verwenden, um bequem sicheren Zugriff auf AWS Ressourcen von |hren Instances aus
zu gewahren. Amazon EC2
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Dieses Thema enthalt Informationen zur Verwendung von IAM-Rollen mit Java SDK-Anwendungen,
die auf ausgefiihrt werden. Amazon EC2 Weitere Informationen zu IAM-Instanzen finden Sie unter
IAM-Rollen fir Amazon EC2 im Amazon EC2 Benutzerhandbuch fir Linux-Instances.

Die Standardanbieterketten und Instanzprofile EC2

Wenn lhre Anwendung mithilfe des Standardkonstruktors einen AWS Client erstellt, sucht der Client
mithilfe der standardmafigen Anbieterkette fir Anmeldeinformationen in der folgenden Reihenfolge
nach Anmeldeinformationen:

1. in den Java-Systemeigenschaften: aws.accessKeyId und aws.secretKey
2. in System-Umgebungsvariablen: AWS_ACCESS_KEY_ID und AWS_SECRET_ACCESS_KEY

3. in der Standarddatei fir Anmeldeinformationen (der Speicherort dieser Datei hangt von der
jeweiligen Plattform ab)

4. Anmeldeinformationen, die Uber den Amazon EC2 Container-Service bereitgestellt werden, wenn
die AWS_CONTAINER_CREDENTIALS_RELATIVE_URI Umgebungsvariable gesetzt ist und der
Sicherheitsmanager Uber die Zugriffsberechtigung fir die Variable verfugt.

5. In den Instanzprofil-Anmeldeinformationen, die in den Instanz-Metadaten enthalten sind, die der
IAM-Rolle fur die EC2 Instanz zugeordnet sind.

6. Web-Identitatstoken-Anmeldeinformationen aus der Umgebung oder dem Container.

Der Schritt mit den Anmeldeinformationen flr das Instanzprofil in der Standardanbieterkette ist nur
verfugbar, wenn Sie Ihre Anwendung auf einer Amazon EC2 Instance ausfuihren, bietet jedoch die
gréflite Benutzerfreundlichkeit und die beste Sicherheit bei der Arbeit mit Amazon EC2 Instances.
Sie kénnen eine InstanceProfileCredentialsProviderinstanz auch direkt an den Client-Konstruktor

Ubergeben, um die Anmeldeinformationen flr das Instanzprofil abzurufen, ohne die gesamte
Standardanbieterkette durchlaufen zu massen.

Zum Beispiel:

AmazonS3 s3 = AmazonS3ClientBuilder.standard()
.withCredentials(new InstanceProfileCredentialsProvider(false))
.build();

Bei diesem Ansatz ruft das SDK temporare AWS Anmeldeinformationen ab, die dieselben
Berechtigungen haben wie die, die der IAM-Rolle zugeordnet sind, die der Amazon EC2 Instanz
in ihrem Instanzprofil zugeordnet ist. Diese Anmeldeinformationen sind zwar temporar und wirden
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irgendwann ablaufen, aktualisiert sie jedoch InstanceProfileCredentialsProvider
regelmafig fur Sie, sodass die abgerufenen Anmeldeinformationen weiterhin Zugriff auf ermdglichen.
AWS

/A Important

Die Anmeldeinformationen werden nur dann automatisch aktualisiert, wenn

Sie den standardmafigen Client-Konstruktor verwenden, der seinen eigenen
InstanceProfileCredentialsProvider als Teil der standardmaRigen Anbieterkette
erstellt, oder wenn Sie eine InstanceProfileCredentialsProvider-Instance direkt an
den Client-Konstruktor tibergeben. Wenn Sie Anmeldeinformationen des Instance-Profils auf
andere Weise abrufen oder iibergeben, sind Sie selbst fiir die Uberpriifung und ggf. fiir die
Aktualisierung abgelaufener Anmeldeinformationen zustandig.

Wenn der Client-Konstruktor mithilfe der Anmeldeinformationsanbieterkette keine
Anmeldeinformationen finden kann, gibt er eine aus. AmazonClientException

Exemplarische Vorgehensweise: Verwenden von IAM-Rollen flr Instanzen EC2

In der folgenden exemplarischen Vorgehensweise wird gezeigt, wie Sie Amazon S3 mithilfe einer
IAM-Rolle ein Objekt abrufen kdnnen, um den Zugriff zu verwalten.

Erstellen einer IAM-Rolle

Erstellen Sie eine IAM-Rolle, die nur Lesezugriff auf gewahrt. Amazon S3

1. Offnen Sie die IAM-Konsole.

2. Wechseln Sie im Navigationsbereich zu Roles (Rollen) und klicken Sie auf Create New Role (Neue
Rolle erstellen).

3. Geben Sie einen Namen fir die Rolle ein und klicken Sie dann auf Next Step. Merken Sie sich
diesen Namen, da Sie ihn bendtigen, wenn Sie Ihre Instance starten. Amazon EC2

4. Wahlen Sie auf der Seite ,Rollentyp auswahlen® unter AWS-Service Rollen die Option aus
Amazon EC2 .

5. Wahlen Sie auf der Seite ,Berechtigungen festlegen® unter Richtlinienvorlage auswahlen die
Option Amazon S3 Schreibgeschutzter Zugriff und dann Nachster Schritt aus.

6. Wahlen Sie auf der Seite Review (Prifen) Create Role (Rolle erstellen) aus.
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Starten Sie eine EC2 Instance und geben Sie Ihre IAM-Rolle an

Sie konnen eine Amazon EC2 Instance mit einer IAM-Rolle (iber die Amazon EC2 Konsole oder die
starten. AWS SDK fir Java

* Um eine Amazon EC2 Instance Uber die Konsole zu starten, folgen Sie den Anweisungen unter
Erste Schritte mit Amazon EC2 Linux-Instances im Amazon EC2 Benutzerhandbuch fir Linux-
Instances.

Wenn Sie die Seite Review Instance Launch erreichen, klicken Sie auf Edit instance details.
Wabhlen Sie unter IAM-Rolle die IAM-Rolle aus, die Sie zuvor erstellt haben. Befolgen Sie die
Anweisungen und schlie3en Sie den Vorgang ab.

(® Note

Zum Herstellen einer Verbindung mit der Instance missen Sie eine Sicherheitsgruppe und
ein Schlisselpaar neu erstellen oder vorhandene Anmeldeinformationen auswahlen.

* Informationen zum Starten einer Amazon EC2 Instance mit einer IAM-Rolle mithilfe von finden Sie
unter Instanz ausfuhren. AWS SDK fir Java Amazon EC2

Erstellen lhrer Anwendung

Lassen Sie uns die Beispielanwendung erstellen, die auf der EC2 Instance ausgefihrt werden soll.
Zuerst erstellen Sie ein Verzeichnis, in dem Sie die Tutorial-Dateien abspeichern kdnnen (z. B.
GetS30bjectApp).

Kopieren Sie als Nachstes die AWS SDK flur Java Bibliotheken in lhr neu erstelltes Verzeichnis.
Wenn Sie die AWS SDK firr Java in Ihr ~/Downloads Verzeichnis heruntergeladen haben, kbnnen
Sie sie mit den folgenden Befehlen kopieren:

cp -r ~/Downloads/aws-java-sdk-{1.7.5}/1ib .
cp -r ~/Downloads/aws-java-sdk-{1.7.5}/third-party .

Legen Sie eine neue Datei namens GetS30bject. java an und figen Sie den folgenden Code ein:
import java.io.¥*;

import com.amazonaws.auth.*;
import com.amazonaws.services.s3.*;
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import com.amazonaws.services.s3.model.*;
import com.amazonaws.AmazonClientException;
import com.amazonaws.AmazonServiceException;

public class GetS30bject {
private static final String bucketName = "text-content";
private static final String key = "text-object.txt";

public static void main(String[] args) throws IOException

{
AmazonS3 s3Client = AmazonS3ClientBuilder.defaultClient();

try {
System.out.println("Downloading an object");
S30bject s3object = s3Client.getObject(
new GetObjectRequest(bucketName, key));
displayTextInputStream(s3object.getObjectContent());
}
catch(AmazonServiceException ase) {
System.err.println("Exception was thrown by the service");
}
catch(AmazonClientException ace) {
System.err.println("Exception was thrown by the client");

}

private static void displayTextInputStream(InputStream input) throws IOException
{
// Read one text line at a time and display.
BufferedReader reader = new BufferedReader(new InputStreamReader(input));
while(true)

{
String line = reader.readlLine();
if(line == null) break;
System.out.println( " "+ line );

}
System.out.println();

Legen Sie eine weitere neue Datei namens build.xml an und figen Sie folgende Zeilen ein:

<project name="Get {S3} Object" default="run" basedir=".">
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<path id="aws.java.sdk.classpath">
<fileset dir="./1lib" includes="**/*_ jar"/>
<fileset dir="./third-party" includes="**/*_jar"/>
<pathelement location="1lib"/>
<pathelement location="."/>

</path>

<target name="build">
<javac debug="true"
includeantruntime="false"
srcdir="."
destdir="."
classpathref="aws.java.sdk.classpath"/>
</target>

<target name="run" depends="build">
<java classname="GetS30bject" classpathref="aws.java.sdk.classpath" fork="true"/>
</target>
</project>

Erstellen und starten Sie das geanderte Programm. Beachten Sie, dass keine Anmeldeinformationen
im Programm gespeichert werden. Daher wird der Code ausgel6st, sofern Sie lhre AWS
Anmeldeinformationen nicht bereits angegeben habenAmazonServiceException. Zum Beispiel:

$ ant
Buildfile: /path/to/my/GetS30bjectApp/build.xml

build:
[javac] Compiling 1 source file to /path/to/my/GetS30bjectApp

run:
[javal Downloading an object

[java]l AmazonServiceException

BUILD SUCCESSFUL

Ubertragen Sie das kompilierte Programm auf Ihre EC2 Instance

Ubertragen Sie das Programm zusammen mit den AWS SDK fiir Java Bibliotheken mithilfe von
Secure Copy () auf Inre Amazon EC2 Instanz. Die Reihenfolge der Befehle sieht in etwa wie folgt
aus:
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scp -p -i {my-key-pair}.pem GetS30bject.class ec2-user@{public_dns}:GetS30bject.class
scp -p -i {my-key-pair}.pem build.xml ec2-user@{public_dns}:build.xml

scp -r -p -i {my-key-pair}.pem lib ec2-user@{public_dns}:1lib

scp -r -p -i {my-key-pair}.pem third-party ec2-user@{public_dns}:third-party

(® Note

Abhéangig von der verwendeten Linux-Distribution lautet der user name (Benutzername) "ec2-
user", "root" oder "ubuntu". Um den o6ffentlichen DNS-Namen lhrer Instance abzurufen, 6ffnen
Sie die EC2 Konsole und suchen Sie auf der Registerkarte Beschreibung nach dem Wert
Public DNS (z. B.ec2-198-51-100-1.compute-1.amazonaws.com).

Bei den vorhergehenden Befehlen:

+ ist GetS30bject.class Ihr kompiliertes Programm,
* build.xml ist die Ant-Datei zum Erstellen und Ausfiihren lhres Programms und

+ die Verzeichnisse 1ib und third-party sind die entsprechenden Bibliotheksordner aus dem
AWS SDK fir Java.

» Der -1 Schalter gibt an, dass eine rekursive Kopie des gesamten Inhalts der third-party
Verzeichnisse 1library und in der AWS SDK fiir Java Distribution erstellt werden scp soll.

» Der Schalter -p sorgt dafir, dass scp die Berechtigungen der Quelldateien beibehalten soll,
wahrend diese zum Ziel kopiert werden.

(@ Note

Der -p Switch funktioniert nur unter Linux, macOS oder Unix. Wenn Sie Dateien von
Windows kopieren, mussen Sie die Dateiberechtigungen auf Ihrer Instance mit dem
folgenden Befehl korrigieren:

chmod -R u+rwx GetS30bject.class build.xml 1lib third-party
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Flhren Sie das Beispielprogramm auf der EC2 Instanz aus

Um das Programm auszuflihren, stellen Sie eine Verbindung zu Ihrer Amazon EC2 Instance
her. Weitere Informationen finden Sie unter Connect to Your Linux Instance im Amazon EC2

Benutzerhandbuch fir Linux-Instances.

Wenn ant auf lhrer Instance nicht verfugbar ist, installieren Sie es mit folgendem Befehl:

sudo yum install ant

Flhren Sie das Programm dann mithilfe von ant wie folgt aus:

ant run

Das Programm schreibt den Inhalt Inres Amazon S3 Objekts in Ihr Befehlsfenster.
Tutorial: Amazon EC2 Spot-Instances

Ubersicht

Spot-Instances ermdglichen es Ihnen, auf ungenutzte Amazon Elastic Compute Cloud (Amazon EC2)
Kapazitat bis zu 90% gegenuber dem Preis fur On-Demand-Instances zu bieten und die erworbenen
Instances so lange laufen zu lassen, wie Ihr Gebot den aktuellen Spot-Preis Ubersteigt. Amazon EC2
andert den Spot-Preis in regelmaligen Abstédnden auf der Grundlage von Angebot und Nachfrage,
und Kunden, deren Gebote dem Preis entsprechen oder ihn tUbertreffen, erhalten Zugriff auf die
verfugbaren Spot-Instances. Wie mit On-Demand-Instances und Reserved Instances erhalten Sie mit
Spot-Instances eine weitere Mdglichkeit, mehr Rechenkapazitat zu erhalten.

Spot-Instances kdnnen Ihre Amazon EC2 Kosten fur Stapelverarbeitung, wissenschaftliche
Forschung, Bildverarbeitung, Videokodierung, Daten- und Webcrawling, Finanzanalysen und
Tests erheblich senken. Daruber hinaus ermdglichen Spot-Instances Zugriff auf groRe Mengen an
zusatzlicher Kapazitat in Situationen, in denen diese Kapazitat nicht dringend bendtigt wird.

Senden Sie zur Nutzung von Spot-Instances eine Spot-Instance-Anforderung und geben Sie den
Hdchstpreis an, den Sie pro Instance-Stunde zu zahlen bereit sind; dies ist Ihr Gebot. Wenn |hr
Hochstgebot den aktuellen Spot-Preis Ubersteigt, wird lhrer Anforderung stattgegeben. Ihre Instances
werden so lange ausgeflhrt, bis Sie sie entweder beenden oder bis der Spot-Preis Ihr Hochstgebot
Ubersteigt.
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Wichtiger Hinweis:

 Sie zahlen oft weniger pro Stunde als Sie geboten haben. Amazon EC2 passt den Spotpreis
regelmafRig an, wenn Anfragen eingehen und sich das verfliigbare Angebot andert. Alle Benutzer
bezahlen flr diesen Zeitraum denselben Spot-Preis, unabhangig davon, ob ihr Gebot héher lag.
Daher zahlen Sie moglicherweise weniger als Ihr Gebot, aber Sie zahlen nie mehr als das Gebot.

» Wenn Sie Spot-Instances ausflihren und Ihr Gebot nicht mehr mindestens dem aktuellen Spot-
Preis entspricht, werden |Ihre Instances beendet. Daher sollten Sie sicherstellen, dass |hre
Workloads und Anwendungen flexibel genug sind, um aus dieser gelegentlichen Kapazitat Nutzen
zu ziehen.

Spot-Instances verhalten sich wahrend der Ausflihrung genau wie andere Amazon EC2 Instances,
und wie andere Amazon EC2 Instances kénnen Spot-Instances beendet werden, wenn Sie sie nicht
mehr bendtigen. Beim Beenden einer Instance zahlen Sie fir die angefangene Stunde (wie bei On-
Demand- und Reserved Instances). Wenn der Spot-Preis jedoch Gber lhrem Gebot liegt und Ihre
Instance bis geklindigt wird Amazon EC2, wird Ihnen keine Teilstunde der Nutzung in Rechnung
gestellt.

In diesem Tutorial wird gezeigt, wie AWS SDK fir Java Sie Folgendes tun kénnen.

» Senden einer Spot-Anfrage
« Ermitteln, wann die Spot-Anfrage erfiillt wird
» Abbrechen der Spot-Anfrage

« Beenden von dazugehdrigen Instances

Voraussetzungen

Um dieses Tutorial verwenden zu konnen, mussen Sie das AWS SDK fur Java installiert haben und
die grundlegenden Installationsvoraussetzungen erfullen. Weitere Informationen finden Sie unter
Einrichten von. AWS SDK fiur Java

Schritt 1: Einrichten Ihrer Anmeldeinformationen

Um mit der Verwendung dieses Codebeispiels zu beginnen, missen Sie AWS Anmeldeinformationen
einrichten. Anweisungen dazu finden Sie unter AWS Zugangsdaten und Region fur die Entwicklung
einrichten.
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® Note

Wir empfehlen, dass Sie die Anmeldeinformationen eines IAM-Benutzers flr diese Werte
nutzen. Weitere Informationen finden Sie unter Registrierung fir einen IAM-Benutzer AWS

und Erstellen eines IAM-Benutzers.

Nachdem Sie lhre Einstellungen eingerichtet haben, kénnen Sie mit dem Beispiel-Code loslegen.
Schritt 2: Einrichten einer Sicherheitsgruppe

Eine Sicherheitsgruppe agiert als Firewall, die den zulassigen Verkehr zu und von einer Gruppe
Instances steuert. Standardmafig wird eine Instance ohne eine Sicherheitsgruppe gestartet.
Samtlicher eingehender IP-Datenverkehr auf allen TCP-Ports wird daher verweigert. Vor dem
Absenden unserer Spot-Anforderung richten wir also eine Sicherheitsgruppe ein, die den

notigen Netzwerkverkehr zulasst. Fur die Zwecke dieses Tutorials erstellen wir eine neue
Sicherheitsgruppe mit dem Namen "GettingStarted", die Secure Shell (SSH) -Verkehr von der IP-
Adresse aus ermdglicht, von der aus Sie lhre Anwendung ausflihren. Zur Einrichtung einer neuen
Sicherheitsgruppe sollten Sie das folgende Codebeispiel einschliel3en oder ausflihren. Dadurch wird
die Sicherheitsgruppe per Programm eingerichtet.

Nachdem wir ein AmazonEC2 Client-Objekt erstellt haben, erstellen wir ein
CreateSecurityGroupRequest Objekt mit dem Namen "GettingStarted" und einer Beschreibung
fur die Sicherheitsgruppe. Anschlief3end wird die ec2.createSecurityGroup-APIl zum Erstellen
der Gruppe aufgerufen.

Zum Aktivieren des Zugriffs auf die Gruppe erstellen wir ein ipPermission-Objekt, bei dem der
IP-Adressbereich des Subnetzes auf die CIDR-Darstellung des Subnetzes des lokalen Computers
festgelegt ist. Das Suffix "/10" bei der IP-Adresse zeigt das Subnetz fur die angegebene |IP-Adresse
an. Anschlieend konfigurieren wir auch das ipPermission-Objekt mit dem TCP-Protokoll und dem
Port 22 (SSH). Im letzten Schritt wird ec2.authorizeSecurityGroupIngress mit dem Namen
der Sicherheitsgruppe und dem ipPermission-Objekt aufgerufen.

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Create a new security group.
try {
CreateSecurityGroupRequest securityGroupRequest = new
CreateSecurityGroupRequest("GettingStartedGroup", "Getting Started Security Group");
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ec2.createSecurityGroup(securityGroupRequest);

} catch (AmazonServiceException ase) {
// Likely this means that the group is already created, so ignore.
System.out.println(ase.getMessage());

String ipAddr = "0.0.0.0/0";

// Get the IP of the current host, so that we can limit the Security
// Group by default to the ip range associated with your subnet.
try {

InetAddress addr = InetAddress.getlLocalHost();

// Get IP Address

ipAddr = addr.getHostAddress()+"/10";
} catch (UnknownHostException e) {
}

// Create a range that you would like to populate.
Arraylist<String> ipRanges = new ArraylList<String>();
ipRanges.add(ipAddr);

// Open up port 22 for TCP traffic to the associated IP

// from above (e.g. ssh traffic).

ArraylList<IpPermission> ipPermissions = new ArraylList<IpPermission> ();
IpPermission ipPermission = new IpPermission();
ipPermission.setIpProtocol("tcp");

ipPermission.setFromPort(new Integer(22));

ipPermission.setToPort(new Integer(22));
ipPermission.setIpRanges(ipRanges);

ipPermissions.add(ipPermission);

try {
// Authorize the ports to the used.
AuthorizeSecurityGroupIngressRequest ingressRequest =
new AuthorizeSecurityGroupIngressRequest("GettingStartedGroup",ipPermissions);
ec2.authorizeSecurityGroupIngress(ingressRequest);
} catch (AmazonServiceException ase) {
// Ignore because this likely means the zone has
// already been authorized.
System.out.println(ase.getMessage());
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Hinweis: Sie mussen diese Anwendung nur einmal ausfiihren, um eine neue Sicherheitsgruppe zu
erstellen.

Sie kénnen die Sicherheitsgruppe auch mithilfe von AWS Toolkit for Eclipse erstellen. Weitere
Informationen finden Sie unter Sicherheitsgruppen verwalten von AWS Cost Explorer.

Schritt 3: Senden lhrer Spot-Instance-Anforderung

Zum Senden einer Spot-Anforderung sollten Sie zuerst den Instance-Typ, das Amazon Machine
Image (AMI) und den Hdochstpreis fur Ihr Gebot festlegen. Sie mussen auch die zuvor konfigurierte
Sicherheitsgruppe aufnehmen, damit Sie sich bei Bedarf bei der Instance anmelden kdénnen.

Es stehen mehrere Instanztypen zur Auswahl. Eine vollstandige Liste finden Sie unter Amazon EC2
Instanztypen. Fir diese Anleitung verwenden wir t1.micro, den gunstigsten verfligbaren Instance-
Typ. Als Nachstes bestimmen wir, welches AMI wir nutzen mdéchten. Wir werden ami-a9d09ed1
verwenden, das up-to-date Amazon Linux-AMI, das am meisten verfugbar war, als wir dieses Tutorial
geschrieben haben. Von Zeit zu Zeit kann es neuere AMIs geben. Die jeweils neueste AMI-Version
lasst sich mit folgenden Schritten ermitteln:

1. Offnen Sie die Amazon EC2 -Konsole.

2. Wahlen Sie die Schaltflache Launch Instance (Instance starten).

3. Im ersten Fenster werden die verfligbaren angezeigt. AMIs Die AMI-ID ist neben dem jeweiligen
AMI-Titel aufgelistet. Alternativ kbnnen Sie die DescribeImages-API nutzen. Die Nutzung dieses
Befehls wird in dieser Anleitung allerdings nicht behandelt.

Es gibt viele Wege zur Gebotsgestaltung fiir Spot-Instances. Eine gute Ubersicht der
unterschiedlichen Ansatze finden Sie im Video Bieten fur Spot-Instances. Allerdings beschreiben wir

drei allgemeine Strategien fir den Einstieg: Gebote, um sicherzustellen, dass die Kosten geringer
sind als bei On-Demand-Preisen; Gebote basierend auf dem Wert der resultierenden Berechnung;
Gebote, um Rechenkapazitat so schnell wie mdglich zu erwerben.

» Senkung der Kosten unter On-Demand Sie haben eine Stapelverarbeitungsaufgabe, die einige
Stunden oder Tage laufen wird. Allerdings sind Sie flexibel, was den Start und Abschluss angeht.
Sie mdchten die Aufgabe nach Moéglichkeit glinstiger als mit On-Demand-Instances abschlief3en.
Sie untersuchen den Spot-Price-Verlauf fur Instance-Typen, indem Sie entweder die AWS-
Managementkonsole oder die Amazon EC2 API verwenden. Weitere Informationen finden Sie
unter Anzeigen des Spot-Preisverlaufs. Nachdem Sie den Preisverlauf fir Ihren gewiinschten
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Instance-Typ in einer bestimmten Availability Zone analysiert haben, gibt es zwei alternative
Ansatze fir Ihr Gebot:

» Sie kdnnten ein Gebot am oberen Ende der Skala flir Spot-Preise abgeben (aber immer
noch unter dem On-Demand-Preis) und voraussehen, dass lhre einmalige Spot-Anforderung
sehr wahrscheinlich erflillt wird und die Instance lange genug aktiv bleibt, um die Aufgabe
abzuschlieRRen.

« Oder Sie kdnnen den Betrag, den Sie fur Spot-Instances zu zahlen bereit sind, als % des On-
Demand-Instance-Preises angeben und planen, viele Instances zu kombinieren, die im Laufe
der Zeit Uber eine persistente Anforderungen gestartet wurden. Wenn der angegebene Preis
Uberschritten wird, wird die Spot-Instance beendet. (Spater in dieser Anleitung zeigen wir lhnen,
wie Sie diese Aufgabe automatisieren kdénnen.)

» Nicht mehr zahlen, als das Ergebnis einbringt Sie haben eine Aufgabe zur Datenverarbeitung,
die ausgeflihrt werden soll. Sie kennen den Wert der Ergebnisse des Auftrags gut genug, um zu
wissen, wie sich der Wert als Rechenkosten darstellen lasst. Sie analysieren den Spot-Preisverlauf
Ihres Instance-Typs und entscheiden sich dann fir einen Gebotspreis, der sicherstellt, dass
die Kosten der Rechenzeit geringer sind als der Wert der Auftragsergebnisse. Sie erstellen ein
persistentes Gebot und lassen es zwischenzeitlich laufen, sobald der Spot-Preis Ihr Gebot erreicht
oder darunter sinkt.

» Schneller Erwerb von Rechenkapazitat Sie haben einen plétzlichen, kurzfristigen Bedarf an
zusatzlicher Kapazitat, die von On-Demand-Instances nicht bereitgestellt werden kann. Sie
analysieren den Spot-Preisverlauf lhres Instance-Typs und bieten dann Gber dem hdchsten
bisherigen Preis. So sorgen Sie dafir, dass Ihre Anforderung mit hoher Wahrscheinlichkeit schnell
erfullt wird und bis zum Abschluss der Aufgabe lauft.

Nachdem Sie den Gebotspreis ausgewahlt haben, kénnen Sie eine Spot-Instance anfordern. Fr
diese Anleitung bieten wir den On-Demand-Preis (0,03 USD) und maximieren so die Chancen, dass
das Gebot erflllt wird. Sie kdnnen die Typen der verfiigbaren Instances und die On-Demand-Preise
fur Instances auf der Seite mit den Amazon EC2 Preisen ermitteln. Fir die Dauer der Ausfiihrung der
Instances zahlen Sie bei Spot-Instances den bei der Anforderung angegebenen Stundensatz. Die
Spot-Instance-Preise werden festgelegt Amazon EC2 und auf der Grundlage langfristiger Trends bei
Angebot und Nachfrage nach Spot-Instance-Kapazitat schrittweise angepasst. Sie kbnnen auch den
Betrag, den Sie fur eine Spot-Instance zu zahlen bereit sind, als % des On-Demand-Instance-Preises
angeben. Um eine Spot-Instance anzufordern, missen Sie Ihre Anfrage einfach mit den zuvor
ausgewahlten Parametern erstellen. Als Erstes erstellen wir ein RequestSpotInstanceRequest-
Objekt. Fur das Anforderungsobjekt sind die Anzahl der zu startenden Instances sowie der
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Gebotspreis noétig. AulRerdem mussen Sie die LaunchSpecification fir die Anforderung
festlegen. Sie umfasst den Instance-Typ, die AMI-ID sowie die Sicherheitsgruppe, die Sie verwenden
modchten. Sobald die Anforderung vorbereitet ist, rufen Sie die Methode requestSpotInstances
des Objekts AmazonEC2Client auf. Das folgende Beispiel zeigt, wie Sie eine Spot-Instance
anfordern.

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();

// Request 1 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(1l));

// Setup the specifications of the launch. This includes the

// instance type (e.g. tl.micro) and the latest Amazon Linux

// AMI id available. Note, you should always use the latest

// Amazon Linux AMI id or another of your choosing.
LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl");
launchSpecification.setInstanceType(InstanceType.T1Micro);

// Add the security group to the request.

Arraylist<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Add the launch specifications to the request.
requestRequest.setLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult = ec2.requestSpotInstances(requestRequest);

Beim Ausfuhren dieses Codes wird eine neue Spot-Instance-Anforderung ausgefuhrt. Mit weiteren
Optionen kdnnen Sie Spot-Anforderungen konfigurieren. Weitere Informationen finden Sie unter
Tutorial: Advanced Amazon EC2 Spot Request Management oder im RequestSpotinstancesKurs in
der AWS SDK fur Java API-Referenz.
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® Note

Sie zahlen flr Spot-Instances, die tatsachlich gestartet werden. Achten Sie also darauf,
getatigte Anforderungen zu stornieren und gestartete Instances zu beenden, damit Ihnen
keine unndtigen Kosten entstehen.

Schritt 4: Ermitteln des Status lhrer Spot-Instance-Anforderung

Als Nachstes erstellen wir einen Code, der darauf wartet, dass die Spot-Anforderung den Status
"active" erreicht, bevor wir zum letzten Schritt wechseln. Um den Status unserer Spot-Anfrage zu
ermitteln, fragen wir die Methode describeSpotinstanceRequests nach dem Status der Spot-Request-

ID ab, die wir Uberwachen mochten.

Die in Schritt 2 erstellte Anforderungs-ID ist in der Antwort auf unsere requestSpotInstances-
Anforderung enthalten. Der folgende Beispielcode zeigt, wie Sie Anfragen IDs aus der
requestSpotInstances Antwort sammeln und sie verwenden, um eine ArraylList zu fullen.

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult = ec2.requestSpotInstances(requestRequest);
List<SpotInstanceRequest> requestResponses = requestResult.getSpotInstanceRequests();

// Setup an arraylist to collect all of the request ids we want to
// watch hit the running state.
ArraylList<String> spotInstanceRequestIds = new ArraylList<String>();

// Add all of the request ids to the hashset, so we can determine when they hit the
// active state.
for (SpotInstanceRequest requestResponse : requestResponses) {
System.out.println("Created Spot Request:
"+requestResponse.getSpotInstanceRequestId());
spotInstanceRequestIds.add(requestResponse.getSpotInstanceRequestId());

Rufen Sie zur Uberwachung lhrer Anforderungs-ID die Methode
describeSpotInstanceRequests auf und ermitteln Sie so den Status der Anforderung. Warten
Sie dann in einer Schleife, bis die Anforderung nicht mehr den Zustand "open" aufweist. Hinweis:
Wir Uberprifen hier, ob der Zustand ungleich "open" ist, anstatt etwa auf "active" zu Uberprifen.
Der Grund ist, dass die Anforderung direkt zu "closed" Gbergehen kann, wenn ein Problem mit den
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Argumenten der Anforderung vorliegt. Im folgenden Codebeispiel sehen Sie im Detail, wie diese
Aufgabe umgesetzt wird.

// Create a variable that will track whether there are any
// requests still in the open state.
boolean anyOpen;

do {
// Create the describeRequest object with all of the request ids
// to monitor (e.g. that we started).
DescribeSpotInstanceRequestsRequest describeRequest = new
DescribeSpotInstanceRequestsRequest();
describeRequest.setSpotInstanceRequestIds(spotInstanceRequestlds);

// Initialize the anyOpen variable to false - which assumes there
// are no requests open unless we find one that is still open.
anyOpen=false;

try {
// Retrieve all of the requests we want to monitor.
DescribeSpotInstanceRequestsResult describeResult =
ec2.describeSpotInstanceRequests(describeRequest);
List<SpotInstanceRequest> describeResponses =
describeResult.getSpotInstanceRequests();

// Look through each request and determine if they are all in

// the active state.

for (SpotInstanceRequest describeResponse : describeResponses) {
// If the state is open, it hasn't changed since we attempted
// to request it. There is the potential for it to transition
// almost immediately to closed or cancelled so we compare
// against open instead of active.

if (describeResponse.getState().equals("open")) {
anyOpen = true;
break;

}
} catch (AmazonServiceException e) {
// If we have an exception, ensure we don't break out of
// the loop. This prevents the scenario where there was
// blip on the wire.
anyOpen = true;
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try {
// Sleep for 60 seconds.
Thread.sleep(60*1000);

} catch (Exception e) {
// Do nothing because it woke up early.

}
} while (anyOpen);

Nachdem dieser Code ausgefuhrt wird, ist Ihre Spot-Instance-Anforderung entweder abgeschlossen
oder mit einem Fehler gescheitert, der auf dem Bildschirm angezeigt wird. In beiden Fallen kdnnen
wir mit dem nachsten Schritt fortfahren, alle aktiven Anforderungen bereinigen und alle laufenden
Instances beenden.

Schritt 5: Bereinigen der Spot-Anforderungen und -Instances

SchlieBlich missen wir unsere Anforderungen und Instances bereinigen. Es ist wichtig, sowohl
ausstehende Anforderungen zu stornieren als auch etwaige Instances zu beenden. Wenn Sie nur die
Anforderungen stornieren, werden lhre Instances nicht beendet und Sie missen weiter fir sie zahlen.
Wenn Sie die Instances beenden, kénnen lhre Spot-Anforderungen storniert werden. In einigen
Fallen — etwa dann, wenn Sie persistente Gebote nutzen —, reicht das Beenden lhrer Instances nicht
aus, damit Ihre Anforderung nicht erneut erflllt wird. Daher ist es eine bewahrte Methode, sowohl die
aktiven Gebote zu stornieren als auch alle laufenden Instances zu beenden.

Im folgenden Beispiel wird gezeigt, wie Sie lhre Anforderungen stornieren.

try {
// Cancel requests.
CancelSpotInstanceRequestsRequest cancelRequest =

new CancelSpotInstanceRequestsRequest(spotInstanceRequestlds);

ec2.cancelSpotInstanceRequests(cancelRequest);

} catch (AmazonServiceException e) {
// Write out any exceptions that may have occurred.
System.out.println("Error cancelling instances");
System.out.println("Caught Exception: " + e.getMessage());
System.out.println("Reponse Status Code: " + e.getStatusCode());
System.out.println("Error Code: " + e.getErrorCode());
System.out.println("Request ID: " + e.getRequestId());
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Zum Stornieren ausstehender Anforderungen brauchen Sie die jeweilige Instance-ID. Sie ist mit

der Anforderung verknupft, die sie gestartet hat. Im folgenden Codebeispiel erganzen wir unseren
Originalcode zur Uberwachung der Instances um eine ArrayList. Darin speichern wir die Instance-
ID aus der describeInstance-Antwort.

// Create a variable that will track whether there are any requests
// still in the open state.

boolean anyOpen;

// Initialize variables.

Arraylist<String> instancelds = new ArraylList<String>();

do {
// Create the describeRequest with all of the request ids to
// monitor (e.g. that we started).
DescribeSpotInstanceRequestsRequest describeRequest = new
DescribeSpotInstanceRequestsRequest();
describeRequest.setSpotInstanceRequestIds(spotInstanceRequestIds);

// Initialize the anyOpen variable to false, which assumes there
// are no requests open unless we find one that is still open.
anyOpen = false;

try {
// Retrieve all of the requests we want to monitor.
DescribeSpotInstanceRequestsResult describeResult =
ec2.describeSpotInstanceRequests(describeRequest);

List<SpotInstanceRequest> describeResponses =
describeResult.getSpotInstanceRequests();

// Look through each request and determine if they are all
// in the active state.
for (SpotInstanceRequest describeResponse : describeResponses) {
// If the state is open, it hasn't changed since we
// attempted to request it. There is the potential for
// it to transition almost immediately to closed or
// cancelled so we compare against open instead of active.
if (describeResponse.getState().equals("open")) {
anyOpen = true; break;
}
// Add the instance id to the list we will
// eventually terminate.
instancelds.add(describeResponse.getInstanceId());
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}
} catch (AmazonServiceException e) {
// If we have an exception, ensure we don't break out
// of the loop. This prevents the scenario where there
// was blip on the wire.
anyOpen = true;

try {
// Sleep for 60 seconds.
Thread.sleep(60*1000);

} catch (Exception e) {
// Do nothing because it woke up early.

}
} while (anyOpen);

Beenden Sie mithilfe der Instance IDs, die in gespeichert istArrayList, alle laufenden Instances
mithilfe des folgenden Codeausschnitts.

try {
// Terminate instances.
TerminateInstancesRequest terminateRequest = new

TerminateInstancesRequest(instancelds);
ec2.terminateInstances(terminateRequest);

} catch (AmazonServiceException e) {
// Write out any exceptions that may have occurred.
System.out.println("Error terminating instances");
System.out.println("Caught Exception: " + e.getMessage());
System.out.println("Reponse Status Code: " + e.getStatusCode());
System.out.println("Error Code: " + e.getErrorCode());
System.out.println("Request ID: " + e.getRequestId());

Zusammenfassung

Um all das zusammenzubringen, bieten wir einen objektorientierteren Ansatz, der die oben
beschriebenen Schritte kombiniert: Initialisierung des EC2 Clients, Senden der Spot-Anfrage,
Feststellung, wann sich die Spot-Anfragen nicht mehr im offenen Zustand befinden, und Bereinigen
aller verbliebenen Spot-Anfragen und der zugehdrigen Instances. Wir erstellen eine Klasse namens
Requests, die diese Aktionen ausfihrt.
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Zudem legen wir eine Klasse GettingStartedApp mit einer main-Methode an, in der wir die
High-Level-Funktionsaufrufe durchfihren. Insbesondere initialisieren wir das zuvor beschriebene
Requests-Objekt. Wir senden die Spot-Instance-Anforderung. Anschlie3end warten wir, bis die
Spot-Anforderung den Zustand "active" erreicht. Schlielich bereinigen wir die Anforderungen und
Instances.

Der vollstandige Quellcode fir dieses Beispiel kann unter eingesehen oder heruntergeladen werden.
GitHub

Herzlichen Glickwunsch! Sie haben jetzt die Erste-Schritte-Anleitung zur Entwicklung von Spot-
Instance-Software mit dem AWS SDK flir Java abgeschlossen.

Nachste Schritte

Fahren Sie mit Tutorial: Erweitertes Amazon EC2 Spot-Anforderungsmanagement fort.

Tutorial: Erweitertes Amazon EC2 Spot-Anforderungsmanagement

Amazon EC2 Spot-Instances erméglichen es Ihnen, Gebote flr ungenutzte Amazon EC2 Kapazitat
abzugeben und diese Instances so lange laufen zu lassen, wie Ihr Gebot den aktuellen Spot-Preis
Ubersteigt. Amazon EC2 andert den Spot-Preis regelmaRig auf der Grundlage von Angebot und
Nachfrage. Weitere Informationen zu Spot-Instances finden Sie unter Spot-Instances im Amazon EC2
Benutzerhandbuch fir Linux-Instances.

Voraussetzungen

Um dieses Tutorial verwenden zu kdnnen, missen Sie das AWS SDK fir Java installiert haben und
die grundlegenden Installationsvoraussetzungen erfillen. Weitere Informationen finden Sie unter
Einrichten von. AWS SDK fir Java

Einrichten Ihrer Anmeldeinformationen

Um mit der Verwendung dieses Codebeispiels zu beginnen, missen Sie AWS Anmeldeinformationen
einrichten. Anweisungen dazu finden Sie unter AWS Zugangsdaten und Region fur die Entwicklung
einrichten.
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® Note

Wir empfehlen, dass Sie die Anmeldeinformationen eines IAM Benutzers verwenden, um
diese Werte anzugeben. Weitere Informationen finden Sie unter Registrieren fur AWS und
Erstellen eines IAM Benutzers.

Nachdem Sie lhre Einstellungen eingerichtet haben, kbnnen Sie mit dem Beispiel-Code loslegen.
Einrichten einer Sicherheitsgruppe

Eine Sicherheitsgruppe agiert als Firewall, die den zulédssigen Verkehr zu und von einer Gruppe
Instances steuert. Standardmafig wird eine Instance ohne eine Sicherheitsgruppe gestartet.
Samtlicher eingehender IP-Datenverkehr auf allen TCP-Ports wird daher verweigert. Vor dem
Absenden unserer Spot-Anforderung richten wir also eine Sicherheitsgruppe ein, die den nétigen
Netzwerkverkehr zulasst. Flr die Zwecke dieses Tutorials erstellen wir eine neue Sicherheitsgruppe
namens "GettingStarted", die Secure Shell (SSH) -Verkehr von der IP-Adresse aus ermdéglicht, von
der aus Sie lhre Anwendung ausflihren. Zur Einrichtung einer neuen Sicherheitsgruppe sollten Sie
das folgende Codebeispiel einschliefden oder ausflihren. Dadurch wird die Sicherheitsgruppe per
Programm eingerichtet.

Nachdem wir ein AmazonEC2 Client-Objekt erstellt haben, erstellen wir ein
CreateSecurityGroupRequest Objekt mit dem Namen "GettingStarted" und einer Beschreibung
fur die Sicherheitsgruppe. AnschlieRend wird die ec2.createSecurityGroup-API zum Erstellen
der Gruppe aufgerufen.

Zum Aktivieren des Zugriffs auf die Gruppe erstellen wir ein ipPermission-Objekt, bei dem der
IP-Adressbereich des Subnetzes auf die CIDR-Darstellung des Subnetzes des lokalen Computers
festgelegt ist. Das Suffix "/10" bei der IP-Adresse zeigt das Subnetz fir die angegebene IP-Adresse
an. Anschlie3end konfigurieren wir auch das ipPermission-Objekt mit dem TCP-Protokoll und dem
Port 22 (SSH). Im letzten Schritt wird ec2 .authorizeSecurityGroupIngress mit dem Namen
der Sicherheitsgruppe und dem ipPermission-Objekt aufgerufen.

(Der folgende Code entspricht unserem Code aus der ersten Anleitung.)

// Create the AmazonEC2Client object so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.standard()
.withCredentials(credentials)
Lbuild();
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// Create a new security group.
try {
CreateSecurityGroupRequest securityGroupRequest =
new CreateSecurityGroupRequest("GettingStartedGroup",
"Getting Started Security Group");
ec2.createSecurityGroup(securityGroupRequest);
} catch (AmazonServiceException ase) {
// Likely this means that the group is already created, so ignore.
System.out.println(ase.getMessage());

String ipAddr = "0.0.0.0/0";

// Get the IP of the current host, so that we can limit the Security Group
// by default to the ip range associated with your subnet.
try {
// Get IP Address
InetAddress addr = InetAddress.getlLocalHost();
ipAddr = addr.getHostAddress()+"/10";
}
catch (UnknownHostException e) {
// Fail here...

// Create a range that you would like to populate.
Arraylist<String> ipRanges = new ArraylList<String>();
ipRanges.add(ipAddr);

// Open up port 22 for TCP traffic to the associated IP from

// above (e.g. ssh traffic).

ArraylList<IpPermission> ipPermissions = new ArraylList<IpPermission> ();
IpPermission ipPermission = new IpPermission();
ipPermission.setIpProtocol("tcp");

ipPermission.setFromPort(new Integer(22));

ipPermission.setToPort(new Integer(22));
ipPermission.setIpRanges(ipRanges);

ipPermissions.add(ipPermission);

try {
// Authorize the ports to the used.
AuthorizeSecurityGroupIngressRequest ingressRequest =
new AuthorizeSecurityGroupIngressRequest(
"GettingStartedGroup", ipPermissions);
ec2.authorizeSecurityGroupIngress(ingressRequest);
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}

catch (AmazonServiceException ase) {
// Ignore because this likely means the zone has already
// been authorized.
System.out.println(ase.getMessage());

Sie kdnnen das gesamte Codebeispiel im advanced.CreateSecurityGroupApp.java-
Codebeispiel einsehen. Hinweis: Sie missen diese Anwendung nur einmal ausfiihren, um eine neue
Sicherheitsgruppe zu erstellen.

(® Note

Sie kénnen die Sicherheitsgruppe auch mithilfe von AWS Toolkit for Eclipse erstellen. Weitere
Informationen finden Sie AWS Cost Explorer im AWS Toolkit for Eclipse Benutzerhandbuch
unter Sicherheitsgruppen verwalten.

Detaillierte Optionen fur die Erstellung von Spot-Instance-Anforderungen

Wie wir im Tutorial: Amazon EC2 Spot-Instances erklart haben, missen Sie Ihre Anfrage mit einem
Instance-Typ, einem Amazon Machine Image (AMI) und einem Hochstgebotspreis erstellen.

Als Erstes erstellen wir ein RequestSpotInstanceRequest-Objekt. Fir das Anforderungsobjekt

sind die Anzahl der gewunschten Instances sowie der Gebotspreis notig. AuRerdem mussen wir die
LaunchSpecification fir die Anforderung festlegen. Sie umfasst den Instance-Typ, die AMI-ID

sowie die Sicherheitsgruppe, die Sie verwenden méchten. Nachdem die Anforderung vorbereitet ist,
rufen wir die Methode requestSpotInstances des Objekts AmazonEC2Client auf. Es folgt ein
Beispiel fur die Anforderung einer Spot-Instance.

(Der folgende Code entspricht unserem Code aus der ersten Anleitung.)

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();

// Request 1 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
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requestRequest.setInstanceCount(Integer.valueOf(1));

// Set up the specifications of the launch. This includes the

// instance type (e.g. tl.micro) and the latest Amazon Linux

// AMI id available. Note, you should always use the latest

// Amazon Linux AMI id or another of your choosing.
LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl");
launchSpecification.setInstanceType(InstanceType.T1Micro);

// Add the security group to the request.

Arraylist<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Add the launch specification.
requestRequest.setLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult =
ec2.requestSpotInstances(requestRequest);

Persistente im Vergleich zu einmaligen Anforderungen

Beim Erstellen einer Spot-Instance-Anforderung kénnen Sie mehrere optionale Parameter angeben.
Die erste Option gibt an, ob Ihre Anforderung von einmaliger oder persistenter Natur sein soll.
StandardmalRig handelt es sich um eine einmalige Anforderung. Eine einmalige Anforderung kann nur
einmal erflllt werden. Sind die angeforderten Instances beendet, wird die Anforderung geschlossen.
Eine persistente Anforderung wird zur Erfillung immer dann herangezogen, wenn fir die gleiche
Anforderung keine Spot-Instance ausgefiihrt wird. Geben Sie den Typ der Anforderung an, indem

Sie einfach den "Type" auf der Spot-Anforderung festlegen. Dies lasst sich mit folgendem Code
erreichen:

// Retrieves the credentials from an AWSCredentials.properties file.
AWSCredentials credentials = null;
try {
credentials = new PropertiesCredentials(
GettingStartedApp.class.getResourceAsStream("AwsCredentials.properties"));

}
catch (IOException el) {
System.out.println(
"Credentials were not properly entered into AwsCredentials.properties.");
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System.out.println(el.getMessage());
System.exit(-1);

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest =
new RequestSpotInstancesRequest();

// Request 1 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(l));

// Set the type of the bid to persistent.
requestRequest.setType("persistent");

// Set up the specifications of the launch. This includes the

// instance type (e.g. tl.micro) and the latest Amazon Linux

// AMI id available. Note, you should always use the latest

// Amazon Linux AMI id or another of your choosing.
LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl");
launchSpecification.setInstanceType(InstanceType.T1Micro);

// Add the security group to the request.

Arraylist<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Add the launch specification.
requestRequest.setLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult =
ec2.requestSpotInstances(requestRequest);

Einschranken der Dauer einer Anforderung

AuRerdem kdnnen Sie optional festlegen, wie lange lhre Anforderung gultig bleibt. Sie kdnnen far
diesen Zeitraum eine Start- und Endzeit festlegen. StandardmaRig wird eine Spot-Anforderung zur
Erfullung von dem Augenblick ihrer Erstellung bis zu dem Zeitpunkt herangezogen, an dem sie
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entweder erfullt oder von lhnen storniert wird. Allerdings kénnen Sie die Glltigkeitsdauer bei Bedarf
einschranken. Ein Beispiel daflr, wie Sie diesen Zeitraum angeben, wird im folgenden Code gezeigt:

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();

// Request 1 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(l));

// Set the valid start time to be two minutes from now.
Calendar cal = Calendar.getInstance();
cal.add(Calendar.MINUTE, 2);
requestRequest.setValidFrom(cal.getTime());

// Set the valid end time to be two minutes and two hours from now.
cal.add(Calendar.HOUR, 2);
requestRequest.setValidUntil(cal.getTime());

// Set up the specifications of the launch. This includes
// the instance type (e.g. tl.micro)

// and the latest Amazon Linux AMI id available.

// Note, you should always use the latest Amazon

// Linux AMI id or another of your choosing.

LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl");
launchSpecification.setInstanceType("tl.micro");

// Add the security group to the request.

Arraylist<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Add the launch specification.
requestRequest.setLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult = ec2.requestSpotInstances(requestRequest);
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Gruppieren Sie Ihre Amazon EC2 Spot-Instance-Anfragen

Auf Wunsch kdnnen Sie Spot-Instance-Anforderungen auf verschiedene Weise gruppieren. Beachten
Sie die Vorteile der Nutzung von Start-, Availability Zone- und Platzierungsgruppen.

Wenn Sie sichergehen mdchten, dass lhre Spot-Instances gleichzeitig gestartet und beendet werden,
kénnen Sie eine Startgruppe nutzen. Eine Startgruppe ist eine Bezeichnung, die einige Gebote
gruppiert. Alle Instances in einer Startgruppe werden zusammen gestartet und beendet. Hinweis:
Wurden Instances in einer Startgruppe bereits erflllt, gibt es keine Garantie dafir, dass neu in der
gleichen Startgruppe gestarteten Instances ebenfalls erflllt werden. Ein Beispiel daflr, wie Sie eine
Startgruppe festlegen kénnen, wird im folgenden Code gezeigt:

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();

// Request 5 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(5));

// Set the launch group.
requestRequest.setlLaunchGroup("ADVANCED-DEMO-LAUNCH-GROUP");

// Set up the specifications of the launch. This includes

// the instance type (e.g. tl.micro) and the latest Amazon Linux

// AMI id available. Note, you should always use the latest

// Amazon Linux AMI id or another of your choosing.
LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl");
launchSpecification.setInstanceType(InstanceType.T1lMicro);

// Add the security group to the request.

ArraylList<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Add the launch specification.
requestRequest.setlLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
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RequestSpotInstancesResult requestResult =
ec2.requestSpotInstances(requestRequest);

Wenn Sie sicherstellen méchten, dass alle Instances in einer Anforderung in derselben Availability
Zone gestartet werden, und es nicht relevant ist, in welcher Zone, kbnnen Sie Availability Zone-
Gruppen nutzen. Eine Availability Zone-Gruppe ist eine Bezeichnung, die eine Gruppe von Instances
in derselben Availability Zone gruppiert. Alle Instances mit der gleichen Availability Zone-Gruppe, die
gleichzeitig erfillt werden, starten in derselben Availability Zone. Ein Beispiel fur die Einrichtung einer
Availability Zone-Gruppe finden Sie hier:

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();

// Request 5 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(5));

// Set the availability zone group.
requestRequest.setAvailabilityZoneGroup("ADVANCED-DEMO-AZ-GROUP");

// Set up the specifications of the launch. This includes the instance
// type (e.g. tl.micro) and the latest Amazon Linux AMI id available.
// Note, you should always use the latest Amazon Linux AMI id or another
// of your choosing.

LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl1");
launchSpecification.setInstanceType(InstanceType.T1lMicro);

// Add the security group to the request.

Arraylist<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Add the launch specification.
requestRequest.setLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult =
ec2.requestSpotInstances(requestRequest);

Tutorial: Erweitertes Amazon EC2 Spot-Anforderungsmanagement 117



AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

Sie kénnen eine Availability Zone angeben, die Sie fur lhre Spot-Instances nutzen méchten. Das
folgende Codebeispiel zeigt, wie Sie eine Availability Zone festlegen.

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();

// Request 1 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(l));

// Set up the specifications of the launch. This includes the instance
// type (e.g. tl.micro) and the latest Amazon Linux AMI id available.

// Note, you should always use the latest Amazon Linux AMI id or another
// of your choosing.

LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl");
launchSpecification.setInstanceType(InstanceType.T1lMicro);

// Add the security group to the request.

ArraylList<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Set up the availability zone to use. Note we could retrieve the

// availability zones using the ec2.describeAvailabilityZones() API. For
// this demo we will just use us-east-1la.

SpotPlacement placement = new SpotPlacement('"us-east-1b");
launchSpecification.setPlacement(placement);

// Add the launch specification.
requestRequest.setlLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult =
ec2.requestSpotInstances(requestRequest);

Schliel3lich kdnnen Sie eine Platzierungsgruppe angeben, wenn Sie High Performance Computing
(HPC)-Spot-Instances nutzen, etwa Cluster Compute-Instances oder Cluster-GPU-Instances.
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Platzierungsgruppen sorgen flr eine niedrigere Latenz und eine hohe Bandbreitenkonnektivitat
zwischen den Instances. Ein Beispiel fur die Einrichtung einer Platzierungsgruppe finden Sie hier:

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();

// Request 1 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(1));

// Set up the specifications of the launch. This includes the instance
// type (e.g. tl.micro) and the latest Amazon Linux AMI id available.

// Note, you should always use the latest Amazon Linux AMI id or another
// of your choosing.

LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl1");
launchSpecification.setInstanceType(InstanceType.T1lMicro);

// Add the security group to the request.

Arraylist<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Set up the placement group to use with whatever name you desire.
// For this demo we will just use "ADVANCED-DEMO-PLACEMENT-GROUP".
SpotPlacement placement = new SpotPlacement();
placement.setGroupName("ADVANCED-DEMO-PLACEMENT-GROUP");
launchSpecification.setPlacement(placement);

// Add the launch specification.
requestRequest.setLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult =
ec2.requestSpotInstances(requestRequest);

Alle Parameter in diesem Abschnitt sind optional. Es ist auch wichtig zu wissen, dass die
meisten dieser Parameter — mit Ausnahme der Tatsache, ob es sich bei Ihrem Gebot um
ein einmaliges oder ein dauerhaftes Gebot handelt — die Wahrscheinlichkeit verringern
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kénnen, dass das Gebot erfillt wird. Daher ist es wichtig, diese Optionen nur bei Bedarf zu

nutzen. Alle obigen Codebeispiele sind in einem langen Codebeispiel kombiniert, das in der
com.amazonaws.codesamples.advanced.InlineGettingStartedCodeSampleApp.java-
Klasse zu finden ist.

So bleibt eine Stammpartition nach einer Unterbrechung oder Beendigung erhalten

Eine der einfachsten Mdglichkeiten, mit Unterbrechungen Ihrer Spot-Instances umzugehen,

besteht darin, sicherzustellen, dass lhre Daten regelmaRig auf ein Amazon Elastic Block Store
(Amazon Amazon EBS) -Volume (Amazon) Uberprift werden. Durch das Setzen von Prifpunkten

in regelmafRigen Abstanden verlieren Sie im Falle einer Unterbrechung nur die seit dem letzten
Prufpunkt erstellten Daten (angenommen, zwischenzeitlich wurden keine anderen idempotenten
Aktionen ausgefuhrt). Um diesen Prozess zu vereinfachen, kdbnnen Sie lhre Spot-Anforderung so
konfigurieren, dass lhre Stammpartition bei Unterbrechungen oder Beendigungen nicht geléscht wird.
Im folgenden Beispiel haben wir neuen Code eingeflgt, der zeigt, wie sich dieses Szenario umsetzen
|&sst.

Im hinzugefiigten Code erstellen wir ein BlockDeviceMapping Objekt und setzen es mit

einem Amazon EBS Objekt verknupft Amazon Elastic Block Store (Amazon EBS), das wir so
konfiguriert haben, dass es geldscht not wird, wenn die Spot-Instance beendet wird. Wir fligen dies
dann BlockDeviceMapping zu den ArrayList Mappings hinzu, die wir in die Startspezifikation
aufnehmen.

// Retrieves the credentials from an AWSCredentials.properties file.
AWSCredentials credentials = null;
try {
credentials = new PropertiesCredentials(
GettingStartedApp.class.getResourceAsStream("AwsCredentials.properties"));
}
catch (IOException el) {
System.out.println(
"Credentials were not properly entered into AwsCredentials.properties.");
System.out.println(el.getMessage());
System.exit(-1);

// Create the AmazonEC2 client so we can call various APIs.
AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

// Initializes a Spot Instance Request
RequestSpotInstancesRequest requestRequest = new RequestSpotInstancesRequest();
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// Request 1 x tl.micro instance with a bid price of $0.03.
requestRequest.setSpotPrice("0.03");
requestRequest.setInstanceCount(Integer.valueOf(l));

// Set up the specifications of the launch. This includes the instance
// type (e.g. tl.micro) and the latest Amazon Linux AMI id available.

// Note, you should always use the latest Amazon Linux AMI id or another
// of your choosing.

LaunchSpecification launchSpecification = new LaunchSpecification();
launchSpecification.setImageId("ami-a9d@9edl1");
launchSpecification.setInstanceType(InstanceType.T1lMicro);

// Add the security group to the request.

ArraylList<String> securityGroups = new ArraylList<String>();
securityGroups.add("GettingStartedGroup");
launchSpecification.setSecurityGroups(securityGroups);

// Create the block device mapping to describe the root partition.
BlockDeviceMapping blockDeviceMapping = new BlockDeviceMapping();
blockDeviceMapping.setDeviceName("/dev/sdal");

// Set the delete on termination flag to false.
EbsBlockDevice ebs = new EbsBlockDevice();
ebs.setDeleteOnTermination(Boolean.FALSE);
blockDeviceMapping.setEbs(ebs);

// Add the block device mapping to the block list.
ArraylList<BlockDeviceMapping> blockList = new ArraylList<BlockDeviceMapping>();
blockList.add(blockDeviceMapping);

// Set the block device mapping configuration in the launch specifications.
launchSpecification.setBlockDeviceMappings(blockList);

// Add the launch specification.
requestRequest.setlLaunchSpecification(launchSpecification);

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult =
ec2.requestSpotInstances(requestRequest);

Wenn Sie dieses Volume beim Startup erneut an Ihre Instance anfugen mdochten, kdnnen Sie
auch die Einstellungen fur Blockgerat-Zuweisung verwenden. Wenn Sie eine Nicht-Root-Partition
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angehangt haben, kdénnen Sie alternativ die Amazon EBS Amazon-Volumes angeben, die Sie an
Ihre Spot-Instance anhangen mdéchten, nachdem sie wieder aufgenommen wurde. Geben Sie dazu
einfach eine Snapshot-ID in lhrem EbsBlockDevice und einen alternativen Geratenamen in lhren
BlockDeviceMapping-Objekten an. Durch die Nutzung von Blockgerat-Zuweisungen lasst sich die
Instance einfacher starten.

Wenn Sie die Stammpartition verwenden, um Prufpunkte fur lhre wichtigen Daten anzulegen, kbnnen
Sie auf diese Weise die Wahrscheinlichkeit der Unterbrechung |hrer Instances im Griff behalten.
Weitere Methoden zum Umgang mit der Wahrscheinlichkeit von Unterbrechungen finden Sie im
Video Managing Interruption.

So markieren Sie Spot-Anforderungen und -Instances

Das Hinzufligen von Tags zu Amazon EC2 Ressourcen kann die Verwaltung lhrer Cloud-Infrastruktur
vereinfachen. Tags sind ein Typ von Metadaten, der verwendet werden kann, um benutzerfreundliche
Namen zu erstellen, die Durchsuchbarkeit zu optimieren und die Koordination zwischen mehreren
Benutzern zu verbessern. Sie kdnnen Tags auch zur Automatisierung von Skripts und Teilen lhrer
Prozesse nutzen. Weitere Informationen zum Taggen von Amazon EC2 Ressourcen finden Sie unter
Verwenden von Tags im Amazon EC2 Benutzerhandbuch fiir Linux-Instances.

Markieren von -Anforderungen

Zum Hinzufligen von Tags zu lhren Spot-Anforderungen missen Sie sie markieren, nachdem

sie angefordert wurden. Der Riickgabewert von requestSpotInstances() stellt Ihnen ein
RequestSpotinstancesResultObjekt zur Verfigung, mit dem Sie die Spot-Anfrage IDs fur das Tagging
abrufen kénnen:

// Call the RequestSpotInstance API.
RequestSpotInstancesResult requestResult = ec2.requestSpotInstances(requestRequest);
List<SpotInstanceRequest> requestResponses = requestResult.getSpotInstanceRequests();

// A list of request IDs to tag
ArraylList<String> spotInstanceRequestIds = new ArraylList<String>();

// Add the request ids to the hashset, so we can determine when they hit the
// active state.
for (SpotInstanceRequest requestResponse : requestResponses) {
System.out.println("Created Spot Request:
"+requestResponse.getSpotInstanceRequestId());
spotInstanceRequestIds.add(requestResponse.getSpotInstanceRequestId());
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Sobald Sie die haben IDs, kdnnen Sie die Anfragen taggen, indem Sie sie IDs zu einer hinzufliigen
CreateTagsRequestund die createTags() Methode des Amazon EC2 Clients aufrufen:

// The list of tags to create
ArraylList<Tag> requestTags = new ArraylList<Tag>();
requestTags.add(new Tag("keynamel", "valuel"));

// Create the tag request

CreateTagsRequest createTagsRequest_requests = new CreateTagsRequest();
createTagsRequest_requests.setResources(spotInstanceRequestIds);
createTagsRequest_requests.setTags(requestTags);

// Tag the spot request

try {
ec2.createTags(createTagsRequest_requests);

}

catch (AmazonServiceException e) {
System.out.println("Error terminating instances");
System.out.println("Caught Exception: " + e.getMessage());
System.out.println("Reponse Status Code: " + e.getStatusCode());
System.out.println("Error Code: " + e.getErrorCode());
System.out.println("Request ID: " + e.getRequestId());

Markieren von Instances

Ahnlich wie bei Spot-Anforderungen selbst kénnen Sie eine Instance erst nach ihrer Erstellung
markieren. Instances werden erstellt, sobald die Spot-Anforderung erflillt wurde (d. h., wenn sie nicht
mehr den Status offen hat).

Sie kénnen den Status Ihrer Anfragen Uberprifen, indem Sie die
describeSpotInstanceRequests() Methode des Amazon EC2 Clients mit
einem DescribeSpotinstanceRequestsRequestObjekt aufrufen. Das zurlickgegebene

DescribeSpotinstanceRequestsResultObjekt enthalt eine Liste von SpotlnstanceRequestObjekten,

mit denen Sie den Status Ihrer Spot-Anfragen abfragen und deren Instanz abrufen kénnen, IDs
sobald sie sich nicht mehr im gedffneten Zustand befinden.

Sobald die Spot-Anforderung nicht mehr offen ist, kénnen Sie ihre Instance-ID vom
SpotInstanceRequest-Objekt erhalten, indem Sie dessen getInstanceld( )-Methode aufrufen.

boolean anyOpen; // tracks whether any requests are still open
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// a list of instances to tag.
ArraylList<String> instancelds = new ArraylList<String>();

do {
DescribeSpotInstanceRequestsRequest describeRequest =
new DescribeSpotInstanceRequestsRequest();
describeRequest.setSpotInstanceRequestIds(spotInstanceRequestlds);

anyOpen=false; // assume no requests are still open

try {
// Get the requests to monitor
DescribeSpotInstanceRequestsResult describeResult =
ec2.describeSpotInstanceRequests(describeRequest);

List<SpotInstanceRequest> describeResponses =
describeResult.getSpotInstanceRequests();

// are any requests open?
for (SpotInstanceRequest describeResponse : describeResponses) {
if (describeResponse.getState().equals("open")) {
anyOpen = true;
break;
}
// get the corresponding instance ID of the spot request
instancelds.add(describeResponse.getInstanceId());

}

catch (AmazonServiceException e) {
// Don't break the loop due to an exception (it may be a temporary issue)
anyOpen = true;

}
try {

Thread.sleep(60*1000); // sleep 60s.
}

catch (Exception e) {
// Do nothing if the thread woke up early.

}
} while (anyOpen);

Jetzt kénnen Sie die zuriickgegebenen Instances markieren:
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// Create a list of tags to create
ArraylList<Tag> instanceTags = new ArraylList<Tag>();
instanceTags.add(new Tag("keynamel","valuel"));

// Create the tag request

CreateTagsRequest createTagsRequest_instances = new CreateTagsRequest();
createTagsRequest_instances.setResources(instancelds);
createTagsRequest_instances.setTags(instanceTags);

// Tag the instance

try {
ec2.createTags(createTagsRequest_instances);

}

catch (AmazonServiceException e) {
// Write out any exceptions that may have occurred.
System.out.println("Error terminating instances");
System.out.println("Caught Exception: " + e.getMessage());
System.out.println("Reponse Status Code: " + e.getStatusCode());
System.out.println("Error Code: " + e.getErrorCode());
System.out.println("Request ID: " + e.getRequestId());

Stornieren von Spot-Anforderungen und Beenden von Instances
Stornieren einer Spot-Anforderung

Um eine Spot-Instance-Anfrage zu stornieren, rufen Sie den Amazon EC2 Client mit einem
CancelSpotinstanceRequestsRequestObjekt cancelSpotInstanceRequests auf.

try {
CancelSpotInstanceRequestsRequest cancelRequest = new

CancelSpotInstanceRequestsRequest(spotInstanceRequestIds);
ec2.cancelSpotInstanceRequests(cancelRequest);

} catch (AmazonServiceException e) {
System.out.println("Error cancelling instances");
System.out.println("Caught Exception: " + e.getMessage());
System.out.println("Reponse Status Code: " + e.getStatusCode());
System.out.println("Error Code: " + e.getErrorCode());
System.out.println("Request ID: " + e.getRequestId());
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Beenden von Spot-Instances

Sie kdnnen alle laufenden Spot-Instances beenden, indem Sie sie IDs an die
terminateInstances() Methode des Amazon EC2 Clients (ibergeben.

try {
TerminateInstancesRequest terminateRequest = new

TerminateInstancesRequest(instancelds);
ec2.terminateInstances(terminateRequest);

} catch (AmazonServiceException e) {
System.out.println("Error terminating instances");
System.out.println("Caught Exception: " + e.getMessage());
System.out.println("Reponse Status Code: " + e.getStatusCode());
System.out.println("Error Code: " + e.getErrorCode());
System.out.println("Request ID: " + e.getRequestId());

Zusammenfassung

Fassen wir zusammen: Wir bieten einen eher objektorientierten Ansatz, der die in dieser
Anleitung gezeigten Schritte in einer einfach einsetzbaren Klasse kombiniert. Wir instanziieren
eine Klasse namens Requests, die diese Aktionen ausflihrt. Zudem legen wir eine Klasse
GettingStartedApp mit einer main-Methode an, in der wir die High-Level-Funktionsaufrufe
durchfuhren.

Der vollstadndige Quellcode fur dieses Beispiel kann unter eingesehen oder heruntergeladen werden
GitHub.

Herzlichen Glickwunsch! Sie haben jetzt die Anleitung "Erweiterte Anforderungsfunktionen" zur
Entwicklung von Spot-Instance-Software mit dem AWS SDK fur Java abgeschlossen.

Amazon EC2 Instanzen verwalten

Erstellen einer Instance

Erstellen Sie eine neue Amazon EC2 Instance, indem Sie die runInstances Methode des EC2
Amazon-Clients aufrufen und ihr ein RuninstancesRequestzu verwendendes Amazon Machine Image
(AMI) und einen Instance-Typ zur Verflgung stellen.

Importe

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;
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import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.
amazonaws.
amazonaws.

services.
services.
services.
services.

ec2.model.InstanceType;
ec2.model.RunInstancesRequest;
ec2.model.RunInstancesResult;
ec2.model.Tag;

RunInstancesRequest run_request = new RunInstancesRequest()

.withImageId(ami_id)

.withInstanceType(InstanceType.T1lMicro)
.withMaxCount(1)

.withMinCount(1);

RunInstancesResult run_response = ec2.runInstances(run_request);

String reservation_id =
run_response.getReservation().getInstances().get(@).getInstanceld();

Siehe vollstandiges Beispiel.

Starten einer Instance

Um eine Amazon EC2 Instance zu starten, rufen Sie die startInstances Methode
des EC2 Amazon-Clients auf und geben ihr eine, die die ID der zu startenden Instance
StartinstancesRequestenthalt.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.StartInstancesRequest;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

StartInstancesRequest request

= new StartInstancesRequest()

.withInstanceIlds(instance_id);

ec2.startInstances(request);

Siehe vollstandiges Beispiel.
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/CreateInstance.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/StartInstancesRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/StartStopInstance.java

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

Anhalten einer Instance

Um eine Amazon EC2 Instance zu stoppen, rufen Sie die stopInstances Methode
des EC2 Amazon-Clients auf und geben ihr eine, die die ID der zu stoppenden Instance
StoplnstancesRequestenthalt.

Importe

import com.amazonaws.services.ec2.AmazonEC2;
import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;
import com.amazonaws.services.ec2.model.StopInstancesRequest;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

StopInstancesRequest request = new StopInstancesRequest()
.withInstancelds(instance_id);

ec2.stopInstances(request);

Siehe vollstandiges Beispiel.

Neustarten einer Instance

Um eine Amazon EC2 Instance neu zu starten, rufen Sie die rebootInstances Methode des EC2
Amazon-Clients auf und geben ihr eine, die die ID der Instance RebootlnstancesRequestenthalt, die
neu gestartet werden soll.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;
import com.amazonaws.services.ec2.model.RebootInstancesRequest;
import com.amazonaws.services.ec2.model.RebootInstancesResult;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

RebootInstancesRequest request = new RebootInstancesRequest()
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/StopInstancesRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/StartStopInstance.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/RebootInstancesRequest.html
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.withInstanceIlds(instance_id);

RebootInstancesResult response = ec2.rebootInstances(request);

Siehe vollstandiges Beispiel.

Beschreiben von Instances

Um lhre Instances aufzulisten, erstellen Sie eine describeInstances Methode des EC2 Amazon-
Clients DescribelnstancesRequestund rufen Sie sie auf. Es wird ein DescribelnstancesResultObjekt
zurtickgegeben, mit dem Sie die Amazon EC2 Instances fir Ihr Konto und lhre Region auflisten
konnen.

Instances werden nach Reservierung gruppiert. Jede Reservierung entspricht dem Aufruf von
startInstances, durch den die Instance gestartet wurde. Um lhre Instances aufzulisten, sollten
Sie zuerst die getReservations' method, and then call “getInstances-Methode der
DescribelInstancesResult-Klasse fir jedes zurlickgegebene Reservation-Objekt aufrufen.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.DescribeInstancesRequest;
import com.amazonaws.services.ec2.model.DescribeInstancesResult;
import com.amazonaws.services.ec2.model.Instance;

import com.amazonaws.services.ec2.model.Reservation;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();
boolean done = false;

DescribeInstancesRequest request = new DescribelnstancesRequest();
while(!done) {
DescribeInstancesResult response = ec2.describelnstances(request);

for(Reservation reservation : response.getReservations()) {
for(Instance instance : reservation.getInstances()) {
System.out.printf(
"Found instance with id %s, " +
"AMI %s, " +
"type %s, " +
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/RebootInstance.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/DescribeInstancesRequest.html
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"state %s " +

"and monitoring state %s",
instance.getInstanceId(),
instance.getImageId(),
instance.getInstanceType(),
instance.getState().getName(),
instance.getMonitoring().getState());

request.setNextToken(response.getNextToken());

if(response.getNextToken() == null) {
done = true;

Die Ergebnisse werden seitenweise zurtickgegeben. Sie kbnnen die weiteren Ergebnisse abrufen,
indem Sie den von der getNextToken-Methode des Riickgabeobjekts zuriickgegebenen Wert an
die setNextToken-Methode des Original-Anforderungsobjekts tibergeben. Verwenden Sie dann das
gleiche Anforderungsobijekt fiir den nachsten Aufruf von describeInstances.

Siehe vollstandiges Beispiel.

Uberwachung einer Instance

Sie konnen verschiedene Aspekte lhrer Amazon EC2 Instances Uberwachen, z. B. die CPU- und
Netzwerkauslastung, den verfigbaren Arbeitsspeicher und den verbleibenden Festplattenspeicher.
Weitere Informationen zur Instanziiberwachung finden Sie unter Uberwachung Amazon EC2 im
Amazon EC2 Benutzerhandbuch fur Linux-Instances.

Um mit der Uberwachung einer Instance zu beginnen, miissen Sie eine MonitorInstancesRequestmit

der ID der zu Uberwachenden Instance erstellen und sie an die monitorInstances Methode des
EC2 Amazon-Clients Ubergeben.

Importe

import com.amazonaws.services.ec2.AmazonEC2;
import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;
import com.amazonaws.services.ec2.model.MonitorInstancesRequest;

Code
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DescribeInstances.java
https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/monitoring_ec2.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/MonitorInstancesRequest.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

MonitorInstancesRequest request = new MonitorInstancesRequest()
.withInstancelds(instance_id);

ec2.monitorInstances(request);

Siehe vollstandiges Beispiel.

Anhalten der Instance-Uberwachung

Um die Uberwachung einer Instance zu beenden, erstellen Sie eine UnmonitorinstancesRequestmit

der ID der Instance, deren Uberwachung beendet werden soll, und ibergeben Sie sie an die
unmonitorInstances Methode des EC2 Amazon-Clients.

Importe

import com.amazonaws.services.ec2.AmazonEC2;
import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;
import com.amazonaws.services.ec2.model.UnmonitorInstancesRequest;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

UnmonitorInstancesRequest request = new UnmonitorInstancesRequest()
.withInstanceIds(instance_id);

ec2.unmonitorInstances(request);

Siehe vollstandiges Beispiel.

Weitere Informationen

Runlinstancesin der Amazon EC2 API-Referenz

Describelnstancesin der Amazon EC2 API-Referenz

Startinstancesin der Amazon EC2 API-Referenz

Stoplnstancesin der Amazon EC2 API-Referenz

Rebootlnstancesin der Amazon EC2 API-Referenz
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/MonitorInstance.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/UnmonitorInstancesRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/MonitorInstance.java
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_RunInstances.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_DescribeInstances.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_StartInstances.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_StopInstances.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_RebootInstances.html
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* Monitorinstancesin der Amazon EC2 API-Referenz

* Unmonitorinstancesin der Amazon EC2 API-Referenz

Verwendung von Elastic IP-Adressen in Amazon EC2

EC2-Classic geht in den Ruhestand

/A Warning

Wir gehen in den Ruhestand EC2 -Classic am 15. August 2022. Wir empfehlen Ihnen, von
EC2 -Classic zu einer VPC zu migrieren. Weitere Informationen finden Sie im Blogbeitrag
EC2-Classic-Classic-Classic Networking is Retiring — So bereiten Sie sich vor.

Zuweisen einer Elastic IP-Adresse

Um eine Elastic IP-Adresse zu verwenden, verknipfen Sie sie zuerst mit lhrem Konto und
anschlieliend mit lhrer Instance oder Netzwerkschnittstelle.

Um eine Elastic IP-Adresse zuzuweisen, rufen Sie die allocateAddress Methode des EC2
Amazon-Clients mit einem AllocateAddressRequestObjekt auf, das den Netzwerktyp (klassisch EC2
oder VPC) enthalt.

Die zurtuckgegebene Datei AllocateAddressResultenthalt eine Zuweisungs-ID, mit der Sie die

Adresse einer Instance zuordnen kdnnen, indem Sie die Zuweisungs-ID und die Instance-ID in
a AssociateAddressRequestan die associateAddress Methode des EC2 Amazon-Clients
Ubergeben.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.AllocateAddressRequest;
import com.amazonaws.services.ec2.model.AllocateAddressResult;
import com.amazonaws.services.ec2.model.AssociateAddressRequest;
import com.amazonaws.services.ec2.model.AssociateAddressResult;
import com.amazonaws.services.ec2.model.DomainType;

Code
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https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_MonitorInstances.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_UnmonitorInstances.html
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final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

AllocateAddressRequest allocate_request = new AllocateAddressRequest()
.withDomain(DomainType.Vpc);

AllocateAddressResult allocate_response
ec2.allocateAddress(allocate_request);

String allocation_id = allocate_response.getAllocationId();

AssociateAddressRequest associate_request
new AssociateAddressRequest()
.withInstancelId(instance_id)
.withAllocationId(allocation_id);

AssociateAddressResult associate_response
ec2.associateAddress(associate_request);

Siehe vollstandiges Beispiel.

Beschreiben von Elastic IP-Adressen

Um die Elastic IP-Adressen aufzulisten, die Ihrem Konto zugewiesen sind, rufen Sie

die describeAddresses Methode des EC2 Amazon-Clients auf. Sie gibt eine zurtick
DescribeAddressesResult, mit der Sie eine Liste von Address-Objekten abrufen kénnen, die die
Elastic IP-Adressen in Ihrem Konto reprasentieren.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.Address;

import com.amazonaws.services.ec2.model.DescribeAddressesResult;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();
DescribeAddressesResult response = ec2.describeAddresses();

for(Address address : response.getAddresses()) {
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/AllocateAddress.java
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System.out.printf(
"Found address with public IP %s, " +

"domain %s,

n +

"allocation id %s
"and NIC id %s",
address.getPublicIp(),
address.getDomain(),
address.getAllocationId(),
address.getNetworkInterfacelId());

Siehe vollstandiges Beispiel.

n +

Freigeben einer Elastic IP-Adresse

Um eine Elastic IP-Adresse freizugeben, rufen Sie die releaseAddress Methode des EC2

Amazon-Clients auf und Ubergeben Sie ihr eine, die die Zuweisungs-ID der Elastic IP-Adresse
ReleaseAddressRequestenthalt, die Sie freigeben mochten.

Importe

import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.
amazonaws.
amazonaws.

services.
services.
services.
.ec2.model.ReleaseAddressResult;

services

ec2.AmazonEC2;
ec2.AmazonEC2ClientBuilder;
ec2.model.ReleaseAddressRequest;

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

ReleaseAddressRequest request
.withAllocationId(alloc_id);

ReleaseAddressResult response

= new ReleaseAddressRequest()

= ec2.releaseAddress(request);

Nachdem Sie eine Elastic IP-Adresse freigegeben haben, wird sie fur den AWS IP-Adresspool

freigegeben und steht Ihnen danach méglicherweise nicht mehr zur Verfligung. Achten Sie

darauf, die DNS-Datenséatze sowie alle Server und Gerate zu aktualisieren, die mit der Adresse

kommunizieren. Wenn Sie versuchen, eine Elastic IP-Adresse freizugeben, die Sie bereits

veroffentlicht haben, erhalten Sie eine AuthFailureFehlermeldung, wenn die Adresse bereits einer
anderen AWS-Konto zugewiesen ist.
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DescribeAddresses.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/ReleaseAddressRequest.html
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Wenn Sie EC2-Classic oder eine Standard-VPC verwenden, wird durch die Freigabe einer Elastic
IP-Adresse diese automatisch von allen Instances getrennt, mit der sie verknupft ist. Verwenden Sie
die disassociateAddress Methode des EC2 Amazon-Clients, um die Zuordnung einer Elastic IP-
Adresse zu trennen, ohne sie freizugeben.

Wenn Sie einen Nicht-Standard-VPC verwenden, mussen Sie die Verknipfung der Elastic IP-
Adresse mit disassociateAddress aufheben, bevor Sie versuchen, sie freizugeben. Andernfalls
wird ein Fehler Amazon EC2 zurtckgegeben (UngultigiPAddress). InUse).

Siehe vollstandiges Beispiel.

Weitere Informationen

» Elastische IP-Adressen im Amazon EC2 Benutzerhandbuch fiir Linux-Instances
AllocateAddressin der Amazon EC2 API-Referenz

* DescribeAddressesin der Amazon EC2 API-Referenz

* ReleaseAddressin der Amazon EC2 API-Referenz

Regionen und Verflgbarkeitszonen verwenden

Beschreiben von Regionen

Rufen Sie die EC2 describeRegions Amazon-Client-Methode auf, um die fur Ihr Konto
verfligbaren Regionen aufzulisten. Sie gibt DescribeRegionsResult zurlick. Rufen Sie die
getRegions-Methode des zuriickgegebenen Objekts auf und Sie erhalten eine Liste mit Region-
Objekten, von denen jedes fir eine Region steht.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.DescribeRegionsResult;

import com.amazonaws.services.ec2.model.Region;

import com.amazonaws.services.ec2.model.AvailabilityZone;

import com.amazonaws.services.ec2.model.DescribeAvailabilityZonesResult;

Code

DescribeRegionsResult regions_response = ec2.describeRegions();
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/ReleaseAddress.java
https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/elastic-ip-addresses-eip.html
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for(Region region : regions_response.getRegions()) {
System.out.printf(
"Found region %s " +
"with endpoint %s",
region.getRegionName(),
region.getEndpoint());

Siehe vollstandiges Beispiel.

Beschreiben von Availability Zones

Rufen Sie die EC2 describeAvailabilityZones Amazon-Client-Methode

auf, um jede Availability Zone aufzulisten, die fur Ihr Konto verfugbar sind. Sie gibt
DescribeAvailabilityZonesResult zurtick. Rufen Sie die getAvailabilityZones Methode auf, um
eine Liste von AvailabilityZoneObjekten zu erhalten, die jede Availability Zone reprasentieren.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.DescribeRegionsResult;

import com.amazonaws.services.ec2.model.Region;

import com.amazonaws.services.ec2.model.AvailabilityZone;

import com.amazonaws.services.ec2.model.DescribeAvailabilityZonesResult;

Code

DescribeAvailabilityZonesResult zones_response =
ec2.describeAvailabilityZones();

for(AvailabilityZone zone : zones_response.getAvailabilityZones()) {
System.out.printf(
"Found availability zone %s " +
"with status %s " +
"in region %s",
zone.getZoneName(),
zone.getState(),
zone.getRegionName());
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DescribeRegionsAndZones.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/DescribeAvailabilityZonesResult.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/AvailabilityZone.html
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Siehe vollstandiges Beispiel.

Beschreiben von Konten

Um lhr Konto zu beschreiben, rufen Sie die describeAccountAttributes Methode des
EC2 Amazon-Clients auf. Diese Methode gibt ein DescribeAccountAttributesResultObjekt
zuriick. Rufen Sie die getAccountAttributes Methode dieses Objekts auf, um eine
Liste von AccountAttributeObjekten zu erhalten. Sie kénnen die Liste durchgehen, um ein
AccountAttributeObjekt abzurufen.

Sie kdnnen die Attributwerte |hres Kontos abrufen, indem Sie die Methode des
AccountAttributegetAttributeValuesObjekts aufrufen. Diese Methode gibt eine Liste von
AccountAttributeVValueObjekten zurlick. Sie kbnnen diese zweite Liste durchlaufen, um den Wert von
Attributen anzuzeigen (siehe das folgende Codebeispiel).

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.AccountAttributeValue;

import com.amazonaws.services.ec2.model.DescribeAccountAttributesResult;
import com.amazonaws.services.ec2.model.AccountAttribute;

import java.util.lList;

import java.util.ListIterator;

Code

AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

try{
DescribeAccountAttributesResult accountResults = ec2.describeAccountAttributes();
List<AccountAttribute> accountList = accountResults.getAccountAttributes();

for (ListIterator iter = accountlList.listIterator(); iter.hasNext(); ) {

AccountAttribute attribute = (AccountAttribute) iter.next();

System.out.print("\n The name of the attribute is
"+attribute.getAttributeName());

List<AccountAttributeValue> values = attribute.getAttributeValues();

//iterate through the attribute values
for (ListIterator iterVals = values.listIterator(); iterVals.hasNext(); ) {
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DescribeRegionsAndZones.java
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/AccountAttributeValue.html
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AccountAttributeValue myValue = (AccountAttributeValue) iterVals.next();
System.out.print("\n The value of the attribute is
"+myValue.getAttributeValue());

}
}
System.out.print("Done");
}
catch (Exception e)
{
e.getStackTrace();
}

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

* Regionen und Availability Zones im Amazon EC2 Benutzerhandbuch fir Linux-Instances

» DescribeRegionsin der Amazon EC2 API-Referenz

» DescribeAvailabilityZonesin der Amazon EC2 API-Referenz

Mit Amazon EC2 Schlusselpaaren arbeiten

Erstellen eines Schllisselpaars

Um ein key pair zu erstellen, rufen Sie die createKeyPair Methode des EC2 Amazon-Clients mit
einer auf CreateKeyPairRequest, die den Namen des Schlissels enthalt.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;
import com.amazonaws.services.ec2.model.CreateKeyPairRequest;
import com.amazonaws.services.ec2.model.CreateKeyPairResult;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

CreateKeyPairRequest request = new CreateKeyPairRequest()
.withKeyName(key_name);
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DescribeAccount.java
https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/using-regions-availability-zones.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_DescribeRegions.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_DescribeAvailabilityZones.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/CreateKeyPairRequest.html
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CreateKeyPairResult response = ec2.createKeyPair(request);

Siehe vollstandiges Beispiel.

Beschreiben von Schllsselpaaren

Rufen Sie die EC2 describeKeyPairs Amazon-Client-Methode auf, um lhre Schllisselpaare
aufzulisten oder Informationen Uber sie zu erhalten. Sie gibt eine zurlick DescribeKeyPairsResult, mit
der Sie auf die Liste der Schllsselpaare zugreifen knnen, indem Sie ihre getKeyPairs Methode
aufrufen, die eine Liste von KeyPairlnfoObjekten zurlckgibt.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;
import com.amazonaws.services.ec2.model.DescribeKeyPairsResult;
import com.amazonaws.services.ec2.model.KeyPairInfo;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();
DescribeKeyPairsResult response = ec2.describeKeyPairs();

for(KeyPairInfo key_pair : response.getKeyPairs()) {
System.out.printf(
"Found key pair with name %s " +
"and fingerprint %s",
key_pair.getKeyName(),
key_pair.getKeyFingerprint());

Siehe vollstandiges Beispiel.

LAschen eines Schllsselpaars

Um ein key pair zu I6schen, rufen Sie die deleteKeyPair Methode des EC2 Amazon-Clients auf
und Ubergeben Sie ihr eine DeleteKeyPairRequest, die den Namen des zu I6schenden key pair
enthalt.

Importe
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/CreateKeyPair.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/DescribeKeyPairsResult.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/KeyPairInfo.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DescribeKeyPairs.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/DeleteKeyPairRequest.html
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import com.
import com.
import com.
import com.

Code

amazonaws
amazonaws
amazonaws
amazonaws

final AmazonEC2 ec2

.services
.services

.ec2.AmazonEC2;
.ec2.AmazonEC2ClientBuilder;
.services.

.services.

DeleteKeyPairRequest request
.withKeyName(key_name);

DeleteKeyPairResult response

Siehe vollstandiges Beispiel.

Weitere Informationen

ec2.model.DeleteKeyPairRequest;
ec2.model.DeleteKeyPairResult;

AmazonEC2ClientBuilder.defaultClient();

new DeleteKeyPairRequest()

ec2.deleteKeyPair(request);

Amazon EC2 Schlisselpaare im Amazon EC2 Benutzerhandbuch fir Linux-Instances
CreateKeyPairin der Amazon EC2 API-Referenz
DescribeKeyPairsin der Amazon EC2 API-Referenz

DeleteKeyPairin der Amazon EC2 API-Referenz

Arbeiten mit Sicherheitsgruppen in Amazon EC2

Erstellen einer Sicherheitsgruppe

Um eine Sicherheitsgruppe zu erstellen, rufen Sie die createSecurityGroup Methode des EC2
Amazon-Clients mit einer auf CreateSecurityGroupRequest, die den Namen des Schlissels enthalt.

Importe

import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.

amazonaws

amazonaws.

services

.services

services.

ec2.AmazonEC2;

.ec2.AmazonEC2ClientBuilder;
.ec2.model.CreateSecurityGroupRequest;

services.

ec2.model.CreateSecurityGroupResult;
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DeleteKeyPair.java
https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/ec2-key-pairs.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_CreateKeyPair.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_DescribeKeyPairs.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_DeleteKeyPair.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/CreateSecurityGroupRequest.html
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final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

CreateSecurityGroupRequest create_request
CreateSecurityGroupRequest()
.withGroupName(group_name)
.withDescription(group_desc)
.withVpcId(vpc_id);

new

CreateSecurityGroupResult create_response
ec2.createSecurityGroup(create_request);

Siehe vollstandiges Beispiel.

Konfigurieren einer Sicherheitsgruppe

Eine Sicherheitsgruppe kann sowohl den eingehenden (eingehenden) als auch den ausgehenden
(ausgehenden) Datenverkehr zu lhren Instances kontrollieren. Amazon EC2

Um lhrer Sicherheitsgruppe Eingangsregeln hinzuzufligen, verwenden Sie die
authorizeSecurityGroupIngress Methode des EC2 Amazon-Clients und geben Sie den
Namen der Sicherheitsgruppe und die Zugriffsregeln (IpPermission) an, die Sie ihr innerhalb eines
AuthorizeSecurityGrouplngressRequestObjekts zuweisen mochten. Im folgenden Beispiel wird

gezeigt, wie Sie einer Sicherheitsgruppe IP-Berechtigungen hinzuflgen.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.CreateSecurityGroupRequest;
import com.amazonaws.services.ec2.model.CreateSecurityGroupResult;

Code

IpRange ip_range = new IpRange()
.withCidrIp("0.0.0.0/0");

IpPermission ip_perm = new IpPermission()
.withIpProtocol("tcp")
.withToPort(80)

.withFromPort(80)
.withIpv4Ranges(ip_range);
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/CreateSecurityGroup.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/IpPermission.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/AuthorizeSecurityGroupIngressRequest.html
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IpPermission ip_perm2 = new IpPermission()
.withIpProtocol("tcp")
.withToPort(22)
.withFromPort(22)
.withIpv4Ranges(ip_range);

AuthorizeSecurityGroupIngressRequest auth_request
AuthorizeSecurityGroupIngressRequest()
.withGroupName(group_name)
.withIpPermissions(ip_perm, ip_perm2);

new

AuthorizeSecurityGroupIngressResult auth_response
ec2.authorizeSecurityGroupIngress(auth_request);

Um der Sicherheitsgruppe eine Ausgangsregel hinzuzufligen, geben Sie ahnliche Daten
in einer der authorizeSecurityGroupEgress Methoden des EC2 Amazon-Clients
AuthorizeSecurityGroupEgressRequestan.

Siehe vollstandiges Beispiel.

Beschreiben von Sicherheitsgruppen

Rufen Sie die describeSecurityGroups Methode des EC2 Amazon-Clients auf, um lhre
Sicherheitsgruppen zu beschreiben oder Informationen Uber sie zu erhalten. Sie gibt eine zurtick
DescribeSecurityGroupsResult, mit der Sie auf die Liste der Sicherheitsgruppen zugreifen kénnen,
indem Sie ihre getSecurityGroups Methode aufrufen, die eine Liste von SecurityGroupObjekten

zuruckgibt.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.DescribeSecurityGroupsRequest;
import com.amazonaws.services.ec2.model.DescribeSecurityGroupsResult;

Code

final String USAGE =
"To run this example, supply a group id\n" +
"Ex: DescribeSecurityGroups <group-id>\n";

if (args.length != 1) {
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/AuthorizeSecurityGroupEgressRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/CreateSecurityGroup.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/DescribeSecurityGroupsResult.html
https://docs.aws.amazon.com/AWSJavaSDK/latest/javadoc/com/amazonaws/services/ec2/model/SecurityGroup.html
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System.out.println(USAGE);
System.exit(1l);

String group_id = args[Q];

Siehe vollstandiges Beispiel.

Ldschen einer Sicherheitsgruppe

Um eine Sicherheitsgruppe zu Iéschen, rufen Sie die deleteSecurityGroup Methode des EC2
Amazon-Clients auf und Ubergeben Sie ihr eine DeleteSecurityGroupRequest, die die ID der zu
I6schenden Sicherheitsgruppe enthalt.

Importe

import com.amazonaws.services.ec2.AmazonEC2;

import com.amazonaws.services.ec2.AmazonEC2ClientBuilder;

import com.amazonaws.services.ec2.model.DeleteSecurityGroupRequest;
import com.amazonaws.services.ec2.model.DeleteSecurityGroupResult;

Code

final AmazonEC2 ec2 = AmazonEC2ClientBuilder.defaultClient();

DeleteSecurityGroupRequest request = new DeleteSecurityGroupRequest()
.withGroupId(group_id);

DeleteSecurityGroupResult response = ec2.deleteSecurityGroup(request);

Siehe vollstandiges Beispiel.

Weitere Informationen

* Amazon EC2 Sicherheitsgruppen im Amazon EC2 Benutzerhandbuch fur Linux-Instances

» Autorisieren von eingehendem Traffic fur lhre Linux-Instances im Amazon EC2 Benutzerhandbuch
fur Linux-Instances

» CreateSecurityGroupin der API-Referenz Amazon EC2

» DescribeSecurityGroupsin der Amazon EC2 API-Referenz

» DeleteSecurityGroupin der Amazon EC2 API-Referenz
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DescribeSecurityGroups.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/ec2/model/DeleteSecurityGroupRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/ec2/src/main/java/aws/example/ec2/DeleteSecurityGroup.java
https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/ec2-key-pairs.html
https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/authorizing-access-to-an-instance.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_CreateSecurityGroup.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_DescribeSecurityGroups.html
https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_DeleteSecurityGroup.html
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» AuthorizeSecurityGrouplngressin der Amazon EC2 API-Referenz

|AM-Beispiele mit dem AWS SDK flr Java

Dieser Abschnitt enthalt Beispiele flr die Programmierung von IAM mit dem AWS SDK fur Java.

AWS ldentity and Access Management (IAM) ermdglicht es lhnen, den Zugriff Ihrer Benutzer

auf AWS Dienste und Ressourcen sicher zu kontrollieren. Mit IAM kénnen Sie AWS Benutzer

und Gruppen erstellen und verwalten und ihnen mithilfe von Berechtigungen den Zugriff auf
Ressourcen gewahren oder verweigern. AWS Eine vollstandige Anleitung zu IAM finden Sie im IAM
Benutzerhandbuch.

(® Note

Die Beispiele enthalten nur den Code, der zur Demonstration jeder Technik nétig ist. Der
vollstandige Beispielcode ist verfugbar unter GitHub. Von dort aus kénnen Sie eine einzelne

Quelldatei herunterladen oder das Repository klonen, um alle Beispiele lokal zu erstellen und
auszufuhren.

Themen

» Verwalten von IAM-Zugriffsschlisseln

Verwalten von IAM-Benutzern

* Verwenden von IAM-Konto-Aliasen

Arbeiten mit IAM-Richtlinien

Arbeiten mit IAM-Serverzertifikaten

Verwalten von IAM-Zugriffsschlisseln

Erstellen eines Zugriffsschlissels

Um einen IAM-Zugriffsschlissel zu erstellen, rufen Sie die AmazonldentityManagementClient
createAccessKey Methode mit einem CreateAccessKeyRequestObjekt auf.

CreateAccessKeyRequesthat zwei Konstruktoren — einen fur einen Benutzernamen und einen
ohne Parameter. Wenn Sie die Version nutzen, die keine Parameter entgegen nimmt, missen Sie
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https://docs.aws.amazon.com/AWSEC2/latest/APIReference/API_AuthorizeSecurityGroupIngress.html
https://aws.amazon.com/iam/
https://aws.amazon.com/sdk-for-java/
https://docs.aws.amazon.com/IAM/latest/UserGuide/
https://docs.aws.amazon.com/IAM/latest/UserGuide/
https://github.com/awsdocs/aws-doc-sdk-examples/tree/master/java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/CreateAccessKeyRequest.html
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den Benutzernamen mithilfe der withUsexrName-Setter-Methode festlegen, bevor Sie das Element
an die createAccessKey-Methode Ubergeben.

Importe

import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.
amazonaws.
amazonaws.

services.
services.
services.
services.

identitymanagement.AmazonIdentityManagement;
identitymanagement.AmazonIdentityManagementClientBuilder;
identitymanagement.model.CreateAccessKeyRequest;
identitymanagement.model.CreateAccessKeyResult;

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

CreateAccessKeyRequest request

.withUserName(user);

CreateAccessKeyResult response

= new CreateAccessKeyRequest()

= jam.createAccessKey(request);

Das vollstandige Beispiel finden Sie unter. GitHub

Auflisten von Zugriffsschlisseln

Um die Zugriffsschlissel flr einen bestimmten Benutzer aufzulisten, erstellen Sie ein
ListAccessKeysRequestObjekt, das den Benutzernamen enthalt, fir den die Schllssel aufgelistet

werden sollen, und Ubergeben Sie ihn an die AmazonldentityManagementClient 1istAccessKeys

Methode.

@ Note

Wenn Sie keinen Benutzernamen angeben, wird versuchtlistAccessKeys, die
Zugriffsschlissel aufzulisten, die dem Benutzer zugeordnet sind AWS-Konto , der die Anfrage
signiert hat.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/CreateAccessKey.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ListAccessKeysRequest.html
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import com.amazonaws.services.identitymanagement.model.AccessKeyMetadata;
import com.amazonaws.services.identitymanagement.model.ListAccessKeysRequest;
import com.amazonaws.services.identitymanagement.model.ListAccessKeysResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

boolean done = false;
ListAccessKeysRequest request = new ListAccessKeysRequest()
.withUserName(username);

while (!done) {
ListAccessKeysResult response = iam.listAccessKeys(request);

for (AccessKeyMetadata metadata :
response.getAccessKeyMetadata()) {
System.out.format("Retrieved access key %s",
metadata.getAccessKeyId());

request.setMarker(response.getMarker());

if (!response.getIsTruncated()) {
done = true;

Die Ergebnisse von 1istAccessKeys sind seitenweise angeordnet (mit einem Standardhéchstwert
von 100 Datenséatzen pro Aufruf). Sie kdnnen das zurtickgegebene ListAccessKeysResultObjekt
aufrufengetIsTruncated, um zu Uberprifen, ob die Abfrage weniger Ergebnisse geliefert hat,

als verfugbar sind. Falls ja, rufen Sie setMarker fir den ListAccessKeysRequest auf und
Ubergeben Sie ihn beim nachsten Aufruf von 1istAccessKeys.

Das vollstandige Beispiel finden Sie unter GitHub.

Abrufen der letzten Nutzungszeit eines Zugriffsschlissels

Um die Uhrzeit zu ermitteln, zu der ein Zugriffsschlissel zuletzt verwendet wurde, rufen Sie
die AmazonldentityManagementClient getAccessKeyLastUsed 's-Methode mit der ID des
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ListAccessKeysResult.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/ListAccessKeys.java
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Zugriffsschlissels auf (die mithilfe eines GetAccessKeylLastUsedRequestObjekts ibergeben werden
kann), oder direkt an die Overload, die die Zugriffsschlissel-ID direkt Gbernimmt.

Sie kénnen dann das zuriickgegebene GetAccessKeylastUsedResultObjekt verwenden, um die
Uhrzeit der letzten Verwendung des Schllssels abzurufen.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.GetAccessKeylLastUsedRequest;
import com.amazonaws.services.identitymanagement.model.GetAccessKeylLastUsedResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

GetAccessKeylLastUsedRequest request
.withAccessKeyId(access_id);

new GetAccessKeylLastUsedRequest()

GetAccessKeylLastUsedResult response = iam.getAccessKeylLastUsed(request);

System.out.println("Access key was last used at: " +
response.getAccessKeylLastUsed().getlLastUsedDate());

Das vollstandige Beispiel finden Sie unter GitHub.

Aktivieren oder Deaktivieren von Zugriffsschllsseln

Sie kénnen einen Zugriffsschlissel aktivieren oder deaktivieren, indem Sie ein
UpdateAccessKeyRequestObjekt erstellen, die Zugriffsschllissel-ID, optional den
Benutzernamen und den gewlinschten Status angeben und dann das Anforderungsobjekt an die

AmazonldentityManagementClient updateAccessKey -Methode lbergeben.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;
import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.UpdateAccessKeyRequest;
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/GetAccessKeyLastUsedRequest.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/GetAccessKeyLastUsedResult.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/AccessKeyLastUsed.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/UpdateAccessKeyRequest.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/StatusType.html
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import com.amazonaws.services.identitymanagement.model.UpdateAccessKeyResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

UpdateAccessKeyRequest request = new UpdateAccessKeyRequest()
.withAccessKeyId(access_id)
.withUserName(username)

.withStatus(status);

UpdateAccessKeyResult response = iam.updateAccessKey(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Léschen eines Zugriffsschlissels

Um einen Zugriffsschlissel dauerhaft zu I16schen, rufen Sie die deleteKey Methode
AmazonldentityManagementClient 'auf und geben ihr eine, die die ID und den Benutzernamen des
Zugriffsschlissels DeleteAccessKeyRequestenthalt.

® Note

Nach dem Léschen kénnen Schlissel nicht mehr abgerufen oder verwendet werden. Um
einen Schllssel voriibergehend zu deaktivieren, sodass er spater wieder aktiviert werden
kann, verwenden Sie stattdessen updateAccessKeymethod.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.DeleteAccessKeyRequest;

import com.amazonaws.services.identitymanagement.model.DeleteAccessKeyResult;

Code

final AmazonIdentityManagement iam =
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/UpdateAccessKey.java
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AmazonIdentityManagementClientBuilder.defaultClient();

DeleteAccessKeyRequest request

= new DeleteAccessKeyRequest()

.withAccessKeyId(access_key)
.withUserName(username);

DeleteAccessKeyResult response

= jam.deleteAccessKey(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

» CreateAccessKeyin der IAM-API-Referenz

 ListAccessKeysin der IAM-API-Referenz

» GetAccessKeylLastUsedin der IAM-API-Referenz

» UpdateAccessKeyin der IAM-API-Referenz

» DeleteAccessKeyin der IAM-API-Referenz

Verwalten von |IAM-Benutzern

Erstellen eines Benutzers

Erstellen Sie einen neuen IAM-Benutzer, indem Sie den Benutzernamen fir die createUser
Methode AmazonldentityManagementClient angeben, entweder direkt oder mithilfe eines
CreateUserRequestObjekts, das den Benutzernamen enthalt.

Importe

import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.
amazonaws.
amazonaws.

services

services.
services.

.identitymanagement.AmazonIdentityManagement;
services.

identitymanagement.AmazonIdentityManagementClientBuilder;
identitymanagement.model.CreateUserRequest;
identitymanagement.model.CreateUserResult;

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/DeleteAccessKey.java
https://docs.aws.amazon.com/IAM/latest/APIReference/API_CreateAccessKey.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_ListAccessKeys.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_GetAccessKeyLastUsed.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_UpdateAccessKey.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_DeleteAccessKey.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/CreateUserRequest.html
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CreateUserRequest request = new CreateUserRequest()
.withUserName(username);

CreateUserResult response = iam.createUser(request);

Das vollstandige Beispiel finden Sie unter. GitHub

Auflisten von Benutzern

Um die IAM-Benutzer fir lhr Konto aufzulisten, erstellen Sie ein neues ListUsersRequestund

Ubergeben Sie es an die AmazonldentityManagementClient 1istUsers Methode. Sie kénnen die
Benutzerliste abrufen, indem Sie das zurlickgegebene ListUsersResultObjekt aufrufengetUsers.

Die von 1listUsers zurlickgegebene Benutzerliste ist segmentiert. Sie kdnnen prifen, ob weitere
Ergebnisse bereitliegen, indem Sie die getIsTruncated-Methode des Antwortobjekts aufrufen.
Gibt sie true zurick, rufen Sie die setMarker ()-Methode des Anfrageobjekts auf und Gbergeben
ihr den Ruckgabewert der getMarker ( )-Methode des Antwortobjekts.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.ListUsersRequest;

import com.amazonaws.services.identitymanagement.model.ListUsersResult;

import com.amazonaws.services.identitymanagement.model.User;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

boolean done = false;
ListUsersRequest request = new ListUsersRequest();

while(!done) {
ListUsersResult response = iam.listUsers(request);

for(User user : response.getUsers()) {
System.out.format("Retrieved user %s", user.getUserName());
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/CreateUser.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ListUsersRequest.html
https://docs.aws.amazon.com/AWSJavaSDK/latest/javadoc/com/amazonaws/services/identitymanagement/model/ListUsersResult.html
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request.setMarker(response.getMarker());

if(!response.getIsTruncated()) {
done = true;

Das vollstandige Beispiel finden Sie unter GitHub.

Aktualisieren eines Benutzers

Um einen Benutzer zu aktualisieren, rufen Sie die updateUser Methode des
AmazonldentityManagementClient Objekts auf, die ein UpdateUserRequestObjekt verwendet, mit
dem Sie den Namen oder Pfad des Benutzers dndern konnen.

Importe

import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.
amazonaws.
amazonaws.

services.
services.
services.
services.

identitymanagement.AmazonIdentityManagement;
identitymanagement.AmazonIdentityManagementClientBuilder;
identitymanagement.model.UpdateUserRequest;
identitymanagement.model.UpdateUserResult;

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

UpdateUserRequest request = new UpdateUserRequest()
.withUserName(cur_name)
.withNewUserName(new_name);

UpdateUserResult response = iam.updateUser(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Loschen eines Benutzers

Um einen Benutzer zu I6schen, rufen Sie die AmazonldentityManagementClient deleteUser
Anfrage mit einem UpdateUserRequestObjektsatz mit dem zu I6schenden Benutzernamen auf.

Importe
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/ListUsers.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/UpdateUserRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/UpdateUser.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/UpdateUserRequest.html
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import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.DeleteConflictException;

import com.amazonaws.services.identitymanagement.model.DeleteUserRequest;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

DeleteUserRequest request = new DeleteUserRequest()
.withUserName(username);

try {
iam.deleteUser(request);
} catch (DeleteConflictException e) {
System.out.println("Unable to delete user. Verify user is not" +
" associated with any resources");
throw e;

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

* |AM-Benutzer im |AM Benutzerhandbuch

« Verwaltung von IAM-Benutzern im Benutzerhandbuch IAM

+ CreateUserin der IAM-API-Referenz
« ListUsersin der IAM-API-Referenz

+ UpdateUserin der IAM-API-Referenz
+ DeleteUserin der IAM-API-Referenz

Verwenden von IAM-Konto-Aliasen
Wenn Sie mochten, dass die URL fur Ihre Anmeldeseite lhren Firmennamen oder eine andere

benutzerfreundliche Kennung anstelle lhrer AWS-Konto ID enthalt, kdbnnen Sie einen Alias fur lhre
AWS-Konto.
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/DeleteUser.java
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_users.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_users_manage.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_CreateUser.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_ListUsers.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_UpdateUser.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_DeleteUser.html
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® Note

AWS unterstitzt genau einen Kontoalias pro Konto.

Erstellen eines Konto-Alias

Um einen Kontoalias zu erstellen, rufen Sie die createAccountAlias Methode
AmazonldentityManagementClient's mit einem CreateAccountAliasRequestObjekt auf, das den
Aliasnamen enthalt.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.CreateAccountAliasRequest;
import com.amazonaws.services.identitymanagement.model.CreateAccountAliasResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

CreateAccountAliasRequest request = new CreateAccountAliasRequest()
.withAccountAlias(alias);

CreateAccountAliasResult response = iam.createAccountAlias(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Auflisten von Konto-Aliassen

Rufen Sie die 1istAccountAliases Methode s auf, um den AmazonldentityManagementClient
Alias Ihres Kontos aufzulisten, falls vorhanden.

@ Note

Die zurtickgegebene Methode ListAccountAliasesResultunterstiitzt dieselben getMarker
Methoden getIsTruncated und wie andere AWS SDK fir Java Listenmethoden, AWS-
Konto kann jedoch nur einen Kontoalias haben.
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/CreateAccountAliasRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/CreateAccountAlias.java
https://docs.aws.amazon.com/AWSJavaSDK/latest/javadoc/com/amazonaws/services/identitymanagement/model/ListAccountAliasesResult.html
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Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;
import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.ListAccountAliasesResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

ListAccountAliasesResult response = iam.listAccountAliases();

for (String alias : response.getAccountAliases()) {
System.out.printf("Retrieved account alias %s", alias);

Das vollstandige Beispiel finden Sie unter GitHub.

Loschen eines Konto-Alias

Um den Alias Ihres Kontos zu l6schen, rufen Sie AmazonldentityManagementClient die
deleteAccountAlias Methode auf. Wenn Sie einen Kontoalias I6schen, miissen Sie seinen
Namen mithilfe eines DeleteAccountAliasRequestObjekts angeben.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.DeleteAccountAliasRequest;
import com.amazonaws.services.identitymanagement.model.DeleteAccountAliasResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

DeleteAccountAliasRequest request = new DeleteAccountAliasRequest()
.withAccountAlias(alias);
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/ListAccountAliases.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/DeleteAccountAliasRequest.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

DeleteAccountAliasResult response = iam.deleteAccountAlias(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

lhre AWS Konto-ID und ihr Alias finden Sie im IAM Benutzerhandbuch

» CreateAccountAliasin der IAM-API-Referenz

» ListAccountAliasesin der IAM-API-Referenz

» DeleteAccountAliasin der IAM-API-Referenz

Arbeiten mit IAM-Richtlinien

Erstellen einer Richtlinie

Um eine neue Richtlinie zu erstellen, geben Sie den Namen der Richtlinie und ein
Richtliniendokument im JSON-Format in einer Methode CreatePolicyRequestan
AmazonldentityManagementClient. createPolicy

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;
import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.CreatePolicyRequest;
import com.amazonaws.services.identitymanagement.model.CreatePolicyResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

CreatePolicyRequest request = new CreatePolicyRequest()
.withPolicyName(policy_name)

.withPolicyDocument (POLICY_DOCUMENT);

CreatePolicyResult response = iam.createPolicy(request);

IAM-Richtliniendokumente sind JSON-Zeichenfolgen mit einer gut dokumentierten Syntax. Hier finden

Sie ein Beispiel, das den Zugriff fir bestimmte Anfragen an DynamoDB gewahrt.
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/DeleteAccountAlias.java
https://docs.aws.amazon.com/IAM/latest/UserGuide/console_account-alias.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_CreateAccountAlias.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_ListAccountAliases.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_DeleteAccountAlias.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/CreatePolicyRequest.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/reference_policies_grammar.html
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public static final String POLICY_DOCUMENT =

II{II +

" \"Version\": \"2012-10-17\", "o+

" \"Statement\":

n {Il +

n ]Il
II}II;

" +

\"Effect\": \"Allow\"," +

\"Action\": \"logs:CreateLogGroup\"," +
\"Resource\": \"%s\"" +

" 3, o+

n {Il +

\"Effect\": \"Allow\"," +

\"Action\": [" +
\"dynamodb:DeleteItem\"," +
\"dynamodb:GetItem\"," +
\"dynamodb:PutItem\"," +
\"dynamodb:Scan\"," +
\"dynamodb:UpdateItem\"" +

1, +

\"Resource\": \"RESOURCE_ARN\"" +
n }Il +

+

Das vollstandige Beispiel finden Sie unter. GitHub

Abrufen einer Richtlinie

Um eine bestehende Richtlinie abzurufen, rufen Sie die AmazonldentityManagementClient
getPolicy Methode auf und geben den ARN der Richtlinie in einem GetPolicyRequestObjekt an.

Importe

import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.
amazonaws.
amazonaws.

services.
services.
.identitymanagement.model.GetPolicyRequest;
services.

services

identitymanagement.AmazonIdentityManagement;
identitymanagement.AmazonIdentityManagementClientBuilder;

identitymanagement.model.GetPolicyResult;

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/CreatePolicy.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/GetPolicyRequest.html
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GetPolicyRequest request = new GetPolicyRequest()
.withPolicyArn(policy_arn);

GetPolicyResult response = iam.getPolicy(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Anflgen einer Rollenrichtlinie

Sie kdnnen eine Richtlinie an IAMhttp: //docs.aws.amazon anhangen. com/IAM/
latest/UserGuide/id_roles.html [role], indem Sie die attachRolePolicy Methode
AmazonldentityManagementClient's aufrufen und ihr den Rollennamen und den Richtlinien-ARN in
einem zur Verfugung stellen AttachRolePolicyRequest.

Importe

import com.
import com.
import com.
import com.

Code

amazonaws.
amazonaws.
amazonaws.
amazonaws.

services

services.
services.
services.

.identitymanagement.AmazonIdentityManagement;

identitymanagement.AmazonIdentityManagementClientBuilder;
identitymanagement.model.AttachRolePolicyRequest;
identitymanagement.model.AttachedPolicy;

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

AttachRolePolicyRequest attach_request =
new AttachRolePolicyRequest()
.withRoleName(role_name)
.withPolicyArn(POLICY_ARN);

iam.attachRolePolicy(attach_request);

Das vollstandige Beispiel finden Sie unter GitHub.

Auflisten angeflgter Rollenrichtlinien

Listet die angehangten Richtlinien fir eine Rolle auf, indem Sie die 1istAttachedRolePolicies
Methode AmazonldentityManagementClient's aufrufen. Es wird ein
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/GetPolicy.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/AttachRolePolicyRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/AttachRolePolicy.java
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ListAttachedRolePoliciesRequestObjekt bendtigt, das den Rollennamen enthalt, um die Richtlinien
aufzulisten.

Rufen Sie das zuriickgegebene ListAttachedRolePoliciesResultObjekt getAttachedPolicies

auf, um die Liste der angehangten Richtlinien abzurufen. Die Ergebnisse sind evtl. geklrzt. Gibt die
ListAttachedRolePoliciesResult-Methode des getIsTruncated-Objekts true zurlck,
rufen Sie die ListAttachedRolePoliciesRequest-Methode des setMarker-Objekts auf.
Verwenden Sie das Ergebnis dann in einem weiteren Aufruf von 1istAttachedRolePolicies, um
das nachste Teilergebnis abzurufen.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.ListAttachedRolePoliciesRequest;
import com.amazonaws.services.identitymanagement.model.ListAttachedRolePoliciesResult;
import java.util.Arraylist;

import java.util.lList;

import java.util.stream.Collectors;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

ListAttachedRolePoliciesRequest request =
new ListAttachedRolePoliciesRequest()
.withRoleName(role_name);

List<AttachedPolicy> matching_policies = new ArraylList<>();
boolean done = false;

while(!done) {
ListAttachedRolePoliciesResult response =
iam.listAttachedRolePolicies(request);

matching_policies.addAll(
response.getAttachedPolicies()
.stream()
.filter(p -> p.getPolicyName().equals(role_name))
.collect(Collectors.toList()));
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ListAttachedRolePoliciesRequest.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ListAttachedRolePoliciesResult.html
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if(!response.getIsTruncated()) {
done = true;

}

request.setMarker(response.getMarker());

Das vollstandige Beispiel finden Sie unter GitHub.

Trennen einer Rollenrichtlinie

Um eine Richtlinie von einer Rolle zu trennen, rufen Sie die detachRolePolicy Methode
AmazonldentityManagementClient's auf und geben Sie ihr den Rollennamen und den Richtlinien-
ARN in a DetachRolePolicyRequestan.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.DetachRolePolicyRequest;

import com.amazonaws.services.identitymanagement.model.DetachRolePolicyResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

DetachRolePolicyRequest request = new DetachRolePolicyRequest()
.withRoleName(role_name)
.withPolicyArn(policy_arn);

DetachRolePolicyResult response = iam.detachRolePolicy(request);

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Informationen

« Uberblick tiber die IAM-Richtlinien im IAM Benutzerhandbuch.

 AWS Referenz zu den IAM-Richtlinien im IAM Benutzerhandbuch.

+ CreatePolicyin der IAM-API|-Referenz
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/AttachRolePolicy.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/DetachRolePolicyRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/DetachRolePolicy.java
https://docs.aws.amazon.com/IAM/latest/UserGuide/access_policies.html
https://docs.aws.amazon.com/IAM/latest/UserGuide/reference_policies.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_CreatePolicy.html
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+ GetPolicyin der IAM-API-Referenz

» AttachRolePolicyin der IAM-API-Referenz

+ ListAttachedRolePoliciesin der IAM-API-Referenz
» DetachRolePolicyin der IAM-API-Referenz

Arbeiten mit IAM-Serverzertifikaten

Um HTTPS-Verbindungen zu Ihrer Website oder Anwendung zu aktivieren AWS, bendtigen Sie
ein SSL/TLS-Serverzertifikat. Sie kdnnen ein Serverzertifikat verwenden, das von AWS Certificate
Manager bereitgestellt wird, oder eines, das Sie von einem externen Anbieter bezogen haben.

Wir empfehlen, dass Sie ACM fur die Bereitstellung, Verwaltung und Bereitstellung lhrer
Serverzertifikate verwenden. Mit ACM kénnen Sie ein Zertifikat anfordern, es fur lhre AWS
Ressourcen bereitstellen und ACM die Zertifikatserneuerung fur Sie durchfluihren lassen. Zertifikate
von ACM sind kostenlos. Weitere Informationen zu ACM finden Sie im ACM-Benutzerhandbuch.

Abrufen eines Serverzertifikats

Sie kénnen ein Serverzertifikat abrufen, indem Sie die getServerCertificate Methode
AmazonldentityManagementClient 'aufrufen und ihr eine GetServerCertificateRequestmit dem
Namen des Zertifikats Ubergeben.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.GetServerCertificateRequest;
import com.amazonaws.services.identitymanagement.model.GetServerCertificateResult;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

GetServerCertificateRequest request = new GetServerCertificateRequest()
.withServerCertificateName(cert_name);

GetServerCertificateResult response = iam.getServerCertificate(request);
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https://docs.aws.amazon.com/IAM/latest/APIReference/API_GetPolicy.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_AttachRolePolicy.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_ListAttachedRolePolicies.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_DetachRolePolicy.html
https://docs.aws.amazon.com/acm/latest/userguide/
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/GetServerCertificateRequest.html
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Das vollstandige Beispiel finden Sie unter GitHub.

Auflisten von Serverzertifikaten

Um lhre Serverzertifikate aufzulisten, rufen Sie die 1istServerCertificates Methode
AmazonldentityManagementClient's mit einem auf ListServerCertificatesRequest. Sie gibt
ListServerCertificatesResult zurlck.

Rufen Sie die getServerCertificateMetadatalist Methode des

zurlickgegebenen ListServerCertificateResult Objekts auf, um eine Liste von
ServerCertificateMetadataObjekten abzurufen, mit denen Sie Informationen zu den einzelnen
Zertifikaten abrufen kénnen.

Die Ergebnisse sind evtl. gekiirzt. Gibt die ListServerCertificateResult-Methode des
getIsTruncated-Objekts true zurlick, rufen Sie die ListServerCertificatesRequest-
Methode des setMarker-Objekts auf. Verwenden Sie das Ergebnis dann in einem weiteren Aufruf
von listServerCertificates, um das nachste Teilergebnis abzurufen.

Importe

import com.amazonaws.services.identitymanagement.AmazonIdentityManagement;

import com.amazonaws.services.identitymanagement.AmazonIdentityManagementClientBuilder;
import com.amazonaws.services.identitymanagement.model.ListServerCertificatesRequest;
import com.amazonaws.services.identitymanagement.model.ListServerCertificatesResult;
import com.amazonaws.services.identitymanagement.model.ServerCertificateMetadata;

Code

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

boolean done = false;
ListServerCertificatesRequest request =
new ListServerCertificatesRequest();

while(!done) {

ListServerCertificatesResult response =
iam.listServerCertificates(request);

for(ServerCertificateMetadata metadata :
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/GetServerCertificate.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ListServerCertificatesRequest.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ListServerCertificatesResult.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/ServerCertificateMetadata.html
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response.getServerCertificateMetadatalist()) {
System.out.printf("Retrieved server certificate %s",
metadata.getServerCertificateName());

request.setMarker(response.getMarker());

if(!response.getIsTruncated()) {
done = true;

Das vollstandige Beispiel finden Sie unter GitHub.

Aktualisieren eines Serverzertifikats

Sie kbnnen den Namen oder Pfad eines Serverzertifikats aktualisieren, indem Sie die
updateServerCertificate Methode AmazonldentityManagementClient's aufrufen. Sie bendtigt
eine UpdateServerCertificateRequestObjektgruppe mit dem aktuellen Namen des Serverzertifikats

und entweder einem neuen Namen oder einem neuen Pfad zur Verwendung.

Importe

import com.amazonaws.
import com.amazonaws.
import com.amazonaws.
import com.amazonaws.

Code

services.
services.
services.
services.

identitymanagement.AmazonIdentityManagement;
identitymanagement.AmazonIdentityManagementClientBuilder;
identitymanagement.model.UpdateServerCertificateRequest;
identitymanagement.model.UpdateServerCertificateResult;

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

UpdateServerCertificateRequest request =
new UpdateServerCertificateRequest()
.withServerCertificateName(cur_name)
.withNewServerCertificateName(new_name);

UpdateServerCertificateResult response =
iam.updateServerCertificate(request);

Das vollstandige Beispiel finden Sie unter GitHub.
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Loschen eines Serverzertifikats

Um ein Serverzertifikat zu I6schen, rufen Sie die deleteServerCertificate Methode
AmazonldentityManagementClient 'mit einem auf, das den Namen des Zertifikats
DeleteServerCertificateRequestenthalt.

Importe

import com.amazonaws.
import com.amazonaws.
import com.amazonaws.
import com.amazonaws.

Code

services.
services.
services.
services.

identitymanagement.AmazonIdentityManagement;
identitymanagement.AmazonIdentityManagementClientBuilder;
identitymanagement.model.DeleteServerCertificateRequest;
identitymanagement.model.DeleteServerCertificateResult;

final AmazonIdentityManagement iam =
AmazonIdentityManagementClientBuilder.defaultClient();

DeleteServerCertificateRequest request =
new DeleteServerCertificateRequest()

.withServerCertificateName(cert_name);

DeleteServerCertificateResult response =
iam.deleteServerCertificate(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

* Arbeiten mit Serverzertifikaten im IAM Benutzerhandbuch

» GetServerCertificatein der IAM-API-Referenz
» ListServerCertificatesin der IAM-API-Referenz
» UpdateServerCertificatein der IAM-API-Referenz

» DeleteServerCertificatein der IAM-API-Referenz

 ACM-Benutzerhandbuch

Lambda Beispiele fur die Verwendung der AWS SDK fur Java

Dieser Abschnitt enthalt Beispiele fur die Programmierung Lambda mit dem AWS SDK fir Java.

Lambda Amazon-Beispiele
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/identitymanagement/model/DeleteServerCertificateRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/iam/src/main/java/aws/example/iam/DeleteServerCertificate.java
https://docs.aws.amazon.com/IAM/latest/UserGuide/id_credentials_server-certs.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_GetServerCertificate.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_ListServerCertificates.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_UpdateServerCertificate.html
https://docs.aws.amazon.com/IAM/latest/APIReference/API_DeleteServerCertificate.html
https://docs.aws.amazon.com/acm/latest/userguide/
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® Note

Die Beispiele enthalten nur den Code, der zur Demonstration jeder Technik nétig ist. Der
vollstandige Beispielcode ist verfugbar unter GitHub. Von dort aus kénnen Sie eine einzelne
Quelldatei herunterladen oder das Repository klonen, um alle Beispiele lokal zu erstellen und
auszufuhren.

Themen

* Funktionen aufrufen, auflisten und l6schen Lambda

Funktionen aufrufen, auflisten und I6schen Lambda

Dieser Abschnitt enthalt Beispiele flr die Programmierung mit dem Lambda Service-Client unter
Verwendung von. AWS SDK fur Java Informationen zum Erstellen einer Lambda Funktion finden Sie
unter So erstellen Sie AWS Lambda Funktionen.

Themen

» Aufruf einer -Funktion

» Listenfunktionen

* Loschen einer -Funktion

Aufruf einer -Funktion

Sie kénnen eine Lambda Funktion aufrufen, indem Sie ein AWSLambdaObijekt erstellen und dessen
invoke Methode aufrufen. Erstellen Sie ein InvokeRequestObjekt, um zusatzliche Informationen
wie den Funktionsnamen und die Nutzlast anzugeben, die an die Funktion Ubergeben werden sollen.
Lambda Funktionsnamen werden als arn:aws:lambda:us-east - 1:555556330391:function: angezeigt.
HelloFunction Sie konnen den Wert abrufen, indem Sie sich die Funktion in der ansehen. AWS-
Managementkonsole

Um Nutzdaten an eine Funktion zu Ubergeben, rufen Sie die withPayload Methode des
InvokeRequestObjekts auf und geben Sie eine Zeichenfolge im JSON-Format an, wie im folgenden
Codebeispiel gezeigt.

Importe
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import com.amazonaws.auth.profile.ProfileCredentialsProvider;
import com.amazonaws.regions.Regions;

import com.amazonaws.services.lambda.AWSLambda;

import com.amazonaws.services.lambda.AWSLambdaClientBuilder;
import com.amazonaws.services.lambda.model.InvokeRequest;
import com.amazonaws.services.lambda.model.InvokeResult;
import com.amazonaws.services.lambda.model.ServiceException;

import java.nio.charset.StandardCharsets;

Code

Das folgende Codebeispiel zeigt, wie eine Funktion aufgerufen wird. Lambda

String functionName = args[0];

InvokeRequest invokeRequest = new InvokeRequest()
.withFunctionName(functionName)
.withPayload("{\n" +

" \"Hello \": \"Paris\",\n" +
" \"countryCode\": \"FR\"\n" +
"3

InvokeResult invokeResult = null;

try {
AWSLambda awsLambda = AWSLambdaClientBuilder.standard()
.withCredentials(new ProfileCredentialsProvider())
.withRegion(Regions.US_WEST_2).build();

invokeResult = awslLambda.invoke(invokeRequest);

String ans = new String(invokeResult.getPayload().array(),
StandardCharsets.UTF_8);

//write out the return value
System.out.println(ans);

} catch (ServiceException e) {
System.out.println(e);

System.out.println(invokeResult.getStatusCode());

Serviceoperationen
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Auf GitHub finden Sie ein vollstandiges Beispiel.

Listenfunktionen

Erstellen Sie ein AWSLambdaObjekt und rufen Sie seine 1istFunctions Methode auf. Diese
Methode gibt ein ListFunctionsResultObjekt zurlick. Sie kdnnen die getFunctions Methode dieses
Objekts aufrufen, um eine Liste von FunctionConfigurationObjekten zurlickzugeben. Sie kénnen die

Liste durchlaufen, um Informationen Uber die Funktionen abzurufen. Das folgende Java-Codebeispiel

zeigt beispielsweise, wie die einzelnen Funktionsnamen abgerufen werden.

Importe

import
import
import
import
import
import
import
import
import

Code

com.
com.
com.
com.
com.
com.
com.

amazonaws.auth.profile.ProfileCredentialsProvider;
amazonaws.regions.Regions;
amazonaws.services.lambda.AWSLambda;
amazonaws.services.lambda.AWSLambdaClientBuilder;
amazonaws.services.lambda.model.FunctionConfiguration;
amazonaws.services.lambda.model.ListFunctionsResult;
amazonaws.services.lambda.model.ServiceException;

java.util.Iterator;
java.util.List;

Das folgende Java-Codebeispiel zeigt, wie eine Liste von Lambda Funktionsnamen abgerufen wird.

ListFunctionsResult functionResult = null;

try {

AWSLambda awsLambda = AWSLambdaClientBuilder.standard()
.withCredentials(new ProfileCredentialsProvider())
.withRegion(Regions.US_WEST_2).build();

functionResult = awslLambda.listFunctions();

List<FunctionConfiguration> list = functionResult.getFunctions();

for (Iterator iter = list.iterator(); iter.hasNext(); ) {
FunctionConfiguration config = (FunctionConfiguration)iter.next();

System.out.println("The function name is "+config.getFunctionName());

Serviceoperationen
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/lambda/src/main/java/com/example/lambda/LambdaInvokeFunction.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/lambda/AWSLambda.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/lambda/model/ListFunctionsResult.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/lambda/model/FunctionConfiguration.html
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} catch (ServiceException e) {
System.out.println(e);

Auf GitHub finden Sie ein vollstandiges Beispiel.

Ldschen einer -Funktion

Erstellen Sie ein AWSLambdaObjekt und rufen Sie seine deleteFunction Methode auf. Erstellen
Sie ein DeleteFunctionRequestObjekt und Ubergeben Sie es an die deleteFunction Methode.
Dieses Objekt enthalt Informationen wie den Namen der zu I6schenden Funktion. Funktionsnamen
werden als arn:aws:lambda:us-east - 1:555556330391:function: angezeigt. HelloFunction Sie kbnnen
den Wert abrufen, indem Sie sich die Funktion in der ansehen. AWS-Managementkonsole

Importe

import com.amazonaws.auth.profile.ProfileCredentialsProvider;
import com.amazonaws.regions.Regions;

import com.amazonaws.services.lambda.AWSLambda;

import com.amazonaws.services.lambda.AWSLambdaClientBuilder;
import com.amazonaws.services.lambda.model.ServiceException;
import com.amazonaws.services.lambda.model.DeleteFunctionRequest;

Code

Der folgende Java-Code zeigt, wie eine Lambda Funktion geléscht wird.

String functionName = args[0];
try {
AwWSLambda awsLambda = AWSLambdaClientBuilder.standard()
.withCredentials(new ProfileCredentialsProvider())
.withRegion(Regions.US_WEST_2).build();

DeleteFunctionRequest delFunc = new DeleteFunctionRequest();
delFunc.withFunctionName(functionName);

//Delete the function
awsLambda.deleteFunction(delFunc);
System.out.println("The function is deleted");

} catch (ServiceException e) {
System.out.println(e);
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}

Auf GitHub finden Sie ein vollstandiges Beispiel.

Amazon Pinpoint Beispiele fur die Verwendung der AWS SDK fur
Java

Dieser Abschnitt bietet Beispiele fir die Programmierung von Amazon Pinpoint mithilfe des AWS
SDK fur Java.

@ Note

Die Beispiele enthalten nur den Code, der zur Demonstration jeder Technik nétig ist. Der
vollstandige Beispielcode ist verfligbar unter GitHub. Von dort aus kénnen Sie eine einzelne
Quelldatei herunterladen oder das Repository klonen, um alle Beispiele lokal zu erstellen und
auszufuhren.

Themen

» Apps erstellen und I6schen in Amazon Pinpoint

« Endpunkte erstellen in Amazon Pinpoint

» Segmente erstellen in Amazon Pinpoint

« Kampagnen erstellen in Amazon Pinpoint

Kanale aktualisieren in Amazon Pinpoint

Apps erstellen und I16schen in Amazon Pinpoint

Eine App ist ein Amazon Pinpoint Projekt, in dem Sie die Zielgruppe fur eine bestimmte Anwendung
definieren und diese Zielgruppe mit mafligeschneiderten Nachrichten ansprechen. Die Beispiele auf
dieser Seite zeigen, wie Sie eine neue App erstellen oder eine bestehende I6schen.

Erstellen einer Anwendung

Erstellen Sie eine neue App, Amazon Pinpoint indem Sie dem CreateAppRequestObjekt einen
App-Namen geben und dieses Objekt dann an die AmazonPinpointClient cteateApp -Methode
Ubergeben.
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/lambda/src/main/java/com/example/lambda/DeleteFunction.java
https://aws.amazon.com/pinpoint/
https://aws.amazon.com/sdk-for-java/
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Importe

import com.amazonaws.services.pinpoint.AmazonPinpoint;

import com.amazonaws.services.pinpoint.AmazonPinpointClientBuilder;
import com.amazonaws.services.pinpoint.model.CreateAppRequest;

import com.amazonaws.services.pinpoint.model.CreateAppResult;

import com.amazonaws.services.pinpoint.model.CreateApplicationRequest;

Code

CreateApplicationRequest appRequest = new CreateApplicationRequest()
.withName(appName);

CreateAppRequest request = new CreateAppRequest();

request.withCreateApplicationRequest(appRequest);
CreateAppResult result = pinpoint.createApp(request);

Das vollstandige Beispiel finden Sie unter GitHub.

Loschen einer APP

Um eine App zu I6schen, rufen Sie die AmazonPinpointClient deleteApp Anfrage mit einem
DeleteAppRequestObjekt auf, fur das der zu I6schende App-Name festgelegt ist.

Importe

import com.amazonaws.services.pinpoint.AmazonPinpoint;
import com.amazonaws.services.pinpoint.AmazonPinpointClientBuilder;

Code

DeleteAppRequest deleteRequest = new DeleteAppRequest()
.withApplicationId(appID);

pinpoint.deleteApp(deleteRequest);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

 Apps in der Amazon Pinpoint API-Referenz
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/pinpoint/model/DeleteAppRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/pinpoint/src/main/java/com/example/pinpoint/DeleteApp.java
https://docs.aws.amazon.com/pinpoint/latest/apireference/rest-api-apps.html
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+ App in der Amazon Pinpoint API-Referenz

Endpunkte erstellen in Amazon Pinpoint

Ein Endpunkt kennzeichnet auf eindeutige Weise ein Benutzergerat, an das Sie mit Amazon Pinpoint
Push-Benachrichtigungen senden kénnen. Wenn fir Ihre App Amazon Pinpoint Support aktiviert ist,

registriert Inre App automatisch einen Endpunkt, Amazon Pinpoint wenn ein neuer Benutzer lhre App

offnet. Das folgende Beispiel zeigt, wie Sie programmgesteuert einen neuen Endpunkt hinzufliigen.

Erstellen eines Endpunkts

Erstellen Sie einen neuen Endpunkt, Amazon Pinpoint indem Sie die Endpunktdaten in einem
EndpointRequestObjekt angeben.

Importe

import
import
import
import
import
import
import
import
import
import
import

Code

HashMap<String, List<String>> customAttributes =

com.
com.
com.
com.
com.
com.
com.
com.
com.
com.
com.

amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.

services

services.
services.
services.
services.
services.

services

services.
services.
services.
services.

List<String> favoriteTeams =
favoriteTeams.add("Lakers");

favoriteTeams.add("Warriors");

.pinpoint.

pinpoint.
pinpoint.
pinpoint.
pinpoint.
pinpoint.

.pinpoint.

pinpoint.
pinpoint.
pinpoint.
pinpoint.

AmazonPinpoint;
AmazonPinpointClientBuilder;
model .UpdateEndpointRequest;
UpdateEndpointResult;
EndpointDemographic;
EndpointLocation;

model.
model.
model.
model.EndpointRequest;
model .EndpointResponse;
model.EndpointUser;
model.GetEndpointRequest;

model.GetEndpointResult;

new HashMap<>();

new ArraylList<>();

customAttributes.put("team", favoriteTeams);

EndpointDemographic demographic =

new EndpointDemographic()

.withAppVersion("1.0")
.withMake("apple")
.withModel("iPhone")
.withModelVersion("7")
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.withPlatform("ios")
.withPlatformVersion("10.1.1")
.withTimezone("America/Los_Angeles");

EndpointLocation location = new EndpointLocation()
.withCity("Los Angeles")
.withCountry("US")

.withLatitude(34.0)
.withLongitude(-118.2)
.withPostalCode("90068")
.withRegion("CA");

Map<String,Double> metrics = new HashMap<>();
metrics.put("health", 100.00);
metrics.put("luck", 75.00);

EndpointUser user = new EndpointUser()
.withUserId(UUID.randomUUID().toString());

DateFormat df = new SimpleDateFormat("yyyy-MM-dd'T'HH:mm'Z'"); // Quoted "Z" to
indicate UTC, no timezone offset
String nowAsISO = df.format(new Date());

EndpointRequest endpointRequest = new EndpointRequest()
.withAddress(UUID.randomUUID().toString())
.withAttributes(customAttributes)
.withChannelType("APNS")
.withDemographic(demographic)
.withEffectiveDate(nowAsISO)
.withLocation(location)
.withMetrics(metrics)

.withOptOut("NONE")
.withRequestId(UUID.randomUUID().toString())
.withUser(user);

Erstellen Sie dann ein UpdateEndpointRequestObjekt mit diesem EndpointRequest Objekt.
SchlieBlich Ubergeben Sie das UpdateEndpointRequest Objekt an AmazonPinpointClient die
updateEndpoint Methode.

Code

UpdateEndpointRequest updateEndpointRequest = new UpdateEndpointRequest()
.withApplicationId(appId)
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.withEndpointId(endpointId)
.withEndpointRequest(endpointRequest);

UpdateEndpointResult updateEndpointResponse =
client.updateEndpoint(updateEndpointRequest);

System.out.println("Update Endpoint Response: " +
updateEndpointResponse.getMessageBody());

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

« Hinzufigen von Endpunkten im Amazon Pinpoint Entwicklerhandbuch

« Endpunkt in der Amazon Pinpoint API-Referenz

Segmente erstellen in Amazon Pinpoint

Ein Benutzersegment stellt einen Teil Ihrer Benutzer basierend auf gemeinsamen Merkmalen dar,
z. B. Zeitpunkt der letzten App-Offnung durch einen Benutzer oder verwendetes Geréat. Das folgende
Beispiel zeigt, wie ein Benutzersegment definiert wird.

Erstellen eines Segments

Erstellen Sie ein neues Segment in, Amazon Pinpoint indem Sie die Abmessungen des Segments in
einem SegmentDimensionsObjekt definieren.

Importe

import
import
import
import
import
import
import
import
import
import
import
import
import

com.
com.
com.
com.
com.
com.
com.
com.
com.
com.
com.
com.
com.

amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.

services.
services.
services.

services

services.
services.
services.
services.
services.

services

services.
services.
services.

pinpoint.
pinpoint.
pinpoint.

.pinpoint.

pinpoint.
pinpoint.
pinpoint.
pinpoint.
pinpoint.

.pinpoint.

pinpoint.
pinpoint.
pinpoint.

AmazonPinpoint;
AmazonPinpointClientBuilder;

model.
model.
model.
model.
model.
model.
model.
model.
model.
model.
model.

CreateSegmentRequest;
CreateSegmentResult;
AttributeDimension;
AttributeType;
RecencyDimension;
SegmentBehaviors;
SegmentDemographics;
SegmentDimensions;
SegmentLocation;
SegmentResponse;
WriteSegmentRequest;

Segmente erstellen in Amazon Pinpoint
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https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/pinpoint/src/main/java/com/example/pinpoint/CreateEndpoint.java
https://docs.aws.amazon.com/pinpoint/latest/developerguide/endpoints.html
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Code

Pinpoint pinpoint =
AmazonPinpointClientBuilder.standard().withRegion(Regions.US_EAST_1).build();
Map<String, AttributeDimension> segmentAttributes = new HashMap<>();
segmentAttributes.put("Team", new
AttributeDimension().withAttributeType(AttributeType.INCLUSIVE).withValues("Lakers"));

SegmentBehaviors segmentBehaviors = new SegmentBehaviors();
SegmentDemographics segmentDemographics = new SegmentDemographics();
SegmentLocation segmentLocation = new SegmentLocation();

RecencyDimension recencyDimension = new RecencyDimension();
recencyDimension.withDuration("DAY_30").withRecencyType("ACTIVE");
segmentBehaviors.setRecency(recencyDimension);

SegmentDimensions dimensions = new SegmentDimensions()
.withAttributes(segmentAttributes)
.withBehavior(segmentBehaviors)
.withDemographic(segmentDemographics)
.withLocation(segmentLocation);

Als Nachstes setzen Sie das SegmentDimensionsObjekt in ein WriteSegmentRequest, das wiederum

verwendet wird, um ein CreateSegmentRequestObjekt zu erstellen. Ubergeben Sie dann das
CreateSegmentRequest Objekt an AmazonPinpointClient die createSegment Methode.

Code

WriteSegmentRequest writeSegmentRequest = new WriteSegmentRequest()
.withName("MySegment").withDimensions(dimensions);

CreateSegmentRequest createSegmentRequest = new CreateSegmentRequest()
.withApplicationId(appId).withWriteSegmentRequest(writeSegmentRequest);

CreateSegmentResult createSegmentResult = client.createSegment(createSegmentRequest);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

« Amazon Pinpoint Segmente im Amazon Pinpoint Benutzerhandbuch

» Segmente im Amazon Pinpoint Entwicklerhandbuch erstellen
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https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/pinpoint/model/SegmentDimensions.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/pinpoint/model/WriteSegmentRequest.html
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+ Segmente in der Amazon Pinpoint API-Referenz

« Segment in der Amazon Pinpoint API-Referenz

Kampagnen erstellen in Amazon Pinpoint

Mit diesen Kampagnen kénnen Sie die Bindung zwischen lhrer App und den Benutzern erhdhen.

Sie kbnnen eine Kampagne erstellen, um fur ein bestimmtes Benutzersegment maligeschneiderte

Nachrichten oder besondere Werbeaktionen bereitzustellen. In diesem Beispiel wird gezeigt, wie eine

neue Standard-Kampagne erstellt wird, bei der eine benutzerdefinierte Push-Benachrichtigung an ein

bestimmtes Benutzersegment gesendet wird.

Erstellen einer Kampagne

Bevor Sie eine neue Kampagne erstellen, missen Sie einen Zeitplan und eine Nachricht definieren

und diese Werte in einem WriteCampaignRequestObjekt festlegen.

Importe

import
import
import
import
import
import
import
import
import
import

Code

com.amazonaws.
com.amazonaws.
com.amazonaws.
com.amazonaws.
com.amazonaws.

com.amazonaws

com.amazonaws.
com.amazonaws.
com.amazonaws.
com.amazonaws.

Schedule schedule =
.withStartTime("IMMEDIATE");

services.pinpoint.AmazonPinpoint;
services.pinpoint.AmazonPinpointClientBuilder;
services.pinpoint.model.CreateCampaignRequest;
services.pinpoint.model.CreateCampaignResult;
services.pinpoint.model.Action;
.services.pinpoint.model.CampaignResponse;
services.pinpoint.model.Message;
services.pinpoint.model.MessageConfiguration;
services.pinpoint.model.Schedule;
services.pinpoint.model.WriteCampaignRequest;

new Schedule()

Message defaultMessage = new Message()
.withAction(Action.OPEN_APP)
.withBody("My message body.")

withTitle("

My message title.");

MessageConfiguration messageConfiguration = new MessageConfiguration()
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.withDefaultMessage(defaultMessage);

WriteCampaignRequest request = new WriteCampaignRequest()
.withDescription("My description.")
.withSchedule(schedule)

.withSegmentId(segmentId)
.withName("MyCampaign")
.withMessageConfiguration(messageConfiguration);

Erstellen Sie dann eine neue Kampagne, Amazon Pinpoint indem Sie die
WriteCampaignRequestKampagnenkonfiguration fur ein CreateCampaignRequestObjekt angeben.
SchlieBlich Ubergeben Sie das CreateCampaignRequest Objekt an AmazonPinpointClient die
createCampaign Methode.

Code

CreateCampaignRequest createCampaignRequest = new CreateCampaignRequest()
.withApplicationId(appId).withWriteCampaignRequest(request);

CreateCampaignResult result = client.createCampaign(createCampaignRequest);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

* Amazon Pinpoint Kampagnen im Amazon Pinpoint Benutzerhandbuch

« Kampagnen im Amazon Pinpoint Entwicklerhandbuch erstellen

« Kampagnen in der Amazon Pinpoint API-Referenz
* Kampagne in der Amazon Pinpoint API-Referenz

« Kampagnenaktivitaten in der Amazon Pinpoint API-Referenz

« Kampagnenversionen in der Amazon Pinpoint API-Referenz

+ Kampagnenversion in der Amazon Pinpoint API-Referenz

Kanale aktualisieren in Amazon Pinpoint

Ein Channel definiert die Arten von Plattformen, an die Sie Nachrichten Ubermitteln kdnnen. Dieses
Beispiel zeigt, wie der APNs Kanal zum Senden einer Nachricht verwendet wird.
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Aktualisieren eines Channels

Aktivieren Sie einen Kanal, Amazon Pinpoint indem Sie eine App-ID und ein Anforderungsobjekt

des Kanaltyps angeben, den Sie aktualisieren mochten. In diesem Beispiel wird der APNs Kanal
aktualisiert, woflr das APNSChannelRequest-Objekt erforderlich ist. Legen Sie diese in der Methode
fest UpdateApnsChannelRequestund Ubergeben Sie das Objekt an AmazonPinpointClient die
updateApnsChannel Methode.

Importe

import com.amazonaws.services.pinpoint.AmazonPinpoint;

import com.amazonaws.services.pinpoint.AmazonPinpointClientBuilder;
import com.amazonaws.services.pinpoint.model.APNSChannelRequest;
import com.amazonaws.services.pinpoint.model.APNSChannelResponse;
import com.amazonaws.services.pinpoint.model.GetApnsChannelRequest;
import com.amazonaws.services.pinpoint.model.GetApnsChannelResult;
import com.amazonaws.services.pinpoint.model.UpdateApnsChannelRequest;
import com.amazonaws.services.pinpoint.model.UpdateApnsChannelResult;

Code

APNSChannelRequest request = new APNSChannelRequest()
.withEnabled(enabled);

UpdateApnsChannelRequest updateRequest = new UpdateApnsChannelRequest()
.withAPNSChannelRequest(request)
.withApplicationId(appId);

UpdateApnsChannelResult result = client.updateApnsChannel(updateRequest);

Das vollstandige Beispiel finden Sie unter GitHub.

Weitere Informationen

« Amazon Pinpoint Kanale im Amazon Pinpoint Benutzerhandbuch

« ADM-Kanal in der Amazon Pinpoint API-Referenz
« APNs Kanal in der Amazon Pinpoint API-Referenz

« APNs Sandbox-Kanal in der Amazon Pinpoint API-Referenz

« APNs VolP-Kanal in der Amazon Pinpoint API-Referenz

* APNs VolP-Sandbox-Kanal in der Amazon Pinpoint API-Referenz
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» Der Baidu-Kanal in der API-Referenz Amazon Pinpoint
+ E-Mail-Kanal in der Amazon Pinpoint API-Referenz

+ GCM-Kanal in der Amazon Pinpoint API-Referenz

+ SMS-Kanal in der Amazon Pinpoint API-Referenz

Amazon S3 Beispiele fur die Verwendung der AWS SDK fur Java

Dieser Abschnitt bietet Beispiele flr die Programmierung von Amazon S3 mithilfe des AWS SDK fur
Java.

(® Note

Die Beispiele enthalten nur den Code, der zur Demonstration jeder Technik nétig ist. Der
vollstdndige Beispielcode ist verfugbar unter GitHub. Von dort aus kénnen Sie eine einzelne

Quelldatei herunterladen oder das Repository klonen, um alle Beispiele lokal zu erstellen und
auszufuhren.

Themen

* Amazon S3 Buckets erstellen, auflisten und I6schen

» Operationen an Amazon S3 Objekten ausfuhren

* Amazon S3 Zugriffsberechtigungen flr Buckets und Objekte verwalten

» Verwaltung des Zugriffs auf Amazon S3 Buckets mithilfe von Bucket-Richtlinien

» TransferManager Fir Amazon S3 Operationen verwenden

» Einen Amazon S3 Bucket als Website konfigurieren

* Amazon S3 Clientseitige Verschlisselung verwenden

Amazon S3 Buckets erstellen, auflisten und I6schen

Jedes Objekt (Datei) Amazon S3 muss sich in einem Bucket befinden, der eine Sammlung
(Container) von Objekten darstellt. Jeder Bucket ist mit einem Schlissel (Namen) bekannt, der
eindeutig sein muss. Ausflihrliche Informationen zu Buckets und ihrer Konfiguration finden Sie unter
Arbeiten mit Amazon S3 Buckets im Amazon Simple Storage Service Benutzerhandbuch.
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® Note

Bewahrte Methode

Wir empfehlen, dass Sie die AbortincompleteMultipartUploadLebenszyklusregel fir Ihre
Amazon S3 Buckets aktivieren.

Diese Regel weist darauf Amazon S3 hin, dass mehrteilige Uploads abgebrochen werden,
die nicht innerhalb einer bestimmten Anzahl von Tagen nach der Initiierung abgeschlossen
werden. Wenn das festgelegte Zeitlimit Gberschritten wird, wird der Upload Amazon S3
abgebrochen und anschlief3end die unvollstandigen Upload-Daten gel6scht.

Weitere Informationen finden Sie unter Lebenszykluskonfiguration fur einen Bucket mit
Versionierung im Amazon S3 Benutzerhandbuch.

(® Note

Bei diesen Codebeispielen wird vorausgesetzt, dass Sie die Informationen unter Verwenden
von verstehen AWS SDK fur Java und AWS Standardanmeldedaten anhand der
Informationen unter AWS Anmeldeinformationen einrichten und Region fur die Entwicklung

konfiguriert haben.

Bucket erstellen

Verwenden Sie die Methode des AmazonS3-Clients. createBucket Der neue Bucket wird
zurtckgegeben. Die createBucket-Methode I6st eine Ausnahme aus, falls der Bucket bereits
vorhanden ist.

(® Note

Bevor Sie versuchen, einen Bucket zu erstellen, sollten Sie die doesBucketExist-Methode
aufrufen, um zu prufen, ob ein gleichnamiger Bucket bereits existiert. Falls ja, wird true
zurlickgegeben, andernfalls false.

Importe

import com.amazonaws.regions.Regions;
import com.amazonaws.services.s3.AmazonS3;
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import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.AmazonS3Exception;
import com.amazonaws.services.s3.model.Bucket;

import java.util.List;

Code

if (s3.doesBucketExistV2(bucket_name)) {
System.out.format("Bucket %s already exists.\n", bucket_name);
b = getBucket(bucket_name);
} else {
try {
b = s3.createBucket(bucket_name);
} catch (AmazonS3Exception e) {
System.err.println(e.getErrorMessage());

}

return b;

Das vollstandige Beispiel finden Sie unter. GitHub

Auflisten von Buckets

Verwenden Sie die Methode des AmazonS3-Clients. 1istBucket Wenn diese Aktion erfolgreich ist,
wird eine Liste mit Bucket-Objekten zuriickgegeben.

Importe

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.Bucket;

import java.util.lList;

Code

List<Bucket> buckets = s3.listBuckets();
System.out.println("Your {S3} buckets are:");
for (Bucket b : buckets) {
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System.out.println("* " + b.getName());

Das vollstandige Beispiel finden Sie unter. GitHub

Bucket I6schen

Bevor Sie einen Amazon S3 Bucket |I6schen konnen, miissen Sie sicherstellen, dass der Bucket
leer ist. Andernfalls tritt ein Fehler auf. Wenn Sie einen versionierten Bucket nutzen, miissen Sie
aullerdem alle versionierten Objekte |6schen, die mit dem Bucket verknipft sind.

® Note

Das vollstandige Beispiel umfasst die einzelnen Schritte der Reihe nach und bietet somit eine
vollstandige Lésung fir das Léschen eines Amazon S3 Buckets und seines Inhalts.

Themen

+ Entfernen von Objekten aus einem nicht versionierten Bucket vor dem Ldschen

» Entfernen von Objekten aus einem versionierten Bucket vor dem Léschen

* Loschen eines leeren Buckets

Entfernen von Objekten aus einem nicht versionierten Bucket vor dem Léschen

Verwenden Sie die 1istObjects Methode des AmazonS3-Clients, um die Objektliste abzurufen
und jedes Objekt deleteObject zu léschen.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.*;

import java.util.Iterator;

Code

Amazon S3 Buckets erstellen, auflisten und I6schen 180


https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/s3/src/main/java/aws/example/s3/ListBuckets.java
https://docs.aws.amazon.com/AmazonS3/latest/dev/Versioning.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/s3/src/main/java/aws/example/s3/DeleteBucket.java

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

System.out.println(" - removing objects from bucket");

ObjectListing object_listing = s3.listObjects(bucket_name);

while (true) {

for (Iterator<?> iterator =

object_listing.getObjectSummaries().iterator();
iterator.hasNext(); ) {
S30bjectSummary summary = (S30bjectSummary) iterator.next();
s3.deleteObject(bucket_name, summary.getKey());

// more object_listing to retrieve?
if (object_listing.isTruncated()) {

object_listing = s3.listNextBatchOfObjects(object_listing);
} else {

break;

Das vollstandige Beispiel finden Sie unter. GitHub

Entfernen von Objekten aus einem versionierten Bucket vor dem Léschen

Wenn Sie einen versionierten Bucket nutzen, missen Sie auch alle gespeicherten Versionen der
Objekte im Bucket entfernen, bevor der Bucket geléscht werden kann.

Verwenden Sie ein ahnliches Muster wie beim Entfernen von Objekten innerhalb eines Buckets.
Entfernen Sie versionierte Objekte, indem Sie die 1istVersions Methode des AmazonS3-Clients
verwenden, um alle versionierten Objekte aufzulisten und dann jedes einzelne deleteVersion zu
I6schen.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.*;

import java.util.Iterator;

Code
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System.out.println(" - removing versions from bucket");
VersionlListing version_listing = s3.listVersions(
new ListVersionsRequest().withBucketName(bucket_name));
while (true) {
for (Iterator<?> iterator =
version_listing.getVersionSummaries().iteratoxr();
iterator.hasNext(); ) {
S3VersionSummary vs = (S3VersionSummary) iterator.next();
s3.deleteVersion(
bucket_name, vs.getKey(), vs.getVersionId());

if (version_listing.isTruncated()) {
version_listing = s3.listNextBatchOfVersions(
version_listing);
} else {
break;

Das vollstandige Beispiel finden Sie unter. GitHub

Loschen eines leeren Buckets

Sobald Sie die Objekte aus einem Bucket entfernt haben (einschliel3lich aller versionierten Objekte),
kénnen Sie den Bucket selbst mithilfe der Methode des AmazonS3-Clients I6schen. deleteBucket

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.*;

import java.util.Iterator;

Code

System.out.println(" OK, bucket ready to delete!");
s3.deleteBucket(bucket_name);
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Das vollstéandige Beispiel finden Sie unter. GitHub

Operationen an Amazon S3 Objekten ausfuhren

Ein Amazon S3 Objekt steht fur eine Datei oder eine Sammlung von Daten. Jedes Objekt muss in
einem Bucket enthalten sein.

(® Note

Bei diesen Codebeispielen wird vorausgesetzt, dass Sie die Informationen unter Verwenden
von verstehen AWS SDK fur Java und AWS Standardanmeldedaten anhand der
Informationen unter AWS Anmeldeinformationen einrichten und Region fur die Entwicklung
konfiguriert haben.

Themen

» Hochladen eines Objekts

» Auflisten von Objekten

* Herunterladen eines Objekis

+ Kopieren, Verschieben oder Umbenennen von Objekten

* Objekte I6schen

« Léschen mehrerer Objekte auf einmal

Hochladen eines Objekts

Verwenden Sie die putObject Methode des AmazonS3-Clients und geben Sie einen Bucket-
Namen, einen Schlisselnamen und eine Datei fir den Upload an. Der Bucket muss vorhanden sein,
andernfalls tritt ein Fehler auf.

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.regions.Regions;
import com.amazonaws.services.s3.AmazonS3;

Code
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System.out.format("Uploading %s to S3 bucket %s...\n", file_path, bucket_name);
final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {

s3.putObject(bucket_name, key_name, new File(file_path));
} catch (AmazonServiceException e) {

System.err.println(e.getErrorMessage());

System.exit(1);

Das vollstandige Beispiel finden Sie unter. GitHub

Auflisten von Objekten

Um eine Liste der Objekte in einem Bucket abzurufen, verwenden Sie die 1istObjects Methode
des AmazonS3-Clients und geben Sie den Namen eines Buckets an.

Die 1istObjects Methode gibt ein ObjectListingObjekt zuriick, das Informationen Uber die
Objekte im Bucket bereitstellt. Um die Objektnamen (Schlissel) aufzulisten, verwenden Sie die
getObjectSummaries Methode, um eine Liste von ObjectSummaryS3-Objekten abzurufen, von
denen jedes ein einzelnes Objekt im Bucket darstellt. Rufen Sie dann dessen getKey-Methode zum
Abrufen des Objektnamens auf.

Importe

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.ListObjectsV2Result;
import com.amazonaws.services.s3.model.S30bjectSummary;

Code

System.out.format("Objects in S3 bucket %s:\n", bucket_name);
final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
ListObjectsV2Result result = s3.listObjectsV2(bucket_name);
List<S30bjectSummary> objects = result.getObjectSummaries();
for (S30bjectSummary os : objects) {

System.out.println("* " + os.getKey());
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Das vollstandige Beispiel finden Sie unter GitHub.

Herunterladen eines Objekts

Verwenden Sie die getObject Methode des AmazonS3-Clients und tUbergeben Sie ihm den Namen
eines Buckets und eines Objekts zum Herunterladen. Bei Erfolg gibt die Methode ein S30bject
zurtck. Der angegebene Bucket und der Objektschlissel missen vorhanden sein, andernfalls tritt ein
Fehler auf.

Sie kdnnen den Inhalt des Objekts anfordern, indem Sie getObjectContent fir das Objekt
S30bject aufrufen. Dies gibt ein S3 zurtickObjectinputStream, das sich wie ein Standard-Java-
Objekt verhalt. InputStream

Das folgende Beispiel l1adt ein Objekt von S3 herunter und speichert die Inhalte in einer Datei mit dem
Namen des Objektschlissels.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.S30bject;

import com.amazonaws.services.s3.model.S30bjectInputStream;

import java.io.File;
Code

System.out.format("Downloading %s from S3 bucket %s...\n", key_name, bucket_name);
final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {

S30bject o = s3.getObject(bucket_name, key_name);

S30bjectInputStream s3is = o.getObjectContent();

FileOutputStream fos = new FileOutputStream(new File(key_name));

byte[] read_buf = new byte[1024];

int read_len = 0;

while ((read_len = s3is.read(read_buf)) > 0) {

fos.write(read_buf, @, read_len);

}

s3is.close();
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fos.close();

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

} catch (FileNotFoundException e) {
System.err.println(e.getMessage());
System.exit(1);

} catch (IOException e) {
System.err.println(e.getMessage());
System.exit(1l);

Das vollstandige Beispiel finden Sie unter. GitHub

Kopieren, Verschieben oder Umbenennen von Objekten

Sie kénnen ein Objekt mithilfe der Methode des AmazonS3-Clients von einem Bucket in einen
anderen kopieren. copyObject Sie nimmt den Namen des Buckets, aus dem kopiert werden soll,
das zu kopierende Objekt sowie den Namen des Zielbuckets entgegen.

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.regions.Regions;

Code

try {
s3.copyObject(from_bucket, object_key, to_bucket, object_key);
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);
}

System.out.println("Done!");

Das vollstandige Beispiel finden Sie unter. GitHub

® Note

Sie kénnen copyObject mit deleteObject verwenden, um ein Objekt zu verschieben oder
umzubenennen. Kopieren Sie das Objekt dazu als Erstes auf einen neuen Namen (Sie
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kénnen den gleichen Bucket als Quelle und Ziel angeben) und I6schen Sie das Objekt dann
von seinem bisherigen Speicherort.

Objekte 16schen

Verwenden Sie die deleteObject Methode des AmazonS3-Clients und tbergeben Sie ihm den
Namen eines Buckets und eines Objekts, das geldscht werden soll. Der angegebene Bucket und der
Objektschlissel mussen vorhanden sein, andernfalls tritt ein Fehler auf.

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.regions.Regions;

Code

final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {

s3.deleteObject(bucket_name, object_key);
} catch (AmazonServiceException e) {

System.err.println(e.getErrorMessage());

System.exit(1);

Das vollstandige Beispiel finden Sie unter. GitHub

Ldéschen mehrerer Objekte auf einmal

Mit der deleteObjects Methode des AmazonS3-Clients kdnnen Sie mehrere Objekte aus
demselben Bucket I6schen, indem Sie ihre Namen an die Methode link:sdk-for-java/v1/reference/
com/amazonaws/services/s3/model/DeleteObjectsRequest.html bergeben.

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.regions.Regions;
import com.amazonaws.services.s3.AmazonS3;
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Code

final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {

DeleteObjectsRequest dor = new DeleteObjectsRequest(bucket_name)

.withKeys(object_keys);

s3.deleteObjects(dor);
} catch (AmazonServiceException e) {

System.err.println(e.getErrorMessage());

System.exit(1);

Das vollstandige Beispiel finden Sie unter. GitHub

Amazon S3 Zugriffsberechtigungen fur Buckets und Objekte verwalten

Sie konnen Zugriffskontrolllisten (ACLs) fir Amazon S3 Buckets und Objekte verwenden, um lhre
Ressourcen detailliert zu steuern. Amazon S3

(@ Note

Bei diesen Codebeispielen wird vorausgesetzt, dass Sie die Informationen unter Verwenden
von verstehen AWS SDK fur Java und AWS Standardanmeldedaten anhand der
Informationen unter AWS Anmeldeinformationen einrichten und Region flr die Entwicklung
konfiguriert haben.

Abrufen der Zugriffskontrollliste fur einen Bucket

Um die aktuelle ACL fur einen Bucket abzurufen, rufen Sie die getBucketAcl Methode von
AmazonS3 auf und Ubergeben ihr den Bucket-Namen fir die Abfrage. Diese Methode gibt ein
AccessControlListObjekt zurtick. Um jede Zugriffsberechtigung in der Liste abzurufen, rufen Sie die
getGrantsAsList-Methode des Objekts auf. Sie erhalten dann eine Standard-Java-Liste mit Grant-
Objekten.

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.regions.Regions;
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import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.AccessControllList;
import com.amazonaws.services.s3.model.Grant;

Code

final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {

AccessControllList acl = s3.getBucketAcl(bucket_name);

List<Grant> grants = acl.getGrantsAsList();

for (Grant grant : grants) {

System.out.format(" %s: %s\n", grant.getGrantee().getIdentifier(),
grant.getPermission().toString());

}
} catch (AmazonServiceException e) {

System.err.println(e.getErrorMessage());

System.exit(1l);

Das vollstandige Beispiel finden Sie unter GitHub.

Festlegen der Zugriffskontrollliste flir einen Bucket

Um einer ACL fur einen Bucket Berechtigungen hinzuzufligen oder zu andern, rufen Sie die Methode
von setBucketAcl AmazonS3 auf. Sie bendtigt ein AccessControlListObjekt, das eine Liste von
Empfangern und Zugriffsebenen fir die Einrichtung enthalt.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.AccessControllList;
import com.amazonaws.services.s3.model.EmailAddressGrantee;

Code

final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
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try {
// get the current ACL
AccessControllList acl = s3.getBucketAcl(bucket_name);
// set access for the grantee

EmailAddressGrantee grantee = new EmailAddressGrantee(email);

Permission permission = Permission.valueOf(access);
acl.grantPermission(grantee, permission);
s3.setBucketAcl(bucket_name, acl);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1);

® Note

Sie kénnen die eindeutige ID des Empféangers direkt mithilfe der Klasse Stipendiat angeben
oder die Klasse verwenden, um den EmailAddressGranteeEmpfanger per E-Mail festzulegen,

wie wir es hier getan haben.

Das vollstédndige Beispiel finden Sie unter. GitHub

Abrufen der Zugriffskontrollliste fur ein Objekt

Um die aktuelle ACL fir ein Objekt abzurufen, rufen Sie die getObjectAcl Methode von AmazonS3
auf und Ubergeben ihr den Bucket-Namen und den Objektnamen fiir die Abfrage. Diese Methode
gibt zum Beispiel getBucketAcl ein AccessControlListObjekt zuriick, mit dem Sie jeden Grant

untersuchen konnen.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.AccessControllList;
import com.amazonaws.services.s3.model.Grant;

Code

try {
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AccessControllList acl = s3.getObjectAcl(bucket_name, object_key);
List<Grant> grants = acl.getGrantsAsList();
for (Grant grant : grants) {
System.out.format(" %s: %s\n", grant.getGrantee().getIdentifier(),
grant.getPermission().toString());
}
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1);

Das vollstandige Beispiel finden Sie unter GitHub.

Festlegen der Zugriffskontrollliste flr ein Objekt

Um einer ACL flr ein Objekt Berechtigungen hinzuzufligen oder zu andern, rufen Sie die Methode
von setObjectAcl AmazonS3 auf. Sie bendtigt ein AccessControlListObjekt, das eine Liste von
Empfangern und Zugriffsebenen fur die Einrichtung enthalt.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;
import com.amazonaws.services.s3.model.AccessControllList;
import com.amazonaws.services.s3.model.EmailAddressGrantee;

Code

try {
// get the current ACL
AccessControllList acl = s3.getObjectAcl(bucket_name, object_key);
// set access for the grantee
EmailAddressGrantee grantee = new EmailAddressGrantee(email);
Permission permission = Permission.valueOf(access);
acl.grantPermission(grantee, permission);
s3.setObjectAcl(bucket_name, object_key, acl);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);
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}

® Note

Sie kénnen die eindeutige ID des Empféangers direkt mithilfe der Klasse Stipendiat angeben
oder die Klasse verwenden, um den EmailAddressGranteeEmpfanger per E-Mail festzulegen,
wie wir es hier getan haben.

Das vollstéandige Beispiel finden Sie unter. GitHub

Weitere Informationen

GET Bucket acl in der Amazon S3 API-Referenz
» Fugen Sie Bucket ACL in die Amazon S3 API-Referenz ein
GET Object acl in der Amazon S3 API-Referenz
PUT Object acl in der Amazon S3 API-Referenz

Verwaltung des Zugriffs auf Amazon S3 Buckets mithilfe von Bucket-
Richtlinien

Sie kdnnen eine Bucket-Richtlinie einrichten, abrufen oder I6schen, um den Zugriff auf Ihre Amazon
S3 Buckets zu verwalten.

Festlegen einer Bucket-Richtlinie
Sie kdnnen die Bucket-Richtlinie fur einen bestimmten S3-Bucket wie folgt festlegen:

* Rufen Sie den AmazonS3-Client an setBucketPolicy und stellen Sie ihm eine
SetBucketPolicyRequest

« Durch direktes Festlegen der Richtlinie unter Verwendung der setBucketPolicy-Uberladung, die
einen Bucket-Namen und einen Richtlinientext (im JSON-Format) entgegen nimmt

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.auth.policy.Policy;
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import com.amazonaws.auth.policy.Principal;

Code

s3.setBucketPolicy(bucket_name, policy_text);
} catch (AmazonServiceException e) {

System.err.println(e.getErrorMessage());

System.exit(1);

Verwenden der Policy-Klasse zum Generieren oder Uberpriifen einer Richtlinie

Wenn Sie setBucketPolicy eine Bucket-Richtlinie Ubergeben, kénnen Sie die folgenden Aufgaben
ausfuhren:

- Direktes Ubergeben der Richtlinie als Zeichenfolge mit Text im JSON-Format

« Erstellen der Richtlinie mit der Policy-Klasse

Bei Verwendung der Policy-Klasse missen Sie sich keine Gedanken Uber die korrekte
Formatierung Ihrer Text-Zeichenfolge machen. Sie kénnen die Richtlinie als JSON-Text von der
Policy-Klasse erhalten, indem Sie die toJson-Methode aufrufen.

Importe

import
import
import
import
import
import

Code

com.
com.
com.
com.
com.
com.

amazonaws

amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.

.auth.policy.Resource;

auth.policy.Statement;
auth.policy.actions.S3Actions;
regions.Regions;
services.s3.AmazonS3;
services.s3.AmazonS3ClientBuilder;

new Statement(Statement.Effect.Allow)
.withPrincipals(Principal.AllUsers)
.withActions(S3Actions.GetObject)
.withResources(new Resource(

"{region-arn}s3:::" + bucket_name + "/*")));

return bucket_policy.toJson();
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Die Policy-Klasse bietet aulierdem eine fromJson-Methode, mit der versucht werden kann,
eine Richtlinie aus einer Ubergebenen JSON-Zeichenfolge zu erstellen. Die Methode Uberpruft die
Zeichenfolge und stellt so sicher, dass sich der Text in eine giltige Richtlinienstruktur umwandeln
lasst. Sie 16st einen Fehler mit einer I11egalArgumentException aus, wenn der Richtlinientext
ungultig ist.

Policy bucket_policy = null;
try {
bucket_policy = Policy.fromJson(file_text.toString());
} catch (IllegalArgumentException e) {
System.out.format("Invalid policy text in file: \"%s\"",
policy_file);
System.out.println(e.getMessage());

Mit dieser Technik konnen Sie eine Richtlinie im Voraus validieren, die Sie aus einer Datei oder
anderweitig einlesen.

Das vollstandige Beispiel finden Sie unter. GitHub

Abrufen einer Bucket-Richtlinie

Um die Richtlinie fir einen Amazon S3 Bucket abzurufen, rufen Sie die getBucketPolicy Methode
des AmazonS3-Clients auf und Ubergeben Sie ihr den Namen des Buckets, aus dem die Richtlinie
abgerufen werden soll.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;

Code

try {
BucketPolicy bucket_policy = s3.getBucketPolicy(bucket_name);
policy_text = bucket_policy.getPolicyText();

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
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System.exit(1);

Wenn der angegebene Bucket nicht vorhanden ist, Sie nicht darauf zugreifen kdnnen oder wenn
keine Bucket-Richtlinie eingerichtet ist, wird eine AmazonServiceException ausgeldst.

Das vollstandige Beispiel finden Sie unter. GitHub

Ldschen einer Bucket-Richtlinie

Um eine Bucket-Richtlinie zu 16schen, rufen Sie den AmazonS3-Client auf und geben Sie ihm den
Bucket-Namen. deleteBucketPolicy

Importe

import com.amazonaws.AmazonServiceException;
import com.amazonaws.regions.Regions;
import com.amazonaws.services.s3.AmazonS3;

Code

try {
s3.deleteBucketPolicy(bucket_name);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1);

Diese Methode wird auch dann erfolgreich ausgefiihrt, wenn der Bucket noch nicht Uber eine
Richtlinie verfligt. Wenn Sie den Namen eines Buckets angeben, der noch nicht vorhanden ist oder
fur den Sie keinen Zugriff haben, wird eine AmazonServiceException ausgeldst.

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Infos

- Uberblick (iber die Sprache der Access Policy im Amazon Simple Storage Service
Benutzerhandbuch

+ Beispiele fur Bucket-Richtlinien im Amazon Simple Storage Service Benutzerhandbuch
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TransferManager Fur Amazon S3 Operationen verwenden

Sie kénnen die AWS SDK flr Java TransferManager Klasse verwenden, um Dateien zuverlassig
aus der lokalen Umgebung zu Gbertragen Amazon S3 und Objekte von einem S3-Speicherort an
einen anderen zu kopieren. TransferManagerkann den Fortschritt einer Ubertragung abrufen und
Uploads und Downloads anhalten oder fortsetzen.

® Note

Bewahrte Methode

Wir empfehlen Ihnen, die AbortincompleteMultipartUploadLebenszyklusregel fur Ihre Amazon
S3 Buckets zu aktivieren.

Diese Regel weist darauf Amazon S3 hin, dass mehrteilige Uploads abgebrochen werden,
die nicht innerhalb einer bestimmten Anzahl von Tagen nach der Initiierung abgeschlossen
werden. Wenn das festgelegte Zeitlimit Gberschritten wird, wird der Upload Amazon S3
abgebrochen und anschlief3end die unvollstandigen Upload-Daten gel6scht.

Weitere Informationen finden Sie unter Lebenszykluskonfiguration fur einen Bucket mit
Versionierung im Amazon S3 Benutzerhandbuch.

(@ Note
Bei diesen Codebeispielen wird vorausgesetzt, dass Sie die Informationen unter Verwenden
von verstehen AWS SDK fur Java und AWS Standardanmeldedaten anhand der
Informationen unter AWS Anmeldeinformationen einrichten und Region fur die Entwicklung
konfiguriert haben.

Hochladen von Dateien und Verzeichnissen

TransferManager kann Dateien, Dateilisten und Verzeichnisse in alle Amazon S3 Buckets hochladen,
die Sie zuvor erstellt haben.

Themen

* Hochladen einer einzelnen Datei

» Hochladen einer Dateiliste

» Upload eines Verzeichnisses
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Hochladen einer einzelnen Datei

Rufen Sie TransferManager die upload Methode auf und geben Sie einen Amazon S3 Bucket-
Namen, einen Schlisselnamen (Objektnamen) und ein Standard-Java-Dateiobjekt an, das die
hochzuladende Datei darstellt.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.s3.transfer.MultipleFileUpload;
import com.amazonaws.services.s3.transfer.TransferManager;

import com.amazonaws.services.s3.transfer.TransferManagerBuilder;
import com.amazonaws.services.s3.transfer.Upload;

import java.io.File;
import java.util.Arraylist;
import java.util.Arrays;

Code

File f = new File(file_path);

TransferManager xfer_mgr = TransferManagerBuilder.standard().build();

try {
Upload xfer = xfer_mgr.upload(bucket_name, key_name, f);
// loop with Transfer.isDone()
XferMgrProgress.showTransferProgress(xfer);
// or block with Transfer.waitForCompletion()
XferMgrProgress.waitForCompletion(xfer);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

}

xfer_mgr.shutdownNow();

Die upload-Methode kehrt sofort zuriick und stellt ein Upload-Objekt bereit, mit dem Sie den
Ubertragungsstatus abrufen oder auf die Fertigstellung warten kénnen.

Informationen dazu, wie Sie eine Ubertragung vor dem Aufrufen der shutdownNow Methode

erfolgreich abschlielen waitForCompletion kénnen, finden Sie unter Warten, bis eine

Ubertragung abgeschlossen TransferManager ist. Wahrend Sie darauf warten, dass die Ubertragung
abgeschlossen ist, konnen Sie Aktualisierungen zum Status und Fortschritt abfragen oder diese als

TransferManager Fiir Amazon S3 Operationen verwenden 197


https://docs.oracle.com/javase/8/docs/api/index.html?java/io/File.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

Ereignisse empfangen. Weitere Informationen finden Sie unter Abrufen des Ubertragungsstatus und
-fortschritts.

Das vollstandige Beispiel finden Sie unter GitHub.

Hochladen einer Dateiliste

Sie kbnnen mehrere Dateien auf einmal hochladen, indem Sie die TransferManager-Methode des
uploadFilelist aufrufen und dabei Folgendes angeben:

* Ein Amazon S3 Bucket-Name

» Schlusselprafix, das dem Namen der erstellten Objekte vorangestellt wird (Pfad innerhalb des
Buckets, wo die Objekte abgespeichert werden sollen)

+ File-Objekt, das das relative Verzeichnis darstellt, von dem aus die Dateipfade erstellt werden
sollen

« List-Objekt mit einer Reihe von File-Objekten zum Hochladen

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.s3.transfer.MultipleFileUpload;
import com.amazonaws.services.s3.transfer.TransferManager;

import com.amazonaws.services.s3.transfer.TransferManagerBuilder;
import com.amazonaws.services.s3.transfer.Upload;

import java.io.File;
import java.util.Arraylist;
import java.util.Arrays;

Code

ArraylList<File> files = new ArraylList<File>();
for (String path : file_paths) {
files.add(new File(path));

TransferManager xfer_mgr = TransferManagerBuilder.standard().build();
try {
MultipleFileUpload xfer = xfer_mgr.uploadFilelList(bucket_name,
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key_prefix, new File("."), files);
// loop with Transfer.isDone()
XferMgrProgress.showTransferProgress(xfer);
// or block with Transfer.waitForCompletion()
XferMgrProgress.waitForCompletion(xfer);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

}

xfer_mgr.shutdownNow();

Informationen dazu, wie Sie die shutdownNow Methode verwenden, um eine Ubertragung vor

dem Aufrufen TransferManager erfolgreich abzuschlieenwaitForCompletion, finden Sie unter
Warten auf den Abschluss einer Ubertragung. Wahrend Sie darauf warten, dass die Ubertragung
abgeschlossen ist, konnen Sie Aktualisierungen zum Status und Fortschritt abfragen oder diese als

Ereignisse empfangen. Weitere Informationen finden Sie unter Abrufen des Ubertragungsstatus und
-fortschritts.

Das von zuriickgegebene MultipleFileUploadObjekt uploadFilelList kann verwendet werden, um
den Status oder den Fortschritt der Ubertragung abzufragen. Weitere Informationen finden Sie unter
Den aktuellen Status einer Ubertragung abfragen und ProgressListener Ubertragungsstatus abrufen
mit a.

Sie kénnen auch die MultipleFileUpload-Methode der getSubTransfers-Klasse verwenden,
um die einzelnen Upload-Obijekte fiir jede zu lGbertragende Datei zu erhalten. Weitere Informationen
finden Sie unter Abruf des Fortschritts von untergeordneten Ubertragungen.

Das vollstandige Beispiel finden Sie unter GitHub.

Upload eines Verzeichnisses

Sie kdnnen die uploadDirectory Methode verwenden TransferManager, um ein ganzes
Verzeichnis von Dateien hochzuladen, mit der Option, Dateien in Unterverzeichnisse rekursiv zu
kopieren. Sie geben einen Amazon S3 Bucket-Namen, ein S3-Schlisselpréfix, ein File-Objekt, das
das zu kopierende lokale Verzeichnis darstellt, und einen boolean Wert an, der angibt, ob Sie
Unterverzeichnisse rekursiv kopieren mochten (true oder false).

Importe

import com.amazonaws.AmazonServiceException;
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import com.amazonaws.services.s3.transfer.MultipleFileUpload;
import com.amazonaws.services.s3.transfer.TransferManager;

import com.amazonaws.services.s3.transfer.TransferManagerBuilder;
import com.amazonaws.services.s3.transfer.Upload;

import java.io.File;
import java.util.Arraylist;
import java.util.Arrays;

Code

TransferManager xfer_mgr = TransferManagerBuilder.standard().build();
try {
MultipleFileUpload xfer = xfer_mgr.uploadDirectory(bucket_name,
key_prefix, new File(dir_path), recursive);
// loop with Transfer.isDone()
XferMgrProgress.showTransferProgress(xfer);
// or block with Transfer.waitForCompletion()
XferMgrProgress.waitForCompletion(xfer);
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1);
}

xfer_mgr.shutdownNow();

Informationen dazu, wie Sie eine Ubertragung vor dem Aufrufen TransferManager der Methode
erfolgreich abschlieRen waitForCompletion kénnen, finden Sie unter Warten auf den Abschluss
einer Ubertragung. shutdownNow Wahrend Sie darauf warten, dass die Ubertragung abgeschlossen
ist, kdnnen Sie Aktualisierungen zum Status und Fortschritt abfragen oder diese als Ereignisse
empfangen. Weitere Informationen finden Sie unter Abrufen des Ubertragungsstatus und -fortschritts.

Das von zuriickgegebene MultipleFileUploadObjekt uploadFilelList kann verwendet werden, um
den Status oder den Fortschritt der Ubertragung abzufragen. Weitere Informationen finden Sie unter
Den aktuellen Status einer Ubertragung abfragen und ProgressListener Ubertragungsstatus abrufen
mit a.

Sie kdnnen auch die MultipleFileUpload-Methode der getSubTransfers-Klasse verwenden,
um die einzelnen Upload-Objekte fir jede zu tGbertragende Datei zu erhalten. Weitere Informationen
finden Sie unter Abruf des Fortschritts von untergeordneten Ubertragungen.

Das vollstandige Beispiel finden Sie unter GitHub.
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Herunterladen von Dateien oder Verzeichnissen

Verwenden Sie die TransferManager Klasse, um entweder eine einzelne Datei (Amazon S3 Objekt)
oder ein Verzeichnis (ein Amazon S3 Bucket-Name gefolgt von einem Objektprafix) herunterzuladen
Amazon S3.

Themen

* Herunterladen einer einzelnen Datei

* Herunterladen eines Verzeichnisses

Herunterladen einer einzelnen Datei

Verwenden Sie die download Methode TransferManager's und geben Sie den Amazon S3 Bucket-
Namen an, der das Objekt enthalt, das Sie herunterladen moéchten, den Schlissel- (Objekt-) Namen
und ein File-Objekt, das die Datei darstellt, die auf Inrem lokalen System erstellt werden soll.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.s3.transfer.Download;

import com.amazonaws.services.s3.transfer.MultipleFileDownload;
import com.amazonaws.services.s3.transfer.TransferManager;

import com.amazonaws.services.s3.transfer.TransferManagerBuilder;

import java.io.File;

Code

File f = new File(file_path);

TransferManager xfer_mgr = TransferManagerBuilder.standard().build();

try {
Download xfer = xfer_mgr.download(bucket_name, key_name, f);
// loop with Transfer.isDone()
XferMgrProgress.showTransferProgress(xfer);
// or block with Transfer.waitForCompletion()
XferMgrProgress.waitForCompletion(xfer);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);
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xfer_mgr.shutdownNow();

Informationen dazu, wie Sie eine Ubertragung vor dem Aufrufen TransferManager der shutdownNow

Methode erfolgreich abschlieRen waitForCompletion kénnen, finden Sie unter Warten auf den
Abschluss einer Ubertragung. Wahrend Sie darauf warten, dass die Ubertragung abgeschlossen

ist, kdnnen Sie Aktualisierungen zum Status und Fortschritt abfragen oder diese als Ereignisse
empfangen. Weitere Informationen finden Sie unter Abrufen des Ubertragungsstatus und -fortschritts.

Das vollstandige Beispiel finden Sie unter GitHub.

Herunterladen eines Verzeichnisses

Verwenden Sie die TransferManager downloadDirectory Methode, um eine Reihe von Dateien
herunterzuladen, die ein gemeinsames key prefix haben (analog zu einem Verzeichnis in einem
Dateisystem). Amazon S3 Die Methode verwendet den Amazon S3 Bucket-Namen, der die Objekte
enthalt, die Sie herunterladen mdchten, das Objektprafix, das von allen Objekten gemeinsam genutzt
wird, und ein File-Objekt, das das Verzeichnis darstellt, in das die Dateien auf Inrem lokalen System
heruntergeladen werden sollen. Wenn das angegebene Verzeichnis noch nicht vorhanden ist, wird es
erstellt.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.s3.transfer.Download;

import com.amazonaws.services.s3.transfer.MultipleFileDownload;
import com.amazonaws.services.s3.transfer.TransferManager;

import com.amazonaws.services.s3.transfer.TransferManagerBuilder;

import java.io.File;
Code

TransferManager xfer_mgr = TransferManagerBuilder.standard().build();

try {

MultipleFileDownload xfer = xfer_mgr.downloadDirectory(
bucket_name, key_prefix, new File(dir_path));

// loop with Transfer.isDone()
XferMgrProgress.showTransferProgress(xfer);
// or block with Transfer.waitForCompletion()
XferMgrProgress.waitForCompletion(xfer);

} catch (AmazonServiceException e) {
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System.err.println(e.getErrorMessage());
System.exit(1l);
}

xfer_mgr.shutdownNow();

Informationen dazu, wie Sie eine Ubertragung vor dem Aufrufen TransferManager der shutdownNow

Methode erfolgreich abschlieRen waitForCompletion kénnen, finden Sie unter Warten auf den
Abschluss einer Ubertragung. Wahrend Sie darauf warten, dass die Ubertragung abgeschlossen

ist, kdnnen Sie Aktualisierungen zum Status und Fortschritt abfragen oder diese als Ereignisse
empfangen. Weitere Informationen finden Sie unter Abrufen des Ubertragungsstatus und -fortschritts.

Das vollstandige Beispiel finden Sie unter GitHub.

Kopieren von Objekten

Rufen Sie die copy-Methode von TransferManager auf, um ein Objekt von einem S3-Bucket in einen
anderen zu kopieren.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.services.s3.transfer.Copy;

import com.amazonaws.services.s3.transfer.TransferManager;

import com.amazonaws.services.s3.transfer.TransferManagerBuilder;

Code
System.out.println("Copying s3 object: " + from_key);
System.out.println(" from bucket: " + from_bucket);
System.out.println(" to s3 object: " + to_key);
System.out.println(" in bucket: " + to_bucket);

TransferManager xfer_mgr = TransferManagerBuilder.standard().build();
try {
Copy xfer = xfer_mgr.copy(from_bucket, from_key, to_bucket, to_key);
// loop with Transfer.isDone()
XferMgrProgress.showTransferProgress(xfer);
// or block with Transfer.waitForCompletion()
XferMgrProgress.waitForCompletion(xfer);
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1);
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}

xfer_mgr.shutdownNow();

Das vollstandige Beispiel finden Sie unter GitHub.

Warten auf die Fertigstellung einer Ubertragung

Wenn lhre Anwendung (oder Ihr Thread) blockieren kann, bis die Ubertragung abgeschlossen
ist, kdnnen Sie die waitForCompletion Methode der Transfer-Schnittstelle verwenden, um zu

blockieren, bis die Ubertragung abgeschlossen ist oder eine Ausnahme auftritt.

try {
xfer.waitForCompletion();

} catch (AmazonServiceException e) {
System.err.println("Amazon service error: " + e.getMessage());
System.exit(1l);

} catch (AmazonClientException e) {
System.err.println("Amazon client error: " + e.getMessage());
System.exit(1);

} catch (InterruptedException e) {
System.err.println("Transfer interrupted: " + e.getMessage());
System.exit(1l);

Sie erhalten den Fortschritt der Ubertragungen, wenn Sie vor dem Aufrufen Ereignisse
abfragenwaitForCompletion, einen Abfragemechanismus in einem separaten Thread
implementieren oder Fortschrittsaktualisierungen asynchron mit einem empfangen. ProgressListener

Das vollstandige Beispiel finden Sie unter. GitHub

Abrufen des Ubertragungsstatus und -fortschritt

Jede der von den copy Methoden TransferManager upload*download*, und zurlickgegebenen
Klassen gibt eine Instanz einer der folgenden Klassen zurick, je nachdem, ob es sich um eine
Operation mit einer oder mehreren Dateien handelt.

Klasse Zuruckgegeben von
Copy copy
Download download
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Klasse Zuruckgegeben von
MultipleFileDownload downloadDirectory

Hochladen upload

MultipleFileUpload uploadFilelList , uploadDirectory

Alle diese Klassen implementieren die Transfer-Schnittstelle. Transfer liefert nitzliche Methoden,
um den Fortschritt einer Ubertragung abzurufen, die Ubertragung zu pausieren oder fortzusetzen
sowie den aktuellen oder abschlieRenden Status der Ubertragung abzurufen.

Themen

- Abfragen des aktuellen Fortschritts einer Ubertragung

« Holen Sie sich den Ubertragungsfortschritt mit einem ProgressListener

« Abruf des Fortschritts von untergeordneten Ubertragungen

Abfragen des aktuellen Fortschritts einer Ubertragung

Diese Schleife gibt den Fortschritt einer Ubertragung aus, untersucht den aktuellen Fortschritt
wahrend der Ausfihrung und gibt beim Abschluss den abschlielRenden Status aus.

Importe

import com.amazonaws.AmazonClientException;

import com.amazonaws.AmazonServiceException;

import com.amazonaws.event.ProgressEvent;

import com.amazonaws.event.ProgressListener;

import com.amazonaws.services.s3.transfer.*;

import com.amazonaws.services.s3.transfer.Transfer.TransferState;

import java.io.File;

import java.util.Arraylist;
import java.util.Collection;

Code

// print the transfer's human-readable description
System.out.println(xfer.getDescription());
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// print an empty progress bar...
printProgressBar(0.0);
// update the progress bar while the xfer is ongoing.

do {

try {
Thread.sleep(100);
} catch (InterruptedException e) {

}

return;

// Note: so_far and total aren't used, they're just for
// documentation purposes.
TransferProgress progress = xfer.getProgress();
long so_far = progress.getBytesTransferred();
long total = progress.getTotalBytesToTransfer();
double pct = progress.getPercentTransferred();
eraseProgressBar();
printProgressBar(pct);
} while (xfer.isDone() == false);
// print the final state of the transfer.
TransferState xfer_state = xfer.getState();
System.out.println(": " + xfer_state);

Das vollstandige Beispiel finden Sie unter. GitHub

Holen Sie sich den Ubertragungsfortschritt mit einem ProgressListener

Mithilfe der addProgressListener Methode der Transfer-Schnittstelle kénnen Sie jeder
Ubertragung eine ProgressListenerhinzufiigen.

A ProgressListenerbenétigt nur eine MethodeprogressChanged, die ein ProgressEventObjekt

akzeptiert. Mit diesem Objekt kdnnen Sie die Gesamtzahl der Bytes der Operation ermitteln, indem
Sie die getBytes-Methode aufrufen. Die Gesamtzahl der Ubertragenen Bytes erfahren Sie mit Aufruf
von getBytesTransferred.

Importe

import
import
import
import
import
import

com.
com.
com.
com.
com.
com.

amazonaws.
amazonaws.
.event.ProgressEvent;
amazonaws.
amazonaws.
amazonaws.

amazonaws

AmazonClientException;
AmazonServiceException;

event.ProgresslListener;
services.s3.transfer.*;
services.s3.transfer.Transfer.TransferState;
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import java.io.File;
import java.util.Arraylist;
import java.util.Collection;

Code

File f = new File(file_path);
TransferManager xfer_mgr = TransferManagerBuilder.standard().build();
try {
Upload u = xfer_mgr.upload(bucket_name, key_name, f);
// print an empty progress bar...
printProgressBar(0.0);
u.addProgressListener(new ProgressListener() {
public void progressChanged(ProgressEvent e) {
double pct = e.getBytesTransferred() * 100.0 / e.getBytes();
eraseProgressBar();
printProgressBar(pct);

1);
// block with Transfer.waitForCompletion()

XferMgrProgress.waitForCompletion(u);
// print the final state of the transfer.
TransferState xfer_state = u.getState();
System.out.println(": " + xfer_state);

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.exit(1l);

}

xfer_mgr.shutdownNow();

Das vollstandige Beispiel finden Sie unter GitHub.

Abruf des Fortschritts von untergeordneten Ubertragungen

Die MultipleFileUploadKlasse kann Informationen tUber ihre Untertbertragungen zurtickgeben,
indem sie ihre getSubTransfers Methode aufruft. Sie gibt eine unverédnderbare Sammlung
von Upload-Objekten zuriick, die den individuellen Ubertragungsstatus und den Fortschritt jeder
UnterUbertragung angeben.

Importe

import com.amazonaws.AmazonClientException;
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import com.amazonaws.AmazonServiceException;

import com.amazonaws.event.ProgressEvent;

import com.amazonaws.event.ProgressListener;

import com.amazonaws.services.s3.transfer.*;

import com.amazonaws.services.s3.transfer.Transfer.TransferState;

import java.io.File;
import java.util.Arraylist;
import java.util.Collection;

Code

Collection<? extends Upload> sub_xfers = new ArraylList<Upload>();
sub_xfers = multi_upload.getSubTransfers();

do {
System.out.println("\nSubtransfer progress:\n");
for (Upload u : sub_xfers) {
System.out.println(" " + u.getDescription());
if (u.isDone()) {
TransferState xfer_state = u.getState();
System.out.println(" " + xfer_state);
} else {
TransferProgress progress = u.getProgress();
double pct = progress.getPercentTransferred();
printProgressBar(pct);
System.out.println();

// wait a bit before the next update.
try {
Thread.sleep(200);
} catch (InterruptedException e) {
return;
}
} while (multi_upload.isDone() == false);
// print the final state of the transfer.
TransferState xfer_state = multi_upload.getState();
System.out.println("\nMultipleFileUpload " + xfer_state);

Das vollstéandige Beispiel finden Sie unter. GitHub
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Weitere Infos

» Objektschlissel im Amazon Simple Storage Service Benutzerhandbuch

Einen Amazon S3 Bucket als Website konfigurieren

Sie kbnnen einen Amazon S3 Bucket so konfigurieren, dass er sich wie eine Website verhalt. Hierzu
mussen Sie die Website-Konfiguration festlegen.

(® Note

Bei diesen Codebeispielen wird vorausgesetzt, dass Sie die Informationen unter Verwenden
von verstehen AWS SDK fur Java und AWS Standardanmeldedaten anhand der
Informationen unter AWS Anmeldeinformationen einrichten und Region fur die Entwicklung

konfiguriert haben.

Festlegen der Website-Konfiguration eines Buckets

Um die Website-Konfiguration eines Amazon S3 Buckets festzulegen, rufen Sie die
setWebsiteConfiguration AmazonS3-Methode mit dem Bucket-Namen auf, fir den die
Konfiguration festgelegt werden soll, und einem Bucket\WebsiteConfigurationObjekt, das die Website-
Konfiguration des Buckets enthalt.

Das Festlegen eines Index-Dokuments ist erforderlich. Alle anderen Parameter sind optional.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;

import com.amazonaws.services.s3.model.BucketWebsiteConfiguration;

Code

String bucket_name, String index_doc, String error_doc) {
BucketWebsiteConfiguration website_config = null;

if (index_doc == null) {
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website_config = new BucketWebsiteConfiguration();
} else if (error_doc == null) {
new BucketWebsiteConfiguration(index_doc);

website_config
} else {
website_config

new BucketWebsiteConfiguration(index_doc, error_doc);

final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {
s3.setBucketWebsiteConfiguration(bucket_name, website_config);
} catch (AmazonServiceException e) {
System.out.format(
"Failed to set website configuration for bucket '%s'!\n",
bucket_name);
System.err.println(e.getErrorMessage());
System.exit(1);

® Note

Beim Festlegen einer Website-Konfiguration werden die Zugriffsberechtigungen fir den
Bucket nicht geandert. Um die enthaltenen Dateien im Internet sichtbar zu machen, miussen
Sie zusatzlich eine Bucket-Richtlinie festlegen, durch die der 6ffentliche Lesezugriff fir die
Dateien in dem Bucket ermdglicht wird. Weitere Informationen finden Sie unter Zugriff auf
Amazon S3 Buckets mithilfe von Bucket-Richtlinien verwalten.

Das vollstandige Beispiel finden Sie unter. GitHub

Abruf der Website-Konfiguration eines Buckets

Um die Website-Konfiguration eines Amazon S3 Buckets abzurufen, rufen Sie die
getWebsiteConfiguration AmazonS3-Methode mit dem Namen des Buckets auf, fir den die
Konfiguration abgerufen werden soll.

Die Konfiguration wird als Objekt zuriickgegeben. Bucket\WebsiteConfiguration Wenn keine Website-
Konfiguration fir den Bucket vorhanden ist, wird null zurlickgegeben.

Importe

import com.amazonaws.AmazonServiceException;
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import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;

import com.amazonaws.services.s3.model.BucketWebsiteConfiguration;

Code

final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {
BucketWebsiteConfiguration config =
s3.getBucketWebsiteConfiguration(bucket_name);
if (config == null) {
System.out.println("No website configuration found!");
} else {
System.out.format("Index document: %s\n",
config.getIndexDocumentSuffix());
System.out.format("Error document: %s\n",
config.getErrorDocument());
}

} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.out.println("Failed to get website configuration!");
System.exit(1l);

Das vollstandige Beispiel finden Sie unter GitHub.

Léschen der Website-Konfiguration eines Buckets

Um die Website-Konfiguration eines Amazon S3 Buckets zu I6schen, rufen Sie die
deleteWebsiteConfiguration Methode von AmazonS3 mit dem Namen des Buckets auf, aus
dem die Konfiguration geléscht werden soll.

Importe

import com.amazonaws.AmazonServiceException;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.s3.AmazonS3;

import com.amazonaws.services.s3.AmazonS3ClientBuilder;

Code
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final AmazonS3 s3 =
AmazonS3ClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
try {
s3.deleteBucketWebsiteConfiguration(bucket_name);
} catch (AmazonServiceException e) {
System.err.println(e.getErrorMessage());
System.out.println("Failed to delete website configuration!");
System.exit(1);

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Informationen

 PUT Bucket-Website in der Amazon S3 API-Referenz

» GET Bucket-Website in der Amazon S3 API-Referenz

« DELETE Bucket-Website in der Amazon S3 API-Referenz

Amazon S3 Clientseitige Verschlusselung verwenden

Das Verschlusseln von Daten mit dem Amazon S3 Verschlisselungsclient ist eine Mdglichkeit,
eine zusatzliche Schutzebene fur vertrauliche Informationen bereitzustellen, in denen Sie
gespeichert sind. Amazon S3 Die Beispiele in diesem Abschnitt zeigen, wie Sie den Amazon S3
Verschlusselungsclient fur Ihre Anwendung erstellen und konfigurieren.

Wenn Sie mit Kryptografie noch nicht vertraut sind, finden Sie in den Grundlagen der Kryptografie im
AWS KMS-Entwicklerhandbuch einen grundlegenden Uberblick (iber Begriffe und Algorithmen der
Kryptografie. Informationen zur allgemeinen Kryptografieunterstitzung finden Sie AWS SDKs unter
AWS SDK-Unterstutzung fur Amazon S3 clientseitige Verschlisselung in der Amazon Web Services
Allgemeinen Referenz.

(® Note

Bei diesen Codebeispielen wird vorausgesetzt, dass Sie die Informationen unter Verwenden
von verstehen AWS SDK fur Java und AWS Standardanmeldedaten anhand der
Informationen unter AWS Anmeldeinformationen einrichten und Region flr die Entwicklung

konfiguriert haben.
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Wenn Sie Version 1.11.836 oder eine friihere Version von verwenden AWS SDK fir Java, finden Sie
unter Amazon S3 Encryption Client Migration Informationen zur Migration lhrer Anwendungen auf
spatere Versionen. Wenn Sie nicht migrieren kénnen, finden Sie dieses vollstandige Beispiel unter.
GitHub

Wenn Sie Version 1.11.837 oder hdher von verwenden AWS SDK fur Java, sollten Sie sich
andernfalls die unten aufgeflhrten Beispielthemen zur Verwendung Amazon S3 der clientseitigen
Verschlisselung ansehen.

Themen

« Amazon S3 clientseitige Verschlisselung mit Client-Hauptschlisseln

» Amazon S3 clientseitige Verschliisselung mit AWS KMS-verwalteten Schlisseln

Amazon S3 clientseitige Verschlisselung mit Client-Hauptschlisseln

In den folgenden Beispielen wird die AmazonS3 EncryptionClient V2Builder-Klasse verwendet,
um einen Amazon S3 Client mit aktivierter clientseitiger Verschlisselung zu erstellen. Nach der
Aktivierung werden alle Objekte, auf die Sie mit diesem Client hochladen, Amazon S3 verschlisselt.
Alle Objekte, die Sie Amazon S3 mit diesem Client erhalten, werden automatisch entschlisselt.

® Note

Die folgenden Beispiele zeigen die Verwendung der Amazon S3 clientseitigen
Verschlisselung mit kundenverwalteten Client-Hauptschlisseln. Informationen zur
Verwendung der Verschlisselung mit von AWS KMS verwalteten Schliisseln finden Sie unter
Amazon S3 Clientseitige Verschlusselung mit von KMS verwalteten Schlisseln. AWS

Bei der Aktivierung der clientseitigen Verschlisselung kdnnen Sie zwischen zwei
Verschlusselungsmodi wahlen: strikt authentifiziert Amazon S3 oder authentifiziert. In den folgenden
Abschnitten sehen Sie, wie die unterschiedlichen Modi aktiviert werden. Informationen zu den
Algorithmen, die in den einzelnen Modi verwendet werden, finden Sie in der Definition. CryptoMode

Erforderliche Importe
Importieren Sie fur diese Beispiele die folgenden Klassen.

Importe
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import
import
import
import
import
import
import
import

com.
com.
com.
com.
com.
com.
com.
com.

amazonaws.
.regions.Regions;
s3.
S3.
s3.
S3.
s3.
S3.

amazonaws

amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.

ClientConfiguration;

services.
services.
services.
services.
services.
services.

AmazonS3EncryptionClientV2Builder;
AmazonS3EncryptionV2;
model.CryptoConfigurationV2;
model.CryptoMode;
model.EncryptionMaterials;
model.StaticEncryptionMaterialsProvider;

Strikte authentifizierte Verschllsselung

Strikte authentifizierte Verschlisselung ist der Standardmodus, wenn kein Modus angegeben
CryptoMode ist.

Um diesen Modus explizit zu aktivieren, geben Sie den StrictAuthenticatedEncryption Wert
in der withCryptoConfiguration Methode an.

(® Note

Bei Verwendung der clientseitigen authentifizierten Verschlisselung mussen Sie die neueste
Bouncy Castle jar-Datei im Klassenpfad Ihrer Anwendung einschliel3en.

Code

AmazonS3EncryptionV2 s3Encryption

EncryptionMaterials(secretKey)))

= AmazonS3EncryptionClientV2Builder.standard()

.withRegion(Regions.US_WEST_2)

.withCryptoConfiguration(new
CryptoConfigurationV2().withCryptoMode((CryptoMode.StrictAuthenticatedEncryption)))
.withEncryptionMaterialsProvider(new StaticEncryptionMaterialsProvider(new

.build();

s3Encryption.putObject(bucket_name, ENCRYPTED_KEY2, "This is the 2nd content to

encrypt");

Authentifizierter Verschlisselungsmodus

Beim Modus AuthenticatedEncryption wird wahrend der Verschlisselung ein verbesserter

Schlusselverpackungsalgorithmus angewendet. Bei einer Entschlisselung in diesem Modus verifiziert
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der Algorithmus die Integritat des entschliisselten Objekts und 16st eine Ausnahme aus, wenn das
Objekt nicht verifiziert werden kann. Weitere Informationen zur Funktionsweise der authentifizierten
Verschlisselung finden Sie im Blogbeitrag Amazon S3 Client-Side Authenticated Encryption.

(@ Note

Bei Verwendung der clientseitigen authentifizierten Verschlisselung mussen Sie die neueste
Bouncy Castle jar-Datei im Klassenpfad Ihrer Anwendung einschlieRen.

Zur Aktivierung des Modus geben Sie den AuthenticatedEncryption-Wert in der
withCryptoConfiguration-Methode an.

Code

AmazonS3EncryptionV2 s3EncryptionClientV2 =
AmazonS3EncryptionClientV2Builder.standard()

.withRegion(Regions.DEFAULT_REGION)

.withClientConfiguration(new ClientConfiguration())

.withCryptoConfiguration(new
CryptoConfigurationV2().withCryptoMode(CryptoMode.AuthenticatedEncryption))

.withEncryptionMaterialsProvider(new StaticEncryptionMaterialsProvider(new
EncryptionMaterials(secretKey)))

.build();

s3EncryptionClientV2.putObject(bucket_name, ENCRYPTED_KEY1l, "This is the 1st content to
encrypt");

Amazon S3 clientseitige Verschlisselung mit AWS KMS-verwalteten Schllisseln

In den folgenden Beispielen wird die AmazonS3 EncryptionClient V2Builder-Klasse verwendet,
um einen Amazon S3 Client mit aktivierter clientseitiger Verschlisselung zu erstellen. Nach
der Konfiguration werden alle Objekte, auf die Sie mit diesem Client hochladen, Amazon S3

verschlUsselt. Alle Objekte, die Sie Amazon S3 Uber diesen Client erhalten, werden automatisch
entschlisselt.

(® Note

Die folgenden Beispiele zeigen, wie die Amazon S3 clientseitige Verschlisselung mit
verwalteten AWS KMS-Schlusseln verwendet wird. Informationen zur Verwendung der
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Verschlisselung mit lhren eigenen Schlisseln finden Sie unter Amazon S3 Clientseitige

Verschlisselung mit Client-Hauptschlisseln.

Bei der Aktivierung der clientseitigen Verschllsselung kénnen Sie zwischen zwei

Verschlisselungsmodi wahlen: strikt authentifiziert Amazon S3 oder authentifiziert. In den folgenden

Abschnitten sehen Sie, wie die unterschiedlichen Modi aktiviert werden. Informationen zu den

Algorithmen, die in den einzelnen Modi verwendet werden, finden Sie in der Definition. CryptoMode

Erforderliche Importe

Importieren Sie flur diese Beispiele die folgenden Klassen.

Importe

import
import
import
import
import
import
import
import
import
import
import
import

com.
com.
com.
com.
com.
com.
com.
com.
com.
com.
com.
com.

amazonaws

amazonaws.

amazonaws

amazonaws.
amazonaws.
amazonaws.
amazonaws.
amazonaws.

amazonaws

amazonaws.
amazonaws.

.ClientConfiguration;
amazonaws.

regions.Regions;

services.

.services.

services.
services.
services.
services.
services.

.services.

services.
services.

kms
kms
kms
kms
s3.
s3.
s3.
s3.
s3.
s3.

. AWSKMS;

.AWSKMSClientBuilder;
.model.GenerateDataKeyRequest;
.model.GenerateDataKeyResult;
AmazonS3EncryptionClientV2Builder;
AmazonS3EncryptionV2;
model.CryptoConfigurationV2;
model.CryptoMode;
model.EncryptionMaterials;

model .KMSEncryptionMaterialsProvider;

Strikte authentifizierte Verschlisselung

Strikte authentifizierte Verschlisselung ist der Standardmodus, wenn kein Modus angegeben
CryptoMode ist.

Um diesen Modus explizit zu aktivieren, geben Sie den StrictAuthenticatedEncryption Wert
in der withCryptoConfiguration Methode an.

(® Note

Bei Verwendung der clientseitigen authentifizierten Verschlisselung mussen Sie die neueste

Bouncy Castle jar-Datei im Klassenpfad Ihrer Anwendung einschliel3en.
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Code

AmazonS3EncryptionV2 s3Encryption = AmazonS3EncryptionClientV2Builder.standard()
.withRegion(Regions.US_WEST_2)
.withCryptoConfiguration(new
CryptoConfigurationV2().withCryptoMode((CryptoMode.StrictAuthenticatedEncryption)))
.withEncryptionMaterialsProvider(new KMSEncryptionMaterialsProvider(keyId))
.build();

s3Encryption.putObject(bucket_name, ENCRYPTED_KEY3, "This is the 3rd content to encrypt
with a key created in the {console}");
System.out.println(s3Encryption.getObjectAsString(bucket_name, ENCRYPTED_KEY3));

Rufen Sie die putObject Methode auf dem Amazon S3 Verschlisselungsclient auf, um Objekte

hochzuladen.

Code

s3Encryption.putObject(bucket_name, ENCRYPTED_KEY3, "This is the 3rd content to encrypt
with a key created in the {console}");

Sie kénnen das Objekt mit demselben Client abrufen. Bei diesem Beispiel wird die
getObjectAsString-Methode zum Abrufen der gespeicherten Zeichenfolge eingesetzt.

Code

System.out.println(s3Encryption.getObjectAsString(bucket_name, ENCRYPTED_KEY3));

Authentifizierter Verschlisselungsmodus

Beim Modus AuthenticatedEncryption wird wahrend der Verschlisselung ein verbesserter
Schlusselverpackungsalgorithmus angewendet. Bei einer Entschlisselung in diesem Modus verifiziert
der Algorithmus die Integritat des entschlisselten Objekts und 16st eine Ausnahme aus, wenn das
Objekt nicht verifiziert werden kann. Weitere Informationen zur Funktionsweise der authentifizierten
Verschlisselung finden Sie im Blogbeitrag Amazon S3 Client-Side Authenticated Encryption.

(® Note

Bei Verwendung der clientseitigen authentifizierten Verschlisselung mussen Sie die neueste
Bouncy Castle jar-Datei im Klassenpfad Ihrer Anwendung einschliel3en.
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Zur Aktivierung des Modus geben Sie den AuthenticatedEncryption-Wertin der
withCryptoConfiguration-Methode an.

Code

AmazonS3EncryptionV2 s3Encryption = AmazonS3EncryptionClientV2Builder.standard()
.withRegion(Regions.US_WEST_2)
.withCryptoConfiguration(new
CryptoConfigurationV2().withCryptoMode((CryptoMode.AuthenticatedEncryption)))

.withEncryptionMaterialsProvider(new KMSEncryptionMaterialsProvider(keyId))
.build();

AWS KMS Den Client konfigurieren

Der Amazon S3 Verschlusselungsclient erstellt standardmafig einen AWS KMS Client, sofern nicht
explizit einer angegeben ist.

Um die Region fir diesen automatisch erstellten AWS KMS Client festzulegen, legen Sie den fest.
awsKmsRegion

Code

Region kmsRegion = Region.getRegion(Regions.AP_NORTHEAST_1);

AmazonS3EncryptionV2 s3Encryption = AmazonS3EncryptionClientV2Builder.standard()
.withRegion(Regions.US_WEST_2)
.withCryptoConfiguration(new
CryptoConfigurationV2().withAwsKmsRegion(kmsRegion))

.withEncryptionMaterialsProvider(new KMSEncryptionMaterialsProvider(keyId))
.build();

Alternativ kdnnen Sie Ihren eigenen AWS KMS Client verwenden, um den Verschlisselungsclient zu
initialisieren.

Code

AWSKMS kmsClient = AWSKMSClientBuilder.standard()
.withRegion(Regions.US_WEST_2);
.build();

AmazonS3EncryptionV2 s3Encryption = AmazonS3EncryptionClientV2Builder.standard()
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.withRegion(Regions.US_WEST_2)

.withKmsClient(kmsClient)

.withCryptoConfiguration(new
CryptoConfigurationV2().withCryptoMode((CryptoMode.AuthenticatedEncryption)))

.withEncryptionMaterialsProvider(new KMSEncryptionMaterialsProvider(keyId))

.build();

Amazon SQS Beispiele fur die Verwendung der AWS SDK fur Java

Dieser Abschnitt bietet Beispiele flr die Programmierung von Amazon SQS mithilfe des AWS SDK fur
Java.

@ Note

Die Beispiele enthalten nur den Code, der zur Demonstration jeder Technik nétig ist. Der
vollstandige Beispielcode ist verfligbar unter GitHub. Von dort aus kénnen Sie eine einzelne
Quelldatei herunterladen oder das Repository klonen, um alle Beispiele lokal zu erstellen und
auszufuhren.

Themen

* Mit Amazon SQS Nachrichtenwarteschlangen arbeiten

Amazon SQS Nachrichten senden, empfangen und I6schen

Long Polling fur Amazon SQS Nachrichtenwarteschlangen aktivieren

Sichtbarkeits-Timeout einrichten in Amazon SQS

« Verwenden von Warteschlangen fur unzustellbare Briefe in Amazon SQS

Mit Amazon SQS Nachrichtenwarteschlangen arbeiten

Eine Nachrichtenwarteschlange ist der logische Container, in den Nachrichten zuverlassig gesendet
werden Amazon SQS. Es gibt zwei Arten von Warteschlangen: Standard und First-in-First-out-
Verfahren (FIFO). Weitere Informationen zu Warteschlangen und den Unterschieden zwischen
diesen Typen finden Sie im Amazon SQS Entwicklerhandbuch.

In diesem Thema wird beschrieben, wie Sie mithilfe von eine Amazon SQS Warteschlange erstellen,
auflisten, I6schen und deren URL abrufen. AWS SDK fur Java
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Erstellen einer Warteschlange

Verwenden Sie die createQueue Methode des AmazonSQS-Clients und stellen Sie ein
CreateQueueRequestObjekt bereit, das die Warteschlangenparameter beschreibt.

Importe

import com.amazonaws.services.sqs.AmazonSQS;

import com.amazonaws.services.sqs.AmazonSQSClientBuilder;
import com.amazonaws.services.sqs.model.AmazonSQSException;
import com.amazonaws.services.sqs.model.CreateQueueRequest;

Code

AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();

CreateQueueRequest create_request = new CreateQueueRequest(QUEUE_NAME)
.addAttributesEntry("DelaySeconds", "60")
.addAttributesEntry("MessageRetentionPeriod", "86400");

try {
sqgs.createQueue(create_request);
} catch (AmazonSQSException e) {
if (le.getErrorCode().equals("QueueAlreadyExists")) {
throw e;

Sie kdnnen die vereinfachte Form von createQueue verwenden, die nur einen Namen fir die
Warteschlange bendétigt, um eine Standard-Warteschlange zu erstellen.

sgs.createQueue("MyQueue" + new Date().getTime());

Das vollstandige Beispiel finden Sie unter. GitHub

Auflisten von Warteschlangen

Rufen Sie die Methode des AmazonSQS-Clients auf, um die Amazon SQS Warteschlangen fir Ihr
Konto aufzulisten. 1istQueues

Importe
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import com.amazonaws.services.sqs.AmazonSQS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;
import com.amazonaws.services.sqs.model.ListQueuesResult;

Code

AmazonSQS sqgs = AmazonSQSClientBuilder.defaultClient();

ListQueuesResult 1lq_result = sqgs.listQueues();

System.out.println("Your SQS Queue URLs:");

for (String url : lqg_result.getQueueUrls()) {
System.out.println(url);

Wenn Sie die 1istQueues-Uberladung ohne Parameter aufrufen, werden alle Warteschlangen
zurtckgegeben. Sie kdnnen die zurlickgegebenen Ergebnisse filtern, indem Sie ein

ListQueuesRequest-Objekt Gbergeben.

Importe

import com.amazonaws.services.sqs.AmazonSQsS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;
import com.amazonaws.services.sqgs.model.ListQueuesRequest;

Code

AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();

String name_prefix = "Queue";
lg_result = sqgs.listQueues(new ListQueuesRequest(name_prefix));
System.out.println("Queue URLs with prefix: " + name_prefix);

for (String url : lqg_result.getQueueUrls()) {
System.out.println(url);

Das vollstéandige Beispiel finden Sie unter. GitHub
Abrufen der URL fir eine Warteschlange

Rufen Sie die Methode des AmazonSQS-Clients auf. getQueueUr1l

Importe
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import com.amazonaws.services.sqs.AmazonSQS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;

Code

AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();
String queue_url = sqgs.getQueueUrl(QUEUE_NAME).getQueueUrl();

Das vollstandige Beispiel finden Sie unter. GitHub

Loschen einer Warteschlange

Geben Sie die URL der Warteschlange fur die Methode des AmazonSQS-Clients andeleteQueue.

Importe

import com.amazonaws.services.sqs.AmazonSQS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;

Code

AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();
sgs.deleteQueue(queue_url);

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Infos

So funktionieren Amazon SQS Warteschlangen im Amazon SQS Entwicklerhandbuch

e CreateQueuein der Amazon SQS API-Referenz
GetQueueUrlin der Amazon SQS API-Referenz

» ListQueuesin der Amazon SQS API-Referenz

DeleteQueuesin der Amazon SQS API-Referenz

Amazon SQS Nachrichten senden, empfangen und I6schen

In diesem Thema wird beschrieben, wie Sie Amazon SQS Nachrichten senden, empfangen und
I6schen. Nachrichten werden immer mit einer SQS-Warteschlange geliefert.
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Senden einer Nachricht

Flgen Sie einer Amazon SQS Warteschlange eine einzelne Nachricht hinzu, indem Sie die Methode
des AmazonSQS-Clients aufrufen. sendMessage Geben Sie ein SendMessageRequestObjekt an,
das die URL der Warteschlange, den Nachrichtentext und den optionalen Verzégerungswert (in
Sekunden) enthalt.

Importe

import com.amazonaws.services.sqs.AmazonSQS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;
import com.amazonaws.services.sqs.model.SendMessageRequest;

Code

SendMessageRequest send_msg_request = new SendMessageRequest()
.withQueueUrl(queueUrl)
.withMessageBody("hello world")
.withDelaySeconds(5);
sqgs.sendMessage(send_msg_request);

Das vollstandige Beispiel finden Sie unter GitHub.

Senden mehrerer Nachrichten gleichzeitig

Sie kdnnen mehrere Nachrichten in einer einzigen Anforderung senden. Um mehrere Nachrichten
zu senden, verwenden Sie die sendMessageBatch Methode des AmazonSQS-Clients, die eine
URL SendMessageBatchRequestmit der Warteschlange und eine Liste von Nachrichten (jeweils
eine SendMessageBatchRequestEntry) zum Senden verwendet. Sie kdnnen auch eine optionale
Verzdgerung pro Nachricht festlegen.

Importe

import com.amazonaws.services.sqs.model.SendMessageBatchRequest;
import com.amazonaws.services.sqs.model.SendMessageBatchRequestEntry;

Code

SendMessageBatchRequest send_batch_request = new SendMessageBatchRequest()
.withQueueUrl(queueUrl)
.withEntries(

Amazon SQS Nachrichten senden, empfangen und Iéschen 223


https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/sqs/model/SendMessageRequest.html
https://github.com/awsdocs/aws-doc-sdk-examples/blob/master/java/example_code/sqs/src/main/java/aws/example/sqs/SendReceiveMessages.java
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/sqs/model/SendMessageBatchRequest.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/sqs/model/SendMessageBatchRequestEntry.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

new SendMessageBatchRequestEntry(

"msg_1", "Hello from message 1"),
new SendMessageBatchRequestEntry(
"msg_2", "Hello from message 2")

.withDelaySeconds(10));
sgs.sendMessageBatch(send_batch_request);

Das vollstandige Beispiel finden Sie unter. GitHub

Empfangen von Nachrichten

Rufen Sie alle Nachrichten ab, die sich derzeit in der Warteschlange befinden, indem Sie die
receiveMessage Methode des AmazonSQS-Clients aufrufen und ihr die URL der Warteschlange
tbergeben. Nachrichten werden als Liste von Message-Objekten zuriickgegeben.

Importe
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;

import com.amazonaws.services.sqs.model.AmazonSQSException;
import com.amazonaws.services.sqs.model.SendMessageBatchRequest;

Code

List<Message> messages = sqs.receiveMessage(queueUrl).getMessages();

Léschen von Nachrichten nach dem Empfangen

Nachdem Sie eine Nachricht empfangen und ihren Inhalt verarbeitet haben, |I6schen Sie die Nachricht
aus der Warteschlange, indem Sie die Empfangsnummer und die Warteschlangen-URL der Nachricht
an die Methode des AmazonSQS-Clients senden. deleteMessage

Code

for (Message m : messages) {
sgs.deleteMessage(queuelUrl, m.getReceiptHandle());

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Infos

» So funktionieren Amazon SQS Warteschlangen im Amazon SQS Entwicklerhandbuch
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« SendMessagein der Amazon SQS API-Referenz
« SendMessageBatchin der Amazon SQS API-Referenz

» ReceiveMessagein der Amazon SQS API-Referenz

» DeleteMessagein der Amazon SQS API-Referenz

Long Polling fur Amazon SQS Nachrichtenwarteschlangen aktivieren

Amazon SQS verwendet standardmaRig kurze Abfragen, bei denen nur eine Teilmenge der Server
anhand einer gewichteten Zufallsverteilung abgefragt wird, um festzustellen, ob Nachrichten fir die
Antwort verflgbar sind.

Lange Abfragen tragen dazu bei, die Nutzungskosten zu senken, Amazon SQS indem die Anzahl der
leeren Antworten reduziert wird, wenn keine Nachrichten als Antwort auf eine an eine Warteschlange
gesendete ReceiveMessage Anfrage zur Verfligung stehen, und falsche Leerantworten vermieden
werden. Amazon SQS

® Note

Sie kénnen eine lange Abfragefrequenz zwischen 1 und 20 Sekunden festlegen.

Aktivieren der Langabfrage beim Erstellen einer Warteschlange

Um lange Abfragen beim Erstellen einer Amazon SQS Warteschlange zu aktivieren, legen Sie das
ReceiveMessageWaitTimeSeconds Attribut fir das CreateQueueRequestObjekt fest, bevor Sie
die Methode der AmazonSQS-Klasse aufrufen. createQueue

Importe

import com.amazonaws.services.sqs.AmazonSQS;

import com.amazonaws.services.sqs.AmazonSQSClientBuilder;
import com.amazonaws.services.sqs.model.AmazonSQSException;
import com.amazonaws.services.sqs.model.CreateQueueRequest;

Code

final AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();

Long Polling fir Amazon SQS Nachrichtenwarteschlangen aktivieren 225


https://docs.aws.amazon.com/AWSSimpleQueueService/latest/APIReference/API_SendMessage.html
https://docs.aws.amazon.com/AWSSimpleQueueService/latest/APIReference/API_SendMessageBatch.html
https://docs.aws.amazon.com/AWSSimpleQueueService/latest/APIReference/API_ReceiveMessage.html
https://docs.aws.amazon.com/AWSSimpleQueueService/latest/APIReference/API_DeleteMessage.html
https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/sqs/model/CreateQueueRequest.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

// Enable long polling when creating a queue

CreateQueueRequest create_request = new CreateQueueRequest()
.withQueueName(queue_name)
.addAttributesEntry("ReceiveMessageWaitTimeSeconds", "20");

try {
sgs.createQueue(create_request);
} catch (AmazonSQSException e) {
if (le.getErrorCode().equals("QueueAlreadyExists")) {
throw e;

Das vollstandige Beispiel finden Sie unter. GitHub

Aktivieren der Langabfrage flir eine vorhandene Warteschlange

Sie kénnen nicht nur die lange Abfrage beim Erstellen einer Warteschlange aktivieren,
sondern sie auch fur eine bestehende Warteschlange aktivieren, indem Sie die Methode
SetQueueAttributesRequestvor ReceiveMessageWaitTimeSeconds dem Aufrufen der
AmazonSQS-Klasse aktivieren. setQueueAttributes

Importe

import com.amazonaws.services.sqs.model.SetQueueAttributesRequest;

Code

SetQueueAttributesRequest set_attrs_request = new SetQueueAttributesRequest()
.withQueueUrl(queue_url)
.addAttributesEntry("ReceiveMessageWaitTimeSeconds", "20");

sgs.setQueueAttributes(set_attrs_request);

Das vollstandige Beispiel finden Sie unter. GitHub

Aktivieren von Langabfragen beim Nachrichteneingang

Sie kénnen lange Abfragen beim Empfang einer Nachricht aktivieren, indem Sie die Wartezeit
in Sekunden fur die Methode festlegen ReceiveMessageRequest, die Sie an die Methode der
AmazonSQS-Klasse Ubergeben. receiveMessage
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® Note

Sie sollten sicherstellen, dass das Anfrage-Timeout des AWS Kunden gréfer ist als die
maximale lange Abfragezeit (20 s), damit es bei lhren receiveMessage Anfragen nicht zu
einem Timeout kommt, wahrend Sie auf das nachste Umfrageereignis warten!

Importe

import com.amazonaws.services.sqs.model.ReceiveMessageRequest;

Code

ReceiveMessageRequest receive_request = new ReceiveMessageRequest()
.withQueueUrl(queue_url)
.withWaitTimeSeconds(20);
sqs.receiveMessage(receive_request);

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Infos

Amazon SQS Long Polling im Amazon SQS Entwicklerhandbuch

« CreateQueuein der Amazon SQS API-Referenz

« ReceiveMessagein der Amazon SQS API-Referenz

SetQueueAttributesin der Amazon SQS API-Referenz

Sichtbarkeits-Timeout einrichten in Amazon SQS

Wenn eine Nachricht empfangen wird Amazon SQS, verbleibt sie in der Warteschlange, bis sie
geléscht wird, um den Empfang sicherzustellen. Eine empfangene, aber nicht geldschte Nachricht
erscheint erst nach Ablauf einer bestimmten Zeitbeschrankung flir die Sichtbarkeit in nachfolgenden
Anforderungen. Dadurch wird gewahrleistet, dass die Nachricht nicht mehrmals empfangen wird,
bevor sie verarbeitet und geléscht werden kann.
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® Note

Bei Nutzung von Standard-Warteschlangen kann durch die Zeitbeschrankung fur die

Sichtbarkeit nicht garantiert werden, dass eine Nachricht mehrmals empfangen wird. Wenn
Sie eine Standard-Warteschlange verwenden, achten Sie darauf, dass |hr Code mit dem Fall
umgehen kann, dass dieselbe Nachricht mehrmals eingeht.

Einrichten der Zeitbeschrankung fur die Sichtbarkeit einer einzelnen Nachricht

Wenn Sie eine Nachricht erhalten haben, kdnnen Sie ihr Sichtbarkeits-Timeout &ndern, indem Sie
ihre Empfangsnummer in einer Methode Ubergeben ChangeMessageVisibilityRequest, die Sie an die
Methode der AmazonSQS-Klasse Ubergeben. changeMessageVisibility

Importe

import com.amazonaws.services.sqs.AmazonSQS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;

Code

AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();

// Get the receipt handle for the first message in the queue.
String receipt = sqgs.receiveMessage(queue_url)

.getMessages()

.get(0)

.getReceiptHandle();

sgs.changeMessageVisibility(queue_url, receipt, timeout);

Das vollstandige Beispiel finden Sie unter. GitHub

Einrichten der Zeitbeschrankung fur die Sichtbarkeit mehrerer Nachrichten auf einmal

Um das Timeout fir die Nachrichtensichtbarkeit fir mehrere Nachrichten gleichzeitig festzulegen,
erstellen Sie eine Liste von ChangeMessageVisibilityBatchRequestEntryObjekten, die jeweils eine

eindeutige ID-Zeichenfolge und ein Empfangs-Handle enthalten. Ubergeben Sie dann die Liste an die
Methode der Amazon SQS Client-Klasse. changeMessageVisibilityBatch
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Importe

import com.amazonaws.services.sqs.AmazonSQS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;

import com.amazonaws.services.sqs.model.ChangeMessageVisibilityBatchRequestEntry;

import java.util.Arraylist;
import java.util.list;

Code

AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();

List<ChangeMessageVisibilityBatchRequestEntry> entries =
new ArraylList<ChangeMessageVisibilityBatchRequestEntry>();

entries.add(new ChangeMessageVisibilityBatchRequestEntry(
"unique_id_msgl",
sqs.receiveMessage(queue_url)
.getMessages()
.get(0)
.getReceiptHandle())
.withVisibilityTimeout(timeout));

entries.add(new ChangeMessageVisibilityBatchRequestEntry(
"unique_id_msg2",
sqs.receiveMessage(queue_url)
.getMessages()
.get(0)
.getReceiptHandle())
.withVisibilityTimeout(timeout + 200));

sqgs.changeMessageVisibilityBatch(queue_url, entries);

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Infos

Visibility Timeout im Amazon SQS Developer Guide
SetQueueAttributesin der Amazon SQS API-Referenz
GetQueueAttributesin der Amazon SQS API-Referenz

ReceiveMessagein der Amazon SQS API-Referenz
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« ChangeMessageVisibilityin der Amazon SQS API-Referenz

« ChangeMessageVisibilityBatchin der Amazon SQS API-Referenz

Verwenden von Warteschlangen fur unzustellbare Briefe in Amazon SQS

Amazon SQS bietet Unterstitzung flur Warteschlangen mit uneingeschrankten Briefen. Andere
(Quell-)Warteschlangen kénnen Nachrichten, die nicht erfolgreich verarbeitet werden konnten, an
die Warteschlange fur unzustellbare Nachrichten senden. Sie konnen diese Nachrichten in der
Warteschlange fur unzustellbare Nachrichten sammeln und isolieren, um zu bestimmen, warum die
Verarbeitung fehlgeschlagen ist.

Erstellen einer Warteschlange fur unzustellbare Nachrichten

Eine Warteschlange fur unzustellbare Nachrichten wird wie eine regulare Warteschlange erstellt, hat
aber folgende Einschrénkungen:

» Eine Warteschlange fur unzustellbare Nachrichten muss den gleichen Typ der Warteschlange
(FIFO oder Standard) wie die Quell-Warteschlange haben.

+ Eine Warteschlange fur eingehende Nachrichten muss mit derselben AWS-Konto AND-Region wie
die Quellwarteschlange erstellt werden.

Hier erstellen wir zwei identische Amazon SQS Warteschlangen, von denen eine als Warteschlange
fur eingehende Nachrichten dient:

Importe

import com.amazonaws.services.sqs.AmazonSQS;
import com.amazonaws.services.sqs.AmazonSQSClientBuilder;
import com.amazonaws.services.sqs.model.AmazonSQSException;

Code

final AmazonSQS sqs = AmazonSQSClientBuilder.defaultClient();

// Create source queue
try {
sgs.createQueue(src_queue_name);
} catch (AmazonSQSException e) {
if (l!e.getErrorCode().equals("QueueAlreadyExists")) {
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throw e;

// Create dead-letter queue
try {
sgs.createQueue(dl_queue_name);
} catch (AmazonSQSException e) {
if (le.getErrorCode().equals("QueueAlreadyExists")) {
throw e;

Das vollstandige Beispiel finden Sie unter. GitHub

Zuweisen einer Warteschlange flr unzustellbare Nachrichten an eine Quell-
Warteschlange

Sie kénnen eine Warteschlange flr unzustellbare Nachrichten zuweisen, indem Sie als Erstes eine
Redrive-Richtlinie erstellen und die Richtlinie dann in den Attributen der Warteschlange festlegen.
Eine Redrive-Richtlinie wird in JSON angegeben und enthalt den ARN der Warteschlange fir
unzustellbare Nachrichten sowie die maximale Anzahl an Malen, die eine Nachricht empfangen
und nicht verarbeitet werden kann, bevor sie an die Warteschlange flr unzustellbare Nachrichten
gesendet wird.

Um die Redrive-Richtlinie fur Ihre Quell-Warteschlange festzulegen, rufen

Sie die setQueueAttributes Methode der AmazonSQS-Klasse mit einem
SetQueueAttributesRequestObjekt auf, fir das Sie das RedrivePolicy Attribut mit lhrer JSON-
Redrive-Richtlinie festgelegt haben.

Importe

import com.amazonaws.services.sqs.model.GetQueueAttributesRequest;
import com.amazonaws.services.sqs.model.GetQueueAttributesResult;
import com.amazonaws.services.sqs.model.SetQueueAttributesRequest;

Code

String dl_queue_url = sqgs.getQueueUrl(dl_queue_name)
.getQueuelrl();
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GetQueueAttributesResult queue_attrs = sqgs.getQueueAttributes(
new GetQueueAttributesRequest(dl_queue_url)
.withAttributeNames("QueueArn"));

String dl_queue_arn = queue_attrs.getAttributes().get("QueueArn");

// Set dead letter queue with redrive policy on source queue.
String src_queue_url = sgs.getQueueUrl(src_queue_name)
.getQueuelrl();

SetQueueAttributesRequest request = new SetQueueAttributesRequest()
.withQueueUrl(src_queue_url)
.addAttributesEntry("RedrivePolicy",

"{\"maxReceiveCount\":\"5\", \"deadLetterTargetArn\":\""
+ dl_queue_arn + "\"}");

sgs.setQueueAttributes(request);

Das vollstandige Beispiel finden Sie unter. GitHub

Weitere Infos

* Verwenden von Amazon SQS Dead Letter Queues im Amazon SQS Entwicklerhandbuch

» SetQueueAttributesin der Amazon SQS API-Referenz

Amazon SWF Beispiele fur die Verwendung der AWS SDK flur Java

Amazon SWFist ein Workflow-Management-Service, der Entwicklern hilft, verteilte Workflows
zu erstellen und zu skalieren, die parallel oder sequentielle Schritte umfassen kénnen, die aus
Aktivitaten, untergeordneten Workflows oder sogar Lambda-Aufgaben bestehen kénnen.

Es gibt zwei Mdglichkeiten, mit dem zu arbeiten: Amazon SWF mit dem AWS SDK fir JavaSWF-
Client-Objekt oder mit dem fur Java. AWS Flow Framework Das AWS Flow Framework flr Java ist
anfangs schwieriger zu konfigurieren, da es haufig Anmerkungen verwendet und auf zusatzliche
Bibliotheken wie AspectJ und das Spring Framework angewiesen ist. Bei grol3en oder komplexen
Projekten sparen Sie jedoch Codierungszeit, indem Sie for Java verwenden. AWS Flow Framework
Weitere Informationen finden Sie im AWS Flow Framework for Java Developer Guide.

Dieser Abschnitt enthalt Beispiele fur die direkte Programmierung Amazon SWF mit dem AWS SDK
fur Java Client.
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Themen

* SWF-Grundlagen

* Eine einfache Amazon SWF Anwendung erstellen

* Lambda Aufgaben

» Korrektes Herunterfahren von Aktivitats- und Workflow-Workern

* Registrieren von Doménen

* Auflisten von Domanen

SWEF-Grundlagen

Dies sind allgemeine Muster fur die Arbeit Amazon SWF mit der AWS SDK fiur Java. Dies soll
hauptsachlich als Referenz dienen. Ein vollstédndigeres Einfuhrungstutorial finden Sie unter Erstellen
einer einfachen Amazon SWF Anwendung.

Abhangigkeiten

Fir Amazon SWF Basisanwendungen sind die folgenden Abhangigkeiten erforderlich, die im
Lieferumfang von enthalten sind AWS SDK fir Java:

* aws-java-sdk-1.12.* jar

+ commons-logging-1.2.*.jar

* httpclient-4.3.*.jar

* httpcore-4.3.* jar

+ jackson-annotations-2.12.* jar
 jackson-core-2.12.*.jar

+ jackson-databind-2.12.* jar

* joda-time-2.8.*.jar

(® Note

Die Versionsnummern dieser Pakete hadngen von der Version des SDK ab, die Sie haben,
aber die Versionen, die mit dem SDK geliefert werden, wurden auf Kompatibilitat getestet und
sollten Sie verwenden.
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AWS Flow Framework flr Java-Anwendungen sind zusatzliche Einstellungen und zusatzliche
Abhangigkeiten erforderlich. Weitere Informationen AWS Flow Framework zur Verwendung des
Frameworks finden Sie im for Java Developer Guide.

Importe

Im Allgemeinen kdnnen Sie die folgenden Importe fiir Code-Entwicklung nutzen:

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflowClientBuilder;
import com.amazonaws.services.simpleworkflow.model.*;

Sie sollten jedoch nur die Klassen importieren, die Sie wirklich bendtigen.
Dazu geben Sie wahrscheinlich bestimmte Klassen im Workspace
com.amazonaws.services.simpleworkflow.model an:

import com.amazonaws.services.simpleworkflow.model.PollForActivityTaskRequest;

import com.amazonaws.services.simpleworkflow.model.RespondActivityTaskCompletedRequest;
import com.amazonaws.services.simpleworkflow.model.RespondActivityTaskFailedRequest;
import com.amazonaws.services.simpleworkflow.model.TaskList;

Wenn Sie das AWS Flow Framework flr Java verwenden, importieren Sie Klassen aus dem
com.amazonaws.services.simpleworkflow.flow Workspace. Zum Beispiel:

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflow;
import com.amazonaws.services.simpleworkflow.flow.ActivityWorker;

(@ Note

AWS Flow Framework Fir Java gelten zusatzliche Anforderungen, die Uber die Basisversion
hinausgehen AWS SDK fiir Java. Weitere Informationen finden Sie im AWS Flow Framework
for Java Developer Guide.

Verwenden der SWF-Client-Klasse

Ihre grundlegende Schnittstelle zu Amazon SWF sind entweder die
AmazonSimpleWorkflowAsyncClientKlassen AmazonSimpleWorkflowClientoder. Der Unterschied
zwischen diesen Klassen besteht darin, dass die \*AsyncClient-Klasse Future-Objekte flr
gleichzeitige (asynchrone) Programmierung zurtckgibt.
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AmazonSimpleWorkflowClient swf = AmazonSimpleWorkflowClientBuilder.defaultClient();

Eine einfache Amazon SWF Anwendung erstellen

In diesem Thema werden Sie in die Programmierung von Amazon SWFAnwendungen mit dem AWS
SDK fur Java eingefihrt und dabei einige wichtige Konzepte vorgestellt.

Uber das Beispiel

Das Beispielprojekt erstellt einen Workflow mit einer einzigen Aktivitat, der Workflow-Daten
akzeptiert, die Uber die AWS Cloud tbertragen werden (in der HelloWorld Tradition ist dies der Name
einer zu begrilenden Person) und anschliel3end eine BegriflRung als Antwort ausgibt.

Obwohl dies auf den ersten Blick sehr einfach erscheint, bestehen Amazon SWF Anwendungen aus
einer Reihe von Teilen, die zusammenarbeiten:

» Einer Domaéane als logischem Container fir die Ausfihrungsdaten des Workflows.

» Einem oder mehreren Workflows, die Code-Komponenten darstellen, mit denen die logische
Reihenfolge der Ausflihrung fur die Aktivitaten und untergeordneten Workflows Ihres Workflows
definiert wird.

« Einem Workflow-Worker, auch Entscheider genannt, der Abfragen fir Entscheidungsaufgaben
ausfuhrt und daraufhin Aktivitaten oder untergeordnete Workflows plant.

» Einer oder mehreren Aktivitaten, die jeweils eine Arbeitseinheit im Workflow darstellen.

» Einem Aktivitats-Worker, der Abfragen fur Aktivitdtsaufgaben durchflihrt und als Reaktion
Aktivitdtsmethoden ausfuhrt.

» Eine oder mehrere Aufgabenlisten, bei denen es sich um Warteschlangen handelt, die Amazon
SWF dazu dienen, Anfragen an die Workflow- und Aktivitatsmitarbeiter zu richten. Aufgaben in
einer Aufgabenliste fur Workflow-Worker werden Entscheidungsaufgaben genannt. Aufgaben fir
Aktivitats-Worker nennen sich Aktivitatsaufgaben.

» Einem Workflow-Starter, der mit der Ausfihrung des Workflows beginnt.

Amazon SWF Orchestriert hinter den Kulissen den Betrieb dieser Komponenten, koordiniert ihren
Fluss aus der AWS Cloud, leitet Daten zwischen ihnen weiter, verarbeitet Timeouts und Heartbeat-
Benachrichtigungen und protokolliert den Verlauf der Workflow-Ausflihrung.
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Voraussetzungen
Entwicklungsumgebung

Die Entwicklungsumgebung in dieser Anleitung besteht aus:

» Das Tool AWS SDK fir Java.
« Apache Maven (3.3.1).

* JDK 1.7 oder neuer. Diese Anleitung wurde mit JDK 1.8.0 entwickelt und getestet.

» Einen guten Java-Texteditor (lhrer Wahl).

(® Note

Wenn Sie ein anderes Build-System als Maven verwenden, kénnen Sie trotzdem ein

Projekt mit den entsprechenden Schritten fur Ihre Umgebung erstellen und dabei die

hier bereitgestellten Konzepte verwenden. Weitere Informationen zur Konfiguration und
Verwendung von AWS SDK fur Java mit den verschiedenen Build-Systemen finden Sie unter
Erste Schritte.

Ebenso, aber mit grofierem Aufwand, kbnnen die hier gezeigten Schritte mit jedem der AWS
SDKs mit Unterstitzung fur implementiert werden Amazon SWF.

Alle erforderlichen externen Abhangigkeiten sind im Lieferumfang von enthalten AWS SDK flr Java,
sodass Sie nichts zusatzlich herunterladen mussen.

AWS Zugriff

Um dieses Tutorial erfolgreich durcharbeiten zu kénnen, bendétigen Sie Zugriff auf das AWS
Zugangsportal, wie im Abschnitt zur Grundkonfiguration dieses Handbuchs beschrieben.

In den Anweisungen wird beschrieben, wie Sie auf temporare Anmeldeinformationen zugreifen, die
Sie kopieren und in lhre lokale gemeinsam genutzte credentials Datei einfligen. Die temporaren
Anmeldeinformationen, die Sie einfligen, missen einer IAM-Rolle zugeordnet sein AWS IAM
Identity Center , die Uber Zugriffsberechtigungen fir Amazon SWF verfligt. Nach dem Einfligen der
temporaren Anmeldeinformationen sieht lhre credentials Datei wie folgt aus.

[default]
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aws_access_key_id=AKIAIOSFODNN7EXAMPLE
aws_secret_access_key=wJalrXUtnFEMI/K7MDENG/bPxRfiCYEXAMPLEKEY
aws_session_token=IQoJb3JpZ21uX2IQolb3IpZ21uX2IQoIb3IpZ21uX2IQoIb3IpZ21uX21QoIb3IpZVERYLONGSTRI

Diese temporaren Anmeldeinformationen sind mit dem default Profil verknipft.

Erstellen eines SWF-Projekts

1. Starten Sie ein neues Projekt mit Maven:

mvn archetype:generate -DartifactId=helloswf \
-DgroupId=aws.example.helloswf -DinteractiveMode=false

Dadurch wird ein neues Projekt mit einer Standard-Projektstruktur fir Maven erzeugt:

helloswf
### pom.xml
### src
### main
#  ### java
# ### aws
# ### example
# ### helloswf
# ### App.java
### test
#it#

Sie kénnen das test-Verzeichnis und dessen Inhalte ignorieren oder I6schen, da wir es flr diese
Anleitung nicht verwenden. Sie kdnnen auch App. java léschen, da wir sie durch neue Klassen
ersetzen.

2. Bearbeiten Sie die pom. xml Projektdatei und fligen Sie das aws-java-sdk-simpleworkflowModul
hinzu, indem Sie dem <dependencies> Block eine Abhangigkeit hinzufiigen.

<dependencies>
<dependency>
<groupId>com.amazonaws</groupId>
<artifactId>aws-java-sdk-simpleworkflow</artifactId>
<version>1.11.1000</version>
</dependency>
</dependencies>
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3. Achten Sie darauf, dass Maven das Projekt mit Unterstitzung fir JDK 1.7+ erstellt. Fligen Sie
Folgendes in der Datei <dependencies> zu Ihrem Projekt hinzu (vor oder nach dem Block
pom.xml):

<build>
<plugins>
<plugin>
<artifactId>maven-compiler-plugin</artifactId>
<version>3.6.1</version>
<configuration>
<source>1.8</source>
<target>1.8</target>
</configuration>
</plugin>
</plugins>
</build>

Entwickeln des Projekts

Das Beispielprojekt umfasst vier separate Anwendungen, die wir einzeln untersuchen:

* HelloTypes.java — enthalt die Domanen-, Aktivitats- und Workflow-Typdaten des Projekts, die mit
den anderen Komponenten gemeinsam genutzt werden. AuRerdem Ubernimmt diese Datei das
Registrieren dieser Typen mit SWF.

 ActivityWorker.java --enthalt den Activity Worker, der nach Aktivitatsaufgaben fragt und daraufhin
Aktivitaten ausfuhrt.

» WorkflowWorker.java — enthalt den Workflow-Worker (Decider), der Entscheidungsaufgaben
abfragt und neue Aktivitaten plant.

+ WorkflowStarter.java --enthalt den Workflow-Starter, der eine neue Workflow-Ausfuhrung startet,
wodurch SWF beginnt, Entscheidungs- und Workflow-Aufgaben zu generieren, die Ihre Worker
bearbeiten kdnnen.

Allgemeine Schritte fur alle Quelldateien

Alle Dateien, die Sie erstellen, um lhre Java-Klassen zu integrieren, haben ein paar Dinge
gemeinsam. Aus zeitlichen Grinden werden die folgenden Schritte jedes Mal implizit vorausgesetzt,
wenn Sie eine neue Datei zum Projekt hinzufugen:
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1. Erstellen Sie die Datei im Verzeichnis stc/main/java/aws/example/helloswf/ des

Projekts.

2. Fugen Sie eine package-Deklaration am Anfang jeder Datei hinzu, um ihren Namespace zu

deklarieren. Das Beispielprojekt nutzt:

package aws.example.helloswf;

3. Fugen Sie import Deklarationen fir die AmazonSimpleWorkflowClientKlasse und fur mehrere
Klassen im com.amazonaws.services.simpleworkflow.model Namespace hinzu. Der

Einfachheit halber verwenden wir:

import com.
import com.
import com.
import com.

amazonaws.
amazonaws.
amazonaws.
amazonaws.

regions.Regions;
services.simpleworkflow.AmazonSimpleWorkflow;

services.simpleworkflow.AmazonSimpleWorkflowClientBuilder;
services.simpleworkflow.model. *;

Registrieren von Doméane und Workflow- und Aktivitatstypen

Als Erstes erstellen wir eine neue ausfuhrbare Klasse, HelloTypes. java. Diese Datei enthalt
freigegebene Daten, die verschiedenen Teilen Ihres Workflows bekannt sein missen, z. B. die

Namen und Version lhrer Aktivitaten und Workflow-Typen, den Namen der Domane und den Namen
der Aufgabenliste.

1. Offnen Sie den Texteditor und erstellen Sie die Datei HelloTypes. java. Fiigen Sie eine
Package-Deklaration und die Importe laut den allgemeinen Schritten hinzu.

2. Deklarieren Sie die HelloTypes-Klasse und geben Sie Werte fir lhre registrierten Aktivitats- und
Workflow-Typen an:

public
public
public
public
public
public

static
static
static
static
static
static

final
final
final
final
final
final

String
String
String
String
String
String

DOMAIN = "HelloDomain";
TASKLIST = "HelloTasklist";
WORKFLOW = "HelloWorkflow";

WORKFLOW_VERSION = "1.0";
ACTIVITY = "HelloActivity";
ACTIVITY_VERSION = "1.0";

Diese Werte werden im gesamten Code verwendet.
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3. Erstellen Sie nach den String-Deklarationen eine Instanz der AmazonSimpleWorkflowClientKlasse.
Dies ist die grundlegende Schnittstelle zu den Amazon SWF Methoden, die von der bereitgestellt
werden AWS SDK fir Java.

private static final AmazonSimpleWorkflow swf =

AmazonSimpleWorkflowClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();

Im vorherigen Codeausschnitt wird davon ausgegangen, dass dem Profil temporare
Anmeldeinformationen zugeordnet sind. default Wenn Sie ein anderes Profil verwenden, andern
Sie den obigen Code wie folgt und profile_name ersetzen Sie ihn durch den Namen des
tatsachlichen Profilnamens.

private static final AmazonSimpleWorkflow swf =
AmazonSimpleWorkflowClientBuilder
.standard()
.withCredentials(new ProfileCredentialsProvider("profile_name"))
.withRegion(Regions.DEFAULT_REGION)
Lbuild();

4. Flgen Sie eine neue Funktion flr die Registrierung einer SWF-Domaéane hinzu. Bei einer Domane
handelt es sich um einen logischen Container fir eine Reihe von zugehdrigen SWF-Aktivitaten
und Workflow-Typen. SWF-Komponenten kdnnen nur miteinander kommunizieren, wenn sie in
derselben Domane sind.

try {
System.out.println("** Registering the domain '" + DOMAIN + "'.");

swf.registerDomain(new RegisterDomainRequest()
.withName (DOMAIN)
.withWorkflowExecutionRetentionPeriodInDays("1"));
} catch (DomainAlreadyExistsException e) {
System.out.println("** Domain already exists!");

Wenn Sie eine Domain registrieren, geben Sie ihr einen Namen (eine beliebige Gruppe von 1
bis 256 Zeichen mit Ausnahme von:,,/,|, Steuerzeichen oder der wortlichen Zeichenfolge "arn')
und eine Aufbewahrungsfrist, d. h. die Anzahl der Tage, in denen die Ausflihrungsverlaufsdaten
Ihres Workflows nach Abschluss einer Workflow-Ausfihrung aufbewahrt Amazon SWF werden.

Eine einfache Amazon SWF Anwendung erstellen 240


https://docs.aws.amazon.com/sdk-for-java/v1/reference/com/amazonaws/services/simpleworkflow/AmazonSimpleWorkflowClient.html

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

Der maximale Aufbewahrungszeitraum fur die Workflow-Ausfiihrung ist 90 Tage. Weitere
Informationen finden Sie unter RegisterDomainRequest.

Wenn eine Domane mit diesem Namen bereits existiert, DomainAlreadyExistsExceptionwird a
aktiviert. Da uns nicht interessiert, ob die Doméane schon erstellt wurde, kdnnen wir die Ausnahme

ignorieren.

(® Note

Dieser Code veranschaulicht ein allgemeines Muster bei der Arbeit mit AWS SDK fir Java
Methoden: Daten fiir die Methode werden von einer Klasse im simpleworkflow.model
Namespace bereitgestellt, die Sie mithilfe der verkettbaren Methoden instanziieren und
auffillen. Qwith*

5. Fugen Sie eine neue Funktion fur die Registrierung eines neuen Aktivitatstyps hinzu. Eine Aktivitat
stellt eine Arbeitseinheit in Inrem Workflow dar.

try {
System.out.println("** Registering the activity type '" + ACTIVITY +
"-" + ACTIVITY_VERSION + "'.");
swf.registerActivityType(new RegisterActivityTypeRequest()
.withDomain(DOMAIN)
.withName(ACTIVITY)

.withVersion(ACTIVITY_VERSION)
.withDefaultTaskList(new TaskList().withName(TASKLIST))
.withDefaultTaskScheduleToStartTimeout("30")
.withDefaultTaskStartToCloseTimeout("600")
.withDefaultTaskScheduleToCloseTimeout("630")
.withDefaultTaskHeartbeatTimeout("10"));

} catch (TypeAlreadyExistsException e) {

System.out.println("** Activity type already exists!");

Ein Aktivitatstyp wird durch einen Namen und eine Version angegeben, die zum Unterscheiden
der Aktivitaten von denen anderen Dateien in der Domane, in der sie registriert sind, verwendet
werden. Aktivitaten enthalten au3erdem eine Reihe von optionalen Parametern, wie die
Standard-Aufgabenliste fir den Empfang von Aufgaben und Daten aus SWF und eine Reihe
verschiedener Timeouts, mit denen Sie Einschrankungen dafur, wie lange verschiedene Teile
der Aktivitat ausgefuhrt werden durfen, festlegen kdnnen. Weitere Informationen finden Sie unter
RegisterActivityTypeRequest.
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® Note

Alle Timeout-Werte werden in Sekunden angegeben. Eine vollstandige Beschreibung der
Auswirkungen von Amazon SWF Timeouts auf Ihre Workflow-Ausfihrungen finden Sie

unter Timeout-Typen.

Wenn der Aktivitatstyp, den Sie registrieren mochten, bereits existiert,
TypeAlreadyExistsExceptionwird ein ausgeldst. Fligen Sie eine neue Funktion fur die Registrierung
eines neuen Workflow-Typs hinzu. Ein Workflow, auch Entscheider genannt, stellt die Logik lhrer
Workflow-Ausfiihrung dar.

+
try {
System.out.println("** Registering the workflow type '" + WORKFLOW +
"-" + WORKFLOW_VERSION + "'.");
swf.registerWorkflowType(new RegisterWorkflowTypeRequest()
.withDomain(DOMAIN)
.withName (WORKFLOW)
.withVersion(WORKFLOW_VERSION)
.withDefaultChildPolicy(ChildPolicy.TERMINATE)
.withDefaultTaskList(new TaskList().withName(TASKLIST))
.withDefaultTaskStartToCloseTimeout("30"));
} catch (TypeAlreadyExistsException e) {
System.out.println("** Workflow type already exists!");
}
+

Ahnlich wie bei Aktivitatstypen werden Workflow-Typen durch einen Namen und eine Version
identifiziert und haben auch konfigurierbare Timeouts. Weitere Informationen finden Sie unter
RegisterWorkflowTypeRequest.

+

Wenn der Workflowtyp, den Sie registrieren méchten, bereits existiert,
TypeAlreadyExistsExceptionwird ein ausgeldst. Markieren Sie die Klasse schliel3lich als ausfuhrbar,
indem Sie eine main-Methode hinzufligen. Diese registriert die Domane, den Aktivitatstyp sowie den
Workflow-Typ:
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+

registerDomain();
registerWorkflowType();
registerActivityType();

Jetzt kdnnen Sie die Anwendung erstellen und ausfiuhren, um das Registrierungsskript auszufiihren.
Sie kénnen aber auch mit dem Entwickeln der Aktivitats- und Workflow-Worker fortfahren. Sobald die
Domane, der Workflow und die Aktivitat registriert wurden, missen Sie sie nicht erneut ausflihren.
Diese Typen bleiben bestehen, bis Sie sie selbst als veraltet kennzeichnen.

Implementieren des Aktivitats-Workers

Eine Aktivitat ist die grundlegende Arbeitseinheit in einem Workflow. Ein Workflow stellt die
Logik bereit und plant auszufiihrende Aktivitdten (oder andere Aktionen) als Reaktion auf
Entscheidungsaufgaben. Ein typischer Workflow besteht normalerweise aus einer Reihe von
Aktivitaten, die synchron, asynchron oder gemischt ausgeflihrt werden kénnen.

Der Activity Worker ist der Code, der nach Aktivitdtsaufgaben fragt, die von Amazon SWF als
Reaktion auf Workflow-Entscheidungen generiert werden. Wird eine Aktivitdtsaufgabe empfangen,
wird die zugehorige Aktivitat ausgefuhrt und eine Erfolg-/Fehlermeldung an den Workflow
zuruckgegeben.

Wir implementieren einen einfachen Aktivitats-Worker, der eine einzelne Aktivitat ausfihrt.

1. Offnen Sie den Texteditor und erstellen Sie die Datei ActivityWorker.java. Fiigen Sie eine
Package-Deklaration und die Importe laut den allgemeinen Schritten hinzu.

import com.amazonaws.regions.Regions;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflow;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflowClientBuilder;
import com.amazonaws.services.simpleworkflow.model.*;

2. Fugen Sie die ActivityWorker Klasse der Datei hinzu und geben Sie ihr ein Datenelement fiir
einen SWF-Client, mit dem Amazon SWF wir interagieren werden:

private static final AmazonSimpleWorkflow swf =
AmazonSimpleWorkflowClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();

3. Fugen Sie die Methode, die wir nutzen werden, als Aktivitat hinzu:

Eine einfache Amazon SWF Anwendung erstellen 243



AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

private static String sayHello(String input) throws Throwable {
return "Hello, " + input + "!";

Die Aktivitat nimmt einfach eine Zeichenfolge entgegen, kombiniert sie zu einer BegrufRung und
gibt das Ergebnis zurtck. Es ist zwar unwahrscheinlich, dass diese Aktivitat eine Ausnahme
auslost. Dennoch empfiehlt es sich, Aktivitaten zu entwerfen, die einen Fehler auslésen kdnnen,
wenn ein Fehler auftritt.

4. Fugen Sie eine main-Methode hinzu. Wir verwenden sie als Abfragemethode der
Aktivitatsaufgabe. Wir starten sie, indem wir Code hinzufligen, der die Aufgabenliste nach
Aktivitatsaufgaben abfragt:

System.out.println("Polling for an activity task from the tasklist '"
+ HelloTypes.TASKLIST + "' in the domain '" +
HelloTypes.DOMAIN + "'.");

ActivityTask task = swf.pollForActivityTask(
new PollForActivityTaskRequest()
.withDomain(HelloTypes.DOMAIN)
.withTaskList(
new TaskList().withName(HelloTypes.TASKLIST)));

String task_token = task.getTaskToken();

Die Aktivitat empfangt Aufgaben von, Amazon SWF indem sie die pol1ForActivityTask
Methode des SWF-Clients aufruft und dabei die Doméane und die Aufgabenliste angibt, die in der
Ubergebenen Datei verwendet werden sollen. PollForActivityTaskRequest

Sobald eine Aufgabe empfangen wird, rufen wir eine eindeutige Kennung flr sie ab, indem wir die
getTaskToken-Methode der Aufgabe aufrufen.

5. Schreiben Sie als Nachstes Code zum Verarbeiten der eingehenden Aufgaben. Fligen Sie
Folgendes zur main-Methode hinzu, und zwar direkt nach dem Code, der die Aufgabe abruft und
deren Aufgabentoken ermittelt.

if (task_token != null) {
String result = null;
Throwable error = null;
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try {
System.out.println("Executing the activity task with input '" +
task.getInput() + "'.");
result = sayHello(task.getInput());
} catch (Throwable th) {
error = th;

if (error == null) {
System.out.println("The activity task succeeded with result '"
+ result + "'.");
swf.respondActivityTaskCompleted(
new RespondActivityTaskCompletedRequest()
.withTaskToken(task_token)

.withResult(result));
} else {
System.out.println("The activity task failed with the error '"
+ error.getClass().getSimpleName() + "'.");

swf.respondActivityTaskFailed(
new RespondActivityTaskFailedRequest()
.withTaskToken(task_token)
.withReason(error.getClass().getSimpleName())
.withDetails(error.getMessage()));

Wenn das Aufgabentoken ungleich null ist, beginnen wir die Ausfiihrung der Aktivitditsmethode
(sayHello) und Ubergeben dabei die Eingabedaten, die mit der Aufgabe mitgesendet wurden.

Wenn die Aufgabe erfolgreich war (es wurde kein Fehler generiert), reagiert der Worker auf

SWEF, indem er die respondActivityTaskCompleted Methode des SWF-Clients mit einem
RespondActivityTaskCompletedRequestObjekt aufruft, das das Task-Token und die Ergebnisdaten
der Aktivitat enthalt.

Wenn die Aufgabe dagegen fehlgeschlagen ist, antworten wir, indem wir die
respondActivityTaskFailed Methode mit einem RespondActivityTaskFailedRequestObjekt
aufrufen und ihr das Task-Token und Informationen Gber den Fehler Gbergeben.
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® Note

Diese Aktivitat wird nicht korrekt beendet, wenn sie unsanft abgebrochen wird. Dies geht
zwar Uber die Grenzen dieser Anleitung hinaus, doch eine alternative Implementierung
dieses Aktivitats-Workers finden Sie im begleitenden Thema Korrektes Herunterfahren von
Aktivitats- und Workflow-Workern.

Implementieren des Workflow-Workers

Die Workflow-Logik liegt in einem Codeteil, der Workflow-Worker genannt wird. Der Workflow-
Worker fragt nach Entscheidungsaufgaben ab, die Amazon SWF in der Doméane und in der Standard-
Taskliste gesendet wurden, fur die der Workflowtyp registriert wurde.

Wenn der Workflow-Worker eine Aufgabe erhalt, wird eine Art Entscheidung gefallt (in der Regel, ob
eine neue Aktivitat geplant werden soll oder nicht) und eine entsprechende Aktion ausgefihrt (z. B.
zur Planung der Aktivitat).

1. Offnen Sie den Texteditor und erstellen Sie die Datei WorkflowWorker . java. Fiigen Sie eine
Package-Deklaration und die Importe laut den allgemeinen Schritten hinzu.

2. Fugen Sie einige zusatzliche Importe in die Datei ein:

import com.amazonaws.regions.Regions;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflow;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflowClientBuilder;
import com.amazonaws.services.simpleworkflow.model.*;

import java.util.Arraylist;

import java.util.list;

import java.util.UUID;

3. Deklarieren Sie die WorkflowWorker Klasse und erstellen Sie eine Instanz der
AmazonSimpleWorkflowClientKlasse, die fur den Zugriff auf SWF-Methoden verwendet wird.

private static final AmazonSimpleWorkflow swf =
AmazonSimpleWorkflowClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();

4. Fligen Sie die main-Methode hinzu. Die Methode wird in Schleife ausgefihrt und ruft
Entscheidungsaufgaben mit der pol1ForDecisionTask-Methode des SWF-Clients ab. Die
PollForDecisionTaskRequeststellt die Details bereit.
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PollForDecisionTaskRequest task_request =
new PollForDecisionTaskRequest()
.withDomain(HelloTypes.DOMAIN)
.withTaskList(new TaskList().withName(HelloTypes.TASKLIST));

while (true) {
System.out.println(

"Polling for a decision task from the tasklist '" +
HelloTypes.TASKLIST + "' in the domain '" +
HelloTypes.DOMAIN + "'.");

DecisionTask task = swf.pollForDecisionTask(task_request);

String taskToken = task.getTaskToken();
if (taskToken != null) {
try {
executeDecisionTask(taskToken, task.getEvents());
} catch (Throwable th) {
th.printStackTrace();

Sobald eine Aufgabe empfangen wird, rufen wir ihnre getTaskToken-Methode auf. Diese
gibt eine Zeichenfolge zur Erkennung der Aufgabe zurtick. Wenn das zurtickgegebene
Token nicht vorhanden istnull, verarbeiten wir es in der executeDecisionTask Methode
weiter und Ubergeben ihm das Task-Token und die Liste der mit der Aufgabe gesendeten

HistoryEventObjekte.

5. Fugen Sie die executeDecisionTask-Methode hinzu. Sie nimmt das Aufgabentoken (einen
String) und eine HistoryEvent-Liste entgegen.

List<Decision> decisions = new ArraylList<Decision>();
String workflow_input = null;

int scheduled_activities = 0;

int open_activities = 0;

boolean activity_completed = false;

String result = null;

Wir richten auch einige Datenmitglieder zur Nachverfolgung ein, u. a.:
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» Eine Liste mit Decision-Objekten, mit denen die Ergebnisse der Aufgabenverarbeitung berichtet
werden.

» Eine Zeichenfolge flr die Workflow-Eingabe, die durch das Ereignis "WorkflowExecutionStarted"
bereitgestellt wird

» Eine Zahlung der geplanten und offenen (aktiven) Aktivitdten. So wird die Planung von
Aktivitaten vermieden, die bereits geplant wurden oder momentan ausgefihrt werden.

« Einen boolescher Wert, der angibt, ob die Aktivitat abgeschlossen ist.

» Eine Zeichenfolge, die die Aktivitatsergebnisse flir die Riickgabe als unser Workflow-Ergebnis
speichert.

6. Figen Sie als Nachstes Code in die executeDecisionTask-Methode ein, der die mit der
Aufgabe mitgesendeten HistoryEvent-Objekte verarbeitet, je nachdem, welcher Ereignistyp von
der getEventType-Methode gemeldet wurde.

System.out.println("Executing the decision task for the history events: [");
for (HistoryEvent event : events) {
System.out.println(" " + event);
switch(event.getEventType()) {

case "WorkflowExecutionStarted":

workflow_input =
event.getWorkflowExecutionStartedEventAttributes()
.getInput();

break;

case "ActivityTaskScheduled":
scheduled_activities++;
break;

case "ScheduleActivityTaskFailed":
scheduled_activities--;
break;

case "ActivityTaskStarted":
scheduled_activities--;
open_activities++;
break;

case "ActivityTaskCompleted":
open_activities--;
activity_completed = true;
result = event.getActivityTaskCompletedEventAttributes()

.getResult();

break;

case "ActivityTaskFailed":
open_activities--;
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break;

case "ActivityTaskTimedOut":
open_activities--;
break;

}
System.out.println("]");

Fur die Zwecke unseres Workflows interessieren wir uns am meisten fur:

 das Ereignis WorkflowExecutionStarted "", das angibt, dass die Workflow-Ausfiihrung gestartet
wurde (was normalerweise bedeutet, dass Sie die erste Aktivitat im Workflow ausfuhren sollten),
und das die erste Eingabe fur den Workflow bereitstellt. In diesem Fall handelt es sich um
den Namen flr unsere BegrufRung. Deswegen speichern wir die Daten in einer Zeichenfolge,
wahrend wir die auszufihrende Aktivitat planen.

« das Ereignis ActivityTaskCompleted ", das gesendet wird, sobald die geplante Aktivitat
abgeschlossen ist. Die Ereignisdaten enthalten auch den Ruckgabewert der abgeschlossenen
Aktivitat. Da wir nur eine Aktivitat haben, verwenden wir diesen Wert als Ergebnis des gesamten
Workflows.

Die anderen Ereignistypen kdnnen verwendet werden, wenn lhre Workflows es erfordern.
Informationen zu den einzelnen Ereignistypen finden Sie in der HistoryEventKursbeschreibung.

+ HINWEIS: Zeichenketten in switch Anweisungen wurden in Java 7 eingefiihrt. Wenn Sie eine
friihere Version von Java verwenden, konnen Sie die EventTypeKlasse verwenden, um den von
String history_event.getType() zurlickgegebenen Wert in einen Enum-Wert und dann,
String falls erforderlich, wieder in einen umzuwandeln:

EventType et = EventType.fromValue(event.getEventType());

1. Figen Sie nach der switch-Anweisung weiteren Code hinzu, um mit einer passenden
Entscheidung auf die empfangene Aufgabe zu reagieren.

if (activity_completed) {
decisions.add(
new Decision()
.withDecisionType(DecisionType.CompleteWorkflowExecution)
.withCompleteWorkflowExecutionDecisionAttributes(
new CompleteWorkflowExecutionDecisionAttributes()
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.withResult(result)));
} else {
if (open_activities == @ && scheduled_activities == @) {

ScheduleActivityTaskDecisionAttributes attrs =
new ScheduleActivityTaskDecisionAttributes()
.withActivityType(new ActivityType()
.withName(HelloTypes.ACTIVITY)
.withVersion(HelloTypes.ACTIVITY_VERSION))
.withActivityId(UUID.randomUUID().toString())
.withInput(workflow_input);

decisions.add(
new Decision()
.withDecisionType(DecisionType.ScheduleActivityTask)
.withScheduleActivityTaskDecisionAttributes(attrs));
} else {
// an instance of HelloActivity is already scheduled or running. Do nothing,
another
// task will be scheduled once the activity completes, fails or times out

System.out.println("Exiting the decision task with the decisions " + decisions);

* Wenn die Aktivitdt noch nicht geplant wurde, antworten wir mit einer ScheduleActivityTask
Entscheidung, die Informationen in einer ScheduleActivityTaskDecisionAttributesStruktur tber

die Aktivitat bereitstellt, die als Nachstes geplant Amazon SWF werden soll, einschlie3lich aller
Daten, die an die Aktivitat gesendet Amazon SWF werden sollen.

» Wenn die Aktivitat abgeschlossen wurde, betrachten wir den gesamten Workflow als
abgeschlossen und antworten mit einer CompletedWorkflowExecution Entscheidung,
indem wir eine CompleteWorkflowExecutionDecisionAttributesStruktur ausfillen, um

Einzelheiten Uber den abgeschlossenen Workflow bereitzustellen. In diesem Fall geben wir das
Ergebnis der Aktivitat zurtick.

In beiden Fallen werden die Entscheidungsinformationen zur Decision-Liste hinzugefligt, die
oben in der Methode deklariert wurde.

2. Vervollstandigen Sie die Entscheidungsaufgabe, indem Sie die Liste der Decision-Objekte
zurtckgeben, die bei der Verarbeitung der Aufgabe erfasst wurden. Fligen Sie den Code am Ende
der executeDecisionTask-Methode hinzu, die wir schreiben:
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swf.respondDecisionTaskCompleted(
new RespondDecisionTaskCompletedRequest()
.withTaskToken(taskToken)
.withDecisions(decisions));

Die respondDecisionTaskCompleted-Methode des SWF-Clients nimmt das Aufgabentoken
zur Erkennung der Aufgabe sowie die Liste der Decision-Objekte entgegen.

Implementieren des Workflow-Starters

SchlieBlich erstellen wir Code zum Starten der Workflow-Ausfihrung.

1. Offnen Sie den Texteditor und erstellen Sie die Datei WorkflowStarter. java. Fiigen Sie eine
Package-Deklaration und die Importe laut den allgemeinen Schritten hinzu.

2. Fugen Sie die WorkflowStarter-Klasse hinzu:

package aws.example.helloswf;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflow;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflowClientBuilder;
import com.amazonaws.services.simpleworkflow.model.*;

public class WorkflowStarter {
private static final AmazonSimpleWorkflow swf =

AmazonSimpleWorkflowClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
public static final String WORKFLOW_EXECUTION = "HelloWorldWorkflowExecution";

public static void main(String[] args) {
String workflow_input = "{SWF}";
if (args.length > 0) {
workflow_input = args[0];

System.out.println("Starting the workflow execution '" + WORKFLOW_EXECUTION +
"' with input '" + workflow_input + "'.");

WorkflowType wf_type = new WorkflowType()
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.withName(HelloTypes.WORKFLOW)
.withVersion(HelloTypes.WORKFLOW_VERSION);

Run run = swf.startWorkflowExecution(new StartWorkflowExecutionRequest()
.withDomain(HelloTypes.DOMAIN)
.withWorkflowType(wf_type)
.withWorkflowId(WORKFLOW_EXECUTION)
.withInput(workflow_input)
.withExecutionStartToCloseTimeout("90"));

System.out.println("Workflow execution started with the run id '" +
run.getRunId() + "'.");

Die WorkflowStarter-Klasse besteht aus einer einzelnen Methode main, die ein optionales
Argument entgegen nimmt. Dieses wird auf der Befehlszeile als Eingabedaten flr den Workflow
Ubergeben.

Die SWF-Client-MethodestartWorkflowExecution, verwendet ein
StartWorkflowExecutionRequestObjekt als Eingabe. Zuséatzlich zur Angabe der Domane und des
auszufuhrenden Workflow-Typs geben wir hier Folgendes an:

* einen lesbaren Namen fur die Workflow-Ausflhrung,
» Workflow-Eingabedaten (in unserem Beispiel auf der Befehlszeile angegeben) sowie

+ einen Timeout-Wert, der in Sekunden angibt, wie lange die Ausfliihrung des gesamten
Workflows dauern darf.

Das zuriickgegebene startWorkflowExecution Run-Objekt stellt eine Run-ID bereit, einen
Wert, der verwendet werden kann, um diese bestimmte Workflow-Ausfihrung in Amazon SWF der
Historie lhrer Workflow-Ausfihrungen zu identifizieren.

+ HINWEIS: Die Lauf-ID wird von dem Namen der Workflow-Ausflihrung generiert Amazon SWF,
den Sie beim Start der Workflow-Ausfluhrung Gbergeben, und ist nicht identisch mit diesem.

Erstellen des Beispiels

Sie kdnnen das Beispielprojekt mit Maven erstellen, indem Sie zum helloswf-Verzeichnis wechseln
und Folgendes eingeben:
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mvn package

Die resultierende helloswf-1.0. jar-Datei wird im target-Verzeichnis erstellt.

Ausfihren des Beispiels

Das Beispiel besteht aus vier separaten ausflihrbaren Klassen, die unabhangig voneinander
ausgefuhrt werden.

(® Note

Wenn Sie ein Linux-, MacOS- oder Unix-System verwenden, kdnnen Sie alle nacheinander in
einem einzigen Terminalfenster ausfuhren. Wenn Sie Windows verwenden, sollten Sie zwei
weitere Instances der Eingabeaufforderung 6ffnen und in jedem Fenster zum helloswf-
Verzeichnis wechseln.

Festlegen des Java-Klassenpfads

Obwohl Maven die Abhangigkeiten fur Sie erledigt hat, missen Sie zur Ausfihrung des AWS
Beispiels die SDK-Bibliothek und ihre Abhangigkeiten in Ihrem Java-Klassenpfad bereitstellen.
Sie konnen die CLASSPATH Umgebungsvariable entweder auf den Speicherort Ihrer AWS SDK-
Bibliotheken und das third-party/1lib Verzeichnis im SDK setzen, das die erforderlichen
Abhangigkeiten enthalt:

export CLASSPATH='target/helloswf-1.0.jar:/path/to/sdk/lib/*:/path/to/sdk/third-party/
lib/*!
java example.swf.hello.HelloTypes

oder verwenden Sie die -cp Option des java Befehls, um den Klassenpfad festzulegen, wahrend
die einzelnen Anwendungen ausgefiuhrt werden.

java -cp target/helloswf-1.0.jar:/path/to/sdk/1lib/*:/path/to/sdk/third-party/lib/* \
example.swf.hello.HelloTypes

Welche Version Sie bevorzugen, liegt an lhnen. Wenn Sie keine Probleme beim Erstellen des Codes
hatten, versuchen beide, die Beispiele auszuflihren, und es wird eine Reihe von "NoClassDefFound"
-Fehlern angezeigt. Dies liegt wahrscheinlich daran, dass der Klassenpfad falsch gesetzt ist.
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Registrieren von Domane und Workflow- und Aktivitatstypen

Vor der Ausfuhrung lhrer Worker und des Workflow-Starters missen Sie die Doméane und die
Workflow- und Aktivitatstypen registrieren. Der entsprechende Code wurde in den Arbeitsablauf ,Eine

Domane registrieren” und in den Aktivitatstypen implementiert.

Nach dem Erstellen und Festlegen des CLASSPATH kdénnen Sie den Code zur Registrierung mit
folgendem Befehl ausfiihren:

echo 'Supply the name of one of the example classes as an argument.'

Starten der Aktivitats- und Workflow-Worker

Nachdem die Typen nun registriert sind, kdnnen Sie die Aktivitats- und Workflow-Worker starten.
Diese werden weiterhin ausgefiihrt und nach Aufgaben abgefragt, bis sie beendet werden. Sie sollten
sie also entweder in separaten Terminalfenstern ausflhren, oder, wenn Sie unter Linux, macOS oder
Unix arbeiten, kdnnen Sie den & Operator verwenden, um zu veranlassen, dass jeder von ihnen bei
der Ausfuhrung einen eigenen Prozess erzeugt.

echo 'If there are arguments to the class, put them in quotes after the class
name. '
exit 1

Wenn Sie diese Befehle in separaten Fenstern laufen lassen, lassen Sie den letzten &-Operator in
jeder Zeile weg.

Starten der Workflow-Ausflihrung

Nachdem die Aktivitats- und Workflow-Worker nun Abfragen durchfiihren, kénnen Sie die Workflow-
Ausflihrung starten. Dieser Prozess lauft so lange, bis der Workflow den Status "abgeschlossen"
zurtickgibt. Fihren Sie ihn in einem neuen Terminal-Fenster aus (aulder Sie haben die Worker mit
dem &-Operator in ihre eigenen separaten Prozesse abzweigen lassen).

fi

(® Note

Wenn Sie eigene Eingabedaten angeben méchten, die zuerst an den Workflow und dann an
die Aktivitat ibergeben werden, figen Sie sie zur Befehlszeile hinzu. Zum Beispiel:
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echo "## Running $className..."

Sobald Sie die Workflow-Ausflhrung starten, sollten Sie Ausgaben von beiden Workern und von
der Workflow-Ausfuhrung selbst sehen. Wenn der Workflow schlieRlich abgeschlossen ist, wird die
Ausgabe auf dem Bildschirm angezeigt.

Vollstandiger Quellcode fur dieses Beispiel

Du kannst den kompletten Quellcode fir dieses Beispiel auf Github im aws-java-developer-
guideRepository durchsuchen.

Weitere Informationen

 Die hier gezeigten Worker kdnnen zu verloren gegangenen Aufgaben fuhren, wenn sie beendet
werden, wahrend noch eine Workflow-Abfrage lauft. Unter Korrektes Herunterfahren von Aktivitats-

und Workflow-Workern erfahren Sie, wie sich Worker korrekt herunterfahren lassen.

* Weitere Informationen Amazon SWF finden Sie auf der Amazon SWFStartseite oder im Amazon
SWEF Developer Guide.

+ Sie kdnnen AWS Flow Framework for Java verwenden, um mithilfe von Anmerkungen komplexere
Workflows in einem eleganten Java-Stil zu schreiben. Weitere Informationen finden Sie im AWS
Flow Framework for Java Developer Guide.

Lambda Aufgaben

Als Alternative zu oder in Verbindung mit Amazon SWF Aktivitaten kdnnen Sie Lambda-Funktionen

verwenden, um Arbeitseinheiten in Ihren Workflows darzustellen und sie ahnlich wie Aktivitaten zu
planen.

Dieses Thema konzentriert sich auf die Implementierung von Amazon SWF Lambda Aufgaben
mithilfe von. AWS SDK fur Java Weitere Informationen zu Lambda Aufgaben im Allgemeinen finden
Sie unter AWS Lambda Aufgaben im Amazon SWF Entwicklerhandbuch.
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Einrichten einer serviceubergreifenden IAM-Rolle zum Ausfuhren lhrer Lambda-
Funktion

Bevor Sie lhre Lambda Funktion ausfiuhren Amazon SWF kdénnen, missen Sie eine IAM-Rolle
einrichten, um die Amazon SWF Erlaubnis zu erteilen, Lambda Funktionen in lhrem Namen
auszufuhren. Vollstandige Informationen dazu finden Sie unter AWS Lambda Aufgaben.

Sie bendtigen den Amazon-Ressourcennamen (ARN) dieser IAM-Rolle, wenn Sie einen Workflow
registrieren, der Lambda Aufgaben verwendet.

Erstellen Sie eine Funktion Lambda

Sie kbnnen Lambda Funktionen in einer Reihe verschiedener Sprachen schreiben, einschlie3lich
Java. Vollstandige Informationen zum Erstellen, Bereitstellen und Verwenden von Lambda
Funktionen finden Sie im AWS Lambda Entwicklerhandbuch.

(@ Note

Es spielt keine Rolle, in welcher Sprache Sie lhre Lambda Funktion schreiben, sie kann von
jedem Amazon SWF Workflow geplant und ausgeflihrt werden, unabhangig von der Sprache,
in der Ihr Workflow-Code geschrieben ist. Amazon SWF kiimmert sich um die Einzelheiten
der Ausfihrung der Funktion und der Weitergabe von Daten an und von ihr.

Hier ist eine einfache Lambda Funktion, die anstelle der Aktivitat unter Erstellen einer einfachen
Amazon SWF Anwendung verwendet werden kénnte.

» Diese Version ist geschrieben JavaScript und kann direkt mit dem folgenden Befehl eingegeben
werden AWS-Managementkonsole:

exports.handler = function(event, context) {
context.succeed("Hello, " + event.who + "!");

};

 Hier ist dieselbe in Java geschriebene Funktion, die Sie auch auf Lambda bereitstellen und
ausfuhren kénnten:

package example.swf.hellolambda;
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import com.amazonaws.services.lambda.runtime.Context;

import com.amazonaws.services.lambda.runtime.RequestHandler;
import com.amazonaws.util.json.JSONException;

import com.amazonaws.util.json.JSONObject;

public class SwfHellolLambdaFunction implements RequestHandler<Object, Object> {
@Override
public Object handleRequest(Object input, Context context) {
String who = "{SWF}";
if (input != null) {
JSONObject jso = null;
try {
jso new JSONObject(input.toString());
who = jso.getString("who");
} catch (JSONException e) {
e.printStackTrace();

}

return ("Hello, " + who + "I");

® Note

Weitere Informationen zur Bereitstellung von Java-Funktionen in Lambda finden Sie unter
Creating a Deployment Package (Java) im AWS Lambda Developer Guide. Sie sollten sich
auch den Abschnitt mit dem Titel Programmiermodell fiir Lambda Autorenfunktionen in

Java ansehen.

Lambda Funktionen verwenden ein Ereignis oder Eingabeobjekt als ersten Parameter und ein
Kontextobjekt als zweiten, das Informationen lGber die Anforderung zur Ausflihrung der Lambda
Funktion bereitstellt. Diese bestimmte Funktion erwartet die Parameter im JSON-Format, wobei das
Feld who auf den Namen zum Zusammensetzen der BegriRung gesetzt ist.

Registrieren Sie einen Workflow zur Verwendung mit Lambda

Damit ein Workflow eine Lambda Funktion planen kann, missen Sie den Namen der IAM-Rolle

angeben, die die Berechtigung zum Aufrufen Lambda von Funktionen erteilt Amazon SWF . Sie

koénnen dies bei der Workflow-Registrierung festlegen, indem Sie die setDefaultLambdaRole
Methoden withDefaultLambdaRole oder von verwenden. RegisterWorkflowTypeRequest
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System.out.println("** Registering the workflow type '" + WORKFLOW + "-" +

WORKFLOW_VERSION
+ Ill.ll);

try {

swf.registerWorkflowType(new RegisterWorkflowTypeRequest()

.withDomain(DOMAIN)

.withName (WORKFLOW)
.withDefaultLambdaRole(lambda_role_arn)
.withVersion(WORKFLOW_VERSION)
.withDefaultChildPolicy(ChildPolicy.TERMINATE)

.withDefaultTaskList(new TaskList().withName(TASKLIST))

.withDefaultTaskStartToCloseTimeout("30"));

}
catch (TypeAlreadyExistsException e) {

Planen Sie eine Lambda Aufgabe

Das Planen einer Lambda Aufgabe ahnelt dem Planen einer Aktivitat. Sie geben
eine Entscheidung mit einem ScheduleLambdaFunction "DecisionTypeund mit an

ScheduleLambdaFunctionDecisionAttributes.

running_functions == @ && scheduled_functions == 0) {
AWSLambda lam = AwWSLambdaClientBuilder.defaultClient();
GetFunctionConfigurationResult function_config =
lam.getFunctionConfiguration(
new GetFunctionConfigurationRequest()
.withFunctionName("HelloFunction"));
String function_arn = function_config.getFunctionAzn();

SchedulelLambdaFunctionDecisionAttributes attrs =
new ScheduleLambdaFunctionDecisionAttributes()
.withId("HelloFunction (Lambda task example)")
.withName(function_arn)
.withInput(workflow_input);

decisions.add(

In der ScheduleLambdaFuntionDecisionAttributes missen Sie einen Namen angeben,
der der ARN der aufzurufenden Lambda Funktion ist, und eine ID, mit der die Lambda Funktion in

Verlaufsprotokollen identifiziert Amazon SWF wird.
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Sie kénnen auch optionale Eingaben fir die Lambda Funktion angeben und ihren Timeout-Wert
fur Start bis Ende festlegen. Dabei handelt es sich um die Anzahl der Sekunden, die die Lambda
Funktion ausfiihren darf, bevor ein LambdaFunctionTimedOut Ereignis generiert wird.

(® Note

Dieser Code verwendet den AWSLambdaClient, um den ARN der Lambda Funktion anhand
des Funktionsnamens abzurufen. Sie konnen diese Technik verwenden, um zu vermeiden,
dass der vollstandige ARN (einschlieRlich Ihrer AWS-Konto ID) in Ihrem Code fest codiert
wird.

Behandeln Sie Lambda-Funktionsereignisse in Ihrem Decider

Lambda Aufgaben generieren eine Reihe von Ereignissen, auf die Sie reagieren kénnen, wenn
Sie in Inrem Workflow-Worker nach Entscheidungsaufgaben suchen, die dem Lebenszyklus
lhrer Lambda Aufgabe entsprechen, mit EventTypeWerten wieLambdaFunctionScheduled,
LambdaFunctionStarted und. LambdaFunctionCompleted Wenn die Lambda Funktion
fehlschlagt oder ihre Ausflihrung langer dauert als der eingestellte Timeout-Wert, erhalten Sie
entweder einen Ereignistyp LambdaFunctionFailed oder einen LambdaFunctionTimedOut
Ereignistyp.

boolean function_completed = false;
String result = null;

System.out.println("Executing the decision task for the history events: [");
for (HistoryEvent event : events) {
System.out.println(" " + event);
EventType event_type = EventType.fromValue(event.getEventType());
switch(event_type) {
case WorkflowExecutionStarted:
workflow_input =
event.getWorkflowExecutionStartedEventAttributes()
.getInput();
break;
case LambdaFunctionScheduled:
scheduled_functions++;
break;
case SchedulelLambdaFunctionFailed:
scheduled_functions--;
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break;

case LambdaFunctionStarted:
scheduled_functions--;
running_functions++;
break;

case LambdaFunctionCompleted:
running_functions--;
function_completed = true;
result = event.getlLambdaFunctionCompletedEventAttributes()

.getResult();

break;

case LambdaFunctionFailed:
running_functions--;
break;

case LambdaFunctionTimedOut:
running_functions--;
break;

Empfangen Sie die Ausgabe lhrer Funktion Lambda

Wenn Sie einen Befehl LambdaFunctionCompleted EventType, you can

retrieve your @ function’s return value by first calling
"getLambdaFunctionCompletedEventAttributes HistoryEventzum Abrufen eines
LambdaFunctionCompletedEventAttributesObjekts erhalten und dann dessen getResult Methode
aufrufen, um die Ausgabe der Lambda Funktion abzurufen:

LambdaFunctionCompleted:
running_functions--;

Vollstandiger Quellcode fur dieses Beispiel

Sie konnen die komplette Quellcode:github: "< awsdocs/aws-java-developer-guide/tree/master/
doc_source/snippets/helloswf _lambda/> nach diesem Beispiel auf Github im Repository
durchsuchen. aws-java-developer-guide

Korrektes Herunterfahren von Aktivitats- und Workflow-Workern

Das Thema Erstellen einer einfachen Amazon SWF Anwendung bot eine vollstandige

Implementierung einer einfachen Workflow-Anwendung, die aus einer Registrierungsanwendung,
einem Aktivitats- und Workflow-Worker sowie einem Workflow-Starter bestand.
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Worker-Klassen sind so konzipiert, dass sie kontinuierlich ausgefiihrt werden und nach Aufgaben
suchen, die von Amazon SWF gesendet wurden, um Aktivitaten auszuflihren oder Entscheidungen
zurtickzugeben. Sobald eine Umfrage angefordert wurde, wird der Abfragende Amazon SWF
aufgezeichnet und versucht, ihm eine Aufgabe zuzuweisen.

Wenn der Workflow-Worker wahrend einer langen Umfrage beendet wird, versucht er Amazon SWF
mdglicherweise trotzdem, eine Aufgabe an den abgebrochenen Mitarbeiter zu senden, was dazu
fuhrt, dass die Aufgabe verloren geht (bis die Aufgabe das Timeout erreicht).

Eine Moglichkeit zur Bewaltigung dieser Situation besteht darin, zu warten, bis alle Long-Poll-
Anforderungen zuriickkehren, bevor der Worker beendet wird.

In diesem Thema schreiben wir den Aktivitats-Worker von helloswf um und verwenden Java-Hooks
fur das Herunterfahren. So versuchen wir, den Aktivitats-Worker ordnungsgemaf herunterzufahren.

Hier finden Sie den vollstandigen Code:

import java.util.concurrent.CountDownLatch;
import java.util.concurrent.TimeUnit;

import com.amazonaws.regions.Regions;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflow;

import com.amazonaws.services.simpleworkflow.AmazonSimpleWorkflowClientBuilder;

import com.amazonaws.services.simpleworkflow.model.ActivityTask;

import com.amazonaws.services.simpleworkflow.model.PollForActivityTaskRequest;

import com.amazonaws.services.simpleworkflow.model.RespondActivityTaskCompletedRequest;
import com.amazonaws.services.simpleworkflow.model.RespondActivityTaskFailedRequest;
import com.amazonaws.services.simpleworkflow.model.TaskList;

public class ActivityWorkerWithGracefulShutdown {
private static final AmazonSimpleWorkflow swf =
AmazonSimpleWorkflowClientBuilder.standard().withRegion(Regions.DEFAULT_REGION).build();
private static final CountDownLatch waitForTermination = new CountDownLatch(1l);
private static volatile boolean terminate = false;
private static String executeActivityTask(String input) throws Throwable {

return "Hello, " + input + "!";

public static void main(String[] args) {
Runtime.getRuntime().addShutdownHook(new Thread() {
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@Override
public void run() {
try {
terminate = true;
System.out.println("Waiting for the current poll request" +
" to return before shutting down.");
waitForTermination.await(60, TimeUnit.SECONDS);
}
catch (InterruptedException e) {

// ignore

1);

try {
pollAndExecute();

}

finally {
waitForTermination.countDown();

public static void pollAndExecute() {
while (!terminate) {
System.out.println("Polling for an activity task from the tasklist '"
+ HelloTypes.TASKLIST + "' in the domain '" +
HelloTypes.DOMAIN + "'.");

ActivityTask task = swf.pollForActivityTask(new
PollForActivityTaskRequest()
.withDomain(HelloTypes.DOMAIN)
.withTaskList(new TaskList().withName(HelloTypes.TASKLIST)));

String taskToken = task.getTaskToken();

if (taskToken != null) {
String result = null;
Throwable error = null;

try {
System.out.println("Executing the activity task with input '"

+ task.getInput() + "'.");
result = executeActivityTask(task.getInput());

}
catch (Throwable th) {

Korrektes Herunterfahren von Aktivitats- und Workflow-Workern
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error = th;

if (error == null) {
System.out.println("The activity task succeeded with result '"
+ result + "'.");
swf.respondActivityTaskCompleted(
new RespondActivityTaskCompletedRequest()
.withTaskToken(taskToken)
.withResult(result));
}
else {
System.out.println("The activity task failed with the error
+ error.getClass().getSimpleName() + "'.");
swf.respondActivityTaskFailed(
new RespondActivityTaskFailedRequest()
.withTaskToken(taskToken)
.withReason(error.getClass().getSimpleName())
.withDetails(error.getMessage()));

In dieser Version wurde der Polling-Code aus der main-Funktion in der urspriinglichen Version in
eine eigene Methode pol1lAndExecute verschoben.

Die main Funktion verwendet nun einen CountDownLatchin Verbindung mit einem Shutdown-Hook,
damit der Thread bis zu 60 Sekunden wartet, nachdem seine Beendigung angefordert wurde, bevor
der Thread beendet wird.

Registrieren von Domanen

Jeder Workflow und jede Aktivitat in Amazon SWFbendtigt eine Domain, in der sie ausgefuhrt werden
kann.

1. Erstellen Sie ein neues RegisterDomainRequestObjekt und geben Sie ihm mindestens den
Domanennamen und die Aufbewahrungsfrist fur die Workflow-Ausfihrung an (diese Parameter
sind beide erforderlich).

2. Rufen Sie die AmazonSimpleWorkflowClient.registerDomain-Methode mit dem Objekt auf
RegisterDomainRequest.
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3. Ermitteln Sie DomainAlreadyExistsException, ob die Domain, die Sie anfordern, bereits existiert (in
diesem Fall ist normalerweise keine Aktion erforderlich).

Der folgende Code veranschaulicht dieses Vorgehen:

public void register_swf_domain(AmazonSimpleWorkflowClient swf, String name)

{
RegisterDomainRequest request = new RegisterDomainRequest().withName(name);
request.setWorkflowExecutionRetentionPeriodInDays("10");

try
{
swf.registerDomain(request);
}
catch (DomainAlreadyExistsException e)
{
System.out.println("Domain already exists!");
}

Auflisten von Domanen

Sie kénnen die mit Ihrem Konto und Ihrer AWS Region verknipften Amazon SWFDomains nach
Registrierungstyp auflisten.

1. Erstellen Sie ein ListDomainsRequestObjekt und geben Sie den Registrierungsstatus der Domains
an, an denen Sie interessiert sind — dies ist erforderlich.

2. Rufen Sie AmazonSimpleWorkflowClient.listDomains mit dem Objekt auf. ListDomainRequest Die
Ergebnisse werden in einem DomaininfosObjekt bereitgestellt.

3. Rufen Sie das zuriickgegebene Objekt getDomaininfosauf, um eine Liste von DomaininfoObjekten
zu erhalten.

4. Rufen Sie GetName fir jedes DomainInfoObjekt auf, um seinen Namen zu erhalten.

Der folgende Code veranschaulicht dieses Vorgehen:

public void list_swf_domains(AmazonSimpleWorkflowClient swf)
{
ListDomainsRequest request = new ListDomainsRequest();
request.setRegistrationStatus("REGISTERED");
DomainInfos domains = swf.listDomains(request);
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System.out.println("Current Domains:");
for (DomainInfo di : domains.getDomainInfos())

{
System.out.println(" * " + di.getName());

}

Im SDK enthaltene Codebeispiele

Das AWS SDK flir Java wird mit Codebeispielen geliefert, die viele Funktionen des SDK in baubaren,
ausfuhrbaren Programmen demonstrieren. Sie kdnnen diese studieren oder andern, um lhre eigenen
AWS Loésungen mithilfe von zu implementieren. AWS SDK fir Java

Abrufen der Beispiele

Die AWS SDK fiur Java Codebeispiele befinden sich im Beispielverzeichnis des SDK. Wenn Sie das
SDK anhand der Informationen unter Einrichten von heruntergeladen und installiert haben AWS SDK
fur Java, haben Sie die Beispiele bereits auf lhrem System.

Sie kdnnen sich die neuesten Beispiele auch im AWS SDK fir Java GitHub Repository im
Verzeichnis src/samples ansehen.

Erstellen und Ausfuhren der Beispiele in der Befehlszeile

Mithilfe der enthaltenen Ant-Build-Skripts konnen Sie die Beispiele leicht erstellen und in der
Befehlszeile ausflihren. Jedes Beispiel enthalt eine README-Datei im HTML-Format mit speziellen
Informationen fur das jeweilige Beispiel.

@ Note

Wenn Sie sich den Beispielcode ansehen GitHub, klicken Sie in der Quellcode-Anzeige auf
die Schaltflache Raw, wenn Sie sich die Datei README.html des Beispiels ansehen. Im
Raw-Modus wird das HTML korrekt im Browser dargestellt.

Voraussetzungen

Bevor Sie eines der AWS SDK flr Java Beispiele ausfuhren, missen Sie lhre AWS
Anmeldeinformationen in der Umgebung oder mit den einrichten AWS CLI, wie unter AWS
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Anmeldeinformationen einrichten und Region fur die Entwicklung angegeben, festlegen. Die Beispiele
verwenden die standardmafige Anbieterkette von Anmeldeinformationen, sofern moglich. Wenn Sie
Ihre Anmeldeinformationen auf diese Weise festlegen, kénnen Sie die riskante Praxis vermeiden, lhre
AWS Anmeldeinformationen in Dateien im Quellcodeverzeichnis einzufiigen (wo sie versehentlich
eingecheckt und o6ffentlich zuganglich gemacht werden koénnten).

Ausfuhren der Beispiele

1. Wechseln Sie in das Verzeichnis mit dem Beispiel-Code. Wenn Sie sich beispielsweise im
Stammverzeichnis des AWS SDK-Downloads befinden und das AwsConsoleApp Beispiel
ausfiihren méchten, geben Sie Folgendes ein:

cd samples/AwsConsoleApp

2. Erstellen und flihren Sie das Beispiel mit Ant aus. Das Standard-Build-Ziel fuhrt beide Aktionen
aus, daher kdénnen Sie einfach Folgendes eingeben:

ant

Das Beispiel druckt Informationen auf die Standardausgabe, zum Beispiel:

You have access to 4 Availability Zones.
You have @ {EC2} instance(s) running.
You have 13 Amazon SimpleDB domain(s) containing a total of 62 items.

You have 23 {S3} bucket(s), containing 44 objects with a total size of 154767691 bytes.

Erstellen und Ausfiihren der Beispiele in der Eclipse-IDE

Wenn Sie das verwenden AWS Toolkit for Eclipse, kdnnen Sie auch ein neues Projekt in Eclipse
starten, das auf dem basiert, AWS SDK fiir Java oder das SDK zu einem vorhandenen Java-Projekt
hinzufligen.
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Voraussetzungen

Nach der Installation von empfehlen wir AWS Toolkit for Eclipse, das Toolkit mit Ihren
Sicherheitsanmeldedaten zu konfigurieren. Sie kénnen dies jederzeit tun, indem Sie in Eclipse im
Menu ,Fenster” die Option ,Einstellungen® und dann den Abschnitt ,, AWS Toolkit“ auswahlen.

Ausflhren der Beispiele

1. Offnen Sie Eclipse.

2. Erstellen Sie ein neues AWS Java-Projekt. Klicken Sie in Eclipse im Menu Datei auf Neu und dann
auf Projekt. Der Assistent Neues Projekt wird gedéffnet.

3. Erweitern Sie die AWS Kategorie und wahlen Sie dann AWS Java-Projekt aus.
4. Wahlen Sie Weiter. Die Seite "Projekteinstellungen" wird angezeigt.

5. Geben Sie einen Namen in das Feld Projektname ein. In der Gruppe AWS SDK flir Java Beispiele
werden die im SDK verfligbaren Beispiele angezeigt, wie zuvor beschrieben.

6. Wahlen Sie durch Markieren der Kontrollkastchen die Beispiele aus, die Sie in Ihr Projekt
aufnehmen méchten.

7. Geben Sie Ihre AWS Anmeldedaten ein. Wenn Sie das bereits AWS Toolkit for Eclipse mit lhren
Anmeldeinformationen konfiguriert haben, wird dies automatisch ausgeflilit.

8. Wahlen Sie Finish (Abschliel3en). Das Projekt wird erstellt und zum Projekt-Explorer hinzugeflgt.

9. Wahlen Sie die . java-Beispieldatei aus, die Sie ausfuhren mdéchten. Wahlen Sie fur das Amazon
S3 Beispiel beispielsweiseS3Sample. java.

10Klicken Sie im Men( Ausfiihren auf Ausfihren.

11Klicken Sie im Projekt-Explorer mit der rechten Maustaste auf das Projekt, zeigen Sie dann auf
Build-Pfad und wahlen Sie Bibliotheken hinzufligen.

12Wahlen Sie AWS Java SDK, wahlen Sie Weiter und folgen Sie dann den weiteren Anweisungen
auf dem Bildschirm.
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Sicherheit fur AWS SDK fur Java

Cloud-Sicherheit geniel3t bei Amazon Web Services (AWS) hdchste Prioritat. Als AWS -Kunde
profitieren Sie von einer Rechenzentrums- und Netzwerkarchitektur, die zur Erflllung der
Anforderungen von Organisationen entwickelt wurden, flr die Sicherheit eine kritische Bedeutung
hat. Sicherheit ist eine gemeinsame Verantwortung zwischen AWS lhnen und Ihnen. Im Modell der
ubergreifenden Verantwortlichkeit wird Folgendes mit ,Sicherheit der Cloud” bzw. ,Sicherheit in der
Cloud® umschrieben:

Sicherheit der Cloud — AWS ist verantwortlich flir den Schutz der Infrastruktur, auf der alle in der
AWS Cloud angebotenen Dienste ausgeflihrt werden, und flr die Bereitstellung von Diensten, die Sie
sicher nutzen kénnen. Unsere Sicherheitsverantwortung hat bei uns héchste Prioritat AWS, und die
Wirksamkeit unserer Sicherheit wird im Rahmen der AWS Compliance-Programme regelmaidig von
externen Prifern getestet und verifiziert.

Sicherheit in der Cloud — lhre Verantwortung richtet sich nach dem von Ihnen genutzten AWS Dienst
und anderen Faktoren, wie der Sensibilitat Ihrer Daten, den Anforderungen lhres Unternehmens und
den geltenden Gesetzen und Vorschriften.

Dieses AWS Produkt oder dieser Service folgt dem Modell der gemeinsamen Verantwortung in
Bezug auf die spezifischen Amazon Web Services (AWS) -Services, die es unterstitzt. Informationen

zur AWS Servicesicherheit finden Sie auf der Seite mit der Dokumentation zur AWS Servicesicherheit
und den AWS Services, fur die das AWS Compliance-Programm zur Einhaltung der Vorschriften
zustandig ist.

Themen

* Datenschutz in AWS SDK fiir Java 1.x

+ AWS SDK flur Java Unterstitzung fir TLS

+ |dentitats- und Zugriffsverwaltung

« Uberpriifung der Einhaltung der Vorschriften fiir dieses AWS Produkt oder diese Dienstleistung

» Ausfallsicherheit flr dieses AWS Produkt oder diese Dienstleistung

» Sicherheit der Infrastruktur fur dieses AWS Produkt oder diesen Service

* Amazon S3 Migration des Verschlisselungsclients
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Datenschutz in AWS SDK fiur Java 1.x

Das Modell der gemeinsamen Verantwortung gilt fir den Datenschutz in diesem AWS Produkt oder
dieser Dienstleistung. Wie in diesem Modell beschrieben, AWS ist es fiir den Schutz der globalen
Infrastruktur verantwortlich, auf der die gesamte AWS Cloud lauft. Sie sind daflir verantwortlich, die
Kontrolle tber Ihre in dieser Infrastruktur gehosteten Inhalte zu behalten. Dieser Inhalt enthalt die
Sicherheitskonfigurations- und Verwaltungsaufgaben fur die von Ilhnen verwendeten AWS -Services.
Weitere Informationen zum Datenschutz finden Sie unter Haufig gestellte Fragen zum Datenschutz.
Informationen zum Datenschutz in Europa finden Sie im Blogbeitrag AWS Shared Responsibility
Model und GDPR auf dem AWS Security Blog.

Aus Datenschutzgriinden empfehlen wir lhnen, Ihre AWS-Konto Anmeldeinformationen zu schitzen
und individuelle Benutzerkonten mit AWS ldentity and Access Management (IAM) einzurichten. So
erhalt jeder Benutzer nur die Berechtigungen, die zum Durchflhren seiner Aufgaben erforderlich sind.
AuRerdem sollten Sie die Daten mit folgenden Methoden schuitzen:

+ Verwenden Sie fUr jedes Konto die Multi-Faktor-Authentifizierung (MFA).
» Wird verwendet SSL/TLS , um mit AWS Ressourcen zu kommunizieren.
» Richten Sie die API und die Protokollierung von Benutzeraktivitaten mit ein AWS CloudTrail.

* Verwenden Sie AWS Verschlisselungslésungen mit allen Standardsicherheitskontrollen innerhalb
der AWS Dienste.

* Verwenden Sie fortschrittliche verwaltete Sicherheitsdienste wie Amazon Macie, die Sie bei der
Erkennung und Sicherung personenbezogener Daten unterstiitzen, die in Amazon S3 gespeichert
sind.

» Wenn Sie fur den Zugriff AWS Uber eine Befehlszeilenschnittstelle oder eine API FIPS 140-2-
validierte kryptografische Module bendtigen, verwenden Sie einen FIPS-Endpunkt. Weitere
Informationen Uber verfigbare FIPS-Endpunkte finden Sie unter Federal Information Processing
Standard (FIPS) 140-2.

Wir empfehlen dringend, in Freitextfeldern wie z. B. im Feld Name keine sensiblen, identifizierenden
Informationen wie Kontonummern von Kunden einzugeben. Dies gilt auch, wenn Sie mit diesem
AWS Produkt oder Service oder anderen AWS Diensten Uber die Konsole, API oder arbeiten. AWS
CLI AWS SDKs Alle Daten, die Sie in dieses AWS Produkt, diesen Service oder andere Dienste
eingeben, werden mdglicherweise zur Aufnahme in Diagnoseprotokolle aufgenommen. Wenn Sie
eine URL fur einen externen Server bereitstellen, schlielen Sie keine Anmeldeinformationen zur
Validierung lhrer Anforderung an den betreffenden Server in die URL ein.
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AWS SDK fur Java Unterstltzung far TLS

Die folgenden Informationen gelten nur fur die Java-SSL-Implementierung (die Standard-SSL-
Implementierung in der AWS SDK fiur Java). Wenn Sie eine andere SSL-Implementierung
verwenden, erfahren Sie in Ihrer spezifischen SSL-Implementierung, wie Sie TLS-Versionen
erzwingen.

Vorgehensweise zum Uberpriifen der TLS-Version

Schlagen Sie in der Dokumentation lhres JVM-Anbieters (Java Virtual Machine) nach, welche TLS-
Versionen auf lhrer Plattform unterstlitzt werden. Bei einigen gibt JVMs der folgende Code aus,
welche SSL-Versionen unterstitzt werden.

System.out.println(Arrays.toString(SSLContext.getDefault().getSupportedSSLParameters().getProtc

Um den SSL-Handshake in Aktion zu sehen und welche Version von TLS verwendet wird, kdnnen
Sie die Systemeigenschaft javax.net.debug verwenden.

java app.jar -Djavax.net.debug=ssl

(@ Note

TLS 1.3 ist nicht kompatibel mit SDK for Java Java-Versionen 1.9.5 bis 1.10.31. Weitere
Informationen finden Sie im folgenden Blogbeitrag.
https://aws.amazon.com/blogs/entwickler/tls-1-3- - -1-9-5-to-1-10-31/ incompatibility-with-aws-

sdk for-java-versions

Erzwingen einer Mindest-TLS-Version

Das SDK bevorzugt immer die neueste TLS-Version, die von der Plattform und dem Dienst
unterstitzt wird. Wenn Sie eine bestimmte TLS-Mindestversion erzwingen mdchten, lesen Sie in
der Dokumentation Ihrer JVM nach. Fur OpenJDK-basierte Anwendungen kénnen Sie JVMs die
Systemeigenschaft verwenden. jdk.tls.client.protocols

java app.jar -Djdk.tls.client.protocols=PROTOCOLS
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Die unterstitzten Werte von PROTOCOLS finden Sie in der Dokumentation lhrer JVM.

|dentitats- und Zugriffsverwaltung

AWS ldentity and Access Management (IAM) hilft einem Administrator AWS-Service , den Zugriff
auf Ressourcen sicher zu AWS kontrollieren. IAM-Administratoren kontrollieren, wer authentifiziert
(angemeldet) und autorisiert werden kann (liber Berechtigungen verfiigt), um Ressourcen zu
verwenden. AWS IAM ist ein Programm AWS-Service , das Sie ohne zusatzliche Kosten nutzen
konnen.

Themen
- Zielgruppe

Authentifizierung mit ldentitaten

Verwalten des Zugriffs mit Richtlinien
Wie AWS-Services arbeiten Sie mit IAM
Problembehebung bei AWS ldentitat und Zugriff

Zielgruppe

Die Art und Weise, wie Sie AWS Identity and Access Management (IAM) verwenden, hangt von der
Arbeit ab, in der Sie tatig sind. AWS

Dienstbenutzer — Wenn Sie dies AWS-Services flr Ihre Arbeit verwenden, stellt Ihnen lhr
Administrator die erforderlichen Anmeldeinformationen und Berechtigungen zur Verfligung.
Wenn Sie fur lhre Arbeit mehr AWS Funktionen verwenden, bendétigen Sie moglicherweise
zusatzliche Berechtigungen. Wenn Sie die Funktionsweise der Zugriffskontrolle nachvollziehen,
wissen Sie bereits, welche Berechtigungen Sie von lhrem Administrator anfordern missen.
Falls Sie auf eine Funktion in der von Ihnen verwendeten Version nicht zugreifen kénnen

AWS, finden Problembehebung bei AWS Identitat und Zugriff Sie weitere Informationen in der
Bedienungsanleitung des AWS-Service Gerats, das Sie verwenden.

Serviceadministrator — Wenn Sie in lhrem Unternehmen flr die AWS Ressourcen verantwortlich
sind, haben Sie wahrscheinlich vollen Zugriff auf AWS. Es ist Ihre Aufgabe, zu bestimmen, auf
welche AWS Funktionen und Ressourcen |hre Servicebenutzer zugreifen sollen. Anschliel3end
mussen Sie Anforderungen an lhren IAM-Administrator senden, um die Berechtigungen der
Servicebenutzer zu andern. Lesen Sie die Informationen auf dieser Seite, um die Grundkonzepte von
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IAM nachzuvollziehen. Weitere Informationen dartber, wie |hr Unternehmen IAM verwenden kann
AWS, finden Sie in der Benutzeranleitung der von AWS-Service lhnen verwendeten Software.

IAM-Administrator: Wenn Sie als IAM-Administrator fungieren, sollten Sie Einzelheiten dazu kennen,
wie Sie Richtlinien zur Verwaltung des Zugriffs auf AWS verfassen kdnnen. Beispiele fir AWS
identitatsbasierte Richtlinien, die Sie in IAM verwenden kénnen, finden Sie im Benutzerhandbuch der
AWS-Service von lhnen verwendeten.

Authentifizierung mit Identitaten

Authentifizierung ist die Art und Weise, wie Sie sich AWS mit |hren Identitatsdaten anmelden. Sie
mussen sich als IAM-Benutzer authentifizieren oder eine IAM-Rolle annehmen. Root-Benutzer des
AWS-Kontos

Sie kénnen sich als foderierte Identitat anmelden, indem Sie Anmeldeinformationen aus einer
Identitatsquelle wie AWS IAM Identity Center (IAM Identity Center), Single Sign-On-Authentifizierung
oder Anmeldeinformationen verwenden. Google/Facebook Weitere Informationen zum Anmelden
finden Sie unter So melden Sie sich bei Inrem AWS-Konto an im Benutzerhandbuch fir AWS-
Anmeldung .

AWS Bietet flr den programmatischen Zugriff ein SDK und eine CLI zum kryptografischen Signieren
von Anfragen. Weitere Informationen finden Sie unter AWS Signature Version 4 for API requests im
IAM-Benutzerhandbuch.

AWS-Konto Root-Benutzer

Wenn Sie einen erstellen AWS-Konto, beginnen Sie mit einer Anmeldeidentitat, dem sogenannten
AWS-Konto Root-Benutzer, der vollstandigen Zugriff auf alle AWS-Services Ressourcen hat. Wir
raten ausdrlcklich davon ab, den Root-Benutzer fur Alltagsaufgaben zu verwenden. Eine Liste der
Aufgaben, fir die Sie sich als Root-Benutzer anmelden muissen, finden Sie unter Tasks that require
root user credentials im |AM-Benutzerhandbuch.

Verbundidentitat

Es hat sich bewahrt, dass menschliche Benutzer flr den Zugriff AWS-Services mithilfe temporarer
Anmeldeinformationen einen Verbund mit einem Identitatsanbieter verwenden missen.

Eine foderierte ldentitat ist ein Benutzer aus Ihrem Unternehmensverzeichnis, Ihrem Directory
Service Web-ldentitadtsanbieter oder der AWS-Services mithilfe von Anmeldeinformationen
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aus einer Identitatsquelle zugreift. Verbundene Identitaten Gibernehmen Rollen, die temporare
Anmeldeinformationen bereitstellen.

FUr die zentrale Zugriffsverwaltung empfehlen wir AWS |IAM Identity Center. Weitere Informationen
finden Sie unter Was ist IAM Identity Center? im AWS IAM Identity Center -Benutzerhandbuch.

IAM-Benutzer und -Gruppen

Ein IAM-Benutzer ist eine Identitat mit bestimmten Berechtigungen fiir eine einzelne Person

oder Anwendung. Wir empfehlen die Verwendung temporarer Anmeldeinformationen anstelle

von IAM-Benutzern mit langfristigen Anmeldeinformationen. Weitere Informationen finden Sie

im IAM-Benutzerhandbuch unter Erfordern, dass menschliche Benutzer den Verbund mit einem
Identitdtsanbieter verwenden mussen, um AWS mithilfe temporarer Anmeldeinformationen darauf

zugreifen zu kénnen.

Eine IAM-Gruppe spezifiziert eine Sammlung von IAM-Benutzern und erleichtert die Verwaltung
von Berechtigungen fur grol3e Gruppen von Benutzern. Weitere Informationen finden Sie unter
Anwendungsfalle fur IAM-Benutzer im IAM-Benutzerhandbuch.

IAM-Rollen

Eine IAM-Rolle ist eine Identitat mit spezifischen Berechtigungen, die temporare
Anmeldeinformationen bereitstellt. Sie kbnnen eine Rolle tibernehmen, indem Sie von einer Benutzer-
zu einer IAM-Rolle (Konsole) wechseln AWS CLI oder einen AWS API-Vorgang aufrufen. Weitere
Informationen finden Sie unter Methoden, um eine Rolle zu Ubernehmen im IAM-Benutzerhandbuch.

IAM-Rollen sind nutzlich fur Verbundbenutzerzugriff, temporare |AM-Benutzerberechtigungen,
kontoubergreifenden Zugriff, dienstibergreifenden Zugriff und Anwendungen, die auf Amazon
ausgefuhrt werden. EC2 Weitere Informationen finden Sie unter Kontoubergreifender
Ressourcenzugriff in IAM im IAM-Benutzerhandbuch.

Verwalten des Zugriffs mit Richtlinien

Sie kontrollieren den Zugriff, AWS indem Sie Richtlinien erstellen und diese an Identitaten oder
Ressourcen anhangen. AWS Eine Richtlinie definiert Berechtigungen, wenn sie mit einer |dentitat
oder Ressource verknupft sind. AWS bewertet diese Richtlinien, wenn ein Principal eine Anfrage
stellt. Die meisten Richtlinien werden AWS als JSON-Dokumente gespeichert. Weitere Informationen
zu JSON-Richtliniendokumenten finden Sie unter Ubersicht (iber JSON-Richtlinien im I1AM-
Benutzerhandbuch.
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Mit Hilfe von Richtlinien legen Administratoren fest, wer Zugriff auf was hat, indem sie
definieren, welches Prinzipal welche Aktionen auf welchen Ressourcenund unter welchen
Bedingungendurchfiihren darf.

StandardmaRig haben Benutzer, Gruppen und Rollen keine Berechtigungen. Ein IAM-Administrator
erstellt IAM-Richtlinien und flgt sie zu Rollen hinzu, die die Benutzer dann Gbernehmen kénnen.
IAM-Richtlinien definieren Berechtigungen unabhangig von der Methode, die zur Ausfiihrung der
Operation verwendet wird.

Identitatsbasierte Richtlinien

Identitatsbasierte Richtlinien sind JSON-Berechtigungsrichtliniendokumente, die Sie einer Identitat
(Benutzer, Gruppe oder Rolle) anfigen kdnnen. Diese Richtlinien steuern, welche Aktionen
|dentitaten fur welche Ressourcen und unter welchen Bedingungen ausfihren kénnen. Informationen
zum Erstellen identitatsbasierter Richtlinien finden Sie unter Definieren benutzerdefinierter IAM-

Berechtigungen mit vom Kunden verwalteten Richtlinien im IAM-Benutzerhandbuch.

Identitatsbasierte Richtlinien kdnnen Inline-Richtlinien (direkt in eine einzelne Identitat eingebettet)
oder verwaltete Richtlinien (eigenstandige Richtlinien, die mit mehreren Identitaten verbunden sind)
sein. Informationen dazu, wie Sie zwischen verwalteten und Inline-Richtlinien wahlen, finden Sie
unter Choose between managed policies and inline policies im IAM-Benutzerhandbuch.

Ressourcenbasierte Richtlinien

Ressourcenbasierte Richtlinien sind JSON-Richtliniendokumente, die Sie an eine Ressource
anfligen. Beispiele hierflr sind Vertrauensrichtlinien fir IAM-Rollen und Amazon S3-Bucket-
Richtlinien. In Services, die ressourcenbasierte Richtlinien unterstitzen, kbnnen Service-
Administratoren sie verwenden, um den Zugriff auf eine bestimmte Ressource zu steuern. Sie
mussen in einer ressourcenbasierten Richtlinie einen Prinzipal angeben.

Ressourcenbasierte Richtlinien sind Richtlinien innerhalb dieses Diensts. Sie konnen AWS verwaltete
Richtlinien von IAM nicht in einer ressourcenbasierten Richtlinie verwenden.

Zugriffskontrolllisten () ACLs

Zugriffskontrolllisten (ACLs) steuern, welche Principals (Kontomitglieder, Benutzer oder Rollen) tber
Zugriffsberechtigungen fur eine Ressource verfugen. ACLs dahneln ressourcenbasierten Richtlinien,
verwenden jedoch nicht das JSON-Richtliniendokumentformat.
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Amazon S3 und Amazon VPC sind Beispiele fir Dienste, die Unterstlitzung ACLs bieten. AWS WAF
Weitere Informationen finden Sie unter Ubersicht iiber ACLs die Zugriffskontrollliste (ACL) im Amazon
Simple Storage Service Developer Guide.

Weitere Richtlinientypen

AWS unterstitzt zusatzliche Richtlinientypen, mit denen die maximalen Berechtigungen festgelegt
werden kdnnen, die durch gangigere Richtlinientypen gewahrt werden:

» Berechtigungsgrenzen — Eine Berechtigungsgrenze legt die maximalen Berechtigungen fest, die
eine identitatsbasierte Richtlinie einer IAM-Entitat erteilen kann. Weitere Informationen finden Sie
unter Berechtigungsgrenzen fur IAM-Entitaten im -IAM-Benutzerhandbuch.

+ Richtlinien zur Dienstkontrolle (SCPs) — Geben Sie die maximalen Berechtigungen fur eine
Organisation oder Organisationseinheit in an AWS Organizations. Weitere Informationen finden Sie
unter Service-Kontrollrichtlinien im AWS Organizations -Benutzerhandbuch.

* Richtlinien zur Ressourcenkontrolle (RCPs) — Legen Sie die maximal verfigbaren Berechtigungen
fur Ressourcen in lhren Konten fest. Weitere Informationen finden Sie im AWS Organizations
Benutzerhandbuch unter Richtlinien zur Ressourcenkontrolle (RCPs).

+ Sitzungsrichtlinien — Sitzungsrichtlinien sind erweiterte Richtlinien, die als Parameter Ubergeben
werden, wenn Sie eine temporare Sitzung fur eine Rolle oder einen Verbundbenutzer erstellen.
Weitere Informationen finden Sie unter Sitzungsrichtlinien im IAM-Benutzerhandbuch.

Mehrere Richtlinientypen

Wenn fir eine Anfrage mehrere Arten von Richtlinien gelten, sind die sich daraus ergebenden
Berechtigungen schwieriger zu verstehen. Informationen dariber, wie AWS bestimmt wird, ob eine
Anfrage zulassig ist, wenn mehrere Richtlinientypen betroffen sind, finden Sie unter Bewertungslogik
fur Richtlinien im IAM-Benutzerhandbuch.

Wie AWS-Services arbeiten Sie mit IAM

Einen allgemeinen Uberblick dariiber, wie die meisten IAM-Funktionen AWS-Services funktionieren,
finden Sie im AWS IAM-Benutzerhandbuch unter Dienste, die mit IAM funktionieren.

Informationen zur Verwendung bestimmter Dienste AWS-Service mit IAM finden Sie im Abschnitt
Sicherheit im Benutzerhandbuch des jeweiligen Dienstes.
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Problembehebung bei AWS Identitat und Zugriff

Verwenden Sie die folgenden Informationen, um haufig auftretende Probleme zu diagnostizieren und
zu beheben, die bei der Arbeit mit AWS und IAM auftreten kénnen.

Themen
« Ich bin nicht berechtigt, eine Aktion durchzufiihren in AWS

« Ich bin nicht berechtigt, iam durchzuflihren: PassRole

» Ich méchte Personen aulerhalb von mir den Zugriff AWS-Konto auf meine AWS Ressourcen
ermoglichen

Ich bin nicht berechtigt, eine Aktion durchzuflihren in AWS

Wenn Sie eine Fehlermeldung erhalten, dass Sie nicht zur Durchfiihrung einer Aktion berechtigt sind,
mussen lhre Richtlinien aktualisiert werden, damit Sie die Aktion durchfiihren kénnen.

Der folgende Beispielfehler tritt auf, wenn der IAM-Benutzer mateojackson versucht, Gber die
Konsole Details zu einer fiktiven my-example-widget-Ressource anzuzeigen, jedoch nicht tiber
awes : GetWidget-Berechtigungen verflgt.

User: arn:aws:iam::123456789012:user/mateojackson is not authorized to perform:
awes:GetWidget on resource: my-example-widget

In diesem Fall muss die Richtlinie fir den Benutzer mateojackson aktualisiert werden, damit er mit
der awes : GetWidget-Aktion auf die my-example-widget-Ressource zugreifen kann.

Wenn Sie Hilfe bendétigen, wenden Sie sich an lhren AWS Administrator. Ihr Administrator hat Ilhnen
Ihre Anmeldeinformationen zur Verfligung gestellit.

Ich bin nicht berechtigt, iam durchzufihren: PassRole

Wenn Sie die Fehlermeldung erhalten, dass Sie nicht zum Durchflihren der iam: PassRole-Aktion
autorisiert sind, missen lhre Richtlinien aktualisiert werden, um eine Rolle an AWSubergeben zu
konnen.

Einige AWS-Services ermdglichen es lhnen, eine bestehende Rolle an diesen Dienst zu Ubergeben,
anstatt eine neue Servicerolle oder eine dienstverknupfte Rolle zu erstellen. Hierzu bendtigen Sie
Berechtigungen fiir die Ubergabe der Rolle an den Dienst.
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Der folgende Beispielfehler tritt auf, wenn ein IAM-Benutzer mit dem Namen marymajor versucht,
die Konsole zu verwenden, um eine Aktion in AWS auszuftihren. Die Aktion erfordert jedoch, dass
der Service Uber Berechtigungen verfigt, die durch eine Servicerolle gewahrt werden. Mary besitzt
keine Berechtigungen fiir die Ubergabe der Rolle an den Dienst.

User: arn:aws:iam::123456789012:user/marymajor is not authorized to perform:
iam:PassRole

In diesem Fall missen die Richtlinien von Mary aktualisiert werden, um die Aktion iam:PassRole
ausfuhren zu konnen.

Wenn Sie Hilfe bendétigen, wenden Sie sich an lhren AWS Administrator. Ihr Administrator hat lhnen
Ihre Anmeldeinformationen zur Verfligung gestellit.

Ich méchte Personen aulierhalb von mir den Zugriff AWS-Konto auf meine AWS
Ressourcen ermdglichen

Sie kénnen eine Rolle erstellen, mit der Benutzer in anderen Konten oder Personen aulerhalb lhrer
Organisation auf lhre Ressourcen zugreifen kénnen. Sie kénnen festlegen, wem die Ubernahme
der Rolle anvertraut wird. Fir Dienste, die ressourcenbasierte Richtlinien oder Zugriffskontrolllisten
(ACLs) unterstitzen, kbnnen Sie diese Richtlinien verwenden, um Personen Zugriff auf lhre
Ressourcen zu gewahren.

Weitere Informationen dazu finden Sie hier:

* Informationen darlber, ob diese Funktionen AWS unterstitzt werden, finden Sie unter. Wie AWS-
Services arbeiten Sie mit IAM

+ Informationen dazu, wie Sie Zugriff auf Ihre Ressourcen gewahren kdnnen, AWS-Konten die
Ihnen gehdren, finden Sie im IAM-Benutzerhandbuch unter Gewahren des Zugriffs auf einen IAM-

Benutzer in einem anderen AWS-Konto , den Sie besitzen.

* Informationen dazu, wie Sie Dritten Zugriff auf Ihre Ressourcen gewéahren kdnnen AWS-Konten,
finden Sie AWS-Konten im IAM-Benutzerhandbuch unter Gewahren des Zugriffs fur Dritte.

+ Informationen dazu, wie Sie Uber einen ldentitdtsverbund Zugriff gewahren, finden Sie
unter Gewahren von Zugriff flr extern authentifizierte Benutzer (Identitatsverbund) im IAM-

Benutzerhandbuch.

 Informationen zum Unterschied zwischen der Verwendung von Rollen und ressourcenbasierten
Richtlinien fur den kontoubergreifenden Zugriff finden Sie unter Kontoubergreifender

Ressourcenzugriff in IAM im IAM-Benutzerhandbuch.
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Uberpriifung der Einhaltung der Vorschriften fiir dieses AWS
Produkt oder diese Dienstleistung

Informationen dariber, ob AWS-Service ein AWS-Services in den Geltungsbereich bestimmter
Compliance-Programme fallt, finden Sie unter Umfang nach Compliance-Programm AWS-Services
unter . Wéahlen Sie dort das Compliance-Programm aus, an dem Sie interessiert sind. Allgemeine
Informationen finden Sie unter AWS Compliance-Programme AWS .

Sie konnen Prifberichte von Drittanbietern unter herunterladen AWS Artifact. Weitere Informationen
finden Sie unter Berichte herunterladen unter .

Ihre Verantwortung flr die Einhaltung der Vorschriften bei der Nutzung AWS-Services hangt von der
Vertraulichkeit Ihrer Daten, den Compliance-Zielen lhres Unternehmens und den geltenden Gesetzen
und Vorschriften ab. Weitere Informationen zu lhrer Verantwortung fiir die Einhaltung der Vorschriften
bei der Nutzung AWS-Services finden Sie in der AWS Sicherheitsdokumentation.

Dieses AWS Produkt oder dieser Service folgt dem Modell der gemeinsamen Verantwortung in
Bezug auf die spezifischen Amazon Web Services (AWS) -Services, die es unterstitzt. Informationen
zur AWS Servicesicherheit finden Sie auf der Seite mit der Dokumentation zur AWS Servicesicherheit

und den AWS Services, fur die das AWS Compliance-Programm zur Einhaltung der Vorschriften
zustandig ist.

Ausfallsicherheit fur dieses AWS Produkt oder diese Dienstleistung

Die AWS globale Infrastruktur basiert auf AWS-Regionen Availability Zones.

AWS-Regionen bieten mehrere physisch getrennte und isolierte Availability Zones, die Uber
Netzwerke mit niedriger Latenz, hohem Durchsatz und hoher Redundanz miteinander verbunden
sind.

Mithilfe von Availability Zones kénnen Sie Anwendungen und Datenbanken erstellen und ausfihren,
die automatisch Failover zwischen Zonen ausfiihren, ohne dass es zu Unterbrechungen kommt.
Availability Zones sind besser verfugbar, fehlertoleranter und skalierbarer als herkdmmliche
Infrastrukturen mit einem oder mehreren Rechenzentren.

Weitere Informationen zu AWS Regionen und Availability Zones finden Sie unter AWS Globale
Infrastruktur.
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Dieses AWS Produkt oder dieser Service folgt dem Modell der gemeinsamen Verantwortung in

Bezug auf die spezifischen Amazon Web Services (AWS) -Services, die es unterstitzt. Informationen
zur AWS Servicesicherheit finden Sie auf der Seite mit der Dokumentation zur AWS Servicesicherheit
und den AWS Services, fur die das AWS Compliance-Programm zur Einhaltung der Vorschriften
zustandig ist.

Sicherheit der Infrastruktur fur dieses AWS Produkt oder diesen
Service

Dieses AWS Produkt oder dieser Dienst verwendet Managed Services und ist daher durch die AWS
globale Netzwerksicherheit geschlitzt. Informationen zu AWS Sicherheitsdiensten und zum AWS
Schutz der Infrastruktur finden Sie unter AWS Cloud-Sicherheit. Informationen zum Entwerfen lhrer
AWS Umgebung unter Verwendung der bewahrten Methoden flr die Infrastruktursicherheit finden Sie
unter Infrastructure Protection in Security Pillar AWS Well-Architected Framework.

Sie verwenden AWS veroffentlichte API-Aufrufe, um Uber das Netzwerk auf dieses AWS Produkt
oder diesen Service zuzugreifen. Kunden mussen Folgendes unterstitzen:

» Transport Layer Security (TLS). Wir benétigen TLS 1.2 und empfehlen TLS 1.3.

» Verschlisselungs-Suiten mit Perfect Forward Secrecy (PFS) wie DHE (Ephemeral Diffie-Hellman)
oder ECDHE (Elliptic Curve Ephemeral Diffie-Hellman). Die meisten modernen Systeme wie Java 7
und hoher unterstutzen diese Modi.

Aulerdem mussen Anforderungen mit einer Zugriffsschllissel-ID und einem geheimen
Zugriffsschlissel signiert sein, der einem IAM-Prinzipal zugeordnet ist. Alternativ kbnnen Sie mit AWS
Security Token Service (AWS STS) temporare Sicherheitsanmeldeinformationen erstellen, um die
Anforderungen zu signieren.

Dieses AWS Produkt oder dieser Service folgt dem Modell der gemeinsamen Verantwortung in

Bezug auf die spezifischen Amazon Web Services (AWS) -Services, die es unterstitzt. Informationen
zur AWS Servicesicherheit finden Sie auf der Seite mit der Dokumentation zur AWS Servicesicherheit
und den AWS Services, fur die das AWS Compliance-Programm zur Einhaltung der Vorschriften
zustandig ist.
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Amazon S3 Migration des Verschlisselungsclients

In diesem Thema erfahren Sie, wie Sie lhre Anwendungen von Version 1 (V1) des
Verschlusselungsclients Amazon Simple Storage Service (Amazon S3) auf Version 2 (V2) migrieren
und die Anwendungsverfugbarkeit wahrend des gesamten Migrationsprozesses sicherstellen.

Voraussetzungen

Amazon S3 Fur die clientseitige Verschlisselung ist Folgendes erforderlich:

» Java 8 oder héher ist in lhrer Anwendungsumgebung installiert. Das AWS SDK fur Java funktioniert
mit dem Oracle Java SE Development Kit und mit Distributionen von Open Java Development Kit
(OpenJDK) wie Amazon CorrettoRed Hat OpenJDK und JDK. AdoptOpen

» Das Bouncy Castle Crypto-Paket. Sie kdnnen die Bouncy Castle-.jar-Datei im Klassenpfad lhrer
Anwendungsumgebung platzieren oder Ihrer Maven-Datei eine Abhangigkeit von der ArtifactID
bcprov-ext-jdkl5on (mit der GrouplD von) hinzufligen. org.bouncycastle pom. xml

Uberblick tiber die Migration

Diese Migration erfolgt in zwei Phasen:

1. Aktualisieren Sie bestehende Clients, damit sie neue Formate lesen konnen. Aktualisieren
Sie lhre Anwendung so, dass sie Version 1.11.837 oder héher verwendet, AWS SDK fir Java
und stellen Sie die Anwendung erneut bereit. Dadurch kénnen die Amazon S3 clientseitigen
Verschlisselungsdienstclients in Ihrer Anwendung Objekte entschliisseln, die von V2-Dienstclients
erstellt wurden. Wenn Ihre Anwendung mehrere verwendet AWS SDKs, missen Sie jedes SDK
separat aktualisieren.

2. Migrieren Sie Verschlusselungs- und Entschlisselungsclients auf V2. Sobald alle lhre V1-
Verschlisselungsclients die V2-Verschlisselungsformate lesen kdnnen, aktualisieren Sie
die Amazon S3 clientseitigen Verschllsselungs- und Entschlisselungsclients in lhrem
Anwendungscode, sodass sie ihre V2-Entsprechungen verwenden.

Aktualisieren Sie bestehende Clients, um neue Formate zu lesen

Der V2-Verschlisselungsclient verwendet Verschlisselungsalgorithmen, die altere Versionen von
AWS SDK fur Java nicht unterstitzen.
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Der erste Schritt der Migration besteht darin, Ihre V1-Verschllsselungsclients so zu aktualisieren,
dass sie Version 1.11.837 oder héher von verwenden. AWS SDK fir Java(Wir empfehlen Ihnen,
auf die neueste Release-Version zu aktualisieren, die Sie in der Java API-Referenz Version 1.x
finden.) Aktualisieren Sie dazu die Abhangigkeit in lhrer Projektkonfiguration. Nachdem lhre
Projektkonfiguration aktualisiert wurde, erstellen Sie Ihr Projekt neu und stellen Sie es erneut bereit.

Sobald Sie diese Schritte abgeschlossen haben, kénnen die V1-Verschlisselungsclients lhrer
Anwendung Objekte lesen, die von V2-Verschlisselungsclients geschrieben wurden.

Aktualisieren Sie die Abhangigkeit in Ihrer Projektkonfiguration

Andern Sie Ihre Projektkonfigurationsdatei (z. B. pom.xml oder build.gradle), um Version 1.11.837
oder héher von zu verwenden. AWS SDK fir Java Erstellen Sie dann lhr Projekt neu und stellen Sie
es erneut bereit.

Wenn Sie diesen Schritt vor der Bereitstellung des neuen Anwendungscodes abschliel3en, kénnen
Sie sicherstellen, dass die Verschlisselungs- und Entschllisselungsvorgange wahrend des
Migrationsprozesses in |hrer gesamten Flotte konsistent bleiben.

Beispiel fir die Verwendung von Maven

Ausschnitt aus einer Datei pom.xml:

<dependencyManagement>
<dependencies>
<dependency>
<groupId>com.amazonaws</groupIld>
<artifactId>aws-java-sdk-bom</artifactId>
<version>1.11.837</version>
<type>pom</type>
<scope>import</scope>
</dependency>
</dependencies>
</dependencyManagement>

Beispiel mit Gradle

Ausschnitt aus einer build.gradle-Datei:

dependencies {
implementation platform('com.amazonaws:aws-java-sdk-bom:1.11.837"')

Aktualisieren Sie bestehende Clients, um neue Formate zu lesen 281


https://docs.aws.amazon.com/AWSJavaSDK/latest/javadoc

AWS SDK fir Java 1.x Entwicklerhandbuch fiir Version 1.x

implementation 'com.amazonaws:aws-java-sdk-s3'

}

Migrieren Sie Verschlusselungs- und Entschlisselungsclients auf V2

Sobald Ihr Projekt mit der neuesten SDK-Version aktualisiert wurde, kdnnen Sie Ihren
Anwendungscode andern, um den V2-Client zu verwenden. Aktualisieren Sie dazu

zunachst lhren Code, um den neuen Service Client Builder zu verwenden. Stellen Sie dann
Verschlisselungsmaterial mithilfe einer Methode auf dem Builder bereit, die umbenannt wurde, und
konfigurieren Sie Ihren Service Client nach Bedarf weiter.

Diese Codefragmente veranschaulichen, wie die clientseitige Verschlisselung mit dem verwendet
wird AWS SDK fir Java, und bieten Vergleiche zwischen den V1- und V2-Verschlisselungsclients.

V1

// minimal configuration in V1; default CryptoMode.EncryptionOnly.
EncryptionMaterialsProvider encryptionMaterialsProvider = ...
AmazonS3Encryption encryptionClient = AmazonS3EncryptionClient.encryptionBuilder()
.withEncryptionMaterials(encryptionMaterialsProvider)
.build();

V2

// minimal configuration in V2; default CryptoMode.StrictAuthenticatedEncryption.

EncryptionMaterialsProvider encryptionMaterialsProvider = ...

AmazonS3EncryptionV2 encryptionClient = AmazonS3EncryptionClientV2.encryptionBuilder()
.withEncryptionMaterialsProvider(encryptionMaterialsProvider)
.withCryptoConfiguration(new CryptoConfigurationV2()

// The following setting allows the client to read V1

encrypted objects
.withCryptoMode(CryptoMode.AuthenticatedEncryption)

)
.build();

Das obige Beispiel setzt den Wert cryptoMode aufAuthenticatedEncryption. Dies ist
eine Einstellung, die es einem V2-Verschlisselungsclient ermdéglicht, Objekte zu lesen, die

von einem V1-Verschlisselungsclient geschrieben wurden. Wenn lhr Client nicht die Fahigkeit
bendtigt, Objekte zu lesen, die von einem V1-Client geschrieben wurden, empfehlen wir,
StrictAuthenticatedEncryption stattdessen die Standardeinstellung von zu verwenden.
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Konstruieren Sie einen V2-Verschllsselungsclient

Der V2-Verschlisselungsclient kann durch Aufrufen von AmazonS3 EncryptionClient
v2.encryptionBuilder () erstellt werden.

Sie kénnen alle Ihre vorhandenen V1-Verschlisselungsclients durch V2-Verschlisselungsclients
ersetzen. Ein V2-VerschlUsselungsclient kann immer jedes Objekt lesen, das von

einem V1-VerschlUsselungsclient geschrieben wurde, solange Sie dies zulassen,

indem Sie den V2-Verschlusselungsclient fur die Verwendung von "konfigurieren
AuthenticatedEncryption " cryptoMode.

Das Erstellen eines neuen V2-Verschlusselungsclients ist dem Erstellen eines V1-
VerschlUsselungsclients sehr ahnlich. Es gibt jedoch einige Unterschiede:

 Sie werden ein CryptoConfigurationV2 Objekt anstelle eines CryptoConfiguration
Objekts verwenden, um den Client zu konfigurieren. Dieser Parameter muss angegeben werden.

* Die cryptoMode Standardeinstellung fur den V2-Verschlisselungsclient
istStrictAuthenticatedEncryption. Fir den V1-Verschlisselungsclient ist dies der
FallEncryptionOnly.

» Die Methode withEncryptionMaterials() im Encryption Client Builder wurde in
withEncryptionMaterialsProvider () umbenannt. Dies ist lediglich eine kosmetische Anderung, die
den Argumenttyp genauer wiedergibt. Sie missen die neue Methode verwenden, wenn Sie lhren
Service-Client konfigurieren.

® Note

Lesen Sie beim Entschliisseln mit AES-GCM das gesamte Objekt bis zum Ende, bevor
Sie die entschlisselten Daten verwenden. Dadurch wird Uberprift, ob das Objekt seit der
Verschlusselung nicht geandert wurde.

Verwenden Sie Anbieter von Verschlisselungsmaterialien

Sie konnen weiterhin dieselben Anbieter fur Verschlisselungsmaterialien und Objekte flr
VerschlUsselungsmaterialien verwenden, die Sie bereits mit dem V1-Verschlisselungsclient
verwenden. Diese Klassen sind fur die Bereitstellung der Schlissel verantwortlich, die der
Verschlisselungsclient zum Schutz Ihrer Daten verwendet. Sie kdnnen sowohl mit dem V2- als auch
mit dem V1-Verschlisselungsclient synonym verwendet werden.
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Konfigurieren Sie den V2 Encryption Client

Der V2-Verschlusselungsclient ist mit einem CryptoConfigurationV2 Objekt konfiguriert.
Dieses Objekt kann erstellt werden, indem sein Standardkonstruktor aufgerufen und dann seine
Eigenschaften entsprechend den Standardeinstellungen geandert werden.

Die Standardwerte fiir CryptoConfigurationV2 sind:

* cryptoMode = CryptoMode.StrictAuthenticatedEncryption
* storageMode = CryptoStorageMode.ObjectMetadata

* secureRandom= Instanz von SecureRandom

* rangeGetMode = CryptoRangeGetMode .DISABLED

« unsafeUndecryptableObjectPassthrough = false

Beachten Sie, EncryptionOnlydass dies cryptoMode im V2-Verschlisselungsclient nicht unterstitzt
wird. Der V2-Verschllsselungsclient verschliisselt Inhalte immer mit authentifizierter Verschliisselung
und schutzt Schlussel zur Inhaltsverschlisselung (CEKs) mithilfe von V2-Objekten. KeyWrap

Das folgende Beispiel zeigt, wie die Kryptokonfiguration in V1 angegeben wird und wie ein
CryptoConfigurationV2-Objekt instanziiert wird, um es an den V2-Verschlusselungs-Client-Builder zu
Ubergeben.

V1

CryptoConfiguration cryptoConfiguration = new CryptoConfiguration()
.withCryptoMode(CryptoMode.StrictAuthenticatedEncryption);

V2

CryptoConfigurationV2 cryptoConfiguration = new CryptoConfigurationV2()
.withCryptoMode(CryptoMode.StrictAuthenticatedEncryption);

Weitere Beispiele

Die folgenden Beispiele zeigen, wie bestimmte Anwendungsfélle im Zusammenhang mit einer
Migration von V1 zu V2 behandelt werden kdnnen.
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Konfigurieren Sie einen Service Client zum Lesen von Objekten, die vom V1
Encryption Client erstellt wurden

Um Objekte zu lesen, die zuvor mit einem V1-Verschlisselungsclient geschrieben wurden, setzen Sie
den cryptoMode Wert aufAuthenticatedEncryption. Der folgende Codeausschnitt zeigt, wie
ein Konfigurationsobjekt mit dieser Einstellung erstellt wird.

CryptoConfigurationV2 cryptoConfiguration = new CryptoConfigurationV2()
.withCryptoMode(CryptoMode.AuthenticatedEncryption);

Konfigurieren Sie einen Service Client fur das Abrufen von Bytebereichen von
Objekten

Um aus get einem verschlisselten S3-Objekt auf einen Bytebereich zugreifen zu kdnnen,
aktivieren Sie die neue KonfigurationseinstellungrangeGetMode. Diese Einstellung ist auf dem
V2-Verschlusselungsclient standardmafig deaktiviert. Beachten Sie, dass ein Bereich, auch wenn
er aktiviert ist, get nur fir Objekte funktioniert, die mit Algorithmen verschllsselt wurden, die von
der cryptoMode Einstellung des Clients unterstitzt werden. Weitere Informationen finden Sie
CryptoRangeGetModein der AWS SDK fur Java API-Referenz.

Wenn Sie den verwenden mochten, Amazon S3 TransferManager um mehrteilige Downloads
verschlisselter Amazon S3 Objekte mithilfe des V2-Verschlisselungsclients durchzufiihren, missen
Sie zuerst die rangeGetMode Einstellung auf dem V2-Verschlisselungsclient aktivieren.

Der folgende Codeausschnitt zeigt, wie der V2-Client fur die Ausfiuihrung eines Ranges konfiguriert
wird. get

// Allows range gets using AES/CTR, for V2 encrypted objects only
CryptoConfigurationV2 cryptoConfiguration = new CryptoConfigurationV2()
.withRangeGetMode(CryptoRangeGetMode.ALL);

// Allows range gets using AES/CTR and AES/CBC, for V1 and V2 objects

CryptoConfigurationV2 cryptoConfiguration = new CryptoConfigurationV2()
.withCryptoMode(CryptoMode.AuthenticatedEncryption)
.withRangeGetMode(CryptoRangeGetMode.ALL);
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OpenPGP-Schlussel fur den AWS SDK fur Java

Alle 6ffentlich verfligbaren Maven-Artefakte fir AWS SDK fiir Java sind mit dem OpenPGP-Standard
signiert. Der 6ffentliche Schliissel, den Sie zur Uberpriifung der Signatur eines Artefakts benétigen,
ist im folgenden Abschnitt verfligbar.

Aktueller Schlussel

Die folgende Tabelle enthalt OpenPGP-Schllsselinformationen fir die aktuellen Versionen des SDK
for Java 1.x und SDK for Java 2.x.

Schlussel-ID AC10x 07B386692DADD

Typ RSA

GroRe 4096/4096

Erstellt 2016-06-30

Lauft ab 2026-09-27

Benutzer-1D AWS SDKs und Tools < @amazon .com> aws-
dr-tools

SchlUssel-Fingerabdruck FEB9 209F 2F2F 3F46 6484 1E55 0 7B38 692

HINZUFUGEN AC1

Um den folgenden 6ffentlichen OpenPGP-Schlissel fur das SDK for Java in die Zwischenablage zu
kopieren, wahlen Sie das Symbol ,Kopieren® in der oberen rechten Ecke.

Comment: Hostname:
Version: Hockeypuck 2.2

xSFNBFd1gAUBEACqbmmFbxdJgz11D7wrlskQA1LLuUSAC4p8ny9Ou/D2zLR8Ynk3Yz
mzJuQ+Kfjne2t+xTDex6MPJI1IMYpOviSWsX2psgvdmeyUpW9ap@lrThNYkc+W5fRc
buFehfbi9LSATZGJi8RGOsCCr5FsYVzOgEk85M2+PeM24cXhQI0ZtQUjswX/pdk/
KduGtZASgNAYLKROmRODzUuaokLPo24pfm9bnrlRnRtwt5ktPAASbM9ZZaGKrie]
kT21PffbBjp8F5AZvmGLtNmM2Cmg4FKBvIQ4SQjy2jjrQ3wBzi5LcOHTXDUHK/rtV
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ubPewUe2WP1nx1XenhMZU1UK4Y0oSB9ESStQ2VxQiySLHSdxR7Ma4WgYdVLn9b0ie
nj3QxLuQlZUKF79ES6JaM4t0z1gGcQeUl+Uk1lgjFLuKwmzWRAEIFfxMyvH6qgKnd
U+DioH5mcUwhwffAAsuIJyAdMIEUYh7Ifz]IXQf+fF+Xf0C16by0JFWrIGQkAZzMu
CEvaCfwtHC2Lpzo33/WRFeMAuzzd0QJ4uz4xFFvaSOSZHMLHWIOYV/+Pea3X99Ms
ONlek/LolAJh67MynHeVBOHKrq+fluorWepQivctzN6Y1INOkx5naTPGGaKWK7G2q
TbcY5SMnkIWfLFSougjOFvmjczq8iZRwYxWA+i+LQvsROWEXEiQf fIWR0QARAQAB
zSxBV1MgU@RLcyBhbmQgVGOvbHMgPGF3cylkcil@®b29sc@BhbWF6b24uY29tPsLB
1AQTAQoAPgIbAwULCQgHAWUVCgkICwUWAgMBAAIeAQIXgBYhBP65I18vLz9GZIQe
VawQezhmktrdBQJo12ZrBQkTQxnmAAoJEKwQezhmktrdil8P/A3De83MBx8bdcW]
Fot71Vk1TyBQFErgrtcytSUOczEHx3tGbzgQLbMlyzjir0T@3usxEkOeqTVK+RU+
S5uFXNZYQLwMJ1HJ6S8tnfLe/ExM5WQ2KPwIUPfZs1GDDRQB2dIKSc+qYrP101lvf4
04iPgfLHMW2bFh3zjjxcaHCJyqc7Cau33eZFBAsRniljOUo7MeyX0h1XfW8pd48Q
wZ11QVZ/6KmDiFWAQCZ+2sv]15cL@tgPoh10Qjoz@nHpNfuDILMrZ+e7tx2VT1kGH
UGeNSydnrK8v9ztFn34KtU/k7NEWoVSYEi+5ICZL18FBwPqTwdVWXwXrqZCKiIpr
8ZdJIWDz2sJfgDFNCC6rKgCQ6FrmaD9G76dYWkQ4AbZgABl1UZzU3q36W1K@r3i0AbS5
G4tdOt4ygXHTelx+ZUNaeW7gaCmtXAxLw@Ofelrcq/44b/SQP+qJ8sS0v76Yg20F
BsF5DWOVUFghbTyokHAoVROyhBR4dUUisY39AqLSL8+Lp9Pr3wNuG19GLrMD5701
piUb88B3GwelEikKV1gaKrvZ3mECDUiSMV00Z5iG8E4QDpNmVbIbV1uT821ubvtOv
2K0o10Fa@uwCYGssdRGGEXNy6jz/Er8LAC3+nmGINDIQzrF+10YoSSkI2Nu71hMuL
7iWwUPF70hDXoVSAN4X3x6q21rGKOwsGUBBMBCgA+AhsDBQsJCAcDBRUKCQQLBRYC
AwEAAh4BAheAFiEE/rkgny8vP0ZkhB5VrBB70GaS2t@FAmMjXZTsFCRNDGLYACgkQ
rBB70GaS2t0/0w//YIv51vHtD+kwMmIvk3zpizDHY@zW2d0ezAo+C/DsSyC7wD11
Dixw34EQlyLXH5xLR8CH1zupl3ImmEplucdQggoefbidxD18F1d7tJ0OD1y3GGNTD
0jA12ZC+W650h+wS1ImD1F1aKjMGGkvIfOdA7RtU2T8dv3vt8dsxg76FMFS3+fqlC
FNOAsSNTn9zWR1SgBIfkMIK83aq6s/rcEVOVrAYgDgqex58fygB5EUTf842/IF7WZ
Q9gd6fupB@mMMZP5YWd2uj/vsBTYakG+mgQwDxZuKPeEzAqnqqS7biSQOUO6Woz1q
Yy4fSczE9GkBAvg@pGmbko+zHvpnjvX/h1CUpC60dvFy0AhZp6zyhs@QWz9thfqV
1U8W1lbgJ2atFDn5GUSxF/fe@Yzovlbbs6sbYXuvMGIRiEOuJ1mBbZR3aIdZ1U6Do
BHc/vjc5mWcV7IQSP7i4W/8W7X3UAUNILAxB+IVF3Cwrgtlw2BWvA5A1co5Tnz8t
P/CIVmBjk+sLme8W4kfLK3IWEbwC10dNNETrI/MHRM65A2Y5EMIhwjr0i@7SU1Pxa
nPpg30YJCdvjzdB8QE3/DBiMf014dISTfKDVEWNTK8mZaYd/BeRm2gUAaSUrqSFCG
B1A7Lg+eLI3USOFvwWI4j5bBIqgLu+y7crIkiUOPAQuLk310+5uYU/I3DuLCwZQE
EwEKAD4CGWMFCwkIBWMFFQoJCAsFFgIDAQACHgECFAAWIQT+uSCfLy8/RmSEH1WS
EHs4ZplLa3QUCZwAXCAUJEWVKgwAKCRCsEHs4ZplLa3ZdTEACMBLg2q9zk8ZH@2nDz
Sg5zc8W1lqq8WdxUOPj8qgx4U0rrMca7wyilUvrgoxPW51h1RVNUeMkDRfu9pSXcOVI
VOLvmYE/WnwKROubgGbsC4T7M/LqV0/AulXil4d7IXc0614t0a8LTNWtD5bODgrN
gvaylAzCU8kqlQwlcKZ2gAfvA3Ba7PWyLeUN4HT1GrXcw73G+@CofY1L8wgWxHCI
29XqQzeTEc6MDEeI1IN1VdUcy8Qr5uwkEs134H9AXxS5F10opJ4TqvXiDZsrSRRV57R
XYmRZDWeYT+9PZaMsHXza5qgej7BfATxhYfICsNaYEMK3x6b+nDSKkoZg0+i@9zh
1YjpahhQe6G336v/3mRjOdKGCRQ6znQ9ghUaB5z9zfvgH5A0EkTe318MqM+j5A6P
VjSBBJAHKe jxr7+wKIKIA6P+DgpsYAunzftwUzrLVqb+BZQ+DcTmVrE70PcMYJID5
QglX/Le+WmWZHI154NXgpWwWUOUgZUbUge4DKrT+2zCJ9iecPLKTW70cULyX0+xrjb8
8BGrD5GP1HB3d0OUXXT1MKCqg3qyl1lBu2KnZTQiaEEdZgSIGQbrW@ITMmmXJIkKjokd
JMA4vYeg5en51G9nRQjScPngx77IxvByNyFWTIdG1ENpIpsKOTtmENcpyUJtIZT3J
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ZSOIRVPP5RZzR5vInuXWg6VV@OBMLB1AQTAQoAPgIbAwULCQgHAWUVCgkICwUWAgMB
AAIeAQIXgBYhBP65IJ8vLz9GZIQeVawQezhmktrdBQJ1JEoiBQkPj/2dAA0JEKwWQ
ezhmktrdx1YP/Qvvym3jgX/pwnR7K1lrafZMb1liKQBr@ISG8cdbaf4pgX5vulzZnyj
w9C1/00NNn7jJ1jnQx0IIzuBoxne2WN28ftM2w@nVXm85mAmz2fwQz/fdKDyonXcOh
pfD2iMgqn7gESjhEgRE7wMDYMDuULdgHI70KWGVfgrh7xEmKapLh45h7cnumo2V3jL9
uDYY1aOBHz993T70E41y43rhk+6kKbGFd2uuo7h5j1ZF8Lj6sYfcEzXOU10hR1DO
nyBjDy9MYWu@YNouc7@WgMceGx6hjvCAM/5fxP7SZFecZ7ePeBOGpvVA24hSNENE
0r3tUekuOf1lIQ@FunMnMnbh7Z09rPYqWVvWDNIpU3S4CjFhY82L+IeKnmLy8N6ASRk
HsPiNCOHSK8C/Qynrd9xLhX8Jsk/TGiQYaleoHhWkNL1ZsL86QHL8SKEqkqZCQf5
AEqghDPENEGS71n0enA7JjIrA9KLIT7fnNWZOwFi5X+0/CymE2ytEMSQYf3nmY4U
n9x56Wgn6J2zgB5nqOXTf6NXGAAIgOBmMO98YENKCIFzk+yhoDlprVpHcnd2b5f60q
uh8KYOEbKgpMJ3zZuWSL5kwGF1nNoYiAkonMaz9H3p0QnOMVYCUeUTDRsi0/prrd
UhN1ry4TAsBMpeXnFhdLVM3vFQZVpByadGOINmnaN/Wavw2a@@UGBFa4wsFOBBMB
CgAnAhsDBQsJCAcDBRUKCQgLBRYCAwWEAAh4BAheABQIhMgGaBQkLn1UVAA0JEKwQ
ezhmktrd2sQP/3YHM+U+BbOy1nSEAfykZ71+uCM2hkHMLdxQYWB/xrBWkmg/pbu+d
r4t45RSTASTNjRcZONnt1PMQRIQ973ymHf pmeS+noFwvTGH7zDv1BRBROWPrd1XUz
iSUEUHGi/fgxUVXQ5mbonzfThX8tuXeuiQmeToqoBOOFY1Zm6xsNnEHcjV166mC4
IPoJLWnZJs4r0CeoRT5XvDTgX6xt5/kLYRZf79qaWGFvazZpsclCH+rQJUdVa/D4aT
7pI7hX6zy@S91z4iuC5HZUiOTF+y5auEZHGTdTWNS1kvOvfcCTiOXK/GkGL82SZu
7X2VGnpCeUnFyViRG1k+KaDG1lsVyDY+1cBPg6ilr45M6MQV@AiHS50FQ4QNXSKt5+
UnzJH711dgNsR6ibRMyNV3k5v3fyUcSBvIYyLORTTBiVEjQDSbk1QNgbrQlX9CWz
+EJWn16BFTMMFvXxBSWPmM640GncHP513/0MbMw3Cm9@x7k8UfNANIemcrIrSxIDwm
g9cVAg3a+D+wxjrVe8jGg0ejvECpm+Qyswigj5x6Lqj@9A4UgdjEauN+/pn@nhBo
Gv7DzMXtM/LoDtgp6wn93qZVN2TsuHnkEk4UyntB6eWIbBdXHWUr47exiWh@dvQN
tpwCWPT6I7ZTPtA5K/zx+q9m6797BLgAkTYc6gloQL3vs1Z1S3m/hZNawsFOBBMB
CgAnAhsDBQsJCAcDBRUKCQgLBRYCAwWEAAh4BAheABQIgmrz2BQkLBnBxAAoJEKwQ
ezhmktrd360P/2rB2EkwSOCKC4m@heWSTDWi60BKoEbbDtFtc6/HwqBW8SPsiKlq
zV0e3qBY/LVju@4+ktIJEK+EGXLNC31C36MegrQ8zt391kEx/ZvIOLIuVOCX90QIAX
dL8MVUkkjRLCFFH8pTgRy1cJIYWk1X4dYdXWYc29fCwNVartNdNBhsb2ht3VJIeKDE
kUivBHmkjuISDPENnIlcoY7Lj0ZtY5cHdRF2eZpBORkTBpsIt18rCYyHkERZrhmvb
j3r0yPyv0a+1/dQS8/hv5pEmbKx8cy8RdIkmbUHYatPBsjHkISWr707GOVFW4GoN
9CRAI4KkbDSEDjCL5dv2pq0@SewlMkLuWIGULAMgiIUlWc0s5SZZGFSksNQrtSFV9
Z/wGocecMGkGQNXQ@6IV/Fry/TvyphBlmylEqL+NLgECEjn1z90IVu+ZA+M@9196
U1HO7V5GvBgM+QK/q/dJeMHPWrN1o1gA6Nwl/HBdMODqzdZ2jEPVSQSABVZIPMty
+BAqEar4wqgY1AH4X5ccEj07nJQoBQSDRSkilfkBsclnx44N/mOkHAIa0Z/Y+Mwhv
WiZhREkOospG1lI41Ba3CNTVAhSsOmsGsYfkqvFIGHL7sZY8XSv82GBBVA@NUNTs]
bLBwo2FaQG9eoatRAGkqgp4b/0tNtBuGeiQoNwFGbfUZTAaStj5/zZj0swsF9BBMB
CgAnAhsDBQsJCAcDBRUKCQgLBRYCAwWEAAh4BAheABQJe+9bwBQkJIZ4plAA0JEKwWQ
ezhmktrd+ScP/RoaUKriVVAgLHOGs+/mnfKtnfT1Clzi5dsdI9/6HOVLpmSWK,/Cl
2cT6gary45VMgAeVK+H11QXafYj+FY++I5kYoe2GrSvIXhpjaFAJyNf/dKleTsqR
Tm371i8b3FDYs5kvy2CnTbmHB8Ms0Gxck8/YHd1x+g8Wp02IgF89yYCSF3CAdxC3
6bHbs6Z3C31cM/3SoWF+Yie2P8XeBMPCGp/BcjQzUcHF6GO6TwWDDYhixucUi6VvEY
EH5Jt0wVVQ7bubT80Fe00JwVx1zYz4UoqxjKDWymarTzu@3AUITOPXPece94bJAK
mSh68ItQe3H8tSPMubERWZz2tEV31VkChDGXcC7BYQmxHseolxz/qzCtJ@iX9BvZR
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dniZNeNJ/Cu8M2pDp47zdNFXzf/Q/sQ9pQlws22G2g119rWDneBku9nlvTP80/ex
SB+VLTBjDiAr1CY5y9+BG8wbscExJySoQxkB9j/n1MzPY5rgk@SyxsNj9GbgH+hr
EjS3/uacNwSLxGcOT2E9Teot5pfTEO6TQVq+35QhfALP8c8jze@1W/+u+wXulUi9
azRSzYtCHanGyyet6UlmlBpAkgkZzH6t3CA5czc9i6FbzjvFVZnbRUZIRzfISYew
1F5WggTn2iYVdxagPRvLF5kjd696brGWI9d5HWirCVGakK@4VsXW1lAb1BOws FOBBMB
CgAnBQJIXdYAFAhsDBQkHhh+ABQsJCAcDBRUKCQgLBRYCAwWEAAh4BAheAAA0JEKwWQ
ezhmktrdwigP/3QW17a081BUWyby4HEhN4SdAOWGY/FLqO4mCtuplcnMgRUCSiL9
12BSCTMCtUcdSWtYwOgSChN2mMsdi1U2FNR5HVNunYR/pFdqjfQurflZmKVeG5/4
uuKaOxMw9e8pK5uYAfs+07gr8gu/f6/Drp7NZk3/yVKpf4WCY90X9TA1q90/11nN
cwS45U/d7YP+N1YM9cBXalDnDcdfm@BlykzouAF@qdlLwi/tmLENvybD3+2c2WsE
r1FZGSa5Zaf00tTIWXh5k6wh5FdRRycrnSyRK3BON9+yaXfMQ@XpOypa8dqQEnCi
IsngDCIPxtTrhMWKhBFRUMzK/WZTDboTQSQDK+YVRIE4K8MtoZSKwZLV21r903TpX
kpbKsPVYmexerfdMeZfjZMF1bC7BmEs7jciH6]jbgqA0APNHzN@481aeNarINSViX
PQWI2mp9qShei2/RavLtx2ZNrvmGW72ZKpF8E3WWUDpBIqFVeGNRvOm3aZj8o/Hl
ewtNjcT4oulfqlfKiULv+g7ANEMDLQTFDTg5twRdvmZ1B70TBsavf+LwxPIXhH32
IR7TX7VeicMMxmZnmZK2ANT/QBi31af+0jVHvB+f6D74eLNg0Zqjfi/3UFNYsYijg
E+YgCqEUBpHb161n0OHWGOSsQwfap2uKK1zukD/KxH5SPBC3DYGBI+KCbzsFNBFd1
gAUBEAC8zNATPWb3dPMThL2xAY+fS60@vXdB1Sk0OtYJpDWpFgvo@d+VQ+hV6XulGA
HAS6xG1WHysPT9KejIRSgLG+e9CaM5yhsxNalWFGUM4Q9ESo3t+a75Go7xHIxXgF j
C046/06Vh3g9N/PREeuG8zkZ3H2v5fmD+ejyPgk4W9sFLOOZ jRiZDOFKVYR/j9ue
NEC/2NBcLuFy3q6cDfmCoDEO062kXMnaGz3knzEK/X1SkcjsxRDq7zaQlQlKou+3
dICwy4x553Q8jl+eeeEvF2C2/dXmDohb57tqUwioohMUQkmCtvZgEHjypUwgp@MT
025gWxkvJ1SIKUOb6b1786WNySIzF2gxqlkkEmB14RAssQkeXjrSmGwsMDyHNqyJ
eYFus18sPaSpo+V2n0z+2B070Uq+wmf1S5A5FpegHOPZzzoNZ0o8I6QxazZje9YSZU
ijGmZIdEBleRVt3Svhi8MYlnasd4bW2RK1sr7plkBf8QRe6biiQRF3KDOSN5ChmX
pAcHJ1ZHzRRdkXZDNQC6vCIxsy1l300TrhJtAV1Yq347uyUbVi291ISVgroUVtprs
mHoEk5Go0THbg9SCSt+xi/FiJQC+ubWmIGXoFKMR3UmhDnnzobKcbnbs/Hd981Fd
VghYYvq//gTAkJkOWxfGq030wtXRndPOA@T+ghP3TE+LtGRI+wARAQABwWSF8BBgB
CgAmAhsMFiEE/rkgny8vP0ZkhB5VrBB70GaS2t@FAmjXZm4FCRNDGegACgkQrBB7
0GaS2t3y5g/7BFXp/fdanzuQPToJTPen7AVwhL1oKaiYhG3GjdXfMPLvu6UtaaGm
qynLolUNNooobptFqcl1G9BKoAghQrta7CsDHtsQF2xyc3Mfu@gmplL/7X5a7sFIel]
j08Uj fweHx4DSG4LEZgNaAOWF jZ1tp4+8cqijkAHXt+r+1ayQG4VVHOWYXXqmSH4
9HgtbPcPyRzxdoVLeshZC9jmhHhhKqw/LwGyipWSOUKQDjWarBwdyhNmwWCalLvxH1
ndMp4tq8DPGC3G4T9tYADANINn7nKfZgHebMSzMwOkSp@L6QvwwTDjJyIWz85WyeH
WHeBysDaB0it3XDlehUew27y7N6a9hQSYjnXuwvre5mjDI0qJon/31R6ui2Z1y9P
a+bC11hbLXXh9tLCXRuo0Ot6thh9Cq5X1a76PPpEv3003bpsb612hbrut10KezwvK
17txito/jfMiWfsZHA904SoM+8GnmVingHtZ805n1T4RddIvT/vaqplfI6zf7jmf
a691ALP420riFOQcwntNUM5tVmFUZsnFp2YRd4Ls7MiXVjtABahlSbb9415WSVcO
jrOLDf94edvzk4R8120b8CFVZNGESTR6bHZz8dT7Q+xQzEdjUujyyZY1UUL1157Qeb
OsHjhCtuzZYCIQ4X9hZ37nKNZXSxR1RDCnt5BEiyFu2WD1RscUe6PcVDCwXwEGAEK
ACYCGwwWIQT+uSCfLy8/RmSEH1WsEHs4ZplLa3QUCaNd1PQUIE@MYUAAKCRCSEHs4
ZpLa3XCpD/42DrcveE+q2ulrAIYPD1UlHiwIMe jgBDRM6zmr1KSAeb4E6/MFcP4s
TXSSscM1rqG6NVYynjNCXjD2YzWii68EwoXLIkgoD3r2ifzkV62EX2MIEENZAVwuUy
KNxorzmy6bhuWltRYNK/hITs2AG50r0k9ADEI8PixKymrWlhesPawWX6Yhp9/tWaC
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RHOSRiLbRVal+7sqT88urLmkVIOHqx949Zxv4+cgBVUGLE6WXKsTWhHjbDMNInozWB
SZaIJlznLApOM8z+1DNrqUYyfR8SkF4I0Vmg6HDzoyuselI8IvMAlkvT6F9VBq/iE
yeDYdEEQxwHwozKrEx5Ybx15mntbqwCXy6kHSx2+/3RZWpZQ8K29YPOQEKOKeGF8
9Vap3jjNrX4u3cuRNQpeblQc4uFn3Nzaj+cVV4YzcRwI4NifecXpujSvk8XU2yt]
/JgMBxPIBKg1lN4eEMet9b4FRB5XeBdPAM19/LXyb4I1TIipGNX1gNz/HCuBzidzHT
QQdqfA9rZVx1hwFr7AJCVqWaXVsx1oEAhKqpTtsLMyj594DvnRuwKw5Vse+leydW
MIHYdbxmJccsTGIt/hsOpc8zfm+QYk5752jshhOKEBy+Ey3QZI1Wb0547N0Ob2Hwr
Pgt7fw2NCKMPE1Su98zmneFPhgNHf7L5urBe5gADj81E81m6t/oVxcLBFAQYAQOA
JgIbDBYhBP65I18vLz9GZIQeVawQezhmktrdBQInABcLBQkRa8qFAA0oJEKwQezhm
ktrde3MP/13CLWp99XVvRROrzD/bWOfWjAenT2PE/tYdOY9YcTQFbnIUhaVUDWAO3
pibR3D4u9L1Y401lpGfI7BTIHFa9myfpaVvmrNjueYI4omli24JQ/CKgNdY8Qzxz+
/QyiNK7Aw5cEBWIu84WGB1SsefWWT31rZe9YBb77gNcWHZ15pXTXrcgUxGY4808MC
I9YFWg8EAQiHawt FnmB3UFfC1lWt37Hy3PKvr1is3uG60+ULI8RQz3/+ZwSG8U+xt
b+I7H9+gITcleFCb+tIwp5xWflyxcFXYk6UzOL7y3Fg2tIEuSNtIHUCONDVobf6c
IOKAzZcMvKiPQiuBnV0jgDLmMCZM5H6axj9x+gi4oVh6ea3HLgMzy jm5IkeCGgKWyv
HOgD3yGEZDvcbavkQ0le5T+4]JefndKzCPrluX@iyx+0QiiOL8WieSSkSB6BsZcUN
SeuGIwM79Y70qld/YVrQNBZj5Vz+m3nZ+@EWDDMIQhRgMpSEIc+dnTCOU1@3Z+Rc
c21Jg8INmU653sUcfCZE12ParW4rF7ib6kViYrABT8f4e2TP@a0yP5kp51ied9qL
azaBA6tt/C9X1V2EIZK4srXtmcZ02Im45RA1VXy fpBAmmMiF3eZWCbKe7qBC4xrDRh
LZG4RQW/S86Da@BID7gQz9IFSkaG504MsDhvnA7iAqaHUHUepCsiwsF8BBgBCgAm
AhsMFiEE/rkgny8vP@ZkhB5VrBB70GaS2t0FAmMUkSiQFCQ+P/Z8ACgkQrBB70Gas
2t3AwA/9GkXKUgvjKGCxwE4SADt7c2jw6to2TTP9iFI3Xbk3+5BURT3gkZCuu9D7
gt+97aVo/B4EM7Xz8DQKyY7Ic9VAwWDRra/HwilVOhwlzyIWQ/gAnX3baU6gLRWHR
vVR5meV8r35C+rg9DaWFYmvS7PIvIOLfxESwBPUjbmx8k4/5EJpHUwWf12bzkTnot5
7q51HxKQa6IvgQak+Hp9ZM2KPdsgKO2HWIJIIvYcI5byW9zBKVOO7YR8gtRAIKp9
IbtsXxOWT6cqHOFVc555zdcaMt@gLF17BTnIyvKK219GABGBmzYDjeCyF2J+Ippf
ogxqfTe6E0OSUEMc2PbLTs9SsWjyCC2VG1X8+uUH9SoKwLOVQ6LFsP6fhkVKqgi/a
rB6UUPR/iZnrKIuxMNQ4U+t2Q6UdM1ImXsAXTNdkwzoK90JRokIrHOZV1KtH4s A
tCic+t0ddgq+GQLiKe2WpIfx1AQUESCBOTxjAwQmfnlH+dUhPeL1bNimH1H@/hXPd
ifuNGozzADIRseQDyzj18xGL1gRZLD3cfmdabRyZ+S3dQRuaRrcFCDccpY/pO+F8
jbx64zyqqNs+KV+SkQGOcKFhWTZGCfQ/zMDtDmQKjb3eTAkv1zdEOMwIOZEjjmSQq
8FN1+2w03VnvXwvBbtDdVCIalq+jVcsy5XtnnV+bJ19Q9yue/XvCwWUEGAEKAASC
GwwFAmMEyoZoFCQueVRUACgkQrBB70GaS2t1uHBAAhOYVvrtchRmzCvdNER1DtkIs
bgQPJ90xbyfvmvoD@6qxH7PrycLZKbt7yYpAUU/CMc86GwaEe@I5Nm1CTs6NvDIv
g3e7EPIS859tyQf1lbM56N1wbsopCuoCIYknuroIf/M6dW6vIKNXLMmNL/AtalUBw
X+5pblmGUUIep490TOXQENvNuqyvaGjXgFXix5PVFID2ed5NnQeFpvfCpc/ioN0j
z70R0827j1ht5nWqPraXX5AYhQFM/kwR1cK4LV7gVDd/q+dfGYHzpxQ/HtyX/Lasi
N6I52QqA95SM1ZZLPFLaNh6EvNB7uC9pLCYS8nvilX7/cez5PFff1elgXCOTOjv3
mJ2exLmXVOBbfKgjccFCxhrdRLtukfiDfJkySylzdscnpfng8wI3xKRv43cUTZz7M
Z240YNMgK26aJZVXEQUYjCwsBylY/F5wjYAwgwZ8yF5RFix28P/K8JsIHb3QrAJK
SNWQAb®@3ZWis3N3spR5MIMw3VuDZ3WUXq7mxB5M3kpVoZ3vETUScwTbADYNPf4Sw
BDK2uIVtxabezxSBtz@FcyYoF+0W8q7r4WvoyC9/+3GfnozZLIJcEIVDk4W2pMW4AA
UhG/6drKTm3HkSDWIDu7d1sHWMffLEYFfUHtN5DKkDkGoPfHvZvu9teR5yLfULPTF
ktihPn/JMrmwa9pwi8LCwWUEGAEKAA8CGwwFAMCavPcFCQsGcHIACgkQrBB70GasS
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2tQuaA//UWRaRiHEAKeRqBG/T2ak+XZINu7QHfNgoUEAub9Zru8oPPXx2AJLcHEN
KWmeF1LxADdW0Zs4Bm900ew3VQnR/dBqjnXfob9Rc+eYUjA3rXazM/QrqcU8Syi3
MjNGUmjdL5aQF+IppAMgOBLGLITENM7C5/PvrGIuYpGEnkKEWMK/GYhqg2V6@pHEV
Pvs6bmefIpCzbZSy56qtknSt6yBNWc14XgDX6VTn2kW4CV/3vVIUuvjvYs9SPyY8
mKEXa6QvUd3PcXv6RiWk41GYuT1+jh2VkcFQ+InUwv9TbKFBOb5jqlbvW9o+LMDEL
YXux7pBP5RPk+0LpyiExIRFWhi3x7aMW0zQ+I9yuNTeYkTHiEAQRUhs/1Fh4olgl
v9QZgCOmRSN3zm8plQdivs1Z1AosAqqkA9BQwgsgosQe7P92irYIJqay@si9wGCD
wSMsmeXdIF6wW3/UMIZ166aarPeiZApGX0QdTZwiMh/QK/8gTKyeZulKmNkNfwWg
0170irWgLKssVHtg3VUMBEIdh+oNgDDXSeWtYUmpPpWp+yWZ@x1MFFZhUQHQZTGu
TIj4A92LQzbrfj/jXRvWm2SrIMivUoiDUn+gxKIpVwF1I5gVb+uyTFhw89PCkphr
JwRi@52RLoU9yd6Ek46UHAXTFZZWrZuzY+2z2zB70qGONphLgi/h3DCWWUEGAEKAASC
GwwFA1771b8FCQ1lniTUACgkQrBB70GaS2t2/MxAAjoEGPdzavhs01XdPCRd1D5Q]
r8T/NSEV2z1cp8ZvdrkjNFOOTBP4qsBnKIiuvY1Iw70GX9W2okvXxgJizE45vIMH
WEMz4hmIjmAfRwcqENgpOclIY/T0Q/+kkCW8dB6d3@J1kTON2PCRZNIL5VPQZXGTG
mLvd9MOjH1256w4uxLb+elHMDTCEN1ppq9G+EAR/29q8IZWs1marbZZWxSWcg/E
1YYbNafzklgjq4CLh/j8AEWSvVLr39zRy9uvQ/yqAKZ4K4aZTh/SPupGDvsD6ZK54
EPHXErQ7aiXTbUHtvwhxWLOP6WmxFA3Shr6L6YUb6jq+@PV1iFC517g3mxFHItwt
yXGNIKhmzmr@1901sHafull/9QPfK3Ce32SkPhW/11MYA8HzduMv5Arp7cBczXSP
EUTMNIVKv3gTjSQrzRhwhHmMuqyDZ/rXQQ1j12sxIDjO04MUMvVjYKF+0CNm42gVs
8ca3/wN9ZNU6hyFWeKQDuCAqPPbT5G0/DKseFEwB+@7wwyH1RXbyl@v4fneg6@5X
S71ghNtw2plhDL@OHYHDiV+aPZ+LoOmX6+dmngE6bQJaIlVb922KWm1i07F3DkqP7
0jFlhoElgfiXWkxP4Gy8w0OobNfEMgvz02djkGQy+oQqeNdIcZFZgzPTGKB/nVgpt
9CcRDWjP1tFCd2el1FBbCWWUEGAEKAA8FA1d1gAUCGwWwWFCQeGH4AACgkQrBB70Gas
2t1PIQ//Qc5VYfBCxpaMysaPQ44wXPEZSjxIGZhhMGzb1UzzAEYOw+RgKN5NNTXq
L2KoOk0rGnKgZOKByMdXwIPH/rGwwEsbbIpopnibf5ic5B/+xCTIK+qLIwX2ZLuk
NhbL6Y+E+7DxMMh+KgBWHONKkgwVY+rFWOfoops839ABKvc9/Ry4/qqkcb4@AzpD
11iQJI5vK/DMuabWxWeKXqJLI13WMGPcPfheuBZL1u7LEEHYKMgzvpbF81WIn3MBo
8jvxf2/0+kMafSSDqgvOubyu8GOhmScpCbRIN7jV/HrG+tM+zy48TN6/MkGWSR7q
TD34pgBjyatVfV16dGD6xj/i/Emt5hZB6gXruCDH7AWMONX+FkDubs4sc4PKysZU
ItyabKdQFo2UeYsNwZhdn6QwKhd85um4JUHICY@mARY jsQgWXH/5MR4@cow77bbE
vVg@XNd+QRV1yT42CEtnIUOFLeDVuZrum5TuvvnabImMDoi/z6QcNelL79XsY2m61
QVRiHr1BDb/8JLkfnWiwL8GRv169Kf8unx@y5ulYBpcMYkyDD2+pnnk3TYQrR+8X
8goecaS8fbyu/Q48K85ZMD8wKW/bzLQ+tK9y8xed24u2QERTFtMhIwOb6f45Nrrf/
PhgV8RnuwUusSbdDe8kw3eYTmLdzD4kZc9K75d02CqT+hm//9]11=

=uGHC
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Frihere Schlussel

/A Important

Neue Schllissel werden erstellt, bevor die vorherigen ablaufen. Daher kann zu einem
bestimmten Zeitpunkt mehr als ein Schlussel gultig sein. Schliissel werden ab dem Tag
ihrer Erstellung zum Signieren von Artefakten verwendet. Verwenden Sie daher den zuletzt
ausgegebenen Schlissel, wenn sich die Glltigkeitsdauer von Schlisseln Uberschneidet.

Haltbarkeitsdatum: 04.10.2025

Schlussel-ID 0 x AC1 07B386692DADD

Typ RSA

GroRe 4096/4096

Erstellt 2016-06-30

Ablaufdatum 2025-10-04

Benutzer-1D AWS SDKs und Tools < @amazon .com> aws-
dr-tools

Schlissel-Fingerabdruck FEB9 209F 2F2F 3F46 6484 1E55 0 7B38 692

HINZUFUGEN AC1

Um den folgenden 6ffentlichen OpenPGP-Schlissel fur das SDK for Java in die Zwischenablage zu
kopieren, wahlen Sie das Symbol ,Kopieren® in der oberen rechten Ecke.

Comment: Hostname:
Version: Hockeypuck 2.2

xsFNBFd1gAUBEACqbmmFbxdJgz11D7wrlskQA1LLuUSAC4p8ny9u/D2zLR8YNk3Yz
mzJuQ+Kfjne2t+xTDex6MPJI1IMYpOviSWsX2psgvdmeyUpW9ap@lrThNYkc+W5fRc
buFehfbi9LSATZGIi8RGAsCCr5FsYVzOgEK85M2+PeM24cXhQI0ZtQUjswX/pdk/
KduGtZASqNAYLKROmRODzUuaokLPo24pfm9bnrlRnNRtwt5ktPAASbM9ZZaGKriej
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kT21PffbBjp8F5AZvmGLtNmM2Cmg4FKBVIQ4SQjy2jjrQ3wBzi5LcOHTXDUHK/rtV
ubPewUe2WP1nx1XenhMZU1UK4Y0oSB9ESStQ2VxQiySLHSdxR7Ma4WgYdVLn9b0ie
nj3QxLuQlZUKF79ES6JaM4t0z19gGcQeUl+Uk1lgjFLuKwmzWRAEIFfxMyvH6qgKnd
U+DioH5mcUwhwffAAsuIJyAdMIEUYh7IfzJIXQf+fF+Xf0Cleby0OJFWrIGQkAzMu
CEvaCfwtHC2Lpzo33/WRFeMAuzzd@QJ4uz4xFFvaSOSZHMLHWIOYV/+Pea3X99Ms
ONlek/LolAJh67MynHeVBOHKrq+fluorWepQivctzN6YINOkx5naTPGGaKWK7G2q
TbcY5SMnkIWFLFSougj@Fvmjczq8iZRwYxWA+i+LQvsROWEXEiQf fIWROQARAQAB
zSxBV1MgU@RLcyBhbmQgVG9vbHMgPGF3cylkcil®b29sc@BhbWF6b24uY29tPsLB
1AQTAQoAPgIbAwWULCQgHAWUVCgkICwUWAgMBAAIeAQIXgBYhBP65I18vLz9GZIQe
VawQezhmktrdBQInABcIBQkRa8qgDAAoJEKwQezhmktrdl1MQAIwWEUDar30TxkfTa
cPNKDNNzxaWqrxZ3FTQ+PyrHhQ6usxxrvDKIS+uCjE9SbmWHVFU1R4yQNF+721Jdw
5UhXQu+ZgT9afApE65UAZUwLhPsz8upXT8C6VeKXh3shdw7gXi2hrwtM1a@P1ls40
Cs2C9rLUDMITySrVDDVwpnaAB+8DcFrs9bIt5Q3gdOUatdzDvcb7QKh9jUvzCpbE
cInblepDN5MRzowMR4iU2VV1RzLXxCvm7CQSyXfgf@DFLkXWiknh0Ogq9eINmytIFG/
NtFdiZFkNZ5hP7091oywdfNrmqB6PsF8BPGFh8gKwlpjowrfHpv6cNIqShmA76LT
30HVi01lqGFB70bffq//eZGPROoYIFDr0dD2CFRoHNP3N++AfkA4SRN7eXwyoz6Pk
DO9WNIEEkAcp6PGvv7AokogDo/40qmxgC6fN+3BTOstWpv4F1D4NXOZWSsTs49wxg
kP1CCVf8t75aZzZkcjXngleC1ZZQ5SB1RtSB7gMqtP7MIn2]5w8spNbs5xQvIc76u
NvzwEasPkY+UcHd®5RddOUwoKgDerLUG7Yqd1NCIoQR1mBIgZButbQlMyaZcmQqO
iRQkwDi9h6D16fnUb2dFCNIw+eDHvsjG8HI3ZIVZM10bUQ2kmmwr102YQ1lynJQmol
1IM11I4hFU8/1HNHm8ie5darpVXQEwsGUBBMBCgA+AhsDBQsJCAcDBRUKCQgLBRYC
AwEAAh4BAheAFiEE/rkgny8vP@ZkhB5VIBB70GaS2tOFAmMUKSiIFCQ+P/Z@ACgkQ
rBB70GaS2t3HVg//S+/KbeOBf+nCdHsrWtp9kxvWIpAGvQhIbxx1ltp/impfm+5Rm
fKPDOKX+g42fuMmOdDE4gj04GjGd7ZY3bx+@zbDSdVebzmYCbPZ/BDP9900oPKidd
w6G18PalyqfuARKOESBETVAWNgwO4t20cjs4pYZV+CuHVESYpgkuHjmHtye6ajzZw
Mv24NhjVo4EFP33dPugTjXLjeuGT7qQpsYV3a66juHmPVkXwuPgxh9wTNc5TUGFG
UPSfIGMPL@Oxha7Rg2i5zvRaAxx4bHqGO8IAz/1/E/tJkV5xnt494HQam9OUDbiFIQ
QO@TSvelR6S45/UjQWecycyduHtk72s9ipa9YMOilTdLgKMWFjzYv4h4geYvLiw3oB
JGQew+IQI4dIxrwl /TKet33EuFfwmyT9MalBhqVegeFaQ@uVmwyvzpAcvxIoSqSpkd
B/kASqCEM/00QZLuWc56cDsmMisD@ouVPt+cl1Zk7AWL1f6j8LKYTbKOQxLRh/eeZ
jhSf3HnpaCfonbOoHmeo5d/03EZOAiA4GbT3xgScoIgX0T7KGgOWmtWkdyd3zZvl/
06q6HwWpg4RsqCkwnfNm5ZIvmTAYXWc2hiICSicxrP@fek5Cc4xVgIR5RMNGYI7+m
ut1SE2WvLhMCwEy1l5ecWF@tUze8VB1WkHIp@Y4k2ado39Z2q/DZrTRQYEVT jCwXQE
EwWEKACcCGWMFCwk IBWMFFQoJCAsFFgIDAQACHgECF4AFAMEYyoZoFCQueVRUACgkQ
rBB70GaS2t3axA//dgcz5T4Fs7LWAIQB/KRnvX64IzaGQcwt3FBhYH+sFaSaD+1u
752vi3j1GxMBKs2NFxk6e2U8xBEir3vfKYd+mZ5L6egXCOMYfvMO/UFEFH3A+t3V
dTOJK4RQcaL9+rFRVADMZuifN9OFfy25d661CZ50iqgHTQViVmbrGw2cQdyNWXrq
YLgg+gktadkmzis4J6hF/1e8NOBfrG3n+QthFl/v2ppYYWIpmmxzUIf6tA1R1Vr8
PhPukjuFfrPLRL3XPiK4Lkd1SI5MX7L1q4RkcZNINY1LWS8699wIOLRcr8aQYvzZ
Im7tfZUaekI5ScXIWIEaWT4poMbWxXINj6VWE+DgKWvjkzoxBXSIdLk4XThAldIq
3n5SfMkfuWV2A2xHqJtEzI1XeTm/d/JRxIG8hjIs5FNMGIUSNANIUTVA2putCVfo
JbP4QlafXoEVOYwW/EFJY+brjQadwc/knf/QxszDcKb3THUTXR80AOh6ZysmtLEg
PCaD1xUCDdr4P7DGOtV7yMaDR608QKmb7TKzCKCPNHougqPTODhSB2MRq437+mfSe
EGga/sPMxe@z8ug02CnrCf3eplU3Z0y4eeQSThTKe@Hp5Y1sFlcdZSvijt7GIaHR2
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9A22nAJY9P0jt1M+@Dkr/PH612brv3sEUACRNhzqCWhAve+zVnVLeb+Fk1lrCwXQE
EwWEKACcCGWMFCwk IBWMFFQoJCAsFFgIDAQACHgECF4AFAMCavPYFCQsGcHEACgkQ
rBB70GaS2t3fqg//asHYSTBI4IoLibSF5ZJ8Nalo4EqgRtsO0OW1lzr8fCoFbxI+yI
gWrNXR7eoFj8tW07Tj6S0kQr4QZcucLeIlfox6CtDz03f3WQTHOM/@si5U4If3RA
gBdOvwxVSSSNEsIUUfyl0BHLVwlhaTVfhlh1dZhzb18LA1Vqu@100GGxvaG3dUl4
OMSRSK8EeaS04hIM8ScjVyhjsuPRmljlwd1EXZ5mkHRGRMGMwi3XysJjIeQRFmuUG
a9uPes7I/K85r7X91BLz+G/mkSZsrHxzLxFO@mMSZtQdhq@8GyMeQlJlavs7sb1lUVbg
ag30JEAjggqRsNIQOMIv12/amrRI7DUyQu5YkZQsAyCIhSVZw6z1J1kYVKSw1Cull
VX1n/Aahx5wwaQZA1dDTolX8WvL90/KmEGWbKUSov4@uoRwS0eXP3QhW75kD4zT0@
n3pSUc7tXka8GAz5Ar+1r9014wc9as2WjWADo3CX8cF0zQ0rN1naMQ++xBIAGIOmMs8
y3L4ECORqVjCpjUAThf1xwSM7uclCgFBINFKSLV+QGxzWfHjg3+bSQd@hrRn9j4z
Di9aJmFESQ6iykbUjiUFrcI1INUCFKz2awaxh+Sq8UkYcvuxljxdK/zYYEG8DSdQ2
uwlssHCjYVpAbl6hqlEAaSqnhv86020G4Z61Cg3AUZtIRIMBpK2PNn/NmPSzCwXQE
EwWEKACcCGWMFCwk IBWMFFQoJCAsFFgIDAQACHgECF4AFAL771vAFCQlnimUACgkQ
rBB70GaS2t351w/9GhpQqulVUCAsc4az7+ad8q2d90UKX0L12x0j3/0fS8umZIYx
8KXZxPqBqvLj1UyAB5Ur4fWVBdp9iP4Vj74jmRih7Yatk8heGmNoUANI1/90qV50
ypFObfvWLxvcUNizmS/LYKdNuYcHwyw4bFyTz9gd3XH6Dxak7YiAXz3JgJIXcIB3
ELfpsduzpncLeVwz/dKhYX5iJ7Y/xd4Ew8Ian8FyNDNRwcXobTpPAMNiGLG5xSLq
8RgQfkm@7BVVDtu5tPw4V46gnBXGXNjPhSirGMoNbKZqtP0O7TcBQhPQ9c95x73hs
kAqZKHrwilB7cfylI8y5sRFbPa@RXeVWQKEMZdwLsFhCbEex6iXHP+rMKONSIf0G
91F2eJk140n8K7wzak0njvNO@OVEN/9D+xD21CXCzbYbaDXX2tY0d4GS72fWOM/zT
96t IH5UtMGMOICuUIjnL34EbzBuxwTENJKhDGQH2P+eUzM9 jmuCTRLLGW2P@Zuof
6GSSNLT+5pw3BIVEZW5PYTIN613m19MQ7p9BWr7f1CF8CU/xzyPN7TVb/677Be7V
SL1rNFLNi@IdqcbLJ63pTWaUGkCSqRNMfq3cID1zNz2LoVv008VVmdtFRkKhHN8hJ
h7CUX1aqB0faJlhV3FgA9G8sXmSN3r3pusZbl3kfCKsJUZorThWxdaUBuUH3CwXQE
EwWEKACcFA1d1gAUCGWMFCQeGH4AFCwk IBWMFFQoJCAsFFgIDAQACHgECF4AACgkQ
rBB70GaS2t1aKA//dBaXto7zUFRbIvLgcSE3hJOChYZj8Uuo7iYK26mVycyBFQIK
Iv2XYFIIMwK1Rx1JaljA6BIKE3aYyx2LVTYUlHke826dhH+kV2gN9C6t/VmYpVab
n/i64po7EzD17ykrm5gB+z47uCvyC79/x80uns1mTf/JUgl/hYJj2hf1MDWr@7/X
WclzBLj1lT93tg/43VgzlwFdrUOcNx1+bQGXKTOi4AXSp3UvCL+2YsQ2/IsPf7Z2zZ
awSuUVkZJr11p87S1MhZeHmTrCHkV1FHIyudLJErcH0337]pd8xDRek7K1rx2pAS
cKIiyeAMIk/G1OuExYqEEVFQzMr9Z1MNuhNBJAMI5hVGsTgrwy2hlIrBktXavo7d
01eS1sqw9ViZ7F6t90x51+NkwXVsLsGYSzuNyIfomNuoCgA+cfM3TjzVpslqgsgld
WJc9Bavaan2pKF6Lb9Fq8u3HZk2u+YZbvZkqkXwTdZZQOkEmoVV4Y1G86bdpmPy j
8eV7C0O2NxPii4l1+qV8qJQu/6DsA@QwMtBMUNODmM3BF2+ZmUHuUhMGxq9/4vDE8heE
ffYhHtNTtV6IwwzGZmeZkrYA1POAGLeVp/6iNUe8H5/0Pvh4s2rRmgN+L/dQU1ix
1i0AT5iAKoRQGkduXrWc4fAY5KxDBIqna4ogX06QP8rEf1I8ELcNgYEj40IvOwUQE
VZWABQEQALZzMOCs9Zvd@8x0EVbEBj59LrS9dOHVKQ61gmkNakWC+jR35VD6FXpeb
UYACBLITEbVYfKwOP@p6MhFKAsb570J0znKGzE1rVYUZQzhDORKje35rvkajvEcjG
AWMLTjr87pWHeDO389ER64bz0RNcfa/1+YP56PI+CThb2wUvTTONGIkPQUpVhH+P
256cQL/Y@OFwu4XLerpwN+YKgMQ47raRcydobPeSTMQr9fVKRy0zFEOrvNpCVDUqi
77d@gLDLjH1I1Dy0X5554S8XYLb91eYOiFvnu2pTCKiiEXRCSYK29mAQePK1TCCn
Qx0jbmBbGS8mVIkpQ5vpvXvzpY3JIjMXaDGgWSQSYGXhECYyxCR5e0tKYbCwwPIc2
rI15gW6yXyw9pKmj5XafTP7YHTVRST7CZ/VLKDKkW16AFQInPOg1mjw]jpDFpmN71h
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J1SKMaZkh@QGV5FW3dK+GLwxiWdgx3htbZExrWyvumWQF/xBF7puKJBEXcoM5Kfk3J
uZekBwcnVkfNFF2RAkM1ALQ8INGzLXc7ROUEM@OBXVirfju7IRtWLb3UhIJWCuhRW2
muyYegSTkag5MduD1IJK37GL8WI1AL65taYgZegUoxHdSaEOefOhspxuduz8d33z
UVIWCFhi+r/+BMCQmTRbF8a07fTC1dGdO84DRP6QE/dMT4u@ZEN7ABEBAAHCWXWE
GAEKACYCGwwWIQT+uSCfLy8/RmSEH1WSEHs4ZpLa3QUCZwAXCwUIJEWVKhQAKCRCs
EHs4ZplLa3XtzD/9dwilqffV70UTq8w/21jnlowHp@9jxP7WHTmMPWHE@BWSYFIW1V
A1gKN6Ym@dw+LvS5WOKJaRnyewUyBxWvZsn6W1lb5qzY7nmCOKIpYtuCUPwiqjXWP
EM8c/v@MojSuwMOXBAViLvOFhgdUrHn11k962XvWAW++4DXFh2deaV@163IFMRmO
PNPDAiPWBVqvBANIh2sLRZ5gd1BXwpVrd+x8tzyr69YrN7hutP1CyPEUMYS//mcEh
VFPsbW/i10x/foCE3NXhQm/rSMKecVn5csXBV2J01Mzi+8txYNrSBLkjbSB1AvVTQl
aG3+nCNCgM2XDLyoj0IrgZ1To4Ay5gmTOR+msY/cfoIuKFYenmtxy6jM805uSZHg
hoClrx9IA98hhGQ73G2r5EDpXul/uCXn53Sswj65b19IssfqEloji/FonkkpEgeg
bGXFDUnrhicDO/WOzqpXf2Fa@DQWY+Vc/pt52ftBFgwzCNIUYDKUhCHPNZOwtLtd
N2fkXHNiCavCDZ10ud7FHHwmRNdj2qluKxe4m+pFYmKwAU/H+Htkz9Gjsj+ZKedY
nnfai2s2gQ0rbfwvVIVdhCWSuULK17ZnGTtiJuOUQI1V8n6QQIpohd3mVgmynu6gQ
uKw@YS2RUEUFv@v0g2tASA+4EM/SBUpGhudODLA4b5w04gKmh1B1HqQrIsLBTAQY
AQoAJgIbDBYhBP65I18vLZz9GZIQeVawQezhmktrdBQJ1JEokBQkPj/2fAA0JEKWQ
ezhmktrdwMAP/RpFylIL4yhgscBOENQ7e3No80raNk@z/YhSd125N/uQVEU9431GQ
rrvQ+4Lfve2laPweBD018/A0CsmOyHPVQMA@a2vx8ItVdIcNc8iFkP4AJ192210q
i@VhoblUezZnlfK9+Qvq4PQ21hWIrQuzylL /S38RESAT1I25sfJOP+RCaR1IMH9dm85
E56Lee6uUZR8SkGuil6kGpPh6fWTNij3bICjth1iSSCL2HCOW81vcwS1dDu2EfILU
QCSqfSG7bF8dFk+nKhzhVX0Uks3XGjLdICxZewU5ycryitpfRgARgZs2A43gshdi
fiKaX6Ksan@3uhKDrLhDHNj2y@7PUrFo8ggtlRpV/Pr1B/UqCsCOFUOixbD+n4ZF
Sqov2qwell jOf4mzZ6yil sTDUOFPrdkO1HTIZ17AF@zXZMM6CvaCUalCKx9GVdStR
+LI4wLQonPrTnXavhkC4int1lqSX8ZQNLhEggdE8YWMEIN59R/nVIT3i5WzYph5R9
P4Vz3Yn7jRqM8wAYEbHkA8s45fMRi9akWSwO3H5nWukcmfkt3UEbmka3BQg3HKWP
6TvhfI28euM8qqjbPilfkpEBjnChYVk2Rgn@P8zA7Q5kC0293kwIL9c3RDjMPcxI
45ktKvBTZftsDt1Z2718LwW7Q3VQiGiKvolXLMuV7Z51fmydfUPcrnvl7wsF1BBgB
CgAPAhsMBQJhMqGaBQkLnl1UVAAoJEKwQezhmktrdbhwQAITmFb67XIUZswr3TREd
Q7ZCLG4EDyfTsW8n75r6A90qsR+z68nC2Sm7e8mKQFFPwjHPOhsGhHtCOTZtQk70
jbwyL4N3uxDyEvOfbckH5Wz0ejZcG7KKQrgAiwII7q6CH/z0nVurySjVyzlpy/wL
WpVAcF/uaW5Zh1FCXqePaEzsUBJ757qsr2hol14BV4seT1RSQ9nneTZOHhab3wgXP
4gDTo8+zkTvNo9YbeZ1qj6211+QGIUBTP5MEdXCuCle4FQ3f6vnXxmB86cUPx7cl
/y2rIjei0dkKgPeUjNWWSzxS2jYehL5we7gvaSwmEvI74pV+/3Hs+TxX39XtYFwj
k9I1795idnsS511dAW3yoI3HBQsYa3US7bpH4g3yZMkstc3bHI6X54PMCd8Skb+N3
FE8+zGduDmDTKitumiWVVXEFGIwsLAcpWPxecI2AMIMGfMheURYsdvD/yvCbCB29
OKwCSTDVKAGIN2VorNzd7KUeTPTMN1bg2d11F6u5sQeTN5KVaGd7xE1O0XME2wA2D
T3+EsAQytriFbcWm3s8Ugbc9BXMmKBfjlvKu6+Fr6Mgvf/txn56M2SyXBCFQ50Ft
gTFUuAFIRv+nayk5tx5Eg1liA7u3dbB1jH3yxGH1B7TeQypA5BgD3x72b7vbXkeci3
1Kz@35LYoT5/yTK5sGvacIvCwsF1BBgBCgAPAhsMBQJgmrz3BQkLBnByAAoJEKwQ
ezhmktrdLmgP/1FkWkYhxACnkagRv@OmpP12STbu®B3zYKFBALmM/Wa7vKDz18dgC
S3BxDS1pnhZS8QA3Vimb0AZvaDnsN1UJ@f3Qao05136G/UXPnmFIwN612szPOK6NF
PEsotzIzR1Jo03S+WkBfiKaQDIDgSxtUxJzOwufz76xibmKRhJ5ChMDCvxmIaoNle
tKRxFT770upnnyaQs22UsueqrZJ@resgTVnNeF4A1+1U59pFuAl1f971SVLT472LP
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Uj8mPJihF2ukL1Hdz3F7+kY1pOJRmLk9fo4d1ZHBUPiZ1ML /U2yhQfW+Y6tW71vf
1izAxJWF7se6QT+UT5Pji6cohMSERVoOYt8e2jFjs@PiPcrjU3mIExX4hAEEVIbPORY
eKC4CL/UGYAtJIkUjd85vKZUHYr7NWZQKLAKgpAPQUMKrIKLEHUZz/dog2CCamstLI
vcBgg8EjLIn13SBesFt/1DCWZeummgz30mQKR19EHU2cIZzIfOCv/IEysnmbpSpjZ
DX8FqjtezoqlqiyrLFR7YN1VDPBCHYfgDagwl@nlrWFIqT6VqfslmdMdTBRWYVEB
OGUxrkyI+APdi@M2634/410blptkqyTIr1KIgll/qsSiKVcBZSOYFW/rskxYcPPT
wpKYaycEYt0dkS6FPcnehJO01B+F32WVq2bs2Ps8webKhjjaYS4Iv4adwwsF1BBgB
CgAPAhsMBQJe+9W/BQkJZ4k1AA0JEKwQezhmktrdvzMQAI6BBj3c2r4bDpV3TwkX
dQ+UCa/E/zUhFds9XKfGb3a5IzRdPUwWT+KrAZyiYrr2NSMOzh1l/VtqJL18YCYsx0
Ob/TB1hDM+IZiI5gHOcHKhDYKTNNSGP@9P/pJAlvHQend9CdZE9]9jwkczfS+bz6
mVxkxpi73fTDox9duesOLsS2/ntRzA@wghDdaaavRvhAEf9vavCWVINZmqg22WVsU
1nIPXNWGGZzWn85JYI6uAi4fs/ABFkry69/cOcvbroP8qgCmeCuGmX4f0j7qRg77A
+mSueBDx8RK00201021B7b8IcVizj+1psRQN@oa+i+mFG+o6vtD1ZYhQude4N5sR
RybcLclxjSCoZs5q93fTpbB2n7pSt/UD3ytwnt9kpD4VvOdTGAPB83bjL+QK6e3A
XM103jxFE5jSFSTr94E40kK8QYCIR5jLqsg2f610ENY5drMSA4zuDFDL1Y2ChfigjzZ
uNoFbPHGt/8DfWTVO0ochVnikA7ggKjz2@+RjvwyrHhRMATt08MMhOUV28pdL+H53
00t0VOu5a0TbcNqdYQy9B2Bw41fmj2fi6Dpl+vnZp6hOm@CWiJVW/dtilppYjuxd
w5Kj+9IxZYaBNYH411pMT+BsvMDqGzXxDIL89NNY5BkMvgEKNjXSHGRWYMzOxigf
51YKbfQnEQloz5bRQndntRQWwsF1BBgBCgAPBQIXdYAFAhsMBQkHhh+AAA0JEKwQ
ezhmktrdTyEP/QOHOVWHWQsaWjMrGj@OOOMFzxGUo8SBmYYTBs29VM8wBGDsPkYCje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@OPCvOWTA/MC1v28y@PrSvcvMXnduLtkBEX7TISMPW+n+0
Tab3/z4YFfEZ7sFLrEm3Q3vIMN3mESi3cw+IGXPSuOnTtgqgk/oZv//SS

=bboB
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Ablaufdatum 2024-10-08

Benutzer-I1D AWS SDKs und Tools < @amazon .com> aws-
dr-tools

Schlissel-Fingerabdruck FEB9 209F 2F2F 3F46 6484 1E55 0 7B38 692

HINZUFUGEN AC1

Um den folgenden 6ffentlichen OpenPGP-Schlissel fir das SDK for Java in die Zwischenablage zu

kopieren, wahlen Sie das Symbol ,Kopieren® in der oberen rechten Ecke.

xsFNBFd1gAUBEACqbmmFbxdJgz11D7wrlskQA1LLuSAC4p8ny9u/D2zLR8YNnk3Yz
mzJuQ+Kfjne2t+xTDex6MPJI1MYpOviSWsX2psgvdmeyUpW9ap@lrThNYkc+W5fRc
buFehfbi9LSATZGJi8RGAsCCr5FsYVzOgEK85M2+PeM24cXhQI0ZtQUjswX/pdk/
KduGtZASqNAYLKROmRODzUuaokLPo24pfm9bnrlRnNRtwt5ktPAASbM9ZZaGKriej
kT21PffbBjp8F5AZvmGL tNm2Cmg4FKBvI04SQjy27jrQ3wBzi5LcOHTXDUHK/rtV
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Dokumentverlauf

Diese Seite listet wichtige Anderungen am AWS SDK fiir Java Developer Guide im Laufe seiner
Geschichte auf.

Dieser Leitfaden wurde veroffentlicht am: 1. Oktober 2025.

1. Oktober 2025

Flgen Sie einen neuen PGP-Schlissel hinzu, der am 27.09.2026 ablauft.
5. Oktober 2024

Aktualisieren Sie die aktuellen OpenPGP-Schlusselinformationen.
4. September 2024

Filgen Sie Informationen zu AWS kontobasierten Endpunkten fiir DynamoDB hinzu. Siehe the
section called “Verwenden Sie AWS kontobasierte Endpunkte”.

21. Mai 2024, 2024

Entfernen Sie die Anweisungen zum Einstellen der networkaddress.cache.ttl
Sicherheitseigenschaft mithilfe einer Java-Befehlszeilen-Systemeigenschaft. Siehe Wie legt man
die JVM-TTL fest.

12. Januar 2024

Flgen Sie ein Banner hinzu, das das Ende der Unterstitzung fur AWS SDK fir Java v1.x
ankundigt.

6. Dezember 2023
» Geben Sie den aktuellen OpenPGP-Schlissel an.
14. Marz 2023

 Aktualisierung des Leitfadens zur Ausrichtung an bewahrten IAM-Methoden. Weitere
Informationen finden Sie unter Bewahrte IAM-Methoden.

28. Juli 2022

» Es wurde eine Warnung hinzugefugt, dass EC2 -Classic am 15. August 2022 in den Ruhestand
geht.

22. Marz 2018

« DynamoDB Beispielsweise wurde die Verwaltung von Tomcat-Sitzungen entfernt, da dieses
Tool nicht mehr unterstitzt wird.
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2. Nov. 2017

» Kryptografiebeispiele fir Amazon S3 Verschlisselungsclients hinzugefligt, einschliel3lich neuer

Themen: Verwenden Sie clientseitige Verschliisselung und Amazon S3Amazon S3 clientseitige
Verschlisselungmit verwalteten AWS KMS-Schlisseln und clientseitige Verschlisselung mit
Amazon S3 Client-Hauptschlusseln.

14. April 2017

* Der AWS SDK fur Java Abschnitt ,Amazon S3 Beispiele zur Verwendung des Buckets" wurde
aktualisiert, darunter neue Themen: Verwaltung von Amazon S3 Zugriffsberechtigungen flr
Buckets und Objekte und Konfiguration eines Buckets als Website. Amazon S3

4. April 2017

* Ein neues Thema, Enabling Metrics for the, AWS SDK flir Java beschreibt, wie Anwendungs-
und SDK-Leistungsmetriken fir die AWS SDK flr Java generiert werden.

3. April 2017

+ Dem AWS SDK fir Java Abschnitt ,, CloudWatch Beispiele verwenden® wurden neue
CloudWatch Beispiele hinzugefiigt: Metriken abrufen aus CloudWatch, Veroéffentlichen
benutzerdefinierter Metrikdaten, Arbeiten mit CloudWatch Alarmen, Verwenden von
Alarmaktionen in CloudWatch und Senden von Ereignissen an CloudWatch

27. Marz 2017

* Weitere Amazon EC2 Beispiele wurden dem AWS SDK fur Java Abschnitt ,Amazon EC2
Beispiele verwenden® hinzugefligt: Amazon EC2 Instanzen verwalten, Elastic IP-Adressen

verwenden in Amazon EC2, Regionen und Availability Zones verwenden, Mit Amazon EC2

Schlisselpaaren arbeiten und Mit Sicherheitsgruppen arbeiten in Amazon EC2.

21. Marz 2017

* Neue |IAM-Beispiele wurden zu den IAM-Beispielen hinzugefligt. Verwenden Sie den AWS SDK
fur Java Abschnitt: Verwaltung von IAM-Zugriffsschlisseln, Verwaltung von IAM-Benutzern,
Verwendung von IAM-Kontoaliasen, Arbeiten mit IAM-Richtlinienund Arbeiten mit IAM-
Serverzertifikaten

13. Marz 2017

* Dem Amazon SQS Abschnitt wurden drei neue Themen hinzugefiigt: Aktivieren von Long
Polling fur Amazon SQS Nachrichtenwarteschlangen, Einstellen des Sichtbarkeits-Timeouts in
und Verwenden von Warteschlangen fiurunzustellbare Nachrichten in. Amazon SQSAmazon
SQS
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26. Januar 2017

* Es wurden ein neues Amazon S3 Thema, Using TransferManager for Amazon S3 Operations,
und neue Best Practices fur die AWS Entwicklung hinzugefligt, wobei das AWS SDK fir Java
Thema im Abschnitt Verwenden des Themas enthalten ist. AWS SDK fir Java

16. Januar 2017

* Es wurden ein neues Amazon S3 Thema, Verwaltung des Zugriffs auf Amazon S3 Buckets
mithilfe von Bucket-Richtlinien, und zwei neue Amazon SQS Themen, Arbeiten mit Amazon
SQS Nachrichtenwarteschlangen und Senden, Empfangen und Léschen von Amazon SQS
Nachrichten, hinzugeflgt.

16. Dezember 2016

* Es wurden neue Beispielthemen hinzugefligt fiur DynamoDB: Arbeiten mit Tabellen in
DynamoDB und Arbeiten mit Elementen in. DynamoDB

26. Sept. 2016

* Die Themen im Abschnitt ,Erweitert wurden in ,VVerwenden von“ verschoben AWS SDK fur
Java, da sie fur die Verwendung des SDK von zentraler Bedeutung sind.

25. August 2016

* Ein neues Thema, Creating Service Clients, wurde dem Abschnitt Verwenden von hinzugeflgt,
in dem gezeigt wird AWS SDK flr Java, wie Client Builder verwendet werden kénnen, um die
Erstellung von AWS-Service Clients zu vereinfachen.

Der Abschnitt mit den AWS SDK flur Java Codebeispielen wurde mit neuen Beispielen flr
S3 aktualisiert, die von einem Repository unterstitzt werden GitHub, das den vollstandigen
Beispielcode enthalt.

02. Mai 2016

* Dem AWS SDK flir Java Abschnitt Verwenden wurde ein neues Thema, Asynchrone
Programmierung, hinzugeflgt, in dem beschrieben wird, wie mit asynchronen Client-Methoden
gearbeitet wird, die Future Objekte zuriickgeben oder die eine annehmen. AsyncHandler

26. Apr. 2016

+ Das Thema SSL-Zertifikatanforderungen wurde entfernt, da es nicht mehr relevant ist.
Unterstitzung fur SHA-1-signierte Zertifikate wurde im Jahr 2015 als veraltet markiert und die
Website mit den Test-Skripts wurde entfernt.
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14. Marz 2016

* Dem Amazon SWF Abschnitt Lambda-Aufgaben wurde ein neues Thema hinzugefigt, in dem
beschrieben wird, wie ein Amazon SWF Workflow implementiert wird, der Lambda Funktionen
als Aufgaben aufruft, als Alternative zur Verwendung herkdmmlicher Amazon SWF Aktivitaten.

04. Marz 2016

* Der AWS SDK firr Java Abschnitt ,Amazon SWF Beispiele zur Verwendung des Themas* wurde
mit neuen Inhalten aktualisiert:

« Amazon SWF Grundlagen — Enthalt grundlegende Informationen darlber, wie Sie SWF in
Ihre Projekte integrieren kdnnen.

» Eine einfache Amazon SWF Anwendung erstellen — Ein neues Tutorial mit step-by-step
Anleitungen fur Java-Entwickler, die noch keine Erfahrung damit haben Amazon SWF-.

+ Aktivitats- und Workflow-Worker ordnungsgemal} herunterfahren — Beschreibt, wie Sie

mithilfe der Parallelitdtsklassen von Java Amazon SWF Worker-Klassen ordnungsgemaf
herunterfahren kdnnen.

23. Februar 2016

+ Die Quelle fur das AWS SDK fur Java Entwicklerhandbuch wurde verschoben nach. aws-java-
developer-guide

28. Dezember 2015

+ the section called “Legen Sie die JVM-TTL fur die Suche nach DNS-Namen fest’wurde von
Advanced in Using the verschoben und aus Griinden der AWS SDK fiir Java Ubersichtlichkeit
neu geschrieben.

Verwenden des SDKs mit Apache Maven wurde mit Informationen tber die Einbindung der
SDK-Bill of Materials (BOM) in Ihr Projekt aktualisiert.

04. August 2015

+ SSL-Zertifikatsanforderungen sind ein neues Thema im Abschnitt ,Erste Schritte AWS®, in
dem die Umstellung auf SHA256 -signierte Zertifikate fir SSL-Verbindungen beschrieben wird.
Aulerdem wird beschrieben, wie Java-Umgebungen mit Version 1.6 und friheren Versionen
repariert werden kdnnen, sodass diese Zertifikate verwendet werden kénnen, die fir den AWS
Zugriff nach dem 30. September 2015 erforderlich sind.

® Note

Java 1.7+ ist bereits in der Lage, mit SHA256 -signierten Zertifikaten zu arbeiten.
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14. Mai 2014

+ Das Material zur Einfihrung und zu den ersten Schritten wurde stark tberarbeitet, um die neue

Struktur des Leitfadens zu unterstitzen. Es enthalt nun auch Anleitungen zur Einrichtung von
AWS Zugangsdaten und zur Region flr die Entwicklung.

Die Besprechung der Codebeispiele wurde in ihr eigenes Thema im Abschnitt Zusatzliche
Dokumentation und Ressourcen verschoben.

Informationen zum Anzeigen des SDK-Revisionsverlaufs wurden in die Einfihrung verschoben.

9. Mai 2014

* Die allgemeine Struktur der AWS SDK flir Java Dokumentation wurde vereinfacht, und die
Themen Erste Schritte und Zuséatzliche Dokumentation und Ressourcen wurden aktualisiert.

Neue Themen wurden hinzugeflgt:

+ Mit AWS Anmeldeinformationen arbeiten — Erlautert die verschiedenen Mdéglichkeiten, wie
Sie Anmeldeinformationen flr die angeben kénnen AWS SDK fir Java.

» Zugriff auf AWS Ressourcen mithilfe von IAM-Rollen gewahren auf Amazon EC2 — enthalt
Informationen zur sicheren Angabe von Anmeldeinformationen fir Anwendungen, die auf
EC2 Instances ausgeflihrt werden.

9. Sept. 2013

+ In diesem Thema, dem Dokumentverlauf, werden die Anderungen am AWS SDK fiir Java
Entwicklerhandbuch nachverfolgt. Es handelt sich um ein begleitendes Dokument zu release
notes history (Verlauf der Versionshinweise).
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